LIBE comments in green. Presidency comments in turquoise. Provisionally agreed.

18 April 2018

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL

Proposal for a

on the establishment, operation and use of the Schengen Information System (SIS) in the field of police cooperation and judicial cooperation
in criminal matters, amending Regulation (EU) No 515/2014 and repealing Regulation (EC) No 1986/2006, Council Decision 2007/533/JHA
and Commission Decision 2010/261/EU

COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

1 | THE EUROPEAN PARLIAMENT
AND THE COUNCIL OF THE
EUROPEAN UNION,

THE EUROPEAN PARLIAMENT
AND THE COUNCIL OF THE
EUROPEAN UNION,

2 | Having regard to the Treaty on the
Functioning of the European
Union, and in particular

Acrticles 82(1) second subparagraph
point (d), 85(1), 87(2)(a) and
88(2)(a) thereof,

Having regard to the Treaty on the
Functioning of the European Union,
and in particular Articles 82(1)
second subparagraph point (d),
85(1), 87(2)(a) and 88(2)(a) thereof,

3 | Having regard to the proposal from
the European Commission,

Having regard to the proposal from
the European Commission,
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After transmission of the draft
legislative act to the national
parliaments,

After transmission of the draft
legislative act to the national
parliaments,

Acting in accordance with the
ordinary legislative procedure,

Acting in accordance with the
ordinary legislative procedure,

Whereas:

Whereas:

1) The Schengen information
system (SIS) constitutes an
essential tool for the application of
the provisions of the Schengen
acquis as integrated into the
framework of the European Union.
SIS is one of the major
compensatory measures
contributing to maintaining a high
level of security within the area of
freedom, security and justice of the
European Union by supporting
operational cooperation between
border guards, police, customs and
other law enforcement and judicial
authorities in criminal matters.

1) The Schengen information
system (SIS) constitutes an
essential tool for the application of
the provisions of the Schengen
acquis as integrated into the
framework of the European Union.
SIS is one of the major
compensatory measures and law
enforcement tools contributing to
maintaining a high level of security
within the area of freedom, security
and justice of the European Union
by supporting operational
cooperation between border
guards, police, customs and other
authorities responsible for the
prevention, the detection,
investigation or prosecution of
criminal ofences or the execution
of i criminal penalties and

SIS Police Cooperation Regulation




COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

checks on third-country

nationalsmatterst.

8 1(2) SIS was set up pursuant to (2 SIS was initially set up
the provisions of Title IV of the pursuant to the provisions of Title
Convention of 19 June 1990 IV of the Convention of 19 June
implementing the Schengen 1990 implementing the Schengen
Agreement of 14 June 1985 Agreement of 14 June 1985
between the governments of the between the governments of the
States of the Benelux Economic States of the Benelux Economic
Union, the Federal Republic of Union, the Federal Republic of
Germany and the French Republic Germany and the French Republic
on the gradual abolition of checks on the gradual abolition of checks
at their common borders? (the at their common borders? (the
Schengen Convention). The Schengen Convention). The
development of the second development of the second
generation of SIS (SIS I1) was generation of SIS (SIS I1) was
entrusted to the Commission entrusted to the Commission
pursuant to Council Regulation pursuant to Council Regulation
(EC) No 2424/2001° and Council (EC) No 2424/20013 and Council
Decision 2001/886/JHA* and it Decision 2001/886/JHA* and it
was established by Regulation was established by Regulation
(EC) No 1987/2006° as well as by (EC) No 1987/2006° as well as by
Council Decision 2007/533/JHA®. Council Decision 2007/533/JHAS®.
SIS Il replaced SIS as created SIS Il replaced SIS as created

! Wording in line with Article 43(1)(c).

2 0OJ L 239, 22.9.2000, p. 19. Convention as amended by Regulation (EC) No 1160/2005 of the European Parliament and of the Council (OJ L 191, 22.7.2005, p. 18).

s 0J L 328, 13.12.2001, p. 4.

: Council Decision 2001/886/JHA of 6 December 2001 on the development of the second generation Schengen Information System (SIS I1') (OJ L 328, 13.12.2001, p. 1).

Regulation (EC) No 1987/2006 of 20 December 2006 of the European Parliament and of the Council on the establishment, operation and use of the second generation Schengen
Information system (SIS I1) (OJ L181, 28.12.2006, p. 4).

Council Decision 2007/533/JHA of 12 June 2007 on the establishment, operation and use of the second generation Schengen Information system (SIS I1) (OJ L 205, 7.8.2007,
p.63).
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pursuant to the Schengen
Convention.

pursuant to the Schengen
Convention.

3 Three years after SIS Il was
brought into operation, the
Commission carried out an
evaluation of the system in
accordance with Articles 24(5),
43(5) and 50(5) of Regulation (EC)
No 1987/2006 and Articles 59 and
65(5) of Decision 2007/533/JHA.
The evaluation report and the
related Staff Working Document
were adopted on 21 December
2016’. The recommendations set
out in those documents should be
reflected, as appropriate, in this
Regulation.

3 Three years after SIS Il was
brought into operation, the
Commission carried out an
evaluation of the system in
accordance with Articles 24(5),
43(5) and 50(5) of Regulation (EC)
No 1987/2006 and Acrticles 59 and
65(5) of Decision 2007/533/JHA.
The evaluation report and the
related Staff Working Document
were adopted on 21 December
2016’. The recommendations set
out in those documents are sheuld
be-reflected, as appropriate, in this
Regulation.

10

4) This Regulation constitutes
the necessary legislative basis for
governing SIS in respect of matters
falling within the scope of
Chapters 4 and 5 of Title V of the
Treaty on Functioning of the
European Union. Regulation (EU)
2018/... of the European
Parliament and of the Council on
the establishment, operation and

4) This Regulation constitutes
the necessary legislative basis for
governing SIS in respect of matters
falling within the scope of
Chapters 4 and 5 of Title V of the
Treaty on Functioning of the
European Union. Regulation (EU)
2018/... of the European
Parliament and of the Council on
the establishment, operation and

Report to the European Parliament and Council on the evaluation of the second generation Schengen Information System (SIS 1) in accordance with Art. 24 (5), 43 (3) and

50 (5) of Regulation (EC) No 1987/2006 and Art. 59 (3) and 66(5) of Decision 2007/533/JHA and an accompanying Staff Working Document. (OJ...).
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use of the Schengen Information use of the Schengen Information
System (SIS) in the field of border System (SIS) in the field of border
checks® constitutes the necessary checks® constitutes the necessary
legislative basis for governing SIS legislative basis for governing SIS
in respect of matters falling within in respect of matters falling within
the scope of Chapter 2 of Title V of the scope of Chapter 2 of Title V of
the Treaty on Functioning of the the Treaty on Functioning of the
European Union. European Union.

111(5)  The fact that the legislative (5) . The fact that the Ieglslatlve (5)  The fact that the legislative
basis necessary for governing SIS ba5|s_ necessary for governing SIS basis necessary for governing SIS
consists of separate instruments gonswts oi:eparﬁte w_mstr_urlner;]ts consists of separate instruments
does not affect the principle that oes not aftect the principle that does not affect the principle that
SIS constitutes one single .SIS constitutes one single SIS constitutes one single
information system that should Information system th‘fﬂ shou!d_ information system that should
operate as such. Certain provisions operate as such. Certain provisions operate as such_and that should
of these instruments should of these Instruments shoul_d include a single network of
therefore be identical. there_fc_>re be 'de”“C"’EL Wh'.le other SIRENE Bureaux for ensuring

provisions should differ, in the exchange of supplementary
partlcu_lgr as regar_ds the information. Certain provisions of
authorities aut_horls_ed to access these instruments should therefore
the data contained in SIS. The be identical.

rules on the protection of personal

data should be fully guaranteed,

in particular the purpose

limitation principle.

12 1 (6) It is necessary to specify (6) . It IS necessary to specn‘_y (6) It is necessary to specify
the objectives of SIS, its technical the queCt'VeS Of.SIS.’ Its t?Chn'Cal the objectives of SIS, certain
architecture and its financing, to architecture and its f|na_nC|r_lg, to elements of its technical
lay down rules concerning its end- lay down rules concerning its end- architecture,-and its financing, to

8 Regulation (EU) 2018/...
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to-end operation and use and to
define responsibilities, the
categories of data to be entered into
the system, the purposes for which
the data are to be entered, the
criteria for their entry, the
authorities authorised to access the
data, the use of biometric
identifiers and further rules on data
processing.

to-end operation and use and to
define responsibilities, the
categories of data to be entered into
the system, the purposes for which
the data are to be entered, the
criteria for their entry, rules on the
deletion of alerts, the authorities
authorised to access the data, the
use of biometric identifiers and
further rules on data protection
and data processing.

lay down rules concerning its end-
to-end operation and use and to
define responsibilities, the
categories of data to be entered into
the system, the purposes for which
the data are to be entered_and
processed, the criteria for their
entry, the authorities authorised to
access the data, the use of
biometric identifiersdata and
further rules on data processing.

13

(6a) Competent authorities
should be able to enter into SIS
specific information relating to
any specific, objective, physical
characteristics of a person not
subject to change. This
information may relate to
characteristics such as piercings,
tattoos, marks, scars, etc.
However, pursuant to Article 9 of
Regulation (EU) 2016/679 of the
European Parliament and of the
Council®, the data entered into
SIS should not reveal sensitive
information about a person such
as ethnicity, religion, disability,
gender or sexual orientation.

New recital (6a) Text from point
1.1 SIRENE Manual

(2018-03-26)

SIS should contain only the
indispensable information
allowing for the identification of a
person or an object and the
necessary action to be taken. In
addition, Member States should
exchange supplementary
information related to the alert
where required.

% Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 20017 on the protection of natural persons with regard to the processing of personal data
and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation) (OJ L 119, 4.5.2016, p. 1).
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14

@) SIS includes a central
system (Central SIS) and national
systems with a full or partial copy
of the SIS database. Considering
that SIS is the most important
information exchange instrument
in Europe, it is necessary to ensure
its uninterrupted operation at
central as well as at national level.
Therefore each Member State
should establish a partial or full
copy of the SIS database and
should set up its backup system.

(7) SIS includes a central
system (Central SIS) and national
systems which may contain a full
or partial copy of the SIS database.
Considering that SIS is the most
important information exchange
instrument in Europe, it is
necessary to ensure its
uninterrupted operation at central
as well as at national level. For
this reason there should be a
reliable common backup system of
the Central SIS (an active-active
solution) ensuring the continuous
availability of SIS data to end-
users in the event of a failure,
upgrades or maintenance of the
central system and a backup
communication infrastructure.
Considerable investments are
needed to bolster and improve the
central system, its backup systems
and the communications
infrastructure.

(7) SIS includes a central
system (Central SIS) and national
systems that may contain with-a
full or partial copy of the SIS
database which may be shared by
two or more Member States.
Considering that SIS is the most
important information exchange
instrument in Europe,_for ensuring
security and an effective
migration management, it is
necessary to ensure its
uninterrupted operation at central
as well as at national level. The
availability of the SIS should be
subject to close monitoring at
central and Member State level
and any incident of
unavailability for the end-users
should be registered and
reported to stakeholders at
national and EU level.Fherefore
eEach Member State should

blist ialor full :
the-SIS-database-and-should set up
a #ts-backup for its national
system._Member States should also

ensure uninterrupted connectivity
with Central SIS by having
duplicated, physically and
geographically separated
connection points. Central SIS

To be adapted in accordance with Art.
4,
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should be operated to ensure its
functioning 24 hours a day, 7 days
a week. In order to achieve this, an

active-active solution may be used.

15

(7A) The technical architecture

of the SIS may be subject to
change following technical
developments while ensuring the
highest degree of availability for
end-users at central and national
level, the fulfilment of all
applicable data protection
requirements, services necessary
for the entry and processing of
SIS data including searches in
the SIS database as well as an
encrypted virtual
communication network
dedicated to SIS data and the
exchange of data between
SIRENE Bureaux. The changes
should be decided based upon
an impact and cost assessment
and will be communicated to the
European Parliament and the
Council.

To be adapted in accordance with Art.
4,

16

(8) It is necessary to maintain a
manual setting out the detailed
rules for the exchange of certain
supplementary information

(8) It is necessary to maintain a
manual setting out the detailed
rules for the exchange of certain
supplementary information
concerning the action called for by

(8 It is necessary to maintain a
manual setting out the detailed
rules for the exchange of-certain
supplementary information

To be adapted in accordance with Art.
8(3a)/Art. 8(3)PC.
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concerning the action called for by
alerts. National authorities in each
Member State (the SIRENE
Bureaux), should ensure the
exchange of this information.

alerts (the SIRENE Manual).
National authorities in each
Member State (the SIRENE
Bureaux), should ensure the
exchange of this information in a
fast and efficient manner. In case
of alerts on terrorism offences or
on children the SIRENE Bureaux
should act immediately.

concerning the action called for by
alerts. National authorities in each
Member State (the SIRENE
Bureaux), should ensure the
exchange of this information.

9) In order to ensure the

171(9) In order to maintain the - 9) In order to maintain the
efficient exchange of efficient exchar}ge of . efficient exchange of
supplementary information supplement?rr]y |m;c_)rm?tlgn tak supplementary information
concerning the action to be taken conc_efrn(ljng the a(i |otn 'ct) hE taken coneerning-the-actionto-be-taken
specified in the alerts, it is SPEcTied In the alerts, 1t 15 specified in the alerts, 1t is
appropriate to reinforce the appropriate to reinforce the appropriate to reinforce the
functioning of the SIRENE functioning of th_e S.IRENE functioning of the SIRENE
Bureaux by specifying the Bureaux by spemfymg the . Bureaux by specifying the
requirements concerning the requirements concerning available requirements concerning the
available resources, user training resources, user training af“?' the available resources, user training
and the response time to the response time to the inquiries and the response time to the
s . received from other SIRENE L .
inquiries received from other B inquiries received from other
SIRENE Bureaux. ureaux. SIRENE Bureaux.

18 (9a)  In order to be able to fully

exploit the functionalities of SIS,
Member States should ensure that
end-users and the staff of the
SIRENE Bureaux regularly
receive training, including on data
security and protection. National
standards for training end-users
on data quality principles and

To be adapted in accordance with Art.
14
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practice should be established in
cooperation with the national
SIRENE Bureau. Member States
should call upon the staff of the
SIRENE Bureaux to help train all
authorities entering alerts, with a
focus on data quality and
maximising the use of SIS. The
delivery of training should be in
compliance with the Sirene
Trainers’ Manual. To the extent
possible, SIRENE Bureaux
should also provide for staff
exchanges with other SIRENE
Bureaux at least once a year.
Member States are encouraged to
take appropriate measures to
avoid the loss of skills and
experience through staff turnover.

19

New recital (9b) -Text from point
1.17.3 SIRENE Manual

(2018-03-26)

(9b)  Member States should
ensure that the staff of the SIRENE
bureau have the necessary
linguistic skills and knowledge in
relevant legislation and rules of
procedure to perform their tasks.
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20| (10)  The operational (10)  The operational To adapted in accordance with Art.
management of the central management of the central 15.
components of SIS are exercised components of SIS are exercised
by the European Agency for the by the European Agency for the
operational management of large- operational management of large-
scale IT systems in the area of scale IT systems in the area of
freedom, security and justicel® (the freedom, security and justice® (the
Agency). In order to enable the Agency). In order to enable the
Agency to dedicate the necessary Agency to dedicate the necessary
financial and personal resources financial and personal resources
covering all aspects of the covering all aspects of the
operational management of Central operational management of Central
SIS, this Regulation should set out SIS_and the communication
its tasks in detail, in particular with infrastructure, this Regulation
regard to the technical aspects of should set out its tasks in detail, in
the exchange of supplementary particular with regard to the
information. technical aspects of the exchange

of supplementary information.
1 (11)  Without prejudice to the Without prejudice to the

(11)  Without prejudice to the
responsibility of Member States for
the accuracy of data entered into
SIS, the Agency should become
responsible for reinforcing data
quality by introducing a central
data quality monitoring tool, and
for providing reports at regular
intervals to Member States.

responsibility of Member States for
the accuracy of data entered into
SIS, the Agency should become
responsible for reinforcing data
quality by introducing a central
data quality monitoring tool, and
for providing reports at regular
intervals to the Member States. To
further increase the quality of
data in SIS, the Agency should

(11)
primary responsibility of Member
States for the accuracy of data
entered into SIS, and the role of
the SIRENE Bureaux as quality
coordinators, the Agency should
become responsible for reinforcing
data quality by introducing a
central data quality monitoring
tool, and for providing reports at

10

Established by Regulation (EU) No 1077/2011 of the European Parliament and of the Council of 25 October 2011 establishing a European Agency for the operational

management of large-scale IT systems in the area of freedom, security and justice (OJ L 286, 1.11.2011, p.1).

SIS Police Cooperation Regulation

10




COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

also offer training on the use of
SIS to national training bodies
and, insofar as possible, to
SIRENE staff and to end-users.
Such training should focus in
particular on measures to improve
the quality of SIS data.

regular intervals to the
Commission and the Member
States.

22

(12) Inorder to allow better
monitoring of the use of SIS to
analyse trends concerning criminal
offences, the Agency should be
able to develop a state-of-the-art
capability for statistical reporting
to the Member States, the
Commission, Europol and the
European Border and Cost Guard
Agency without jeopardising data
integrity. Therefore, a central
statistical repository should be
established. Any statistic produced
should not contain personal data.

(12) Inorder to allow better
monitoring of the use of SIS to
analyse trends concerning
migratory pressure and border
management, the Agency should
be able to develop a state-of-the-art
capability for statistical reporting
to the Member States, the
European Parliament, the
Council, the Commission, Europol
and the European Border and Cost
Guard Agency without
jeopardising data integrity.
Therefore, a central statistical
repository should be established.
Any statistic retained in the
repository or produced by the
repository should not contain
personal data as defined in
Regulation (EC) No 45/2001 of
the European Parliament and of
the Council®!.

(12) Inorder to allow better
monitoring of the use of SIS to
analyse trends concerning criminal
offences, the Agency should be
able to develop a state-of-the-art
capability for statistical reporting
to the Member States, the
Commission, Europol and the
European Border and Cost Guard
Agency without jeopardising data
integrity. Therefore, a central
statistical repository should be
established. Any statistic produced
should not contain personal data.
Member States should
communicate statistics
concerning the right of access,
rectification of inaccurate data
and erasure of unlawfully stored
data to the cooperation
mechanism.

To be adapted in accordance with Art.
49

11 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal
data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p. 1).
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(13) SIS should contain further

23 | (13) SIS should contain further data cateqories to all q (13) SIS should contain further | Linked with Art. 20
data categories to allow end-users ¢ a talga _egforles do da owen b—usedrs data categories to allow end-users
to take informed decisions based 0 lake Informed decisions base to take informed decisions based
upon an alert without losing time. upon an ale_rt without I05|_n_g time. upon an alert without losing time.

. . Therefore, in order to facilitate - s
Therefore, in order to facilitate the | . S Therefore, in order to facilitate the
identification of persons and to |dent_|f|ca_t|on .(':') and (...) detect identification of persons and to

TSI multiple identities, the alert should L
detect multiple identities, data includ f 0 th I detect multiple identities, data
categories relating to persons !30 lf[ f? a tr_e erc(jance 0 te persorga categories relating to persons
should include a reference to the laentiication document or NUMBET | o 14 include a reference to the
personal identification document or and a colour copy of .SUCh personal identification document or
number and a copy of such document, where available. number and a copy of such
document where available. document where available.

24 (13A) Where available, all the
relevant data, in particular the
forename, should be inserted
when creating an alert, in order
to minimize the risk of false hits
and unnecessary operational
activities.

25

(14) SIS should not store any
data used for search with the
exception of keeping logs to verify
if the search is lawful, for
monitoring the lawfulness of data
processing, for self-monitoring and
for ensuring the proper functioning
of N.SIS, as well as for data
integrity and security.

(14) SIS should not store any
data used for search with the
exception of keeping logs to verify
if the search is lawful, for
monitoring the lawfulness of data
processing, for self-monitoring and
for ensuring the proper functioning
of N.SIS, as well as for data
integrity and security.
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26

(15) SIS should permit the
processing of biometric data in
order to assist in the reliable
identification of the individuals
concerned. In the same perspective,
SIS should also allow for the
processing of data concerning
individuals whose identity has
been misused (in order to avoid
inconveniences caused by their
misidentification), subject to
suitable safeguards; in particular
with the consent of the individual
concerned and a strict limitation of
the purposes for which such data
can be lawfully processed.

(15) SIS should permit the
processing of biometric data in
order to assist in the reliable
identification of the individuals
concerned. Any entry and use of
photographs, facial images,
dactyloscopic data or DNA may
not exceed what is necessary for
the objectives pursued, must be
authorised by Union law, take
place in respect of fundamental
rights, including the best interests
of the child, and be in accordance
with relevant provisions on data
protection laid down in the SIS
legal instruments, Regulation
(EVU) 2016/679 and Directive (EU)
2016/680 of the European
Parliament and of the Council*?.
In the same perspective, SIS should
also allow for the processing of
data concerning individuals whose
identity has been misused (in order
to avoid inconveniences caused by
their misidentification), subject to
suitable safeguards; in particular
with the consent of the individual
concerned and a strict limitation of
the purposes for which such

(15) SIS should permit the
processing of biometric data in
order to assist in the reliable
identification of the individuals
concerned. In the same perspective,
SIS should also allow for the
processing of data concerning
individuals whose identity has
been misused (in order to avoid
inconveniences caused by their
misidentification), subject to
suitable safeguards; in particular
with the consent of the individual
concerned and a strict limitation of
the purposes for which such data
can be lawfully processed.

12 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 20017 on the protection of natural persons with regard to the processing of personal data
by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the

free movement of such data and repealing Council Framework Decision 2008/977/JHA (OJ L 119, 4.5.20186, p. 89).
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personal data can be lawfully
processed.

27| (16)  Member States should (16|)( thMember Stattes §h9UIICi (16) Member States should
make the necessary technical Make Ihe necessary technica make the necessary technical
arrangement so that each time the arrangement so that each time the arrangement so that each time the
end-users are entitled to carry out a end-use_:rs are e_ntltled tocarry outa | o4\ 1cers are entitled to carry out a
search in a national police or g,earc_h Ina national police or search in a national police or
immigration database they also Immigration database _they also immigration database they also
search SIS in parallel in search Slfsp'\n pa}ralllelflrtl)full . search SIS in parallel in
accordance with Article 4 of respect of Article 4 of Directive accordance with Article 4 of
Directive (EU) 2016/680 of the | (EU) 2016/680 of the European | o iivie (EU) 2016/680 of the
European Parliament and of the Par!lament and of th? Council and European Parliament and of the
Council®3. This should ensure that 'gggg}g?sgofrﬁ.egﬂat'lzn (EV) that Council®. This should ensure that
SIS functions as the main SIS f t: 1S Sﬂ?u ensure tha SIS functions as the main
compensatory measure in the area unc |;)ns as the main th compensatory measure in the area
without internal border controls compensatory measure In the area 46t jnternal border controls
and better address the cross-border without internal border controls and better address the cross-border
dimension of criminality and the gf‘d betj[er adfdre_ss _thel_ctross;jb?hrder dimension of criminality and the
mobility of criminals. rr:g]bei?iil;(r)]focr::rrr:m;rll: Ity and the mobility of criminals.

28 | (17)  This Regulation should set (17)  This _R_egulation should set (17)  This Regulation should set

- out the conditions for use of .
out the conditions for use of . out the conditions for use of
dactylographic data and facial dactylo_sco_plc data, ph_otog_rgph:c, dactylographicdactyloscopic data
images for identification purposes. and facial images for |dent|f|cat|o_n and facial images for identification
The use of facial images for PUTPOSES. Th_e use of dactyloscopic purposes. The use of facial images
. aee L . data and facial images for : i .
identification purposes in SIS identification purposes in SIS for identification purposes in SIS
hould also hel nsur ) hould in particular hel

should also help to ensure should also help ensure consistency should in particularaise help to

13 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data

by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal penalties, and on the free
movement of such data and repealing Council Framework Decision 2008/977/JHA, OJ L 119, 4.5.2016 (OJ L 119, 4.5.2016, p. 89).
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consistency in border control
procedures where the identification
and the verification of identity are
required by the use of fingerprints
and facial images. Searching with
dactylographic data should be
mandatory if there is any doubt
concerning the identity of a person.
Facial images for identification
purposes should only be used in
the context of regular border
controls in self-service kiosks and
electronic gates.

in border control procedures where
identification and the verification
of identity are required by the use
of fingerprints and facial images.
Searching with dactyloscopic data
should be mandatory if the identity
of the person cannot be
ascertained by any other means.
To verify whether the person
already appears in SIS under
another identity or alert, it should
be possible to carry out a
fingerprint search before a new
alert is entered. Facial images for
identification purposes should only
be used in the context of regular
border controls in self-service
kiosks and electronic gates.

ensure consistency in border
control procedures where the
identification and the verification
of identity are required by the use

of dactyloscopicfingerprints and
facial images. Searching with

dactylegraphiedactyloscopic data
should be mandatory if there is any
doubt concerning the identity of a
person. Facial-images-for
dontificati hould onl
be used in the context of regular
bord ls in colf >

Kios! Lol ) .

29

(18)  The introduction of an
automated fingerprint identification
service within SIS complements
the existing Prim mechanism on
mutual cross-border online access
to designated national DNA
databases and automated

(18)  The introduction of an
automated fingerprint identification
service within SIS complements
the existing Prim mechanism on
mutual cross-border online access
to designated national DNA
databases and automated
fingerprint identification systems?®.
The Prim mechanism enables

(18)  The introduction of an
automated fingerprint identification
service within SIS complements
the existing Priim mechanism on
mutual cross-border online access
to designated national DNA
databases and automated
fingerprint identification systems®?.
The Prim mechanism enables

15 Council Decision 2008/615/JHA of 23 June 2008 on the stepping up of cross-border cooperation, particularly in combating terrorism and cross-border crime (OJ L 210, 6.8.2008,
p.1); and Council Decision 2008/616/JHA of 23 June 2008 on the implementation of Decision 2008/615/JHA on the stepping up of cross-border cooperation, particularly in
combating terrorism and cross-border crime (OJ L 210, 6.8.2008, p. 12).
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fingerprint identification systems'*.
The Priim mechanism enables
interconnectivity of national
fingerprint identification systems
whereby a Member State can
launch a request to ascertain if the
perpetrator of a crime whose
fingerprints have been found, is
known in any other Member State.
The Prim mechanism verifies if
the owner of the fingerprints are
known in one point in time
therefore if the perpetrator
becomes known in any of the
Member States later on he or she
will not necessarily be captured.
The SIS fingerprint search allows
an active search of the perpetrator.
Therefore, it should be possible to
upload the fingerprints of an
unknown perpetrator into SIS,
provided that the owner of the
fingerprints can be identified to a
high degree of probability as the
perpetrator of a serious crime or act
of terrorism. This is in particular
the case if fingerprints are found on
the weapon or on any object used
for the offence. The mere presence

interconnectivity of national
fingerprint identification systems
whereby a Member State can
launch a request to ascertain if the
perpetrator of a crime whose
fingerprints have been found, is
known in any other Member State.
The Priim mechanism verifies if
the owner of the fingerprints are
known in one point in time
therefore if the perpetrator
becomes known in any of the
Member States later on he or she
will not necessarily be captured.
The SIS dactyloscopic data search
allows an active search of the
perpetrator. Therefore, it should be
possible to upload the
dactyloscopic data of an unknown
perpetrator into SIS, provided that
the owner of the dactyloscopic
data can be identified to a very
high degree of probability as the
perpetrator of a serious crime or act
of terrorism. This is in particular
the case if dactyloscopic data are
found on the weapon or on any
object used for the offence. The
mere presence of the dactyloscopic

interconnectivity of national
fingerprint identification systems
whereby a Member State can
launch a request to ascertain if the
perpetrator of a crime whose
fingerprints have been found, is
known in any other Member State.
The Priim mechanism verifies if
the owner of the fingerprints are
known in one point in time,
Ttherefore if the perpetrator
becomes known in any of the
Member States later on he or she
will not necessarily be captured.
The SIS fingerprint search allows
an active search of the perpetrator.
Therefore, it should be possible to
upload the fingerprints of an
unknown perpetrator into SIS,
provided that the owner of the
fingerprints can be identified to a
high degree of probability as the
perpetrator of a serious crime or act
of terrorism. This is in particular
the case if fingerprints are found on
the weapon or on any object used
for the offence. The mere presence
of the fingerprints at the crime
scene should not be considered as

14

Council Decision 2008/615/JHA of 23 June 2008 on the stepping up of cross-border cooperation, particularly in combating terrorism and cross-border crime (OJ L 210,
6.8.2008, p.1); and Council Decision 2008/616/JHA of 23 June 2008 on the implementation of Decision 2008/615/JHA on the stepping up of cross-border cooperation,

particularly in combating terrorism and cross-border crime (OJ L 210, 6.8.2008, p. 12).
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of the fingerprints at the crime data at the crime scene should not | indicating a high degree of
scene should not be considered as | be considered as indicating a very | probability that the fingerprints are
indicating a high degree of high degree of probability that the | those of the perpetrator. A further
probability that the fingerprints are | dactyloscopic data are those of the | precondition for the creation of
those of the perpetrator. A further | perpetrator. A further precondition | such alert should be that the
precondition for the creation of for the creation of such alert should | identity of the perpetrator cannot
such alert should be that the be that the identity of the be established via any other
identity of the perpetrator cannot perpetrator cannot be established national, European or international
be established via any other via any other national, European or | databases. Should such fingerprint
national, European or international | international databases. Should search lead to a potential match the
databases. Should such fingerprint | such fingerprint search lead to a Member State should shewld-carry
search lead to a potential match the | potential match the Member State | out further checks with their
Member State should should carry | should carry out further checks fingerprints, pessibly-together
out further checks with their with their fingerprints, possibly with the involvement of fingerprint
fingerprints, possibly with the with the involvement of fingerprint | experts to establish whether he or
involvement of fingerprint experts | experts to establish whether he or | she is the owner of the prints stored
to establish whether he or she is the | she is the owner of the prints stored | in SIS, and should establish the
owner of the prints stored in SIS, in SIS, and should establish the identity of the person. The
and should establish the identity of | identity of the person. The procedures should be subject of
the person. The procedures should | procedures should be subject of national law. An identification as
be subject of national law. An national law. An identification as the owner of an "unknown wanted
identification as the owner of an the owner of an "unknown wanted | person" in SIS may substantially
"unknown wanted person" in SIS person” in SIS may substantially contribute to the investigation and
may substantially contribute to the | contribute to the investigation and | it may lead to an arrest provided
investigation and it may lead to an | it may lead to an arrest provided that all conditions for an arrest are
arrest provided that all conditions | that all conditions for an arrest are | met.
for an arrest are met. met.

30 1 (19) Fingerprints found at a (19) Qomple’ge or mcomplet_e (19) Fingerprints or palmprints
crime scene should be allowed to sets of f'”gefp””ts or palm prints found at a crime scene should be
be checked against the fingerprints ;(I)Il:)r\]/se?jt t%%é"gﬁ:gigg gggﬂg ?ﬁe allowed to be checked against the
stored in SIS if it can be dactylographic data stored in SIS if dactyloscopic datafingerprints
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established to a high degree of
probability that they belong to the
perpetrator of the serious crime or
terrorist offence. Serious crime
should be the offences listed in
Council Framework Decision
2002/584/JHAY and ‘terrorist
offence’ should be offences under
national law referred to in Council
Framework Decision
2002/475/JHAY

it can be established to a very high
degree of probability that they
belong to the perpetrator of the
serious crime or terrorist offence
provided that the competent
authorities are unable to establish
the identity of the person by using
any other national, Union or
international database.

stored in SIS if it can be
established to a high degree of
probability that they belong to the
perpetrator of the serious crime or
terrorist offence. Particular
attention should be given to the
establishement of quality
standards appliable to the
storage of biometric data,
including latent dactyloscopic
data. Serious crime should be the
offences listed in Council
Framework Decision
2002/584/JHA'? and “terrorist
offence’ should be offences under
nationalHaw corresponding or
equivalent to one of the offences
referred to in Directive (EU)
2017/541'® Counci-Framework
Decision-2002/475/JHAR,

31

(20) It should be possible to add
a DNA profile in cases where
dactylographic data are not
available, and which should only
be accessible to authorised users.
DNA profiles should facilitate the

(20) It should be possible, in a
narrow band of clearly defined
cases, to add a DNA profile in
cases where dactyloscopic data are
not available, and which should
only be accessible to authorised

(20) It should be possible to add
a DNA profile in cases where
daetylographiedactyloscopic data,
photographs or facial images are
not available, and which should
only be accessible to authorised

16

17
18

Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002,

p. 1).

Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).

Directive (EU) 2017/541 of the European Parliament and of the Council of 15 March 2017 on combating terrorism and replacing Council Framework Decision 2002/475/JHA

and amending Council Decision 2005/671/JHA, OJ L 88, 31/03/2017, p. 6.

SIS Police Cooperation Regulation

18




COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

identification of missing persons in
need of protection and particularly
missing children, including by
allowing the use of DNA profiles
of parents or siblings to enable
identification. DNA data should
not contain reference to racial
origin.

users. DNA profiles should
facilitate the identification of
missing persons in need of
protection and particularly missing
children, including by allowing the
use of DNA profiles of parents or
siblings to enable identification.
DNA data should not contain
references to racial origin or
information about health or
reveal any other sensitive data.

users. DNA profiles should
facilitate the identification of
missing persons in need of
protection and particularly missing
children, including by allowing the
use of DNA profiles of
ascendants, descendants parents
or siblings to enable identification.
DNA data should not contain
reference to racial origin.

32

(20A) It should be possible in all
cases to identify a person by
using dactyloscopic data.
Wherever the identity of the
person cannot be ascertained by
any other means, dactyloscopic
data should be used to attempt to
ascertain the identity.

33

(20B) DNA profiles should only
be retrieved from SIS in case
that an identification is necessary
and proportionate for the
purposes of Article 32(2)(a) and
(c). DNA profiles should not be
retrieved and processed for any
other purpose than those for
which they were entered in
accordance with Article 32(2)(a)
and (c). Applying the data
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protection and security rules laid
down in this Regulation
additional safequards, if
necessary, should be put in place
when using DNA profiles in
order to prevent any risks for
false matches, hacking and
unauthorised sharing with third

parties.

34

(21) SIS should contain alerts on
persons wanted for arrest for
surrender purposes and wanted for
arrest for extradition purposes. In
addition to alerts, it is appropriate
to provide for the exchange of
supplementary information which
is necessary for the surrender and
extradition procedures. In
particular, data referred to in
Article 8 of the Council
Framework Decision
2002/584/JHA of 13 June 2002 on
the European Arrest Warrant and
the surrender procedures between
Member States!® should be
processed in SIS. Due to
operational reasons, it is
appropriate for the issuing Member
State to make an existing alert for

(21) SIS should contain alerts on
persons wanted for arrest for
surrender purposes and wanted for
arrest for extradition purposes. In
addition to alerts, it is appropriate
to provide for the exchange of
supplementary information via the
SIRENE Bureaux which is
necessary for the surrender and
extradition procedures. In
particular, data referred to in
Article 8 of the Council
Framework Decision
2002/584/JHA of 13 June 2002 on
the European Arrest Warrant and
the surrender procedures between
Member States'® should be
processed in SIS. Due to
operational reasons, it is
appropriate for the issuing Member

19

Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (0J L 190, 18.07.2002, p.

1).
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arrest temporary unavailable upon
the authorisation of the judicial
authorities when a person subject
of a European Arrest Warrant is
intensively and actively searched
and end-users not involved in the
concrete search operation may
jeopardise the successful outcome.
The temporary unavailability of
such alerts should not exceed 48
hours.

State to make an existing alert for
arrest temporarly unavailable upon
the authorisation of the judicial
authorities when a person subject
of a European Arrest Warrant is
intensively and actively searched
and end-users not involved in the
concrete search operation may
jeopardise the successful outcome.
The temporary unavailability of
such alerts should in principle not
exceed 48 hours.

35|(22) It should be possible to add (22) It should be possible to add
to SIS a translation of the to SIS a translation of the
additional data entered for the additional data entered for the
purpose of surrender under the purpose of surrender under the
European Arrest Warrant and for European Arrest Warrant and for
the purpose of extradition. the purpose of extradition.
36 SIS should contain alerts on (23) SIS should contain alerts on SIS should contain alerts on SIS should contain alerts on

(23)
missing persons to ensure their
protection or to prevent threats to
public security. Issuing an alert in
SIS for children at risk of
abduction (i.e. in order to prevent a

missing persons to ensure their
protection or to prevent threats to
public security. Issuing an alert in
SIS for children at risk of
abduction (i.e. in order to prevent a
future harm that has not yet taken

(23)
missing or vulnerable persons to
ensure their protection or to
prevent threats to public security.
Issuing an alert in SIS for children
at risk of abduction (i.e. in order to

(23)
missing persons or on persons who
need to be prevented from
travelling to ensure their protection
or to prevent threats to public

security or public order. lssuing-an

future harm that has not yet taken . 4 prevent a future harm that has not | alertin-SiS-forchildren-atrisk-of
place as in the case of children who place asn the case (.)f children \{vho yet taken place as in the case of abduction-where there-isa
are at risk of parental abduction) are at risk of abduction or of being children who are at risk of parental | eenerete-and-apparentrisk-of
should be limited, therefore itis | Femoved from the Member State | oy, etiony should be limited, parentalchild-abduction. should-be
appropriate to provide for strict and for the purpose of_torture, sexual therefore it is appropriate to limited, therefore it is appropriate
appropriate safeguards. In cases of or_gend_er?based V|0_Ie_n_ce or of . provide for-strict-and appropriate to-provideforstrict-and-appropriate
being victims of activities listed in
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children, these alerts and the
corresponding procedures should
serve the best interests of the child
having regard to Article 24 of the
Charter of Fundamental Rights of
the European Union and the United
Nations Convention on the Rights
of the Child of 20 November 1989.

Articles 6 to 10 of Directive (EU)
2017/541 of the European
Parliament and of the Council?®)
should be limited. Therefore it is
appropriate to provide for strict and
appropriate safeguards, including
the entering of such an alert only
following a decision by a judicial
authority. In cases of children,
these alerts and the corresponding
procedures should serve the best
interests of the child in accordance
with Article 24 of the Charter of
Fundamental Rights of the
European Union and Article 3 of
the United Nations Convention on
the Rights of the Child of 20
November 1989. Law enforcement
authorities’ decisions on the
action to be taken following an
alert on a child should be taken in
cooperation with child protection
authorities. The national hotline
for missing children should be
informed.

safeguards. In cases of children,
these alerts and the corresponding
procedures should serve the best
interests of the child having regard
to Article 24 of the Charter of
Fundamental Rights of the
European Union and the United
Nations Convention on the Rights
of the Child of 20 November 1989.

safeguards-—In cases of children,

these alerts and the corresponding
procedures should serve the best
interests of the child in accordance
with Article 24 of the Charter of
Fundamental Rights of the
European Union and Article 3 of
the United Nations Convention on
the Rights of the Child of 20
November 1989. Actions and
decisions by the competent
authorities, including judicial
authorities, following an alert on
a child should be taken in
cooperation with child protection
authorities. The national hotline
for missing children should be
informed where appropriate.

37

(23a) Regarding alerts for
children at risk, in assessing
whether a concrete and apparent
risk exists that a child may be

(23A) Alerts on children at risk

(23A) Alerts on missing persons

of abduction should be entered to

who need to be placed under

SIS at the request of competent

protection should be entered at

authorities, including judicial

the request of the competent

20 Directive (EU) 2017/541 of the European Parliament and of the Council of 15 March 2017 on combating terrorism and replacing Council Framework Decision 2002/475/JHA
and amending Council Decision 2005/671/JHA (OJ L 88, 31.3.2017, p. 6).
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unlawfully and imminently
removed from the Member State,
the competent judicial authority
should take into account the
child’s personal circumstances
and the environment to which her
or she is exposed.

authorities having jurisdictions

udicial authority. All children

in matters of parental
responsibility in accordance with

who have gone missing from
Member States’ reception

national law.

facilities should be entered in SIS
as missing persons.

38

(23B) Alerts on vulnerable
persons who need to be
prevented from travelling for
their own protection should be
entered for example with respect
to whom it is believed that the
travel would create a risk of
forced mariage, female genital
mutilation, traficking of human

(23B) Alerts on children at risk
of parental child abduction
should be entered in SIS at the
request of competent authorities,
including judicial authorities
having jurisdiction in matters of
parental responsibility in
accordance with national law.
Issuing an alert in SIS for children

beings or in the case of children,

at risk of parental child abduction,

of joining armed conflicts,
organised criminal groups or

where this risk is concrete and
apparent, should be limited,

terrorist groups.

therefore it is appropriate to
provide for strict and appropriate
safeguards. In assessing whether a
concrete and apparent risk exists
that a child may be unlawfully
and imminently removed from a
Member State, the competent
judieial authority should take into
account the child’s personal
circumstances and the
environment to which her-orshe
the child is exposed.
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39

Informal outcome of techical
discussion

(23C) This Regulation should
establish a new category of alerts
for certain categories of
vulnerable persons who need to
be prevented from travelling.
Persons who, due to their age,
disabilities, or their family
circumstances require protection
should be considered vulnerable.

40

(23D) Alerts on children who
need to be prevented from
travelling for their own
protection should be entered in
SIS if there is a concrete and
apparent risk of them being
removed from or leaving the
territory of a Member State.
Such alerts should be entered if
the travel would put them at risk
of becoming victims of trafficking
of human beings or of forced
marriage, female genital
mutilation or other forms of
gender-based violence, or at risk
of becoming victims or being
involved in the offences listed in
Articles 6 to 10 of Directive (EU)
2017/541, or, at risk of being
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conscripted or enlisted into armed
groups or of being made to
participate actively in hostilities.

41

(23E) Alerts on vulnerable adults
who need to be prevented from
travelling for their own
protection should be entered if
travel would put them at risk of
becoming victims of trafficking
of human beings or gender-based
violence.

42

(23F) In order to guarantee strict
and appropriate safequards the
alerts on children or other
vulnerable persons who need to
be prevented from travelling
should, where required under
national law, be entered into SIS
following a decision by a judicial
authority or a decision by a
competent authority confirmed
by a judicial authority.

43

(24) A new action should be
included for cases of suspected
terrorism and serious crime,
allowing for a person who is
suspected to have committed a
serious crime or where there is a

(24)  Without prejudice to the
rights of suspects and accused
persons, in particular, to their
right to have access to a lawyer in
accordance with Directive
2013/48/EU of the European

(24) A new action should be
included for cases of suspected
terrorism and serious crime,
allowing for a person who is
suspected to have committed a
serious crime or where there is a

(24) A new action should be
introduced for cases where, based
on a clear indication, a person is
suspected of intending to commit

or of committing any of the
offences referred to in Article 2(1)
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reason to believe that he or she will
commit a serious crime, to be
stopped and questioned in order to
supply the most detailed
information to the issuing Member
State. This new action should not
amount either to searching the
person or to his or her arrest. It
should supply, however, sufficient
information to decide about further
actions. Serious crime should be
the offences listed in Council
Framework Decision
2002/584/JHA.

Parliament and of the Council® a
new action should be included for
cases where, based on a clear
indication, a person is suspected
of intending to commit or of
committing a serious crime or
where the relevant information is
necessary for the execution of a
criminal sentence of a person
convicted of a serious crime or
where there is a reason to believe
that he or she will commit a serious
crime, to allow that person to be
stopped and questioned in order to
supply the most detailed
information to the issuing Member
State (inquiry check). This new
action should not amount either to
searching the person or to his or
her arrest. It should supply,
however, sufficient information to
decide about further actions.

reason to believe that he or she will
commit a serious crime, to be

stopped-and

interviewed.questioned subject to
national law in order to supply the

most detailed information to the
issuing Member State. This new
action to be carried out during
the police or border check should
not amount either to searching the
person or to his or her arrest and
the procedural rights of the
person should be preserved. It is
also without prejudice to existing
mutual legal assistance
mechanisms. It should supply,
however, sufficient information to
decide about further actions
between the alert issuing and
executing authorities as much as
possible in real time. Serious
crime should be the offences listed
in Council Framework Decision
2002/584/JHA.

and (2) of Framework Decision
2002/584/JHA. A new action
should also be included where the
relevant information is necessary
for the execution of a custodial
sentence _or _detention _order
against a person convicted of any
of the offences referred to in
Article 2(1) and (2) of Framework
Decision 2002/584/JHA, or where
there is a reason to believe that he
or she will commit any of those
offences, to allow that person to
be stopped and guestioned
interviewed in order to supply the
most detailed information to the
issuing Member State . This action
should be also without prejudice
to existing mutual legal assistance
mechanisms. It should supply
sufficient information to decide
about further actions._This new
action to be carried out during a
police or border check should not
amount either to searching the
person nor to his or her arrest and
the procedural rights of suspects

2 Directive 2013/48/EU of the European Parliament and of the Council of of 22 October 2013 on the right of access to a lawyer in criminal proceeding sand in European arrest

warrant proceedings, and on the right to have a third party informed upon deprivation of liberty and to communicate with third persons and with consular authorities
while deprived of liberty (OJ L 294. 6,11,2013, p. 1).
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and accused persons under Union
and _national law _should be
preserved, including their right to
have access to a lawyer in
accordance with Directive
2013/48/EU of the European
Parliament and of the Council.

44

(24A) In case of alerts on objects

for seizure or use as evidence in
criminal proceedings, the objects
should in principle be seized.
However, national law
determines if and in accordance
with which conditions an object
is seized, particularly if itis in
the possession of its rightful
owner.

45

(25) SIS should contain new
categories of objects of high value,
such as electronic and technical
equipment which can be identified
and searched with a unique
number.

(25) SIS should contain new
categories of objects of high value,
such as information technology
itemselectronic and technical
eguipment which can be identified
and searched with a unique
number.

46

(25A) As regards documents to
be inserted for seizure or use as
evidence in criminal proceedings,

the term "'false" should be
construed as encompassing both
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falsified and counterfeit
documents.

471 (26) It should be possible for a (26) It should be poss!ble_ for_ a (26) It should be possible for a
Member State to add an indication, Member State to add an indication, Member State to add an indication,
called a flag, to an alert, to the called a flag, to an alert, to the called a flag, to an alert, to the
effect that th’e action to ’be taken on effect t_hat the action to be taken on effect that th’e action to ’be taken on
the basis of the alert will not be the basis .Of the glert \.N'” not be_ the basis of the alert will not be
taken on its territory. When alerts taken on its territory including in taken on its territory. When alerts
are issued for arrest for surrender Cases of alerts for the purposes of are issued for arrest for surrender
purposes, nothing in this Decision inquiry checks. When alerts are purposes, nothing in this
should be construed so as to issued for arrest fo_r sur_render Reqgulation-Beeiston should be
derogate from or prevent the PUTPOSES, nothing in this construed so as to derogate from or
application of the provisions Regulation should be construed so prevent the application of the
contained in the Framework as to der_ogate from or prevent the provisions contained in the
Decision 2002/584/JHA. The appllgatlor_\ of the provisions Framework Decision
decision to add a flag to an alert cont_al_ned In the Framework 2002/584/JHA. The decision to add
should be based only on the DEC.ISfIOI‘l 2002/584/JHA. The a flag to an alert with a view to
grounds for refusal contained in decision to add a flag to an alert non-executing a European Arrest
that Framework Decision. shoulc:jbe based Or;ly on t_hed . Warrant should be based only on

?gotug s for refll(Jsa contained in the grounds for refusal contained in
at Framework Decision. that Framework Decision.

48 | (27)  When a flag has been added (27)  When a flag has been added
and the whereabouts of the person and the whereabouts of the person
wanted for arrest for surrender wanted for arrest for surrender
becomes known, the whereabouts becomes known, the whereabouts
should always be communicated to should always be communicated to
the issuing judicial authority, the issuing judicial authority,
which may decide to transmit a which may decide to transmit a
European Arrest Warrant to the European Arrest Warrant to the
competent judicial authority in competent judicial authority in
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accordance with the provisions of
the Framework Decision

accordance with the provisions of
the Framework Decision

2002/584/JHA. 2002/584/JHA.

49 1 (28) It should be possible for (28) It should be possible for
Member States to establish links Member States to establish links
between alerts in SIS. The between alerts in SIS. The
establishment by a Member State establishment by a Member State
of links between two or more alerts of links between two or more alerts
should have no impact on the should have no impact on the
action to be taken, their retention action to be taken, their retention
period or the access rights to the period or the access rights to the
alerts. alerts.

50 (29)  Alerts should not be kept in

(29)  Alerts should not be kept in
SIS longer than the time required
to fulfil the purposes for which
they were issued. In order to
reduce the administrative burden
on the different authorities
involved in processing data on
individuals for different purposes,
it is appropriate to align the
retention period of alerts on
persons with the retention periods
envisaged for return and illegal
stay purposes. Moreover, Member
States regularly extend the expiry
date of alerts on persons if the
required action could not be taken
within the original time period.
Therefore, the retention period for

SIS longer than the time required
to fulfil the specific purposes for
which they were issued. Therefore,
the review period for alerts on
persons should be a maximum of
three years. As a general principle,
alerts on persons should be deleted
from SIS after a period of three
years, except for alerts issued for
the purposes of discreet, specific
and inquiry checks. These should
be deleted after one year. Alerts on
objects entered for discreet checks,
inquiry checks or specific checks
should be automatically deleted
from the SIS after a period of one
year, as they are always related to
persons. Alerts on objects for

(29)  Alerts should not be kept in
SIS longer than the time required
to fulfil the purposes for which
they were issued. In order to
reduce the administrative burden
on the different authorities
involved in processing data on
individuals for different purposes,
it is appropriate to align the
retention period of alerts on
persons with the retention periods
envisaged for return and illegal
stay purposes. Moreover, Member
States regularly extend the expiry
date of alerts on persons if the
required action could not be taken
within the original time period.
Therefore, the retention period for

To be aligned with Art. 51.
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alerts on persons should be a seizure or use as evidence in alerts on persons should be a
maximum of five years. As a criminal proceedings should be maximum of five years. As a
general principle, alerts on persons | automatically deleted from SIS general principle, alerts on persons
should be automatically deleted after a period of five years, as after | should be automatically deleted
from SIS after a period of five such a period the likelihood of from SIS after a period of five
years, except for alerts issued for finding them is very low and their | years, except for alerts issued for
the purposes of discreet, specific economic value is significantly the purposes of discreet, specific
and inquiry checks. These should diminished. Alerts on issued and and inquiry checks. These should
be deleted after one year. Alerts on | blank identification documents be deleted after one year. Alerts on
objects entered for discreet checks, | should be kept for 10 years, as the | objects entered-for-discreet-checks;
inquiry checks or specific checks validity period of documents is 10 | inguiry-checks-orspecific-cheeks
should be automatically deleted years at the time of issuance. should be automatically deleted
from the SIS after a period of one | Decisions to keep alerts on persons | from-the-SIS-aftera-period-of-one
year, as they are always related to | should be based on a year, as they are always related to
persons. Alerts on objects for comprehensive individual persons—Aderts-or-objectstor
seizure or use as evidence in assessment. Member States should | seizure-oruse-as-evidence-in
criminal proceedings should be review alerts on persons within the | eriminalproceedings-should be
automatically deleted from SIS defined period and keep statistics automatically deleted from SIS
after a period of five years, as after | about the number of alerts on after a period of tenfive years, as
such a period the likelihood of persons for which the retention after such a period the likelihood of
finding them is very low and their | period has been extended. finding them is very low and their
economic value is significantly economic value is significantly
diminished. Alerts on issued and diminished. Alerts on objects,
blank identification documents where linked to alerts on persons
should be kept for 10 years, as the tssued-and-blank-identifieation
validity period of documents is 10 doeuments-should not be kept
years at the time of issuance. longer than the linked alert on
Decisions to keep alerts on persons the person and in any case not
should be based on a exceeding fivefer-10 years;as-the
comprehensive individual vahidity-period-ef- documentsis-10
assessment. Member States should yearsatthe time-ofssuance,
review alerts on persons within the Decisions to keep alerts on persons
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defined period and keep statistics
about the number of alerts on
persons for which the retention
period has been extended.

should be based on a
comprehensive individual
assessment. Member States should
review alerts on persons and
objects within the-reqular defined
periods and keep statistics about
the number of alerts-en-persens for
which the retention period has been
extended.

51

(30)  Entering and extending the
expiry date of a SIS alert should be
subject to the necessary
proportionality requirement,
examining whether a concrete case
is adequate, relevant and important
enough to insert an alert in SIS.
Offences pursuant to Articles 1, 2,
3 and 4 of Council Framework
Decision 2002/475/JHA on
combating terrorism?2 constitute a
very serious threat to public
security and integrity of life of
individuals and to society, and
these offences are extremely
difficult to prevent, detect and
investigate in an area without
internal border controls where
potential offenders circulate freely.

(30)  Entering and extending the
expiry date of a SIS alert should be
subject to the necessary
proportionality requirement,
examining whether a concrete case
Is adequate, relevant and important
enough to insert an alert in SIS.
Offences pursuant to Directive
(EU) 2017/541 constitute a very
serious threat to public security and
integrity of life of individuals and
to society, and these offences are
extremely difficult to prevent,
detect and investigate in an area
without internal border controls
where potential offenders circulate
freely. Where a person or object is
sought in relation to these offences,
it is always necessary to create the

(30)  Entering and extending the
expiry date of a SIS alert should be
subject to the necessary
proportionality requirement,
examining whether a concrete case
is adequate, relevant and important
enough to insert an alert in SIS.
Offences pursuant to Articles_3 to
14 of Directive (EU) 2017/541%1;
2-3-and-4-of Counci-Framework
g i
eombating-terrorism*® constitute a
very serious threat to public
security and integrity of life of
individuals and to society, and
these offences are extremely
difficult to prevent, detect and
investigate in an area without
internal border controls where

Consistency with (24) in PolCoop to
be checked.

Linked to Art. 21.

22
23

Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 3).
Directive (EU) 2017/541 of the European Parliament and of the Council of 15 March 2017 on combating terrorism and replacing Council Framework Decision 2002/475/JHA
and amending Council Decision 2005/671/JHA, OJ L 88, 31/03/2017, p. 6.

SIS Police Cooperation Regulation

31




COM PROPOSAL (15814/16) PARLIAMENT COUNCIL (14116/17) COMPROMISE
Where a person or object is sought | corresponding alert in SIS on potential offenders circulate freely.
in relation to these offences, it is persons sought for a criminal Where a person or object is sought
always necessary to create the judicial procedure, on persons or in relation to these offences, it is
corresponding alert in SIS on objects subject to a discreet, always-necessary to create the
persons sought for a criminal inquiry and specific check as well | corresponding alert in SIS on
judicial procedure, on persons or as on objects for seizure, as no persons sought for a criminal
objects subject to a discreet, other means would be as effective | judicial procedure, on persons or
inquiry and specific check as well | in relation to that purpose. objects subject to a discreet,
as on objects for seizure, as no inquiry, and specific check as well
other means would be as effective as on objects for seizure, as no
in relation to that purpose. other means would be as effective

in relation to that purpose.
Exceptionally, Member States
may refrain from creating the
alert when it is likely to obstruct
official or legal inquiries,
investigations or procedures
related to public or national
security.

521 (31) Itis necessary to provide (31) i It Is necessary fo (31) Itis necessary to provide
clarity concerning the deletion of prow_de rules concerning the clarity concerning the deletion of
alerts. An alert should be kept only deletion of alerts. An_alert ShO.UId alerts. An alert should be kept only
for the time required to achieve the be kep_t only for the time requ_lred_ for the time required to achieve the
purpose for which it was entered. to achieve the purpose for which it purpose for which it was entered.
Considering the diverging practices was en_tered. an3|der|ng the Considering the diverging practices
of Member States concerning the diverging practices of Me_m_b_er of Member States concerning the
definition of the point in time when States concerning the definition of definition of the point in time when
an alert fulfils its purpose, it is the pointin time w_he_n an alert_ an alert fulfils its purpose, it is
appropriate to set out detailed fulfils its purpose, It Is appropriate appropriate to set out detailed
criteria for each alert category to to set out detailed criteria for each criteria for each alert category to

alert category to determine when it
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determine when it should be
deleted from SIS.

should be deleted from SIS.

determine when it should be
deleted from SIS.

53| (32) The integrity of SIS datais | (32)  Theintegrity of SIS datais | 35y pg jntegrity of SIS data is | Lifked to/AFGCIE5T.
of primary importance. Therefore, of primary importance. Therefore, of primary importance. Therefore,
appropriate safeguards should be appropriate safeguards should be appropriate safeguards should be
provided to process SIS data at provided to process SIS. data at provided to process SIS data at
central as well as at national level central as well as at national Ieyel central as well as at national level
to ensure the end-to-end security of to ensure the end_-fto-e_nd security of to ensure the end-to-end security of
data. The authorities involved in data. The auyhorltles involved In data. The authorities involved in
data processing should be bound data processing shogld be bound .| data processing should be bound
by the security requirements of this by the security requirements of this by the security requirements of this
Regulation and be subject to a Regulatlon, be appropriately Regulation and be subject to a
uniform incident reporting tral_ned for tha_t PUrpose, be uniform incident reporting
procedure. subjec_t to a uniform incident procedure.
reporting procedure and be
informed of any offences and
criminal penalties in this respect.
541 (33) Data processed in SIS in (33) Data processed in SIS and (33) Data processed in SIS in Linked to Article 62.
application of this Regulation Fhe relate_d supplementary application of this Regulation
should not be transferred or made |nfor_mat|on e>_<changed pursuant | o014 not be transferred or made
available to third countries or to to this Regulation shoul_d not be available to third countries or to
international organisations. tra_msferred or made ﬁva"ab'? to international organisations.
However, it is appropriate to third countries or to international However-HHs-appropriate-to
strengthen cooperation between the organisations. strengthen cooperation between the
European Union and Interpol by Edropean-Unionandtnterpel-by
promoting an efficient exchange of promeoting-an-efficient-exchange-of
passport data. Where personal data passport-dataWhere personaldata
is transferred from SIS to Interpol, is-transferred-from-SiS-to-Interpol;
these personal data should be these personal data should be
subject to an adequate level of subject-to-an-adequate-ltevel-of
protection, guaranteed by an protection, guaranteed by an
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agreement, providing strict
safeguards and conditions.

agﬁneemenlt pnelulelmlg' 'stuelt

(34) Itis appropriate to grant

5 | (34) Itis appropriate to grant X (34) Itis appropriate to grant
access to SIS to authorities d':iCt gt(_:cess to SIS_btlo c]iompetent access to SIS to authorities
responsible for registering vehicles, au .2” 163 resr?_o?m be (t)r q responsible for registering vehicles,
boats and aircraft in order to allow | '¢9!° (;trl_ng vg |ctes,” od fhan ; boats and aircraft in order to allow
them to verify whether the alrc_:ca 'rr]' (t)rr1 ertho aliow them to them to verify whether the
conveyance is already searched for Vle” )éW € ehr q ? co_nveyll\;ncebls conveyance is already searched for
in a Member States for seizure or gtreta ;;searc_: € orfm a h er; 'I?rr1 in a Member States for seizure or
for check. Direct access should be ates Tor seizure or or Check. ‘TRIS | ¢, check  Direct-accessshould be
provided to authorities which are access S.hOUId be I|m|te_d to alerts provided-to-atthorities-which-are
governmental services. This access concerning the respective. i governmental services. This access
should be limited to alerts conveyances and their registration | gpo 1 pe limited to-alerts
concerning the respective i\ocun:je_nt fr rlﬁmber plqte. ‘ concerning the respective
conveyances and their registration R(e:;glratlirc])gn >(IE C; fg;g\é;szlggg gf the conveyances-and-thetrregistration
document or number plate. ) document or number plate.
Accordingly, the provisions of Europgan Parllament_ and of the Accordinghy—theprovisions-of
Regulation (EC) 1986/2006 of the | COUNcil*® should be included into | b, 1oion Ye oy 19862006 of the
European Parliament and of the this Regulation and that Regulation European-Parhamentand-of-the
Council? should be included into | Snould be repealed. Council*® should-be-included-into
this Regulation and that Regulation i ] '
should be repealed. should-berepealed-?

56

(34A) It is appropriate to grant
access to SIS to authorities
responsible for reqistering

24

25

26

Regulation (EC) 1986/2006 of the European Parliament and of the Council of 20 December 2006 regarding access to the Second Generation Schengen Information System

(SIS 1) by the services in the Member States responsible for issuing vehicle registration certificates (OJ L 381, 28.12.2006, p. 1).

Regulation (EC) 1986/2006 of the European Parliament and of the Council of 20 December 2006 regarding access to the Second Generation Schengen Information System

(SIS 1) by the services in the Member States responsible for issuing vehicle registration certificates (OJ L 381, 28.12.2006, p. 1).

Moved to recital (34B).
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firearms in order to allow them
to verify whether the firearm is
already searched for in Member
States for seizure or for check or
whether there is an alert
concerning the requesting

person.

S7 (34B)?"Direct access should be
provided to competent
authorities which are
governmental services. This
access should be limited to alerts
concerning the respective
conveyances and their
registration document or
number plate or firearms and
requesting persons. Accordingly,
the provisions of Regulation
(EC) 1986/2006 of the European
Parliament and of the Council®®
should be included into this
Reqgulation and that Requlation
should be repealed. Any hitin
SIS must be reported by the
above mentioned authorities to
the police authorities for further
procedures in line with the
particular alert in SIS and for

2z Partially moved from recital (34).
2 Regulation (EC) 1986/2006 of the European Parliament and of the Council of 20 December 2006 regarding access to the Second Generation Schengen Information System
(SIS 1) by the services in the Member States responsible for issuing vehicle registration certificates (OJ L 381, 28.12.2006, p. 1).
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notifying the hit via the SIRENE
Bureaux to the issuing Member
State.

58

(35) For processing of data by
competent national authorities for
the purposes of the prevention,
investigation, detection of serious
crime or terrorist offences, or
prosecution of criminal offences
and the execution of criminal
penalties including the
safeguarding against the prevention
of threat to public security, national
provisions transposing Directive
(EU) 2016/680 should apply. The
provisions of Regulation (EU)
2016/679 of the European
Parliament and of the Council®®
and Directive (EU) 2016/680
should be further specified in this
Regulation where necessary.

(35) National provisions
transposing Directive (EU)
2016/680 should apply to the
processing of personal data by
competent authorities of the
Member States for the purposes of
the prevention, detection,
investigation of serious crime or
terrorist offences, or prosecution of
criminal offences, the execution of
criminal penalties and the
safeguarding against threats to
public security. Only designated
authorities which are responsible
for the prevention, detection or
investigation of terrorist offences
or other serious criminal offences
and which Member States can
guarantee apply all provisions of
this Regulation and those of
Directive (EU) 2016/680 as
transposed into national law in a
manner subject to verification by
the competent authorities,
including the supervisory
authority established in

(35) For processing of data by
competent national authorities for
the purposes of the prevention,
investigation, detection of serious
crime or terrorist offences, or
prosecution of criminal offences
and the execution of criminal
penalties including the
safeguarding against the prevention
of threat to public security, national
provisions transposing Directive
(EU) 2016/680 should apply. The
provisions of Regulation (EU)
2016/679 of the European
Parliament and of the Council??
and Directive (EU) 2016/680
should be further specified in this
Regulation where necessary.

% Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data
and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation (OJ L 119, 4.5.2016, p. 1).
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accordance with Article 41(1) of
Directive (EU) 2016/680 and
whose application of this
Regulation is subject to evaluation
through the mechanism
established by Council Regulation
(EU) No 1053/2013 should be
entitled to consult the data stored
in SIS.

59 | (36) Regulation (EU) 2016/679 | (36) ~Regulation (EU) 2016/679 | aq)  paoation (EU) 2016/679 | Linkedto/Article'64.
should apply to the processing of should apply to the processing of should apply to the processing of
personal data under this Regulation person_al data unde_r_th|s Regulation personal data under this Regulation
by national authorities when by natlo_nal _author_ltles unless such by national authorities when
Directive (EU) 2016/680 does not processing 1S carn_e_d out by the Directive (EU) 2016/680 does not
apply. Regulation (EC) No competent authorities of the apply. Regulation (EC) No
45/2001 of the European Member Stz_ites for th(_a PUrposes of 45/2001 of the European
Parliament and of the Council®° the prevention, investigation, Parliament and of the Council®
should apply to the processing of de_tec_tlon or prosecution of . should apply to the processing of
personal data by the institutions C“m!”é' offences,_the execution personal data by the institutions
and bodies of the Union when of crlmlnql penalt_les or and bodies of the Union when
carrying out their responsibilities safeguardmg against threats to carrying out their responsibilities
under this Regulation. public security. under this Regulation.

60 (36a) Regulation (EC) No

45/2001 should apply to the
processing of personal data by the
institutions and bodies of the

30

31

Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal

data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p.1).

Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal

data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p.1).
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Union when carrying out their
responsibilities under this
Regulation.

61 (36b) Regulation (EU) 2016/794
of the European Parliament and
of the Council® should apply to
the processing of personal data by
Europol under this Regulation.

62 (36¢) The provisions of Directive
(EV) 2016/680, Regulation (EU)
2016/679, Regulation (EU)
2016/794 and Regulation (EC) No
45/2001 should be further
specified in this Regulation where

necessary.
63 | (37)  The provisions of Directive (37)  The provisions of Directive
(EV) 2016/680, Regulation (EU) (EV) 2016/680, Regulation (EU)
2016/679 and Regulation (EC) 2016/679 and Regulation (EC)
No 45/2001 should be further No 45/2001 should be further
specified in this Regulation where specified in this Regulation where
necessary. With regard to necessary. With regard to
processing of personal data by processing of personal data by
Europol, Regulation (EU) Europol, Regulation (EU)
2016/794 on the European Union 2016/794 on the European Union
Agency for Law Enforcement Agency for Law Enforcement
cooperation (Europol Regulation)®
applies. With regard to
% Regulation (EU) 2016/794 of the European Parliament and of the Council of 11 May 2016 on the European Union Agency for Law Enforcement Cooperation (Europol)

and replacing and repealing Council Decisions 2009/371/JHA, 2009/934/JHA, 2009/935/JHA, 2009/936/JHA and 2009/968/JHA (OJ L 135, 25.5.20186, p. 53).
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cooperation (Europol Regulation)*?
applies.

processing of personal data by
Eurojust, Decision 2002/187

applies.

64

(38) The provisions of Decision
2002/187/JHA of 28 February
200234 setting up Eurojust with a
view to reinforcing the fight
against serious crime concerning
data protection apply to the
processing of SIS data by Eurojust,
including the powers of the Joint
Supervisory Body, set up under
that Decision, to monitor the
activities of Eurojust and liability
for any unlawful processing of
personal data by Eurojust. In cases
when searches carried out by
Eurojust in SIS reveal the existence
of an alert issued by a Member
State, Eurojust cannot take the
required action. Therefore it should
inform the Member State
concerned allowing it to follow up
the case.

(38)  Council Decision
2002/187/JHA® setting up
Eurojust with a view to reinforcing
the fight against serious crime
should apply to the processing of
personal data in SIS by Eurojust,
including the powers of the Joint
Supervisory Body, set up under
that Decision, to monitor the
activities of Eurojust and liability
for any unlawful processing of
personal data by Eurojust. In cases
when searches carried out by
national members of Eurojust and
their assistants in SIS reveal the
existence of an alert issued by a
Member State, Eurojust should not
be able to take the required action.
Therefore it should immediately
inform the Member State
concerned allowing it to follow up
the case.

(38) The provisions of Decision
2002/187/JHA of 28 February
20022° setting up Eurojust with a
view to reinforcing the fight
against serious crime concerning
data protection apply to the
processing of SIS data by Eurojust,
including the powers of the Joint
Supervisory Body, set up under
that Decision, to monitor the
activities of Eurojust and liability
for any unlawful processing of
personal data by Eurojust. In cases
when searches carried out by
Eurojust in SIS reveal the existence
of an alert issued by a Member
State, Eurojust cannot take the
required action. Therefore it should
inform the Member State
concerned allowing it to follow up
the case.

33

34
35

Regulation (EU) 2016/794 of the European Parliament and of the Council of 11 May 2016 on the European Union Agency for Law Enforcement Cooperation (Europol) and

replacing and repealing Council Decisions 2009/371/JHA, 2009/934/JHA, 2009/935/JHA, 2009/936/JHA and 2009/968/JHA (0OJ L 135, 25.5.2016, p. 53).
Council Decision 2002/187/JHA of 28 February 2002 setting up Eurojust with a view to reinforcing the fight against serious crime (OJ L 63, 6.3.2002, p. 1).
Council Decision 2002/187/JHA of 28 February 2002 setting up Eurojust with a view to reinforcing the fight against serious crime (OJ L 63, 6.3.2002, p. 1).
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65| (39) Inso far as confidentiality (39) Inso far as confidentiality
is concerned, the relevant is concerned, the relevant
provisions of the Staff Regulations provisions of the Staff Regulations
of officials and the Conditions of of officials and the Conditions of
Employment of other servants of Employment of other servants of
the European Union should apply the European Union should apply
to officials or other servants to officials or other servants
employed and working in employed and working in
connection with SIS. connection with SIS.

66 | (40) Both the Member States (40)  Both the Member States
and the Agency should maintain and the Agency should maintain
security plans in order to facilitate security plans in order to facilitate
the implementation of security the implementation of security
obligations and should cooperate obligations and should cooperate
with each other in order to address with each other in order to address
security issues from a common security issues from a common
perspective. perspective.

67 (41)  The national independent The national independent Linked to Art. 67.

(41)  The national independent
supervisory authorities should
monitor the lawfulness of the
processing of personal data by the
Member States in relation to this
Regulation. The rights of data
subjects for access, rectification
and erasure of their personal data
stored in SIS, and subsequent
remedies before national courts as
well as the mutual recognition of
judgments should be set out.
Therefore, it is appropriate to

supervisory authorities established
in accordance with Regulation
(EU) 2016/679 and Directive (EU)
2016/680 (supervisory authorities)
should monitor the lawfulness of
the processing of personal data by
the Member States in relation to
this Regulation including the
exchange of supplementary
information, and should be
granted sufficient resources to
carry out this task. The rights of

(41)
supervisory authorities should
monitor the lawfulness of the
processing of personal data by the
Member States in relation to this
Regulation. The rights of data
subjects for access, rectification
and erasure of their personal data
stored in SIS, and subsequent
remedies before national courts as
well as the mutual recognition of
judgments should be set out.
Therefore, it is appropriate to
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require annual statistics from data subjects for access, require annual statistics from
Member States. rectification, restriction of Member States.

processing and erasure of their
personal data stored in SIS, and
subsequent remedies before
national courts as well as the
mutual recognition of judgments
should be set out. Therefore, it is
appropriate to require annual
statistics from Member States.

68 | (42) The supervisory authorities (42) The supervisory authorities
should ensure that an audit of the should ensure that an audit of the
data processing operations in its data processing operations in
N.SIS is carried out in accordance theirits N.SIS is carried out in
with international auditing accordance with international
standards at least every four years. auditing standards at least every
The audit should either be carried four years. The audit should either
out by the supervisory authorities, be carried out by the supervisory
or the national supervisory authorities, or the national
authorities should directly order the supervisory authorities should
audit from an independent data directly order the audit from an
protection auditor. The independent data protection
independent auditor should remain auditor. The independent auditor
under the control and responsibility should remain under the control
of the national supervisory and responsibility of the national
authority or authorities which supervisory authority or authorities
therefore should order the audit which therefore should order the
itself and provide a clearly defined audit itself and provide a clearly
purpose, scope and methodology of defined purpose, scope and
the audit as well as guidance and methodology of the audit as well as

guidance and supervision
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supervision concerning the audit
and its final results.

concerning the audit and its final
results.

69

(42a) The European Data
Protection Supervisor should
monitor the activities of the Union
institutions and bodies in relation
to the processing of personal data
under this Regulation. The
European Data Protection
Supervisor and the supervisory
authorities should cooperate with
each other in the monitoring of
SIS.

Linked to Art. 67.

70

(43) Regulation (EU) 2016/794
(Europol Regulation) provides that
Europol supports and strengthens
actions carried out by the
competent authorities of Member
States and their cooperation in
combating terrorism and serious
crime and provides analysis and
threat assessments. The extension
of Europol's access rights to the
SIS alerts on missing persons
should further improve Europol's
capacity to provide national law
enforcement authorities with
comprehensive operational and
analytical products concerning
trafficking in human beings and
child sexual exploitation, including

(43) Regulation (EU) 2016/794
(Europol Regulation) provides that
Europol supports and strengthens
actions carried out by the
competent authorities of Member
States and their cooperation in
combating terrorism and serious
crime and provides analysis and
threat assessments. The extension
of Europol's access rights to the
SIS alerts on missing persons
should further improve Europol's
capacity to provide national law
enforcement authorities with
comprehensive operational and
analytical products concerning
trafficking in human beings and
child sexual exploitation, including

(43) Regulation (EU) 2016/794
(Europol Regulation) provides that
Europol supports and strengthens
actions carried out by the
competent authorities of Member
States and their cooperation in
combating terrorism and serious
crime and provides analysis and
threat assessments. The extension
of Europol's access rights to the
SIS alerts on missing persons
should further improve Europol's
capacity to provide national law
enforcement authorities with
comprehensive operational and
analytical products concerning
trafficking in human beings and
child sexual exploitation, including
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online. This would contribute to
better prevention of these criminal
offences, the protection of potential
victims and to the investigation of
perpetrators. Europol's European
Cybercrime Centre would also
benefit from new Europol access to
SIS alerts on missing persons,
including in cases of travelling sex
offenders and child sexual abuse
online, where perpetrators often
claim that they have access to
children or can get access to
children who might have been
registered as missing. Furthermore,

online. This would contribute to
better prevention of these criminal
offences, the protection of potential
victims and to the investigation of
perpetrators. Europol's European
Cybercrime Centre would also
benefit from new Europol access to
SIS alerts on missing persons,
including in cases of travelling sex
offenders and child sexual abuse
online, where perpetrators often
claim that they have access to
children or can get access to
children who might have been
registered as missing.

online. This would contribute to
better prevention of these criminal
offences, the protection of potential
victims and to the investigation of
perpetrators. Europol's European
Cybercrime Centre would also
benefit from new Europol access to
SIS alerts on missing persons,
including in cases of travelling sex
offenders and child sexual abuse
online, where perpetrators often
claim that they have access to
children or can get access to
children who might have been
registered as missing. Furthermeore;

since Europol's European Migrant since Europol's European Migrant
Smuggling Centre plays a major Smuggling-Centre-plays-a-major
strategic role in countering the strategicrole-in-counteringthe
facilitation of irregular migration, factitation-ofirregearmigration:
it should obtain access to alerts on H-should-ebtain-access-to-alerts-on
persons who are refused entry or persens-who-arerefused-entry-of
stay within the territory of a stay within the territory of a
Member State either on criminal Member-State-eitheron-criminal
grounds or because of non- grounds or because of non
compliance with visa and stay eomphancewith-visa-and-stay
conditions. conditions:

71| (44) Inorder to bridge the gap in (44)  In order to bridge the gap in (44) In order to bridge the gap in | Linked to Art. 46.

information sharing on terrorism,
in particular on foreign terrorist
fighters — where monitoring of
their movement is crucial —

information sharing on terrorism,
in particular on foreign terrorist
fighters — where monitoring of
their movement is crucial —
Member States should share

information sharing on terrorism,
in particular on foreign terrorist
fighters — where monitoring of
their movement is crucial —
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Member States should share
information on terrorism-related
activity with Europol in parallel to
introducing an alert in SIS, as well
as hits and related information.
This should allow Europol's
European Counter Terrorism
Centre to verify if there is any
additional contextual information
available in Europol’s databases
and to deliver high quality analysis
contributing to disrupting terrorism
networks and, where possible,
preventing their attacks.

information on terrorism-related
activity with Europol in parallel to
introducing an alert in SIS, as well
as hits, related information and
information in case the action to
be taken cannot be carried out.
Such sharing of information
should take place in accordance
with the applicable data protection
provisions laid down in
Regulation (EU) 2016/679,
Directive (EU) 2016/680 and
Regulation (EU) 2016/794.

Member States shewld-may share
information on terrorism-related
activity with Europol when
paralelto introducing an alert in
SIS, as well as hits and related
information. This information
sharing should be carried out by
the exchange of supplementary
information with Europol on
corresponding alerts. For this
purpose Europol should set up a
connection with the SIRENE
communication infrastructure.
This should allow Europol's
European Counter Terrorism
Centre to verify if there is any
additional contextual information
available in Europol's databases
and to deliver high quality analysis
contributing to disrupting terrorism
networks and, where possible,
preventing their attacks.

72

(45) Itisalso necessary to set
out clear rules for Europol on the
processing and downloading of SIS
data to allow the most
comprehensive use of SIS provided
that data protection standards are
respected as provided in this
Regulation and Regulation (EU)
2016/794. In cases where searches

(45) Itisalso necessary to set
out clear rules for Europol on the
processing and downloading of SIS
data to allow the most
comprehensive use of SIS provided
that data protection standards are
respected as provided in this
Regulation and Regulation (EU)
2016/794. In cases where searches
carried out by Europol in SIS

(45) Itisalso necessary to set
out clear rules for Europol on the
processing and downloading of SIS
data to allow the most
comprehensive use of SIS provided
that data protection standards are
respected as provided in this
Regulation and Regulation (EU)
2016/794. In cases where searches

Linked to Art. 46.
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carried out by Europol in SIS
reveal the existence of an alert
issued by a Member State, Europol
cannot take the required action.
Therefore it should inform the
Member State concerned allowing
it to follow up the case.

reveal the existence of an alert
issued by a Member State, Europol
cannot take the required action.
Therefore it should immediately
inform the Member State
concerned allowing it to follow up
the case.

carried out by Europol in SIS
reveal the existence of an alert
issued by a Member State, Europol
cannot take the required action.
Therefore it should inform the
Member State concerned via the
exchange of supplementary
information with the respective
SIRENE Bureau allowing it to
follow up the case.

73

(46) Regulation (EU) 2016/1624
of the European Parliament and of
the Council®® provides for the
purpose of this Regulation, that the
host Member State is to authorise
the members of the European
Border and Coast Guard teams or
teams of staff involved in return-
related tasks, deployed by the
European Border and Coast Guard
Agency, to consult European
databases, where this consultation
is necessary for fulfilling
operational aims specified in the
operational plan on border checks,

(46) Regulation (EU) 2016/1624
of the European Parliament and of
the Council®’ provides for the
purpose of this Regulation, that the
host Member State is to authorise
the members of the teams as
defined in Article 2(8) of
Regulation (EU) 2016/1624
deployed by the European Border
and Coast Guard Agency, to
consult European databases, where
this consultation is necessary for
fulfilling operational aims
specified in the operational plan on
border checks, border surveillance
and return. Other relevant Union

(46) Regulation (EU) 2016/1624
of the European Parliament and of
the Council®” provides for the
purpose of this Regulation, that the
host Member State is to authorise
the members of the European
Border and Coast Guard teams or
teams of staff involved in return-
related tasks, deployed by the
European Border and Coast Guard
Agency, to consult European
databases, where this consultation
is necessary for fulfilling
operational aims specified in the
operational plan on border checks,

Linked to Art. 48.

36 Regulation (EU) 2016/1624 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU)
2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation (EC)
No 2007/2004 and Council Decision 2005/267/EC (OJ L 251 of 16.9.2016, p. 1).
2 Regulation (EU) 2016/1624 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation (EU)
2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council Regulation
(EC) No 2007/2004 and Council Decision 2005/267/EC (OJ L 251 of 16.9.2016, p. 1).
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border surveillance and return. agencies, in particular the border surveillance and return.
Other relevant Union agencies, in | European Asylum Support Office | Other relevant Union agencies, in
particular the European Asylum and Europol, may also deploy particular the European Asylum
Support Office and Europol, may | experts as part of migration Support Office and Europol, may
also deploy experts as part of management support teams, who also deploy experts as part of
migration management support are not members of the staff of migration management support
teams, who are not members of the | those Union agencies. The teams, who are not members of the
staff of those Union agencies. The | objective of the deployment of the, | staff of those Union agencies. The
objective of the deployment of the | as defined in Article 2(8) of objective of the deployment of the
European Border and Coast Guard | Regulation (EU) 2016/1624 and European Border and Coast Guard
teams, teams of staff involved in the migration management support | teams, teams of staff involved in
return-related tasks and the team is to provide for technical and | return-related tasks and the
migration management support operational reinforcement to the migration management support
team is to provide for technical and | requesting Member States, teams is to provide for technical
operational reinforcement to the especially to those facing and operational reinforcement to
requesting Member States, disproportionate migratory the requesting Member States,
especially to those facing challenges. Fulfilling the tasks especially to those facing
disproportionate migratory assigned to the teams, as defined disproportionate migratory
challenges. Fulfilling the tasks in Article 2(8) of Regulation (EU) | challenges. Fulfilling the tasks
assigned to the European Border 2016/1624 and the migration assigned to the European Border
and Coast Guard teams, teams of management support team and Coast Guard teams, teams of
staff involved in return-related necessitates access to SIS via a staff involved in return-related
tasks and the migration technical interface of the European | tasks and to the migration
management support team Border and Coast Guard Agency management support teams
necessitates access to SIS via a connecting to Central SIS. In cases | necessitates access to SIS via a
technical interface of the European | where searches carried out by the technical interface of the European
Border and Coast Guard Agency team or the teams of staff in SIS Border and Coast Guard Agency
connecting to Central SIS. In cases | reveal the existence of an alert connecting to Central SIS. In cases
where searches carried out by the issued by a Member State, the where searches carried out by the
team or the teams of staff in SIS member of the team or the staff team or the teams of staff in SIS
reveal the existence of an alert cannot take the required action reveal the existence of an alert
issued by a Member State, the unless authorised to do so by the issued by a Member State, the
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member of the team or the staff
cannot take the required action
unless authorised to do so by the
host Member State. Therefore it
should inform the Member States
concerned allowing for follow up
of the case.

host Member State. Therefore it
should inform the Member States
concerned allowing for follow up
of the case.

member of the team or the staff
cannot take the required action
unless authorised to do so by the
host Member State. Therefore it
should inform the host Member
States conecerned allowing for
follow up of the case._The host
Member State should notify the
hit to the issuing Member State
through the exchange of
supplementary information.

74

(47)  Inaccordance with
Commission proposal for a
Regulation of the European
Parliament and of the Council
establishing a European Travel
Information and Authorisation
System (ETIAS)®® the ETIAS
Central Unit of the European
Border and Coast Guard Agency
will perform verifications in SIS
via ETIAS in order to perform the
assessment of the applications for
travel authorisation which require,
inter alia, to ascertain if the third
country national applying for a
travel authorisation is subject of a
SIS alert. To this end the ETIAS
Central Unit within the European

[(47) In accordance with
[Regulation .../... of the European
Parliament and of the Council
establishing a European Travel
Information and Authorisation
System (ETIAS)] the ETIAS
Central Unit established within the
European Border and Coast Guard
Agency will perform verifications
in SIS via ETIAS in order to
perform the assessment of the
applications for travel authorisation
which require, inter alia, to
ascertain if the third country
national applying for a travel
authorisation is subject of a SIS
alert. To this end the ETIAS
Central Unit within the European

(47)  Inaccordance with
Commission proposal for a
Regulation of the European
Parliament and of the Council
establishing a European Travel
Information and Authorisation
System (ETIAS)®*® the ETIAS
Central Unit of the European
Border and Coast Guard Agency
will perform verifications in SIS
via ETIAS in order to perform the
assessment of the applications for
travel authorisation which require,
inter alia, to ascertain if the third
country national applying for a
travel authorisation is subject of a
SIS alert. To this end the ETIAS
Central Unit within the European

Linked to Art. 49A (agreed to be
dropped on 2018-04-13 (DS)).

38
39

COM (2016)731 final.
COM (2016)731 final.
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Border and Coast Guard Agency
should also have access to SIS to
the extent necessary to carry out its
mandate, namely to all alert
categories on persons and alerts on
blank and issued personal
identification documents.

Border and Coast Guard Agency
should have access to SIS to the
extent which is strictly necessary
to carry out its mandate, namely to
all alert categories on third country
nationals in respect of whom an
alert has been issued for the
purposes of entry and stay, and
those who are subject to restrictive
measure intended to prevent entry
or transit through Member States.]

Border and Coast Guard Agency
should also have access to SIS to
the extent necessary to carry out its
mandate, namely to all alert
categories on persons and alerts on
blank and issued personal
identification documents.

75

(48)  Owing to their technical
nature, level of detail and need for
regular updating, certain aspects of
SIS cannot be covered exhaustively
by the provisions of this
Regulation. These include, for
example, technical rules on
entering data, updating, deleting
and searching data, data quality
and search rules related to
biometric identifiers, rules on
compatibility and priority of alerts,
the adding of flags, links between
alerts, specifying new object
categories within the technical and
electronic equipment category,
setting the expiry date of alerts
within the maximum time limit and
the exchange of supplementary
information. Implementing powers

(48)  Owing to their technical
nature, level of detail and need for
regular updating, certain aspects of
SIS cannot be covered exhaustively
by the provisions of this
Regulation. These include, for
example, technical rules on
entering data, updating, deleting
and searching data, data quality,
the adding of flags, links between
alerts, specifying new object
categories within the technical and
electronic equipment category and
setting the expiry date of alerts for
categories of object alerts within
the maximum time limit.
Implementing powers in respect of
those aspects should therefore be
conferred to the Commission.
Technical rules on searching alerts
should take into account the

(48)  Owing to their technical
nature, level of detail and need for
regular updating, certain aspects of
SIS cannot be covered exhaustively
by the provisions of this
Regulation. These include, for
example, technical rules on
entering data, updating, deleting
and searching data, data quality
and search rules related to
biometric identifiersdata, rules on
compatibility and priority of alerts,
the-adding-of-flags-links between
alerts, specifying new object
categories within the technical and
electronic equipment category,
setting the expiry date of alerts
within the maximum time limit and
the exchange of supplementary
information. Implementing powers
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in respect of those aspects should smooth operation of national in respect of those aspects should
therefore be conferred to the applications. therefore be conferred to the
Commission. Technical rules on Commission. Technical rules on
searching alerts should take into searching alerts should take into
account the smooth operation of account the smooth operation of
national applications. national applications.

76 (48a) The correct application of

this Regulation is in the interest of
all Member States and necessary
to maintain the Schengen area as
an area without internal border
controls. In order to ensure the
correct application of this
Regulation by Member States,
evaluations conducted through
the mechanism established by
Regulation (EU) No 1053/2013
are of particular importance.
Member States should therefore
swiftly address any
recommendations made to them.
The Commission should, where
recommendations are not
followed, make use of its powers
under the Treaties.

771 (49) In order to ensure uniform (49) In order to ensure uniform
conditions for the implementation conditions for the implementation
of this Regulation, implementing of this Regulation, implementing
powers should be conferred on the powers should be conferred on the
Commission. Those powers should Commission. Those powers should
be exercised in accordance with be exercised in accordance with
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Regulation (EU) No 182/2011%, Article 5 of Regulation (EU) No
The procedure for adopting 182/2011**. The procedure for
implementing measures under this adopting implementing measures
Regulation and Regulation (EU) under this Regulation and
2018/xxx (border checks) should Regulation (EU) 2018/xxx (border
be the same. checks) should be the same.

(50)  In order to ensure (50)
transparency, a report on the
technical functioning of Central
SIS and the communication
infrastructure, including its
security, and on the exchange of
supplementary information should
be produced one year after SIS is
brought into operation by the
Agency. An overall evaluation
should be issued by the
Commission every two years.

In order to ensure Linked to Art. 71.
transparency, a report on the
technical functioning of Central
SIS and the communication
infrastructure, including its
security, and on the bilateral and
multilateral exchange of
supplementary information should
be produced every two years by the
Agency. An overall evaluation
should be issued by the
Commission every four years.

78| (50) In order to ensure
transparency, a report on the
technical functioning of Central
SIS and the communication
infrastructure, including its
security, and on the exchange of
supplementary information should
be produced every two years by the
Agency. An overall evaluation
should be issued by the
Commission every four years.

79 (50a) In order to ensure the
smooth functioning of SIS, the
power to adopt acts in accordance
with Article 290 of the Treaty on
the Functioning of the European
Union should be delegated to the
Commission in respect of:

— the adoption of a manual

40 Regulation (EU) No182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the rules and general principles concerning mechanisms for
control by the Member States of the Commission's exercise of implementing powers (OJ L 55, 28.2.2011, p. 13).

4 Regulation (EU) No182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the rules and general principles concerning mechanisms for
control by the Member States of the Commission's exercise of implementing powers (OJ L 55, 28.2.2011, p. 13).
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containing detailed rules on the
exchange of supplementary
information (the SIRENE
Manual);

- rules on logs of automated
scanned searches;

- the requirements to be
fulfilled for the entering of
biometric identifiers into the SIS;

- the adoption of the
procedure for designating the
Member State responsible for
entering an alert on third-country
nationals subject to restrictive
measures;

- the use of photographs and
facial images for the purpose of
identifying persons;

- retention periods for
categories of object alerts which
are shorter than the maximum
period of five years; and

- amendments to the date of
application of this Regulation.

It is of particular importance that
the Commission carry out
appropriate consultations during
its preparatory work, including at
expert level, and that those
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consultations be conducted in
accordance with the principles
laid down in the Interinstitutional
Agreement of 13 April 2016 on
Better Law-Making*. In
particular, to ensure equal
participation in the preparation of
delegated acts, the European
Parliament and the Council
receive all documents at the same
time as Member States' experts,
and their experts systematically
have access to meetings of
Commission expert groups
dealing with the preparation of
delegated acts.

80 | (51)  Since the objectives of this (51)  Since the objectives of this
Regulation, namely the Regulation, namely the
establishment and regulation of a establishment and regulation of a
joint information system and the joint information system and the
exchange of related supplementary exchange of related supplementary
information, cannot, by its very information, cannot, by its very
nature, be sufficiently achieved by nature, be sufficiently achieved by
the Member States and can the Member States and can
therefore be better achieved at therefore be better achieved at
Union level, the Union may adopt Union level, the Union may adopt
measures in accordance with the measures in accordance with the
principle of subsidiarity, as set out principle of subsidiarity, as set out
in Article 5 of the Treaty of the in Article 5 of the Treaty of the

2 0J L 123, 12.5.2016, p. 1.
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European Union. In accordance European Union. In accordance
with the principle of with the principle of
proportionality, as set out in that proportionality, as set out in that
Article, this Regulation does not go Article, this Regulation does not go
beyond what is necessary in order beyond what is necessary in order
to achieve those objectives. to achieve those objectives.

81 | (52) This Regulation respects (52) This Regu_latlon respects (52) This Regulation respects
the fundamental rights and the fundamenta_l rl_ghts and i the fundamental rights and
observes the principles recognised _observ_es tlhe g”nﬁ'plf recogplsed observes the principles recognised
in particular by the Charter of In particular by the Charter o in particular by the Charter of
Fundamental Rights of the Fundamental .nghts of the lar. thi Fundamental Rights of the
European Union. In particular, this Europeqn Union. In particular, this European Union. In particular, this
Regulation seeks to ensure a safe Regula‘Flon should fully resp_ect the Regulation seeks to ensure a safe
environment for all persons protection of personz_al data in environment for all persons
residing on the territory of the accordance with Article 8 O.f the residing on the territory of the
European Union and special Charter of Funda_mental_ Rights of European Union and special
protection for children who could the European Union while protection for children who could
be victim of trafficking or parental seelgng to ensure a safe be victim of trafficking or parental
abduction while fully respecting environment for aII_ persons abduction while fully respecting
the protection of personal data. residing on th_e territory Of the the protection of personal data.

European Union and special
protection for children who could
be victim of trafficking or
abduction. In cases concerning
children, the best interests of the
child should be a primary
consideration.

821 (53) Inaccordance with Articles (53) Inaccordance with Articles
1 and 2 of Protocol No 22 on the 1 and 2 of Protocol No 22 on the
Position of Denmark annexed to Position of Denmark annexed to
the Treaty on European Union and the Treaty on European Union and
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to the Functioning of the European to the Functioning of the European
Union, Denmark is not taking part Union, Denmark is not taking part
in the adoption of this Regulation in the adoption of this Regulation
and is not bound by it or subject to and is not bound by it or subject to
its application. Given that this its application. Given that this
Regulation builds upon the Regulation builds upon the
Schengen acquis, Denmark shall, Schengen acquis, Denmark shall,
in accordance with Article 4 of that in accordance with Article 4 of that
Protocol, decide within a period of Protocol, decide within a period of
six months after the Council has six months after the Council has
decided on this Regulation whether decided on this Regulation whether
it will implement it in its national it will implement it in its national
law. law.

83 | (54) The United Kingdom is (54) The United Kingdom is
taking part in this Regulation in taking part in this Regulation in
accordance with Article 5 of the accordance with Article 5(1) of the
Protocol on the Schengen acquis Protocol No 19 on the Schengen
integrated into the framework of acquis integrated into the
the European Union annexed to the framework of the European Union
Treaty on European Union and to annexed to the Treaty on European
the Treaty on the Functioning of Union and to the Treaty on the
the European Union and Functioning of the European Union
Article 8(2) of Council Decision and Article 8(2) of Council
2000/365/EC of 29 May 2000 Decision 2000/365/EC ef29-May
concerning the request of the 2000-concerning-thereguestof the
United Kingdom of Great Britain United-Kingdom-of Great Britain
and Northern Ireland to take part in and-Northerntreland-to-takepartin
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some of the provisions of the
Schengen acquis®.

—
senlne oFthe p'e."44'5"9"5 oFthe

84 1 (55) lIreland is taking part in this (55) Ireland is taking part in this
Regulation in accordance with Regulation in accordance with
Article 5 of the Protocol on the Article 5 of the Protocol No 19 on
Schengen acquis integrated into the the Schengen acquis integrated into
framework of the European Union the framework of the European
annexed to the Treaty on European Union annexed to the Treaty on
Union and to the Treaty on the European Union and to the Treaty
Functioning of the European Union on the Functioning of the European
and Article 6(2) of Council Union and Article 6(2) of Council
Decision 2002/192/EC of Decision 2002/192/EC-of
28 February 2002 concerning 28-February-2002-concerning
Ireland's request to take part in Ireland's request to take part in
some of the provisions of the some-of-the-provisions-of-the
Schengen acquis®. Schengen-acguis®®.

85

(56) Asregards Iceland and
Norway, this Regulation
constitutes a development of
provisions of the Schengen acquis
within the meaning of the
Agreement concluded by the
Council of the European Union and
the Republic of Iceland and the

(56)  Asregards Iceland and
Norway, this Regulation
constitutes a development of
provisions of the Schengen acquis
within the meaning of the
Agreement concluded by the
Council of the European Union and
the Republic of Iceland and the

43
44

45
46

OJ L 131, 1.6.2000, p. 43.

Council Decision 2000/365/EC of 29 May 2000 concerning the request of the United Kingdom of Great Britain and Northern Ireland to take part in some of the provisions of
the Schengen acquis (OJ L 131, 1.6.2000, p. 43).

OJ L 64, 7.3.2002, p.20.

Council Decision 2002/192/EC of 28 February 2002 concerning Ireland's request to take part in some of the provisions of the Schengen acquis (OJ L 64, 7.3.2002, p.20).
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Kingdom of Norway concerning
the association of those two States
with the implementation,
application and development of the
Schengen acquis*’, which fall
within the area referred to in
Article 1, point G of Council
Decision 1999/437/EC*8on certain
arrangements for the application of
that Agreement.

Kingdom of Norway concerning
the association of those two States
with the implementation,
application and development of the
Schengen acquis*®, which fall
within the area referred to in
Article 1, point G of Council
Decision 1999/437/EC*0n certain
arrangements for the application of
that Agreement.

86

(57) Asregards Switzerland,
this Regulation constitutes a
development of provisions of the
Schengen acquis within the
meaning of the Agreement signed
between the European Union, the
European Community and the
Swiss Confederation concerning
the association of the Swiss
Confederation with the
implementation, application and
development of the Schengen
acquis, which fall within the area
referred to in Article 1, point G, of
Decision 1999/437/EC read in
conjunction with Article 4(1) of

(57)  Asregards Switzerland,
this Regulation constitutes a
development of provisions of the
Schengen acquis within the
meaning of the Agreement signed
between the European Union, the
European Community and the
Swiss Confederation concerning
the association of the Swiss
Confederation with the
implementation, application and
development of the Schengen
acquis, which fall within the area
referred to in Article 1, point G, of
Decision 1999/437/EC read in
conjunction with Article 4(1)3 of

47
48
49
50

OJ L 176, 10.7.1999, p.36.
OJ L 176, 10.7.1999, p.31.
OJ L 176, 10.7.1999, p.36.
OJ L 176, 10.7.1999, p.31.
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Council Decisions Council Decisions-2004/849/EC>
2004/849/EC>tand 2004/860/EC®2., and-2004/860/EC%

2008/149/JHA.

87 1 (58)  Asregards Liechtenstein, (58) Asregards Liechtenstein,
this Decision constitutes a this Decision constitutes a
development of the provisions of development of the provisions of
the Schengen acquis within the the Schengen acquis within the
meaning of the Protocol between meaning of the Protocol between
the European Union, the European the European Union, the European
Community, the Swiss Community, the Swiss
Confederation and the Principality Confederation and the Principality
of Liechtenstein on the accession of Liechtenstein on the accession
of the Principality of Liechtenstein of the Principality of Liechtenstein
to the Agreement between the to the Agreement between the
European Union, the European European Union, the European
Community and the Swiss Community and the Swiss
Confederation on the Swiss Confederation on the Swiss

51 Council Decision 2004/849/EC of 25 October 2004 on the signing, on behalf of the European Union, and on the provisional application of certain provisions of the Agreement
between the European Union, the European Community and the Swiss Confederation concerning the Swiss Confederation's association with the implementation, application

and development of the Schengen acquis (OJ L 368, 15.12.2004, p. 26).
52 Council Decision 2004/860/EC of 25 October 2004 on the signing, on behalf of the European Community, and on the provisional application of certain provisions of the
Agreement between the European Union, the European Community and the Swiss Confederation, concerning the Swiss Confederation's association with the implementation,
application and development of the Schengen acquis (OJ L 370, 17.12.2004, p. 78).
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% Council Decision 2008/149/JHA of 28 January 2008 on the conclusion on behalf of the European Union of the Agreement between the European Union, the European
Community and the Swiss Confederation on the Swiss Confederation’s association with the implementation, application and development of the Schengen acquis (OJ L 53,
27.2.2008, p. 50).
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Confederation’s association with
the implementation, application
and development of the Schengen
acquis®®, which fall within the area
referred to in Article 1, point G, of
Decision 1999/437/EC read in
conjunction with Article 3 of
Council Decision 2011/349/EU®’

Confederation’s association with
the implementation, application
and development of the Schengen
acquis®®, which fall within the area
referred to in Article 1, point G, of
Decision 1999/437/EC read in
conjunction with Article 3 of
Council Decision 2011/349/EU®°

and Article 3 of Council Decision and-Article 3-of CouncH-Decision
2011/350/EU8, 2011/350/EUS
88 | (59) Asregards Bulgaria and (59)  As regards Bulgaria and (59) Asregards Bulgaria, and To be adapted.

Romania, this Regulation
constitutes an act building upon, or
otherwise relating to, the Schengen

Romania, this Regulation
constitutes an act building upon, or
otherwise relating to, the Schengen

Romania_and Croatia, this
Regulation constitutes an act
building upon, or otherwise

acquis within the meaning of

56 OJ L 160, 18.6.2011, p. 21.

57 Council Decision 2011/349/EU of 7 March 2011 on the conclusion on behalf of the European Union of the Protocol between the European Union, the European Community,
the Swiss Confederation and the Principality of Liechtenstein on the accession of the Principality of Liechtenstein to the Agreement between the European Union, the European
Community and the Swiss Confederation on the Swiss Confederation’s association with the implementation, application and development of the Schengen acquis, relating in
particular to judicial cooperation in criminal matters and police cooperation (OJ L 160, 18.6.2011, p. 1).

58 Council Decision 2011/350/EU of 7 March 2011 on the conclusion, on behalf of the European Union, of the Protocol between the European Union, the European Community,
the Swiss Confederation and the Principality of Liechtenstein on the accession of the Principality of Liechtenstein to the Agreement between the European Union, the European
Community and the Swiss Confederation on the Swiss Confederation's association with the implementation, application and development of the Schengen acquis, relating to
the abolition of checks at internal borders and movement of persons (OJ L 160, 18.6.2011, p. 19).

59 OJ L 160, 18.6.2011, p. 21.

60 Council Decision 2011/349/EU of 7 March 2011 on the conclusion on behalf of the European Union of the Protocol between the European Union, the European Community,
the Swiss Confederation and the Principality of Liechtenstein on the accession of the Principality of Liechtenstein to the Agreement between the European Union, the European
Community and the Swiss Confederation on the Swiss Confederation’s association with the implementation, application and development of the Schengen acquis, relating in

particular to judicial cooperation in criminal matters and police cooperation (OJ L 160, 18.6.2011, p. 1).
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acquis within the meaning of Article 4(2) of the 2005 Act of relating to, the Schengen acquis
Article Article 4(2) of the 2005 Act | Accession and should result in the | within_respectively, the meaning
of Accession and should be read in | amendment of Council Decision of Article Article 4(2) of the 2005
conjunction with Council Decision | 2010/365/EU on the application of | Act of Accession and Article 4(2)
2010/365/EU on the application of | the provisions of the Schengen of the 2011 Act of Accession, and
the provisions of the Schengen acquis relating to the Schengen should be read in conjunction with,
acquis relating to the Schengen Information System in the respectively, Council Decision
Information System in the Republic of Bulgaria and 2010/365/EU on the application of
Republic of Bulgaria and Romania® to enable those two the provisions of the Schengen
Romania®. Member States to apply and acquis relating to the Schengen

implement the provisions of this Information System in the
Regulation in full. Republic of Bulgaria and
Romania® and Council Decision
2017/733 on the application of
the provisions of the Schengen
acquis relating to the Schengen
Information System in the
Republic of Croatia.®
89 | (60) Concerning Cyprus and (60) Concerning Cyprus and
Croatia this Regulation constitutes Creatia-this Regulation constitutes
an act building upon, or otherwise an act building upon, or otherwise
relating to, the Schengen acquis relating to, the Schengen acquis
within, respectively, the meaning within—+espeetivehy-the meaning
of Article 3(2) of the 2003 Act of of Article 3(2) of the 2003 Act of
Accession and Acrticle 4(2) of the Accession-and-Article-4(2)-of the
2011 Act of Accession. 2011-Act-of Aceession.
62 0QJL 166, 1.7.2010, p. 17.
63 OJ L 166, 1.7.2010, p. 17.
8 0JL 166, 1.7.2010, p. 17.
6 QJL 108, 26.4.20017, p. 31.
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9 | (61) This Regulation should (61) This Regulation should
apply to Ireland on dates apply to Ireland on dates
determined in accordance with the determined in accordance with the
procedures set out in the relevant procedures set out in the relevant
instruments concerning the instruments concerning the
application of the Schengen acquis application of the Schengen acquis
to this State. to this State.

91| (62) The estimated costs of the (62)  The estimated costs of the
upgrade of the SIS national upgrade-of-the-SiS-national
systems and of the implementation systems and of the implementation
of the new functionalities, of-the-pew-functionatities;
envisaged in this Regulation are envisaged in this Regulation are
lower than the remaining amount tower-than-the-remakig-ameunt
in the budget line for Smart n the budget line for Smart
Borders in Regulation (EU) No Bordersin-Regilation(ELU)No
515/2014 of the European 515/2014 of the European
Parliament and the Council®®. Parliament-and-the- Counci®-
Therefore, this Regulation should Therefore, this Regulation should
re-allocate the amount, attributed re-aHocate-the-amountattributed
for developing IT systems for developing IT systems
supporting the management of supporting-the-managementof
migration flows across the external migration flows across the external
borders.in accordance with Article berders-in-accordance-with-Article
5(5)(b) of Regulation (EU) No 5(5)(b) of Regulation (EU) No
515/2014. 515/2014.

66

Regulation (EU) No 515/2014 of the European Parliament and of the Council of 16 April 2014 establishing, as part of the Internal Security Fund, the instrument for financial
support for external borders and visa (OJ L 150, 20.5.2014, p. 143).
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92 | (63) Council Decision (63) Council Decision
2007/533/JHA and Commission 2007/533/JHA and Commission
Decision 2010/261/EU®8 should Decision 2010/261/EU® should
therefore be repealed. therefore be repealed.
93| (64) The European Data |(364)t t_TheSEuropgan Data (64) The European Data
Protection Supervisor was ro eci tlodn' uperwdsor was h Protection Supervisor was
consulted in accordance with Z??.S’ul 928'2 ac}i:c;{r anlcet_W| EC consulted in accordance with
Article 28(2) of Regulation (EC) Nr '253200(1) Od de?_u a lgn (EC) Article 28(2) of Regulation (EC)
No 45/2001 and delivered an 0= and detivered an No 45/2001 and delivered an
- opinion on 3 May 2017, .
opmionon ... opimion on ...
% | HAVE ADOPTED THIS HAVE ADOPTED THIS HAVE ADOPTED THIS
REGULATION: REGULATION: REGULATION:
95 CHAPTERI CHAPTERI CHAPTERI CHAPTERI
96 GENERAL PROVISIONS GENERAL PROVISIONS GENERAL PROVISIONS GENERAL PROVISIONS
97 Article 1 Article 1 Article 1 Article 1
98 General purpose of SIS General purpose of SIS General purpose of SIS General purpose of SIS
99

The purpose of SIS shall be to
ensure a high level of security
within the area of freedom, security
and justice of the Union including
the maintenance of public security
and public policy and the

The purpose of SIS shall be to
ensure a high level of security
within the area of freedom, security
and justice of the Union including
the maintenance of public security
and public policy and the

The purpose of SIS shall be to
ensure a high level of security
within the area of freedom, security
and justice of the Union including
the maintenance of public security
and public policy and the

68

69

Commission Decision 2010/261/EU of 4 May 2010 on the Security Plan for Central SIS Il and the Communication Infrastructure (OJ L 112, 5.5.2010, p.31).

Commission Decision 2010/261/EU of 4 May 2010 on the Security Plan for Central SIS Il and the Communication Infrastructure (OJ L 112, 5.5.2010, p.31).
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safeguarding of security in the safeguarding of security in the | safeguarding of security In the
territories of the Member States, territories of the Member States, | territories of the Member States,
and to apply the provisions of and to applyensure the application | and to apphyensure the application
Chapter 4 and Chapter 5 of Title V of the provisions of Chapter 4 and | of the provisions of Chapter 4 and
of Part Three of the Treaty on the Chapter 5 of Title V of Part Three | Chapter 5 of Title V of Part Three
Functioning of the European Union of the Treaty on the Functioning of | of the Treaty on the Functioning of
relating to the movement of the European Union relating to the | the European Union relating to the
persons on their territories, using movement of persons on their | movement of persons on their
information communicated via this territories,  using  information | territories,  using information
system. communicated via this system. communicated via this system.

100 Article 2 Article 2 Article 2 Article 2
101 Scope Subject matter Scope Subject matter
102

1. This Regulation establishes
the conditions and procedures for
the entry and processing in SIS of
alerts on persons and objects, the
exchange of supplementary
information and additional data for
the purpose of police and judicial
cooperation in criminal matters.

1. This Regulation establishes
the conditions and procedures for
the entry and processing in SIS of
alerts on persons and objects, the
exchange of supplementary
information and additional data for
the purpose of police and judicial
cooperation in criminal matters.

1. This Regulation establishes
the conditions and procedures for
the entry and processing in SIS of
alerts on persons and objects, the
exchange of supplementary
information and additional data for
the purpose of police and judicial
cooperation in criminal matters.

103

2. This Regulation also lays
down provisions on the technical
architecture of SIS, the
responsibilities of the Member
States and of the European Agency
for the operational management of
large-scale IT systems in the area

2. This Regulation also lays
down provisions on the technical
architecture of SIS, the
responsibilities of the Member
States and of the European Agency
for the operational management of
large-scale IT systems in the area

2. This Regulation also lays
down provisions on the technical
architecture of SIS, the
responsibilities of the Member
States and of the European Agency
for the operational management of
large-scale IT systems in the area
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of freedom, security and justice, of freedom, security and justice, of freedom, security and justice,
general data processing, the rights general data processing, the rights | general data processing, the rights
of the persons concerned and of the persons concerned and of the persons concerned and
liability. liability. liability.
104 Article 3 Article 3 Article 3 Article 3
105 Definitions Definitions Definitions Definitions
To be discussed
106 1. For the purposes of this

1. For the purposes of this
Regulation, the following
definitions shall apply:

Regulation, the following
definitions shall apply:

‘alert’ means a set of data

(@)

107| (@) ‘alert’ means a set of data, . i (@ ‘alert’ means a set of data,
including biometric entered in SIS aII(_)\_Nlng t_he . including, where applicable,
identifiers as referred to in competent authgrltles_to |de_nt|fy a biometric identifiers-data as
Article 22 and in Article 40, | Personoran _objec_t W.'th aviewto referred to in Article 22 and
entered in SIS allowing the taking specific action; in Article 40, entered in SIS
competent authorities to allowing the competent
identify a person or an object authorities to identify a
with a view to taking specific person or an object with a
action; view to taking specific

action;
108| (b)  ‘supplementary information’ (b) ‘supplementary (b)  ‘supplementary information’

means information not
forming part of the alert data
stored in SIS, but connected

information’ means information
not forming part of the alert data
stored in SIS, but connected to SIS
alerts, which is to be exchanged by
the SIRENE Bureaux:

means information not
forming part of the alert data
stored in SIS, but connected
to SIS alerts, which is to be
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to SIS alerts, which is to be exchanged_via the SIRENE
exchanged: Bureaux:

109 (1) inorder to allow (1) inorder to allow
Member States to Member States to
consult or inform each consult or inform each
other when entering an other when entering an
alert; alert;

110 (2) following a hit in order (2) following a hit in order
to allow the appropriate to allow the appropriate
action to be taken; action to be taken;

111 (3) when the required (3) when the required
action cannot be taken; action cannot be taken;

112 (4) when dealing with the (4) when dealing with the
quality of SIS data; quality of SIS data;

113 (5) when dealing with the (5) when dealing with the
compatibility and compatibility and
priority of alerts; priority of alerts;

114 (6) when dealing with (6) when dealing with
rights of access; rights of access;

115\ (c)  ‘additional data’ means the (c) ‘additional data’ means the
data stored in SIS and data stored in SIS and
connected with SIS alerts connected with SIS alerts
which are to be immediately which are to be immediately
available to the competent available to the competent
authorities where a person in authorities where a person in
respect of whom data has respect of whom data has
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been entered in SIS is located been entered in SIS is located
as a result of searches made as a result of searches made
therein; therein;

116| (d) ‘personal data’ means any (d) ‘P ersonal_data’ means any (d) ‘personal data’ means any

information relating to an !nformgtlon r_elatlr_g toan information relating to an
identified or identifiable identified or identifiable natural identified or identifiable
natural person (‘data person (*data S.ubJeCF ).; f or the natural person (‘data
subject’); purposes of this definition an subject’);

identifiable natural person is one

who can be identified, directly or

indirectly, in particular by

reference to an identifier such as

a name, an identification number,

location data, an online identifier

or to one or more factors specific

to the physical, physiological,

genetic, mental, economic,

cultural or social identity of that

natural person;

117| ()  ‘an identifiable natural deleted (e) ‘an identifiable natural
person’ is one who can be person’ is one who can be
identified, directly or identified, directly or
indirectly, in particular by indirectly, in particular by
reference to an identifier reference to an identifier
such as a name, an such as a name, an
identification number, identification number,
location data, an online location data, an online
identifier or to one or more identifier or to one or more
factors specific to the factors specific to the
physical, physiological, physical, physiological,
genetic, mental, economic, genetic, mental, economic,
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cultural or social identity of cultural or social identity of
that natural person; that natural person;

118 (ea)  ‘alias’ means an assumed

identity used by a person known
under other identities;

119\ (f)  “processing of personal data’ (f) , Processing ofpersonal (f)  ‘processing of personal data’
means any operation or set of | dta’ means any operation or set of means any operation or set of
operations which is operations which is performed on operations which is
performed on personal data personal data or on sets of personal performed on personal data
or on sets of personal data, data, whether or not by automated or on sets of personal data,
whether or not by automated means, such as gollectlon,_ . whether or not by automated
means, such as collection, recordlr_1g, logging, organisation, means, such as collection,
logging, organisation structuring, storage, adaptatlo_n or logging, organisation
structuring, storage, ’ alterat_lon, retrieval, consqltqtlon, structuring, storage, |
adaptation or alteration, use, dls_clo§ure by transmission, adaptation or alteration,
retrieval, consultation, use, d|ss_em|nat|o_n or otherwise making retrieval, consultation, use,
disclosure by transmission, avalla_ble,_ allgnme_nt or disclosure by transmission,
dissemination or otherwise gor?blnta_ttlo.n, restriction, erasure or dissemination or otherwise
making f_;lvai_lable, ali_gn_ment estruction, making gvai_lable, align_ment
or combination, restriction, or combination, restriction,
erasure or destruction; erasure or destruction;

1201 (g) a ‘hit’ in SIS means: (9) a ‘hitmatch’ ir-StSmeans
the occurrence of the
following steps:

121 (1) asearch is conducted (1) asearch is conducted

by a user; by an end-user;
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122 (2) the search reveals an (f) 0 th‘: se?jr(t:)h re\ﬁals tt)hatsimt (2) the search reveals an
alert entered by another a enggs- entered by a Viember State alert entered by another
Member State in SIS; Insts, Member State in SIS;
and
123 (3) data concerning the (3) data concerning the
alert in SIS match the alert in SIS match the
search data; and search data.;-and
124 (ga) a ‘hit’ means any match
which fulfils the following
criteria:
125 (a)__it has been confirmed:
126 (i) by the end-user, or
127 (i)where the match
concerned was based
on the comparison of
biometric data by the
competent _authority
in__accordance _with
national procedures;
128 m
129 (4) further actions are (4b) further actions are
requested. requested.
130| (h)  “flag’ means a suspension of (h) ‘flag’ means a suspension of
validity of an alert at the validity of an alert at the
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national level that may be national level that may be
added to alerts for arrest, added to alerts for arrest,
alerts for missing persons alerts for missing and
and alerts for discreet, vulnerable persons and
inquiry and specific checks, alerts for discreet, inquiry
where a Member State and specific checks,-where-a
considers that to give effect MemberState-considers-that
to an alert is incompatible to give effect to an alert is
with its national law, its ncompatiblewith-s
international obligations or national law, its international
essential national interests. ebligations-or-essential
Where the alert is flagged, national interests. Where the
the requested action on the alertisHaggedthe-requested
basis of the alert shall not be action-on-the basis-of the
taken on the territory of this atertshal-not-betaken-on-the
Member State. territory of this Member

State.;

L) (i) ‘issuing Member State’ (i)  ‘issuing Member State’
means the Member State means the Member State
which entered the alert in which entered the alert in
SIS; SIS;

132) (j)  ‘executing Member State’ () ‘executing Member State’
means the Member State means the Member State
which takes or has taken the which takes or has taken the
required actions following a required actions following a
hit; hit;

133] (k) ‘end-users’ mean competent (k) ‘end-users’ mean competent
authorities directly searching authorities directly searching
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CS-SIS, N.SIS or a technical CS-SIS, N.SIS or a technical
copy thereof; copy thereof;

134 (ka)  ‘biometric identifiers' (ka) 'biometric data’ means
means per_spnal dat_a resulting . biometric data as defined in
from' specific technl_cal processing Article 3(13) of Directive
relating to the physical or (EU) 2016/680:
physiological characteristics of a ’
natural person, which allow or
confirm the unique identification
of that natural person (facial
images, dactyloscopic data and
DNA profile);

135] ()  “dactylographic data’ means () ‘(Eiactylos_coplc data” means (I)  ‘dactylographiescopicdata’
data on fingerprints and palm da_ta on fl_ngerprlnts an(_j pa'!“ means data-en fingerprints
prints which due to their prints which due to their unigue images, images of
unique character and the chara_cter and the reference points fingerprint latents and palm
reference points contained contained th_erem enablg accurate prints, palm prints latents
therein enable accurate and and co'nc_luswfa c.omparlsons ona and templates of such
conclusive comparisons on a person’s identity; images (coded minutiae) "
person's identity; which due to their unique

character and the reference
points contained therein
enable accurate and
conclusive comparisons on a
person's identity;

136 (la)  ‘*facial image' means anial i ' -
digital images of the face with a (la) iﬁggﬂsl g}at?]ee gsg r\:\fig:qnal
sufficient image resolution and sufficient image resolution

70 Same definition as in Council Decision 2008/616/JHA.
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quality to be used in automated
biometric matching;

and quality to be used in
automated biometric

matching;
137 (Ib) ~ "DNA profile” means a (Ib) 'DNA profile’ means a
letter or number code which letter or number code
represents a set of identification which represents a set of
characteristics of the noncoding identification
part of an analysed human DNA characteristics of the
sample, i.e. the particular noncoding part of an
molecular structure at the various analysed human DNA
DNA locations (loct); sample, i.e. the particular
molecular structure at the
various DNA locations
(loci) %
138| (m) ‘serious crime’ means deleted (m) ‘serious crime’ means Rapporteur’s informal proposal
offences listed in Article 2(1) offences listed in Article 2(1) Deletion
and (2) of Framework and (2) of Framework
Decision 2002/584/JHA of Decision 2002/584/JHA of
13 June 200273; 13 June 2002
1391 (n)  ‘terrorist offences’ means (n) ‘terrorist offences” means (n) ‘terrorist offences’ means an

offences under national law
referred to in Articles 1-4 of

offences under national law
referred to in Articles 3 to 12 and

offences under national law
which corresponds or is

71
72

73

74

Same definition as in the EES proposal (see Article 3(16) in 11037/17 + ADD 1 +ADD 2).

Same definition as in Article 2(c) of Council Decision 2008/616/JHA on the implementation of Decision 2008/615/JHA on the stepping up of cross-border cooperation,
particularly in combating terrorism and cross-border crime (OJ L 210, 6.8.2008, p. 12).

Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (OJ L 190, 18.07.2002, p.
1).

Council Framework Decision (2002/584/JHA) of 13 June 2002 on the European arrest warrant and the surrender procedures between Member States (OJ L 190, 18.07.2002, p.
1).
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Framework Decision
2002/475/JHA of 13 June
20027°,

14 of Directive (EU) 2017/541.

equivalent to one of the
offences referred to in
Articles1-4of Framework

N Py :
13 June-2002°.Directive
(EU) 2017/5417".

140

(0)

‘vulnerable persons’ means

persons who, due to their
age, physical or mental
state, or due to their social
or family circumstances,
require protection.

Rapporteur’s informal proposal

Deletion

141

(p) ‘'threat to public health'

means threat to public
health as defined by
Requlation (EU)
2016/39978.

142

Article 4

Article 4

Article 4

Article 4

143

Technical architecture and ways of
operating SIS

Technical architecture and ways of
operating SIS

Technical architecture and ways of
operating SIS

Technical architecture and ways of
operating SIS

75

Councrl Framework Decrsron 2002/475/JHA of 13 June 2002 on combatlng terrorrsm (OJ L 164 22.6. 2002 p 3).

7

78

D|rect|ve (EU) 2017/541 of the European Parllament and of the CounC|I of 15 March 2017 on combatrng terrorrsm and replacing Council Framework Decision 2002/475/JHA
and amending Council Decision 2005/671/JHA, OJ L 88, 31/03/2017, p. 6.
Regulation (EU) 2016/399 of the European Parliament and of the Council of 9 March 2016 on a Union Code on the rules governing the movement of persons across borders

(Schengen Borders Code);
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Provisionaly agreed at political level
on trilogue on 7 February 2018, subject
to further refinement at technical level.

14411, SIS shall be composed of: 1. SIS shall be composed of: 1. SIS shall be composed of:
145] (@) acentral system (Central (@) acentral system (Central (@) acentral system (Central
SIS) composed of: SIS) composed of: SIS) composed of:

146 —  atechnical support — atechnical support - a technical support
function (‘CS-SIS”) function (‘CS-SIS”) function (‘CS-SIS”)
containing a database, containing a database, containing a database,
the ‘SIS database’, the ‘SIS database’, the ‘SIS database’,

147 — auniform national — auniform national - a uniform national
interface (NI-SIS); interface (NI-SIS); interface (NI-SIS);

148| (b) anational system (N.SIS) in (b)  anational system (N.SIS) (b) anational system (N.SIS) in

each of the Member States,
consisting of the national
data systems which
communicate with Central
SIS. An N.SIS shall contain a
data file (a ‘national copy’),
containing a complete or
partial copy of the SIS
database as well as a backup
N.SIS. The N.SIS and its
backup may be used
simultaneously to ensure
uninterrupted availability to
end-users;

in each of the Member States,
consisting of the national data
systems which communicate with
Central SIS. An N.SIS may contain
a data file (a ‘national copy’),
containing a complete or partial
copy of the SIS database as well as
a backup N.SIS. The N.SIS and its
backup may be used
simultaneously to ensure
uninterrupted availability to end-
USers;

each of the Member States,
consisting of the national
data systems which
communicate with Central
SIS. An N.SIS shalmay
contain a data file (a
‘national copy’), containing a
complete or partial copy of
the SIS database-as-wel-as-a
backup-N-SIS. Two or more
Member States may
establish in one of their
N.SIS a shared copy which
may be used jointly by
these Member States. Such
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shared copy shall be
considered as the national
copy of each of the
participating Member
States;

(ba)

at least one national or

shared backup site in each
N.SIS. A shared backup
N.SIS may be used jointly
by two or more Member
States and shall be
considered as the back-up
N.SIS of each of the
participating Member
States. The N.SIS and its
backup may be used
simultaneously to ensure
uninterrupted availability to
end-users; and

149

(©)

a communication
infrastructure between CS-SIS
and NI-SIS (the
Communication
Infrastructure) that provides an
encrypted virtual network
dedicated to SIS data and the
exchange of data between

(©)

a communication
infrastructure between CS-
SIS and NI-SIS (the
Communication
Infrastructure) that provides
an encrypted virtual network
dedicated to SIS data and the
exchange of data between

Commission services proposal, that
could be acceptable for the Council:

(©)

a communication infrastructure
between CS-SIS, backup CS-
SIS and NI-SIS (the
Communication Infrastructure)
that provides an encrypted
virtual network dedicated to SIS
data and the exchange of data
between SIRENE Bureaux as
referred to in Article 7(2).
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SIRENE Bureaux as referred
to in Article 7(2).

SIRENE Bureaux as referred
to in Article 7(2).

EP addition introduced in the trilogue
of 7 February is acceptable for the
Council:

Member States intending to establish
a shared copy or shared backup site to
be used jointly shall agree their
respective responsibilities in writing.
They shall notify this arrangement to
the Commission.

150 Commission services proposal of 9
January with the EP adjustments from
7 February is acceptable for the
Council:
A backup communication The communication infrastructure
infrastructure shall be developed shall be-developed-to support and
to further ensure the contribute to ensuring the
uninterrupted availability of SIS. uninterrupted availability of SIS. It
Detailed rules for this backup shall include redundant and
communication infrastructure separated paths for the connections
shall be adopted by means of between CS-SIS and the backup CS-
implementing measures in SIS and shall also include redundant
accordance with the examination and separated paths for the
procedure referred to in Article connections between each SIS
72(2). national network access point and
CS-SIS and backup CS-SIS.
151 2. SiS-data Member States shall

be entered, updated, deleted and
searched SIS data via the various
N.SIS. A partial or a full national [or
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2. SIS data shall be entered,
updated, deleted and searched via
the various N.SIS. A partial or a
full national copy shall be available
for the purpose of carrying out
automated searches in the territory
of each of the Member States using
such a copy. The partial national
copy shall contain at least the data
listed in Article 20 (2) concerning
objects and the data listed in
Acrticle 20(3) (a) to (v) of this
Regulation concerning alerts on
persons. It shall not be possible to
search the data files of other
Member States' N.SIS.

2. SIS data shall be entered,
updated, deleted and searched via
the various N.SIS.

2. SiSdataMember States

shared] copy shall be available for the

shall be-entered, updated, deleted
and searched SIS data via the
various N.SIS. A partial or a full
national or shared copy shall be
available for the purpose of
carrying out automated searches in
the territory of each of the Member
States using such a copy. The
partial national or shared copy
shall contain at least the data listed
in Article 20(2) concerning objects
and the data listed in Article 20(3)
(@) to (v)_and (z) of this Regulation
concerning alerts on persons. It
shall not be possible to search the
data files of other Member States'
N.SIS.

purpose of carrying out automated
searches in the territory of each of the
Member States using such a copy. The
partial national_[or shared] copy shall
contain at least the data listed in
Avrticle 20(2) (a) to (v) of this
Regulation. It shall not be possible to
search the data files of other Member
States' N.SIS.

152

3. CS-SIS shall perform
technical supervision and
administration functions and have a
backup CS-SIS, capable of
ensuring all functionalities of the
principal CS-SIS in the event of
failure of this system. CS-SIS and
the backup CS-SIS shall be located
in the two technical sites of the
European Agency for the
operational management of large-
scale information systems in the
area of freedom, security and

3. CS-SIS shall perform
technical supervision and
administration functions and have a
backup CS-SIS, capable of
ensuring all functionalities of the
principal CS-SIS in the event of
failure of this system. CS-SIS and
the backup CS-SIS shall be located
in the two technical sites of the
European Agency for the
operational management of large-
scale information systems in the
area of freedom, security and
justice established by Regulation

3. CS-SIS shall perform
technical supervision and
administration functions and have a
backup CS-SIS, capable of
ensuring all functionalities of the
principal CS-SIS in the event of
failure of this system. CS-SIS and
the backup CS-SIS may operate
simultaneously. CS-SIS and the
backup CS-SIS shall be located in
the twe-technical sites of the
European Agency for the
operational management of large-
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justice established by Regulation | (EU) No 1077/20118° (‘the scale information systems in the
(EU) No 1077/2011"°(‘the Agency’). CS-SIS or backup CS- | area of freedom, security and
Agency’). CS-SIS or backup CS- SIS shall contain an additional justice established by Regulation
SIS may contain an additional copy | copy of the SIS database and shall | (EU) No 1077/2011 (‘the
of the SIS database and may be be used simultaneously in active Agency’). CS-SIS or backup CS-
used simultaneously in active operation provided that each of SIS may contain ar additional
operation provided that each of them is capable to process all technical copy of the SIS database
them is capable to process all transactions related to SIS alerts. anrd-which may be used
transactions related to SIS alerts. simultaneously, ir-active-operation
provided that each of them is
capable to process all transactions
related to SIS alerts.
153 4, CS-SISshall providethe | % . CS-SISshallprovidethe 1, = og g ghali provide the |4, CS-SIS shall provide the

services necessary for the entry and
processing of SIS data, including
searches in the SIS database. CS-
SIS shall:

services necessary for the entry and
processing of SIS data, including
searches in the SIS database. For
the Member States which use a
national copy, CS-SIS shall:

services necessary for the entry and
processing of SIS data, including
searches in the SIS database. CS-
SIS shall:

services necessary for the entry and
processing of SIS data, including
searches in the SIS database. For the
Member States which use a national
[or shared] copy, CS-SIS shall:

154\ (@) provide online update of the (@) provide online update of the | (a)  provide online update of the
national copies; national copies; national copies;
155\ (b)  ensure synchronisation of (b) ensure synchronisation of (b) ensure synchronisation of and

and consistency between the
national copies and the
SIS database;

and consistency between the
national copies and the SIS
database;

consistency between the
national copies and the SIS
database; and

79

80

Established by Regulation (EU) No 1077/2011 of the European Parliament and of the Council of 25 October 2011 establishing a European Agency for the operational
management of large-scale IT systems in the area of freedom, security and justice (OJ L 286, 1.11.2011, p.1).
Established by Regulation (EU) No 1077/2011 of the European Parliament and of the Council of 25 October 2011 establishing a European Agency for the operational
management of large-scale IT systems in the area of freedom, security and justice (OJ L 286, 1.11.2011, p.1).
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156| (c) provide the operation for (c) provide the operation for (c)  provide the operation for
initialisation and restoration initialisation and restoration initialisation and restoration of
of the national copies; of the national copies; and the national copies;

1571 (d)  provide uninterrupted (d) provide uninterrupted CS-SIS shall provide uninterrupted

availability. availability. availability.

158 Article 5 Article 5 Article 5

159 Costs Costs Costs

160 1, The costs of operating, 1. The costs of operating, 1. The costs of operating,
maintaining and further developing maintaining and further developing | maintaining and further developing
Central SIS and the Central SIS and the Central SIS and the
Communication Infrastructure shall Communication Infrastructure shall | Communication Infrastructure shall
be borne by the general budget of be borne by the general budget of | be borne by the general budget of
the European Union. the European Union. the European Union.

161) 2, These costs shall include 2. These costs shall include 2. These costs shall include
work done with respect to CS-SIS work done with respect to CS-SIS | work done with respect to CS-SIS
that ensures the provision of the that ensures the provision of the that ensures the provision of the
services referred to in Article 4(4). services referred to in Article 4(4). | services referred to in Article 4(4).

162 3, The costs of setting up, 3. The costs of setting up, 3. The costs of setting up,
operating, maintaining and further operating, maintaining and further | operating, maintaining and further
developing each N.SIS shall be developing each N.SIS shall be developing each N.SIS shall be
borne by the Member State borne by the Member State borne by the Member State
concerned. concerned. concerned.

163 CHAPTER Il CHAPTER Il CHAPTER Il CHAPTER 11
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164 RESPONSIBILITIES OF THE RESPONSIBILITIES OF THE RESPONSIBILITIES OF THE RESPONSIBILITIES OF THE
MEMBER STATES MEMBER STATES MEMBER STATES MEMBER STATES
165 Article 6 Article 6 Article 6 Article 6
166 National systems National systems National systems National systems
To be finalised in the context of
Architecture.
167| Each Member State shall be Each Member State shall be | Each Member State shall be

responsible for setting up,
operating, maintaining and further
developing its N.SIS and
connecting its N.SIS to NI-SIS.

responsible  for  setting  up,
operating, maintaining and further
developing its N.SIS and
connecting its N.SIS to NI-SIS.

responsible for setting up, operating,
maintaining and further developing its
N.SIS and connecting its N.SIS to NI-
SIS.

168

Each Member State shall be
responsible for ensuring the
continuous operation of the N.SIS,
its connection to NI-SIS and the
uninterrupted availability of SIS
data to the end-users.

Each Member State shall be
responsible for ensuring the
continuous operation of the N.SIS
and its connection to NI-SIS.

Each Member State shall be
responsible  for ensuring the
continuous operation of the N.SIS,
its connection to NI-SIS and the
uninterrupted availability of SIS
data to the end-users.

Commission services proposal is to
delete, which can be acceptable for the
Council.

169

Each Member State shall be
responsible for ensuring the
uninterrupted availability of SIS
data to end-users, in particular by
establishing a duplicate
connection with NI-SIS.

Commission services proposal:

Each Member State shall be
responsible for ensuring the
uninterrupted availability of SIS data
to end-users—n-particular-by

establishing and establish a duplicate
connection of CS-SIS with NI-SIS.

Acceptable for LIBE
Latest Commission services proposal
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of 9 January is to stop the sentence
after end-users. This would be
acceptable for the Council.
170 Each Member State shall transmit
Each Member State  shall its alerts via its N.SIS.
transmit its alerts via its N.SIS8L,
171 Article 7 Article 7 Article 7 Article 7
1721 N.SIS Office and SIRENE Bureau N.SIS Office and SIRENE Bureau N.SIS Office and SIRENE Bureau N.SIS Office and SIRENE Bureau
173] 1. Each Member State shall 1. Each Member State shall 1. Each Member State shall

designate an authority (the N.SIS
Office), which shall have central
responsibility for its N.SIS.

designate an authority (the N.SIS
Office), which shall have central
responsibility for its N.SIS.

designate an authority (the N.SIS
Office), which shall have central
responsibility for its N.SIS.

174

That authority shall be responsible
for the smooth operation and
security of the N.SIS, shall ensure
the access of the competent
authorities to the SIS and shall take
the necessary measures to ensure
compliance with the provisions of
this Regulation. It shall be
responsible for ensuring that all
functionalities of SIS are
appropriately made available to the
end users.

That authority shall be responsible
for the smooth operation and
security of the N.SIS, shall ensure
the access of the competent
authorities to the SIS and shall take
the necessary measures to ensure
compliance with the provisions of
this Regulation. It shall be
responsible for ensuring that all
functionalities of SIS  are
appropriately made available to the
end users.

That authority shall be responsible for
the smooth operation and security of
the N.SIS, shall ensure the access of the
competent authorities to the SIS and
shall take the necessary measures to
ensure compliance with the provisions
of this Regulation. It shall be
responsible for ensuring that all
functionalities of SIS are appropriately
made available to the end users.

81

Moved from Article 7(1) in fine, excluding the word 'Office’ at the end of the sentence.
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175

Each Member State shall transmit
its alerts via its N.SIS Office.

Each Member State shall enter
alerts on the basis of all available
information falling under the
scope of this Regulation, and
shall transmit its alerts via its
N.SIS Office.

Each—Member-Stateshall-transmit
- I - - II.SIS ;FF- .82

LIBE withdraws AM

I | hall .
alertsvia-its N-SIS-Office.®

176

2. Each Member State shall
designate the authority which shall
ensure the exchange and
availability of all supplementary
information (the SIRENE Bureau)
in accordance with the provisions
of the SIRENE Manual, as referred
to in Article 8.

2. Each Member State shall
designate a national authority
which is operational 24 hours a
day, 7 days a week and shall
ensure the exchange and
availability of all supplementary
information (the SIRENE Bureau)
in accordance with the provisions
of the SIRENE Manual, as referred
to in Article 8. The SIRENE
Bureau shall serve as the sole
point of contact to Member States
for the exchange of
supplementary information on
alerts and to make it possible for
the appropriate measures to be
adopted when alerts on persons
and objects have been entered in
SIS and those persons and objects
are found following a hit.

2. Each Member State shall
designate the authority which shall
ensure the exchange and
availability of all supplementary
information (the SIRENE Bureau)
in accordance with the provisions
of the SIRENE Manual, as referred
to in Article 8.

Council to check LIBE amendment.

Commission services proposed:

Each Member State shall designate a
national authority which is
operational 24 hours a day, 7 days a
week and shall ensure the exchange
and availability of all supplementary
information (the SIRENE Bureau) in
accordance with the provisions of the
SIRENE Manual, as referred to in
Article 8. The SIRENE Bureau shall
serve as single contact point for
Member States to exchange
supplementary information regarding
alerts and te-enable-appropriate
measures to facilitate the reguested
actions to be taken when alerts on
persons or objects have been entered
in SIS and those persons or objects
are found located following a hit.

Commission proposal acceptable for
LIBE

82
83

Moved to Art. 6 in fine.
Moved to Art. 6 in fine.
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New subparagraph proposal - text
from point 1.9.4 SIRENE Manual

(2018-03-26)

In order to fulfil the requirement to
provide supplementary
information, the SIRENE Bureau
staff shall have direct or indirect
access to all relevant national
information, including national
databases and relevant
information on its own alerts, and
expert advice.

New subparagraph proposal - text
from point 1.16 SIRENE Manual

(2018-03-26)

The SIRENE Bureau of the
issuing Member State shall keep
all information on its own alerts
to be able to react to request for
supplementary information swiftly
and within the deadline provided
for in Article 8.

177

Those Bureaux shall also
coordinate the verification of the
quality of the information entered
in SIS. For those purposes they

Those  Bureaux  shall also
coordinate the verification of the
quality of the information entered in
SIS. For those purposes they shall

Those Bureaux shall also coordinate
the verification of the quality of the
information entered in SIS. For those
purposes they shall have access to data
processed in SIS.
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shall have access to data processed have access to data processed in
in SIS. SIS.

178 3. The Member States shall

inf he A f their N.SIS H

3. The Member States shall 3. The Member States shall gfz::r: ;ng 0fgtehne?r/§|F\EE?\llrE B?Jriau.
inform the Agency of their N.SIS inform the Agency of their N.SIS | the Agency shall publish the list of
Il office and of their SIRENE ”—Qfﬁce and of their SIRENE them together with the list referred to
Bureau. The Agency shall publish Bureau. The Agency shall publish | in Article 36(8).
the list of them together with the the list of them together with the
list referred to in Article 53(8). list referred to in Article 53(8).

179 Article 8 Article 8 Article 8 Article 8

180 Exchange of supplementary Exchange of supplementary Exchange of supplementary Exchange of supplementary

information information information information
1811 1. Supplementary information L Supplementary information | | Supplementary information | Commission services proposal of 9

shall be exchanged in accordance
with the provisions of the SIRENE
Manual and using the
Communication Infrastructure.
Member States shall provide the
necessary technical and personal
resources to ensure the continuous
availability and exchange of
supplementary information. In the
event that the Communication
Infrastructure is unavailable,
Member States may use other

shall be exchanged in accordance
with the provisions of the SIRENE
Manual and using the
Communication Infrastructure.
Member States shall provide the
necessary technical and human
resources to ensure the continuous
availability and timely and
effective exchange of
supplementary information. In the
event that the Communication
Infrastructure is unavailable,
Member States shall use the

shall be exchanged in accordance
with the provisions of the SIRENE
Manual and using the
Communication Infrastructure.
Member States shall provide the
necessary technical and persenal
human resources to ensure the
continuous availability and
exchange of supplementary
information. In the event that the
Communication Infrastructure is
unavailable, Member States may

January:

1. Supplementary information
shall be exchanged in accordance with
the provisions of the SIRENE Manual
and using the Communication
Infrastructure. Member States shall
provide the necessary technical and
human resources to ensure the
continuous availability and timely and
effective exchange of supplementary
information. In the event that the
Communication Infrastructure is
unavailable, Member States shall use

adequately secured technical back icati use other adequately secured the backup-communication
means to exchange supplementary | . afc uf cotmmun:cca I%Int . technical means to exchange infrastructure referred-to-in-Article
information. Infrastructure reterred to in supplementary information. 4 e)y-As-alastresortother
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Article 4(1)(c). As a last resort
other adequately secured technical
means to exchange supplementary
information, such as SIENA, may
be used.

adequately secured technical means to
exchange supplementary information,
such as SIENA, may be used.

Can be acceptable for the Council
with the deletion of the last phrase
(reference to Siena and "may be used"
- latter being a mistake.

Presidency proposal 03.04.2018

1. Supplementary information
shall be exchanged in accordance
with the provisions of the SIRENE
Manual and using the
Communication Infrastructure.
Member States shall provide the
necessary technical and human
resources to ensure the continuous
availability and timely and
effective exchange of
supplementary information. In the
event that the Communication
Infrastructure is unavailable,
Member States shall use the

backup communication
ot forred o
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Artiele 4 er-Asatastresort
other adequately secured technical
means, A list of adequately secured
technical means shall be laid down
in the SIRENE Manual.

LIBE to provide feedback

182

2. Supplementary information
shall be used only for the purpose
for which it was transmitted in
accordance with Article 61 unless
prior consent is obtained from the
issuing Member State.

2. Supplementary information
shall be used only for the purpose
for which it was transmitted in
accordance with Article 61.

2. Supplementary information
shall be used only for the purpose
for which it was transmitted in
accordance with Article 61 unless
prior consent is obtained from the
issuing Member State.

2. Supplementary information
shall be used only for the purpose
for which it was transmitted in
accordance with Article 61.

183

3. The SIRENE Bureaux shall
carry out their task in a quick and
efficient manner, in particular by
replying to a request as soon as
possible but not later than 12 hours
after the receipt of the request.

3. The SIRENE Bureaux shall
carry out their task in a quick and
efficient manner, in particular by
substantially replying to a request
for supplementary information as
soon as possible but not later than
six hours after the receipt of the
request. In cases of alerts for
terrorist offences and in cases of
alerts concerning children
referred to in Article 32(2)(c) the
SIRENE Bureaux shall act
immediately.

3. The SIRENE Bureaux shall
carry out their task in a quick and
efficient manner, in particular by
rephyingreacting to a request as
soon as possible but preferably
not later than 12 hours after the
receipt of the request.

3. The SIRENE Bureaux shall
carry out their task in a quick and
efficient manner, in particular by
replying to a request for
supplementary information as
soon as possible but not later than
12 hours after the receipt of the
request. In case of alerts for
terrorist offences, of alerts for
persons wanted for arrest for
surrender or extradition purposes,
and in cases of alerts concerning
children referred to in Article
32(2)(c) the SIRENE Bureaux
shall act immediately.

184

3a. SIRENE forms to be dealt
with by the requested SIRENE

3a. Requests for supplementary
Information with highest priority
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Bureau with highest priority may
be marked ‘URGENT’, in the
SIRENE forms and the reason for
urgency specified.

shall be marked ‘URGENT’, in
the SIRENE forms, and the
reason for urgency shall be
specified.

185

4. Detailed rules for the
exchange of supplementary
information shall be adopted by
means of implementing measures
in accordance with the examination
procedure referred to in Article
72(2) in the form of a manual
called the ‘SIRENE Manual’.

4. The Commission shall be
empowered to adopt a delegated
act in accordance with Article 71a
concerning the adoption of a
manual containing detailed rules
for the exchange of
supplementary information
(SIRENE Manual).

4, The Commission _shall
adopt implementing acts to lay
down _detailed rules for the
exchange of supplementary
information__in_the form of a
manual entitled the ‘SIRENE
Manual’. Those implementing
acts shall be adopted by-—-means—of

in
accordance with the examination

procedure referred to in Article

LIBE maintains its position

To be further discussed at technical
level, in order to identify elements
of the SIRENE Manual to be
included in the basic act

72(2) in the Torm of a manual called
the “SIRENE Manual®,
186 Article 9 Article 9 Article 9 Article 9
187 Technical and functional Technical and functional Technical and functional Technical and functional
compliance compliance compliance compliance
188

1. When setting up its N.SIS,
each Member State shall comply
with common standards, protocols
and technical procedures
established to ensure the
compatibility of its N-SIS with CS-
SIS for the prompt and effective

1. When setting up its N.SIS,
each Member State shall comply
with common standards, protocols
and technical procedures
established to ensure the
compatibility of its N-.SIS with
CS-SIS for the prompt and

1. When setting up its N.SIS,
each Member State shall comply
with common standards, protocols
and technical procedures
established to ensure the
compatibility of its N.-SIS with
CS-SIS for the prompt and
effective transmission of data.
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transmission of data. Those effective transmission of data. Fhose-commen-standards;
common standards, protocols and Those common standards, protocols and technical procedures
technical procedures shall be protocolsand-technical procedures | shal-be-adeptedby-meansof
adopted by means of implementing shal-be-adepted-by-means-of implementing-measuresin
measures in accordance with the mplementing-measures-h acecordance-with-the-examination
examination procedure referred to accordance with the examination procedure referred to in
in Article 72(2). procedure referred to-in Article 55(2).

Article 72(2).84
189 2, Member States shall ensure, 2. Member States shall ensure, 2. Member States shall ensure, | 2. Member States shall ensure,

by means of the services provided
by CS-SIS, that data stored in the
national copy are, by means of
automatic updates referred to in
Acrticle 4(4), identical to and
consistent with the SIS database,
and that a search in its national
copy produces a result equivalent
to that of a search in the SIS
database. End-users shall receive
the data required to perform their
tasks, in particular all data required
for the identification of the data
subject and to take the required
action.

by means of the services provided
by CS-SIS, that data stored in the
national copy established
voluntarily by a Member State, are
by means of automatic updates
referred to in Article 4(4), identical
to and consistent with the SIS
database, and that a search in its
voluntary national copy produces a
result equivalent to that of a search
in the SIS database. In so far as
this is possible, end-users shall
receive the data required to
perform their tasks, in particular,
where necessary, all available
data allowing for the identification
of the data subject and the required
action to be taken.

by means of the services provided
by CS-SIS, that data stored in the
national or shared copy are, by
means of automatic updates
referred to in Article 4(4), identical
to and consistent with the SIS
database, and that a search in its
national or shared copy produces
a result equivalent to that of a
search in the SIS database. End-
users shall receive the data
required to perform their tasks, in
particular all data required for the
identification of the data subject
and to take the required action.

by means of the services provided
by CS-SIS and by means of
automatic updates referred to in
Article 4(4) that the data stored in
the national copy are established
by means of automatic updates
referredton-Articte-4(43-are
identical to and consistent with the
SIS database, and that a search in
its veluntary national copy
produces a result equivalent to that
of a search in the SIS database. +a

so-far-as-this-is-possible,

2a. End-users shall receive the data
required, to perform their tasks, in
particular and where necessary, all
the available data allowing for the
identification of the data subject
and the required action to be taken.

84

Moved to paragraph 3.
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190 2b. Member States and the
2a. Regular tests shall be Agency shall undertake regular
undertaken as part of the tests to verify the technical
mechanism established by compliance of the national copies
Regulation (EU) No 1053/2013 to referred to in paragraph 2. The
verify the technical and functional results of these tests shall be taken
compliance of national copies into consideration as part of the
and, in particular, whether mechanism established by
searches in the national copy Regulation (EU) No 1053/2013.
produce results equivalent to
those of a search in SIS.

191 3.5 The Commission shall 3. The Commission shall
adopt implementing acts to lay adopt implementing acts to lay
down and develop common down and develop common
standards, protocols and Standards, protocols and
technical procedures, referred to | technical procedures, referred to
in paragraph 1. Those in paragraph 1. Those
implementing acts shall be implementing acts shall be
adopted in accordance with the adopted in accordance with the
examination procedure referred | examination procedure referred
to in Article 72(2). to in Article 72(2).

192 Article 10 Article 10 Article 10 Article 10

193 Security — Member States Security — Member States Security — Member States Security — Member States

194

1. Each Member State shall,
in relation to its N.SIS, adopt the
necessary measures, including a

1. Each Member State shall,
in relation to its N.SIS, adopt the
necessary measures, including a

1. Each Member State shall,
in relation to its N.SIS, adopt the
necessary measures, including a

85

Moved from paragraph 1, in fine.
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security plan, a business continuity
plan and a disaster recovery plan in
order to:

security plan, a business continuity
plan and a disaster recovery plan in
order to:

security plan, a business continuity
plan and a disaster recovery plan in
order to:

195

(@ physically protect data,
including by making
contingency plans for the
protection of critical
infrastructure;

(@ physically protect data,
including by making
contingency plans for the
protection of critical
infrastructure;

(@) physically protect data,
including by making
contingency plans for the
protection of critical
infrastructure;

196

(b) deny unauthorised persons
access to data-processing
facilities used for processing
personal data (facilities
access control);

(b) deny unauthorised persons
access to data-processing
equipment and facilities used for
processing personal data
(equipment, access control and
facilities entry control);

(b) deny unauthorised persons
access to data-processing
facilities used for processing
personal data (facilities
access control);

LIBE maintains its position

Follows Eurodac proposal of the
Commission

Similar wording in EES (Art. 43(2)(b))
Council’s compromise 03.04.2018

(b) deny unauthorised persons
access to data-processing equipment
and facilities used for processing
personal data (equipment, access
control and facilities entry control);

197

(c) prevent the unauthorised
reading, copying,
modification or removal of
data media (data media
control);

(c) prevent the unauthorised
reading, copying,
modification or removal of
data media (data media
control);

(c) prevent the unauthorised
reading, copying,
modification or removal of
data media (data media
control);

198

(d) prevent the unauthorised
input of data and the
unauthorised inspection,
modification or deletion of

(d) prevent the unauthorised
input of data and the
unauthorised inspection,
modification or deletion of

(d) prevent the unauthorised
input of data and the
unauthorised inspection,

modification or deletion of
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stored personal data (storage
control);

stored personal data (storage
control);

stored personal data (storage
control);

199| (e) prevent the use of automated (e) prevent the use of automated | (e) prevent the use of automated
data-processing systems by data-processing systems by data-processing systems by
unauthorised persons using unauthorised persons using unauthorised persons using
data communication data communication data communication
equipment (user control); equipment (user control); equipment (user control);
200 (ea) prevent the unauthorised LIBE maintains its position
processing of data in SIS and any
unauthorised modification or Follows Eurodac proposal of the
erasure of data processed in SIS Commission
(control of data entry); Agreed in EES (Art. 43(2)(F))
201} (f)  ensure that persons (f)  ensure that persons
authorised to use an authorised to use an
automated data-processing automated data-processing
system have access only to system have access only to
the data covered by their the data covered by their
access authorisation, by access authorisation, by
means of individual and means of individual and
unique user identities and unique user identities
confidential access modes identifiers® and confidential
only (data access control); access modes only (data
access control);
2021 (g) ensure that all authorities (@) ensure that all authorities (9) ensure that all authorities LIBE maintains its position

with a right of access to SIS
or to the data processing
facilities create profiles

with a right of access to SIS or to
the data processing facilities create
profiles describing the functions

with a right of access to SIS
or to the data processing
facilities create profiles

86

Same wording as in Article 12(2) and (3) and Article 18(2) and (3).
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describing the functions and
responsibilities of persons
who are authorised to access,
enter, update, delete and
search the data and make
these profiles available to the
national supervisory
authorities referred to in
Avrticle 66 without delay
upon their request (personnel

and responsibilities of persons who
are authorised to access, enter,
update, delete and search the
data and make these profiles
available to the national
supervisory authorities referred to
in Article 66 immediately upon
their request (personnel profiles);

describing the functions and
responsibilities of persons
who are authorised to access,
enter, update, delete and
search the data and make
these profiles available to the
national supervisory
authorities referred to in
Article 667 without delay
upon their request (personnel

profiles); profiles);

2031 (h) ensure that it is possible to (h) ensure that it is possible to (h) ensure that it is possible to
verify and establish to which verify and establish to which verify and establish to which
bodies personal data may be bodies personal data may be bodies personal data may be
transmitted using data transmitted using data transmitted using data
communication equipment communication equipment communication equipment
(communication control); (communication control); (communication control);

2041 (i)  ensure that it is subsequently (i) ensure that it is subsequently | (i)  ensure that it is subsequently
possible to verify and possible to verify and possible to verify and
establish which personal data establish which personal data establish which personal data
have been input into have been input into have been input into
automated data-processing automated data-processing automated data-processing
systems, when, by whom and systems, when, by whom and systems, when, by whom and
for what purpose the data for what purpose the data for what purpose the data
were input (input control); were input (input control); were input (input control);

205| (j)  prevent the unauthorised ()  prevent the unauthorised (J)  prevent the unauthorised

reading, copying,
modification or deletion of
personal data during transfers

reading, copying,
modification or deletion of
personal data during transfers

reading, copying,
modification or deletion of
personal data during transfers
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of personal data or during
transportation of data media,
in particular by means of
appropriate encryption
techniques (transport

of personal data or during
transportation of data media,
in particular by means of
appropriate encryption
techniques (transport

of personal data or during
transportation of data media,
in particular by means of
appropriate encryption
techniques (transport

control); control); and control); and
2061 (k)  monitor the effectiveness of (k) monitor the effectiveness of | (k) monitor the effectiveness of
the security measures the security measures the security measures
referred to in this paragraph referred to in this paragraph referred to in this paragraph
and take the necessary and take the necessary and take the necessary
organisational measures organisational measures organisational measures
related to internal monitoring related to internal monitoring related to internal monitoring
(self-auditing). (self-auditing). (self-auditing).
207 (ka) ensure that the installed LIBE maintains its position
system may, in case of
interruption, be restored Follows Eurodac proposal of the
(recovery); Commission
Similar wording in EES (Art.
43(2)(h)
208 (kb) ensure that SIS performs LIBE maintains its position
its functions correctly, that faults P
are reported (reliability) and that Follows Eurodac proposal of the
personal data stored in SIS cannot Commission
be corrupted by means of a system Similar wording in EES (Art.
malfunctioning (integrity); 43(2)(m))
209 2, Member States shall take 2. Member States shall take 2. Member States shall take

measures equivalent to those
referred to in paragraph 1 as
regards security in respect of the

measures equivalent to those
referred to in paragraph 1 as
regards security in respect of the

measures equivalent to those
referred to in paragraph 1 as
regards security in respect of the
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processing and exchange of processing and exchange of processing and exchange of
supplementary information, supplementary information, supplementary information,
including securing the premises of including securing the premises of | including securing the premises of
the SIRENE Bureau. the SIRENE Bureau. the SIRENE Bureau.

2101 3, Member States shall take 3. Member States shall take 3. Member States shall take
measures equivalent to those measures equivalent to those measures equivalent to those
referred to in paragraph 1 as referred to in paragraph 1 as referred to in paragraph 1 as
regards security in respect of the regards security in respect of the regards security in respect of the
processing of SIS data by the processing of SIS data by the processing of SIS data by the
authorities referred to in Article 43. authorities referred to in Article 43. | authorities referred to in Article 43.

211 4. The measures described 4. The measures described in

in paragraphs 1 to 3 may be part | paragraphs 1 to 3 may be part of a
of a generic security approach generic security approach and plan
and plan at national level. at national level encompassing
However, the requirements of multiple IT-systems. However,
this Article and its applicability | the requirements foreseen in this
to the SIS shall be clearly Article and its applicability to the
identifiable in and ensured by SIS shall be clearly identifiable in
that plan. and ensured by that plan.

212 Article 11 Article 11 Article 11 Article 11

2131  Confidentiality — Member States Confidentiality — Member States Confidentiality — Member States Confidentiality — Member States

214 1. Each Member State shall apply

Each Member State shall apply its
rules of professional secrecy or
other equivalent duties of
confidentiality to all persons and
bodies required to work with SIS
data and supplementary
information, in accordance with its

Each Member State shall apply its
rules of professional secrecy or
other  equivalent  duties of
confidentiality to all persons and
bodies required to work with SIS
data and supplementary
information, in accordance with its

its rules of professional secrecy or
other  equivalent  duties  of
confidentiality to all persons and
bodies required to work with SIS
data and supplementary
information, in accordance with its
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national law. That obligation shall
also apply after those persons leave
office or employment or after the
termination of the activities of
those bodies.

national law. That obligation shall
also apply after those persons leave
office or employment or after the
termination of the activities of those
bodies.

national law. That obligation shall
also apply after those persons leave
office or employment or after the
termination of the activities of those
bodies.

la. Where a Member State

215 tes with ext | 2a-  Where a Member State
coo?erat €s with ex glrga lated cooperates with external
for:(ratchotrs“;ln aEy St -tre ?\e” contractors in any SIS-related

?S Si atlv tem tﬁr ?.e. tS a f tasks, that Member State shall
tchose y {nontl oz € activities o closely monitor the activities of
€ CC:F‘ ractor tr? elr;sure - f the contractor to ensure
fﬁ_mglan?etwl a Ipr(‘qum_ons ° compliance with all provisions of
'St. e?u a |on,_![nc u 'fng mt' lit this Regulation, including in
pard loclutar se;:urtl_ y, contidentiality particular security, confidentiality
and data protection. and data protection.
3. The operational management of
N.SIS or of any technical copies
shall not be entrusted to private
companies or private organisations.

216 Article 12 Article 12 Article 12 Article 12

217\ Keeping of logs at national level Keeping of logs at national level Keeping of logs at national level Keeping of logs at national level

2181 1. Member States shall ensure L. Without prejudice to 1. Member States shall ensure | 1. Member States shall ensure

that every access to and all
exchanges of personal data within
CS-SIS are logged in their N.SIS
for the purposes of checking
whether or not the search is lawful,

Article 25 of Directive (EU)
2016/680, Member States shall
ensure that every access to and all
exchanges of personal data within
CS-SIS are logged in their N.SIS

that every access to and all
exchanges of personal data within
CS-SIS are logged in their N.SIS
for the purposes of checking
whether or not the search is lawful,

that every access to and all
exchanges of personal data within
CS-SIS are logged in their N.SIS
for the purposes of checking
whether or not the search is lawful,
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monitoring the lawfulness of data
processing, self-monitoring and

ensuring the proper functioning of
N.SIS , data integrity and security.

for the purposes of checking
whether or not the search is lawful,
monitoring the lawfulness of data
processing, self-monitoring and
ensuring the proper functioning of
N.SIS, data integrity and security.

monitoring the lawfulness of data
processing, self-monitoring and
ensuring the proper functioning of
N.SIS, data integrity and security.
This does not apply to the
automatic processes referred to

monitoring the lawfulness of data
processing, self-monitoring and
ensuring the proper functioning of
N.SIS, data integrity and security.
This does not apply to the
automatic processes referred to

in Article 4(4) (a), (b) and (c).

in Article 4(4) (a), (b) and (c).

219

2. The records shall show, in
particular, the history of the alert,
the date and time of the data
processing activity, the data used to
perform a search, a reference to the
data transmitted and the names of
both the competent authority and
the person responsible for
processing the data.

2. The logs shall show, in
particular, the history of the alert,
the date and time of the data
processing activity, the type of data
used to perform a search, the data
processed and the name of both the
competent authority and the person
performing a search and
processing the data.

2. The reeerds-logs shall
show, in particular, the history of
the alert, the date and time of the
data processing activity, the data
used to perform a search, a
reference to the data transmitted
and the nrames-individual and
unigue user identifiers®’ of both
the competent authority and the
person responsible for processing
the data.

Commission services proposal of
12 Jan 2018:

2. The logs shall show, in
particular, the history of the alert, the
date and time of the data processing
activity, the type-of data used to
perform a search, a reference to the
data processed and beth the rame
individual and unigue user
identifiers® of both the competent

authority and the person performing-a
search-and processing the data.

LIBE to check

220

3. If the search is carried out
with dactylographic data or facial
image in accordance with Articles
40, 41 and 42 the logs shall show,
in particular, the type of data used
to perform a search, a reference to
the type of data transmitted and the

3. By way of derogation from
paragraph 2, if the search is
carried out with dactiloscopic data
or facial image in accordance with
Avrticles 40, 41 and 42 the logs
shall show, the type of data
processed instead of the actual

3. If the search is carried out
with dactylographiescopic data or
facial image in accordance with
Articles-40-41-and-42 the logs
shall show, in particular, the type
of data used to perform a search, a
reference to the type of data

Commission services proposal of
12 Jan 2018:

3. By way of derogation from
paragraph 2, if the search is carried
out with dactyloscopic data or facial
image in accordance with Article 22
the logs shall show the type of data

87

Same wording as in paragraph 3 and Article 10(1)(f).
Same wording as in paragraph 3 and Article 10(1)(f).
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names of both the competent
authority and the person
responsible for processing the data.

data.

transmitted and the names
individual and unigue user
identifiers® of both the competent
authority and the person
responsible for processing the data.

used to perform the search
processed instead of the actual data.

The logs shall also contain a
reference to the type of data
processed and the individual and
unique user identifiers of both the
competent authority and the person
processing the data.

LIBE to check

221

3a. Rules and formats for logs
including regarding the retention
period for logs, in order to ensure
that the rights of citizens are
upheld when it comes to verifying
the leqality of data processing,
and to achieve greater
harmonisation of the retention
period between Member States
and differentiation between the
retention period for logs on
systematic consultations,
particularly at border posts, and
other consultations, particularly
on the basis of police checks, shall
be laid down by means of
implementing measures in
accordance with the examination
procedure referred to in Article

As part of an overall compromise,
could be withdrawn.

To be checked, as EP AM differs
from Borders proposal:

<<including regarding the
retention period for logs, in order
to ensure that the rights of citizens
are upheld when it comes to
verifying the legality of data
processing, and to achieve greater
harmonisation of the retention
period between Member States
and differentiation between the
retention period for logs on
systematic consultations,
particularly at border posts, and

89

Same wording as in paragraph 2 and Article 10(1)(f).
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72(2).

other consultations, particularly
on the basis of police checks,>>%

222

4, The logs may be used only
for the purpose referred to in
paragraph 1 and shall be deleted at
the earliest one year, and at the
latest three years, after their
creation.

4. The logs may be used only
for the purpose referred to in
paragraph 1 and shall be deleted
two years after their creation.

4. The logs may be used only
for the purpose referred to in
paragraph 1 and shall be deleted at
the earliest one year, and at the
latest three years, after their
creation.

4, The logs may be used only
for the purpose referred to in
paragraph 1 and shall be deleted
two years after their creation.

Subject to the outcome of the
discussions on Art. 18(4).

223

5. Logs may be kept longer if
they are required for monitoring
procedures that are already under
way.

5. Logs may be kept longer if
they are required for monitoring
procedures that are already under
way.

5. Logs may be kept longer if
they are required for monitoring
procedures that are already under
way.

224

6. The competent national
authorities in charge of checking
whether or not searches are lawful,
monitoring the lawfulness of data
processing, self-monitoring and
ensuring the proper functioning of
the N.SIS, data integrity and
security, shall have access, within
the limits of their competence and
at their request, to these logs for
the purpose of fulfilling their
duties.

6. The eempetent national
supervisory authorities in charge

of checking whether or not
searches are lawful, monitoring the
lawfulness of data processing, self-
monitoring and ensuring the proper
functioning of the N.SIS, data
integrity and security, shall have
access, within the limits of their
competence and at their request, to
these logs for the purpose of
fulfilling their duties.

6. The competent national
authorities in charge of checking
whether or not searches are lawful,
monitoring the lawfulness of data
processing, self-monitoring and
ensuring the proper functioning of
the N.SIS, data integrity and
security, shall have access, within
the limits of their competence and
at their request, to these logs for
the purpose of fulfilling their
duties.

225

7. Where Member States carry
out automated scanned searches of

7. Where Member States’
national law allows automated
scanned searches of the number

7. Where Member States carry
out automated scanned searches of

7.

% This text is not common to the one in the same Article of the Borders proposal.
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the number plates of motor plates of motor vehicles, and the number plates of motor To be checked.
vehicles, using Automatic Number | Member States carry out such vehicles, using Automatic Number
Plate Recognition systems, searches using Automatic Number | Plate Recognition systems,

Member States shall maintain a log | Plate Recognition systems, Member States shall maintain a log
of the search in accordance with Member States shall maintain a log | of the search in accordance with
national law. The content of this of the search. The Commission national law. Fhe-content-of-this
log shall be established by means | shall be empowered to adopt a log-shal-be-established-by-means
of implementing measures in delegated act in accordance with of implementing measures in
accordance with the examination Article 71a establishing the rules | aceerdance-with-the-examination
procedure referred to in regarding such logs. Where a procedure referred to in

Article 72(2). Where a positive positive match is achieved against | Article 72(2).*\Where-a-positive
match is achieved against data data stored in SIS, or a national or | mateh-is-achieved-againstdata
stored in SIS, or a national or technical copy of SIS data, a full storedHn-StS—oranational-or
technical copy of SIS data, a full search shall be carried out in SIS in | technical-copy-ofSIS-dataafull
search shall be carried out in SIS in | order to verify that a match has seareh-shat-be-carried-outin-S1S-n
order to verify that a match has indeed been achieved. The order to verify that a match has
indeed been achieved. The provisions of paragraphs 1 to 6 of | indeed-been-achieved—Fhe
provisions of paragraphs 1 to 6 of | this Article shall apply to this full | previsiens-efparagraphs1-to-6-of
this Article shall apply to this full | search. this-Article-shal-apphto-thisful
search. search-

226 8.2 The Commission _shall | To be checked.
adopt _implementing _acts _to
establish _the content of the log,
referred to in paragraph 7. Those
implementing _acts __shall _be
adopted in_accordance with the
examination procedure referred
to in Article 72(2).

o Text moved to new paragraph 8.

92 Text moved from paragraph 7.
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221 Article 13 Article 13 Article 13 Article 13
228 Self-monitoring Self-monitoring Self-monitoring Self-monitoring
229| Member States shall ensure that Member States shall ensure that Member States shall ensure that

each authority entitled to access
SIS data takes the measures
necessary to comply with this
Regulation and cooperates, where
necessary, with the national
supervisory authority.

each authority entitled to access
SIS data takes the measures
necessary to comply with this
Regulation and cooperates with the
national supervisory authority.

each authority entitled to access SIS
data takes the measures necessary to
comply with this Regulation and
cooperates, where necessary, with
the national supervisory authority.

230 Article 14 Article 14 Article 14 Article 14
231 Staff training Staff training Staff training Staff training
232 L Before being authorised to Before being authorised to process | 1. Before being authorised to

Before being authorised to process
data stored in SIS and periodically
after access to SIS data has been
granted, the staff of the authorities
having a right to access SIS shall
receive appropriate training about
data security, data protection rules
and the procedures on data
processing as set out in the
SIRENE Manual. The staff shall be
informed of any relevant criminal
offences and penalties.

process data stored in SIS and
periodically after access to SIS
data has been granted, the staff of
the authorities having a right to
access SIS shall receive
appropriate training about data
security, fundamental rights
including data protection rules and
the procedures on data processing
as set out in the SIRENE Manual.
The staff shall be informed of any
relevant criminal offences and
penalties laid down in accordance
with Article 70a of this
Regulation.

data stored in SIS and periodically
after access to SIS data has been
granted, the staff of the authorities
having a right to access SIS shall
receive appropriate training about
data security, data protection rules
and the procedures on data
processing as set out in the SIRENE
Manual. The staff shall be informed
of any relevant criminal offences
and penalties.

process data stored in SIS and
periodically after access to SIS data
has been granted, the staff of the
authorities having a right to access
SIS shall receive appropriate
training about  data-security,
fundamental rights including data-
protection rules and the procedures
on data processing as set out in the
SIRENE Manual. The staff shall be
informed of any relevant criminal
offences and penalties, _including
those laid down in accordance with
Article 70a of this Regulation.
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233

2. Member States shall have
a national SIS training
programme. This training
programme shall include training
for end-users as well as the staff
of the SIRENE Bureaux.

2. Member States shall have
a national SIS training
programme. This training
programme shall include training
for end-users as well as the staff
of the SIRENE Bureaux.

This training programme may be
part of a generic training approach
and programme at national level
encompassing training in other
relevant areas.

234

3. Common training courses
shall be organised at least once a
year, to enhance cooperation
between SIRENE Bureaux by
allowing staff to meet colleagues
from other SIRENE Bureaux, by
allowing staff to meet colleagues
from other SIRENE Bureaux,
share information on national
working methods and create a
consistent and equivalent level of
knowledge.

3. Common training courses
shall be organised at EU level at
least once a year to enhance
cooperation between SIRENE
Bureaux.

235

CHAPTER 11

CHAPTER 111

CHAPTER Il

236

RESPONSIBILITIES OF THE

RESPONSIBILITIES OF THE

RESPONSIBILITIES OF THE

AGENCY AGENCY AGENCY
237 Article 15 Article 15 Article 15 Article 15
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238

Operational management

Operational management

Operational management

Operational management

239

1. The Agency shall be
responsible for the operational
management of Central SIS. The
Agency shall, in cooperation with
the Member States, ensure that at
all times the best available
technology, using a cost-benefit
analysis, is used for Central SIS.

1. The Agency shall be
responsible for the operational
management of Central SIS. The
Agency shall, in cooperation with
the Member States, ensure that at
all times the bestavatlable-most
appropriate technology, using a
cost-benefit analysis, is used for
Central SIS.

LIBE proposal:

1. The Agency shall be
responsible for the operational
management of Central SIS. The
Agency shall ensure, in
cooperation with the Member
States, ensure that at all times the
best available technology, subject
to using-a cost-benefit analysis, is
used for Central SIS.

240

2. The Agency shall also be
responsible for the following tasks
relating to the Communication
Infrastructure.

2. The Agency shall also be
responsible for the following tasks
relating to the Communication
Infrastructure.

2. The Agency shall also be
responsible for the following tasks
relating to the Communication
Infrastructure.

241

(@) supervision;

(@ supervision;

(@)  supervision;

242

(b) security;

(b) security;

(b)  security;

243

(c) the coordination of relations
between the Member States
and the provider;

(c) the coordination of relations
between the Member States
and the provider;

(c) the coordination of relations
between the Member States and the
provider;

244

(ca)

tasks relating to

implementation of the budget;

(ca) tasks relating to
implementation of the budget;

245

(cb)

acquisition and renewal;

(cb) acquisition and renewal;

% Further proceedings depend on the progress of the negotiations regarding the eu-LISA Regulation. Paragraph to be considered being in [].
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246

(cc)

contractual matters.

contractual matters.

(cc)

247

3. The Commission shall be
responsible for all other tasks
relating to the Communication
Infrastructure, in particular:

deleted

3. The Commission shall be
responsible for all other tasks
relating to the Communication
Infrastructure, in particular:

Paragraph 3 could be deleted as a
consequence of the additions to
paragraph 2.

248

(@) tasks relating to
implementation of the
budget;

(@ tasks relating to
implementation of the budget;

249

(b) acquisition and renewal,

(b) acquisition and renewal,

250

(c) contractual matters.

(c) contractual matters.

251

4, The Agency shall be
responsible for the following tasks
relating to the SIRENE Bureaux
and communication between the
SIRENE Bureaux:

4, The Agency shall_also® be
responsible for the following tasks
relating to the SIRENE Bureaux
and communication between the
SIRENE Bureaux:

4. The Agency shall also be
responsible for the following tasks
relating to the SIRENE Bureaux
and communication between the
SIRENE Bureaux:

252

(@ the coordination and
management of testing;

(@ the coordination,_and
management and support of
testing_activities;

(@) the coordination, and
management and support of
testing_activities;

253

(b) the maintenance and update
of technical specifications for
the exchange of
supplementary information
between SIRENE Bureaux
and the Communication

(b) the maintenance and update
of technical specifications for
the exchange of
supplementary information
between SIRENE Bureaux
and the Communication

(b) the maintenance and update
of technical specifications for
the exchange of
supplementary information
between SIRENE Bureaux
and the Communication

% To align the texto with the similar provision in Borders proposal.
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Infrastructure and managing
the impact of technical
changes where it affects both
SIS and the exchange of
supplementary information
between SIRENE Bureaux.

Infrastructure and managing
the impact of technical
changes where it affects both
SIS and the exchange of
supplementary information
between SIRENE Bureaux.

Infrastructure and managing
the impact of technical
changes where it affects both
SIS and the exchange of
supplementary information
between SIRENE Bureaux.

254

5. The Agency shall develop
and maintain a mechanism and
procedures for carrying out quality
checks on the data in CS-SIS and
shall provide regular reports to the
Member States. The Agency shall
provide a regular report to the
Commission covering the issues
encountered and the Member
States concerned. This mechanism,
procedures and the interpretation of
data quality compliance shall be
established by means of
implementing measures in
accordance with the examination
procedure referred to in

Article 72(2).

5. The Agency shall develop
and maintain a mechanism and
procedures for carrying out quality
checks on the data in CS-SIS and
shall provide regular lists and
reports to the Member States. The
Agency shall provide a regular
report to the European
Parliament, the Council and the
Commission covering the issues
encountered and the Member
States concerned. This mechanism,
procedures and the interpretation of
data quality compliance shall be
established by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

5. The Agency shall develop
and maintain a mechanism and
procedures for carrying out quality
checks on the data in CS-SIS and
shall provide regular reports to the
Member States. The Agency shall
provide a regular report to the
Commission covering the issues
encountered and the Member
States concerned._Fhis-mechanism;

procedures-and-the-tnterpretation-of

LIBE maintains its position

Commission services suggestion:
issues on quality of data could be
included in the technical report
produced by eu-LISA

COM suggestion is acceptable for
the Council.

LIBE does not agree with this
suggestion but maintains its text

(this text as in Parliament column
was provisionally agreed in
ETIAS)

255

5a. The Agency shall also
perform tasks related to providing
training on the technical use of
SIS and on measures to improve

5a.  The Agency shall also
perform tasks related to providing
training on the technical use of

95

Text moved to new paragraph 7.
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the quality of SIS data.

SIS and on measures to improve
the quality of SIS data.

256

6. Operational management of
Central SIS shall consist of all the
tasks necessary to keep Central SIS
functioning 24 hours a day, seven
days a week, in particular the
maintenance work and technical
developments necessary for the
smooth running of the system.
Those tasks also include testing
activities ensuring that Central SIS
and the national systems operate in
accordance with the technical and
functional requirements in
accordance with Article 9 of this
Regulation.

6. Operational management of
Central SIS shall consist of all the
tasks necessary to keep Central SIS
functioning 24 hours a day, seven
days a week_in accordance with
this Regulation, in particular the
maintenance work and technical
developments necessary for the
smooth running of the system.
Those tasks also include the
coordination, management and

6. Operational management of
Central SIS shall consist of all the
tasks necessary to keep Central SIS
functioning 24 hours a day, seven
days a week in accordance with
this Regulation, in particular the
maintenance work and technical
developments necessary for the
smooth running of the system.
Those tasks also include the
coordination, management and

support of testing activities for

support of testing activities _for

Central SIS and the national

Central SIS and the national

systems, ensuring that Central SIS
and the national systems operate in
accordance with the technical and
functional requirements in
accordance with Article 9 of this
Regulation.

systems, ensuring that Central SIS
and the national systems operate in
accordance with the technical and
functional requirements in
accordance with Article 9 of this
Regulation.

257

7. The Commission _shall
adopt implementing acts to set
out the technical requirements of
the Communication
Infrastructure referred to in
paragraph 2, and to establish the
mechanism _and procedures for

96

Text moved from paragraph 5.
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the quality checks on the data in
CS-SIS referred to in paragraph
5 and for _the interpretation of
data_quality compliance. Those
implementing __acts __shall __be
adopted in accordance with the
examination procedure referred
to in Article 72(2).

258

Article 16

Article 16

Article 16

Article 16

259

Security

Security

Security - Agency

Security - Agency

260

1. The Agency shall adopt the
necessary measures, including of a
security plan, a business continuity
plan and a disaster recovery plan
for Central SIS and the
Communication Infrastructure in
order to:

1. The Agency shall adopt the
necessary measures, including of a
security plan, a business continuity
plan and a disaster recovery plan
for Central SIS and the
Communication Infrastructure in
order to:

1. The Agency shall adopt the
necessary measures, including of a
security plan, a business continuity
plan and a disaster recovery plan
for Central SIS and the
Communication Infrastructure in
order to:

261

(@) physically protect data,
including by making
contingency plans for the
protection of critical

(@) physically protect data,
including by making
contingency plans for the
protection of critical

(@) physically protect data,
including by making
contingency plans for the
protection of critical

infrastructure; infrastructure; infrastructure;
2621 (b)  deny unauthorised persons (b) tde(r;ytunauthorl_sed persons (b) deny unauthorised persons (see under Avrticle 10)
access to data-processing access to ta a—groce:m_ng: q access to data-processing
facilities used for processing ?q“.:Ptf“e” agf Material an facilities used for processing
personal data (facilities aciiities used Tor processing personal data (facilities
access control); personal data (e_q_u_lpment, aceess access control);
’ control and facilities entry ’
SIS Police Cooperation Regulation 104




COM PROPOSAL (15814/16) PARLIAMENT COUNCIL (14116/17) COMPROMISE
control);

263| (c) prevent the unauthorised (c) prevent the unauthorised (c) prevent the unauthorised
reading, copying, reading, copying, reading, copying,
modification or removal of modification or removal of modification or removal of
data media (data media data media (data media data media (data media
control); control); control);

264) (d) prevent the unauthorised (d) prevent the unauthorised (d) prevent the unauthorised
input of data and the input of data and the input of data and the
unauthorised inspection, unauthorised inspection, unauthorised inspection,
modification or deletion of modification or deletion of modification or deletion of
stored personal data (storage stored personal data (storage stored personal data (storage
control); control); control);

265| (e) prevent the use of automated (e) prevent the use of automated | (e) prevent the use of automated
data-processing systems by data-processing systems by data-processing systems by
unauthorised persons using unauthorised persons using unauthorised persons using
data communication data communication data communication
equipment (user control); equipment (user control); equipment (user control);

266 (ea) prevent the unauthorised ATl

processing of data in SIS and any (see under Article 10)
unauthorised modification or
erasure of data processed in SIS
(control of data entry);
2671 (f)  ensure that persons (F)  ensure that persons (f)  ensure that persons

authorised to use an
automated data-processing
system have access only to
the data covered by their
access authorisation by

authorised to use an
automated data-processing
system have access only to
the data covered by their
access authorisation by

authorised to use an
automated data-processing
system have access only to
the data covered by their
access authorisation by
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means of individual and means of individual and means of individual and
unique user identities and unique user unique user
confidential access modes jdentitiesidentifiers and identitiesidentifiers and

only (data access control);

confidential access modes
only (data access control);

confidential access modes
only (data access control);

(9) create profiles describing

268 create profiles describing the : . create profiles describing the
© functioF;\s and responsibigilities the functions and respon5|pllltles © functioals and responsibigljities

for persons who are for persons who are authorised to for persons who are
authorised to access the data | 2€C€SS t_he data_ or the data authorised to access the data
or the data processing processing faC|I|t|_es and make or the data processing
facilities and make these these profiles avallable_ to the facilities and make these
profiles available to the Europe_an Data Protect!on i profiles available to the
European Data Protection _Superv_lsor referreo! o in Article 64 European Data Protection
Supervisor referred to in immediately upon |t.s request Supervisor referred to in
Article 64 without delay (personnel profiles); Article 64 without delay
upon its request (personnel upon its request (personnel
profiles); profiles);

269| (h) ensure that it is possible to (h) ensure that it is possible to (h) ensure that it is possible to
verify and establish to which verify and establish to which verify and establish to which
bodies personal data may be bodies personal data may be bodies personal data may be
transmitted using data transmitted using data transmitted using data
communication equipment communication equipment communication equipment
(communication control); (communication control); (communication control);

2701 (i)  ensure that it is subsequently (i) ensure that it is subsequently | (i)  ensure that it is subsequently

possible to verify and
establish which personal data
have been input into
automated data-processing
systems, when and by whom

possible to verify and
establish which personal data
have been input into
automated data-processing
systems, when and by whom

possible to verify and
establish which personal data
have been input into
automated data-processing
systems, when and by whom
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the data were input (input the data were input (input the data were input (input
control); control); control);
2711 (j)  prevent the unauthorised (3))  prevent the unauthorised (J)  prevent the unauthorised
reading, copying, reading, copying, reading, copying,
modification or deletion of modification or deletion of modification or deletion of
personal data during transfers personal data during transfers personal data during transfers
of personal data or during of personal data or during of personal data or during
transportation of data media transportation of data media transportation of data media
in particular by means of in particular by means of in particular by means of
appropriate encryption appropriate encryption appropriate encryption
techniques (transport techniques (transport techniques (transport
control); control); control);
2721 (k)  monitor the effectiveness of (k) monitor the effectiveness of | (k) monitor the effectiveness of
the security measures the security measures the security measures
referred to in this paragraph referred to in this paragraph referred to in this paragraph
and take the necessary and take the necessary and take the necessary
organisational measures organisational measures organisational measures
related to internal monitoring related to internal monitoring related to internal monitoring
to ensure compliance with to ensure compliance with to ensure compliance with
this Regulation (self- this Regulation (self- this Regulation (self-
auditing). auditing). auditing).
973 (ka) ensure that the system (see under Article 10)
installed may, in case of
interruption, be restored
(recovery);

274 (kb)  ensure that SIS performs :
its functions correctly, that faults (see under Article 10)
are reported (reliability) and that
personal data stored in SIS cannot
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be corrupted by means of the
system malfunctioning (integrity);

275

(kc)  ensure the security of its
technical sites.

As the system is hosted in the
technical sites is important to
stress the overall responsibility of
the Agency for the security of its
technical sites.

276

2. The Agency shall take
measures equivalent to those
referred to in paragraph 1 as
regards security in respect of the
processing and exchange of
supplementary information through
the Communication Infrastructure.

2. The Agency shall take
measures equivalent to those
referred to in paragraph 1 as
regards security in respect of the
processing and exchange of
supplementary information through
the Communication Infrastructure.

2. The Agency shall take
measures equivalent to those
referred to in paragraph 1 as
regards security in respect of the
processing and exchange of
supplementary information through
the Communication Infrastructure.

217 Article 17 Article 17 Article 17 Article 17
278 Confidentiality — The Agency Confidentiality — The Agency Confidentiality — Fhe Agency Confidentiality — Fhe Agency
279 1. Without prejudice to 1. Without prejudice to

1. Without prejudice to
Acrticle 17 of the Staff Regulations
of officials and the Conditions of
Employment of other servants of
the European Union, the Agency
shall apply appropriate rules of
professional secrecy or other
equivalent duties of confidentiality
of comparable standards to those
laid down in Article 11 of this
Regulation to all its staff required
to work with SIS data. This

Article 17 of the Staff Regulations
of officials and the Conditions of
Employment of other servants of
the European Union, the Agency
shall apply appropriate rules of
professional secrecy or other
equivalent duties of confidentiality
of comparable standards to those
laid down in Article 11 of this
Regulation to all its staff required
to work with SIS data. This

Article 17 of the Staff Regulations
of officials and the Conditions of
Employment of other servants of
the European Union, the Agency
shall apply appropriate rules of
professional secrecy or other
equivalent duties of confidentiality
of comparable standards to those
laid down in Article 11 of this
Regulation to all its staff required
to work with SIS data. This
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obligation shall also apply after obligation shall also apply after obligation shall also apply after
those persons leave office or those persons leave office or those persons leave office or
employment or after the employment or after the employment or after the
termination of their activities. termination of their activities. termination of their activities.

2801 2 The Agency shall take 2. The Agency shall take 2. The Agency shall take
measures equivalent to those measures equivalent to those measures equivalent to those
referred to in paragraph 1 as referred to in paragraph 1 as referred to in paragraph 1 as
regards confidentiality in respect of regards confidentiality in respect of | regards confidentiality in respect of
the exchange of supplementary the exchange of supplementary the exchange of supplementary
information through the information through the information through the
communication infrastructure. Communication Infrastructure. Communication Infrastructure.

281 28. Wher_e the Agency 2a.  Where the Agency

cooperates W'th external cooperates with external
contractors in any SIS-related contractors in any SIS-related

tasks, it shall closely monitor the
activities of the contractor to
ensure compliance with all
provisions of this Regulation,
including in particular security,
confidentiality and data
protection.

tasks, it shall closely monitor the
activities of the contractor to
ensure compliance with all
provisions of this Regulation,
including in particular security,
confidentiality and data protection.

The operational management of
NJCS-SIS [er-ofany-technical
eopies] shall not be entrusted to
private companies or private
organisations.

282 Article 18 Article 18

Article 18

Article 18

283\ Keeping of logs at central level Keeping of logs at central level

Keeping of logs at central level

Keeping of logs at central level
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2841 1, The Agency shall ensure 1. The Agency shall ensure 1. The Agency shall ensure
that every access to and all that every access to and all that every access to and all
exchanges of personal data within exchanges of personal data within | exchanges of personal data within
CS-SIS are logged for the purposes CS-SIS are logged for the purposes | CS-SIS are logged for the purposes
mentioned in Article 12(1). mentioned in Article 12(1). mentioned in Article 12(1).
285 2. The logs shall show, in 2. The logs shall show, in 2. The logs shall show, in Commission services proposal of

particular, the history of the alerts,
the date and time of the data
transmitted, the type of data used
to perform searches, the reference
to the type of data transmitted and
the name of the competent
authority responsible for
processing the data.

particular, the history of each alert,
the date and time of any data
processing activity, the type of data
used to perform a search, the data
processed and both the name of the
competent authority and the
person performing the search and
processing the data.

particular, the history of the
alertsalert®, the date and time of
the data transmitted, the type-of
data used to perform searches, the
a reference to the type-of data
transmitted and the
pameindividual and unique user
identifiers® of the competent
authority responsible for
processing the data.

12 Jan 2018:

2. The logs shall show, in
particular, the history of eaeh the
alert, the date and time of any the
data processing activity, the type-of
data used to perform a search, a
reference to the data processed
and beth the rame individual and
unique user identifiers of the

competent authority and-the-person
performinga-search-and

processing the data.
LIBE to check.

286

3. If the search is carried out
with dactylographic data or facial
image in accordance with Articles
40, 41 and 42 the logs shall show,
in particular, the type of data used
to perform the search, a reference
to the type data transmitted and the

3. By way of derogation to
paragraph 2, if the search is
carried out with dactylographic
data or facial image in accordance
with Avrticles 40, 41 and 42 the
logs shall show the type of data
processed instead of the actual

3. If the search is carried out
with dactylographiescopic data or
facial image in accordance with
Articles 40, 41 and 42 the logs
shall show, in particular, the type
of data used to perform the search,
a reference to the type of data

Commission services proposal of
12 Jan 2018:

3 By way of derogation from
paragraph 2, if the search is
carried out with dactyloscopic data
or facial image in accordance with
Avrticle 22 the logs shall show the

97

Singular, as in Article 12(2).

Same wording as in Articles 10(1)(f) and 12(2) and (3).
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names of both the competent
authority and the person

responsible for processing the data.

data.

transmitted and the
namesindividual and unigue
identifiers of both the competent
authority and the person

responsible for processing the data.

type of data preecessed- used to

perform the search instead of the
actual data.

The logs shall also contain a
reference to the type of data
transmitted processed and the
individual and unique user
identifiers of beth the competent

authority and-the-person
responsiblefor-processing the data.

LIBE to check.

3a. Rules and formats for logs

281 . Presidency maintains its position.
shall be laid down by means of y P
implementing measures in As part of an overall compromise,
accordance with the examination could be withdrawn.
procedure referred to in Article
72(2).

288 4. The logs may only be used

4. The logs may only be used
for the purposes mentioned in
paragraph 1 and shall be deleted at
the earliest one year, and at the
latest three years, after their
creation. The logs which include
the history of alerts shall be erased
after one to three years after
deletion of the alerts.

for the purposes mentioned in
paragraph 1 and shall be deleted
two years after their creation. The
logs which include the history of
alerts shall be erased after two
years after deletion of the alerts.

4. The logs may only be used
for the purposes mentioned in
paragraph 1 and shall be deleted at
the earliest one year, and at the
latest three years, after their
creation. The logs which include
the history of alerts shall be erased
after one to three years after
deletion of the alerts.

After confirmation by eu-LISA, the
Presidency would propose a
compromise draft.

289

5. Logs may be kept longer if
they are required for monitoring

5. Logs may be kept longer if
they are required for monitoring

5. Logs may be kept longer if
they are required for monitoring
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procedures that are already procedures that are already procedures that are already
underway. underway. underway.

290 6, The competent authorities 6. The competent—authorities | 6.—FHie—competent—autherities—n
in charge of checking whether or in charge of checking whether or  charge of checking whether ornota
not a search is lawful, monitoring not-a-search—istawful—moenitoring | search—is—tawful—moenitering—the
the lawfulness of data processing, the lawfulness of data processing, | lawfulness-of data processing, For
self-monitoring and ensuring the sel-menitoring—and—ensuring—the | the purposes of self-monitoring and
proper functioning of CS-SIS, data properfunctioning-of CS-SIS;data | ensuring the proper functioning of
integrity and security, shall have ! i #y-European | CS-SIS, data integrity and security,
access, within the limits of their Data Protection _Supervisor shall | the Agency shall have access,
competence and at their request, to have access, within the limits of | within the limits of its competence
those logs for the purpose of theirits competence and at theirits | andatthelreguest, to those logs.
fulfilling their tasks. request, to those logs for the .

illing theiri The European Data Protection
purpose of fulfilling its tasks. Supervisor shall have access,
within the limits of its competence
and at its request, to those logs for
the purpose of fulfilling its tasks.
291 CHAPTER IV CHAPTER IV CHAPTER IV
292 INFORMATION TO THE PUBLIC INFORMATION TO THE PUBLIC INFORMATION TO THE
PUBLIC

293 Article 19 Article 19 Article 19 Article 19

294 SIS information campaigns SIS information campaigns SIS information campaigns SIS information campaigns

295 1. At the start of the The Commission, in cooperation | Latest proposal for compromise:

The Commission, in cooperation
with the national supervisory

application of this Regulation,
The Commission, in cooperation

with the national supervisory

At the start of application of this

authorities and the European Data : . . authorities and the European Data | Requlation. the Commission. in
: : th the national supervisory : : gulation, - the '
Protection Supervisor, shall with tne Protection Supervisor, shall
P authorities and the European Data P cooperation  with  the  national
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regularly carry out campaigns
informing the public about the
objectives of SIS, the data stored,
the authorities having access to SIS
and the rights of data subjects.
Member States shall, in
cooperation with their national
supervisory authorities, devise and
implement the necessary policies to
inform their citizens about SIS
generally.

Protection Supervisor, shall carry
out a campaign informing EU
citizens and third-country
nationals about the objectives of
SIS, the data stored, the authorities
having access to SIS and the rights
of data subjects. The Commission,
in cooperation with the national
supervisory authorities and the
European Data Protection
Supervisor, shall repeat such
campaigns regularly at least once
per year. Member States shall, in
cooperation with their national
supervisory authorities, devise and
implement the necessary policies to
inform their citizens and residents
about SIS generally. Member
States shall ensure that sufficient
funding is made available for
such information policies.

regularly carry out campaigns
informing the public about the
objectives of SIS, the data stored,
the authorities having access to SIS
and the rights of data subjects.
Member States shall, in cooperation
with their national supervisory
authorities, devise and implement
the necessary policies to inform
their citizens about SIS generally.

supervisory  authorities and the
European Data Protection Supervisor,
shall carry out a campaign informing
the public Unien-citizens-and-third-
country-nationals about the objectives
of SIS, the data stored, the authorities
having access to SIS and the rights of
data subjects. The Commission, in
cooperation with the national
supervisory authorities and the
European Data Protection
Supervisor, shall repeat such
campaigns regularly—atleast—ence
per—year- The Commission shall
maintain a website available to the
public on all relevant information
concerning SIS. Member States shall,
in cooperation with their national
supervisory authorities, devise and
implement the necessary policies to
inform their citizens and residents
about SIS generally. Member—States

shalensure that sufficientfundings
Ll : ;

296 CHAPTER V CHAPTER YV CHAPTER YV
297 CATEGORIES OF DATA AND CATEGORIES OF DATA AND CATEGORIES OF DATA AND
FLAGGING FLAGGING FLAGGING
298 Article 20 Article 20 Article 20 Article 20
299 Categories of data Categories of data Categories of data
SIS Police Cooperation Regulation 113




COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

300

1. Without prejudice to
Acrticle 8(1) or the provisions of
this Regulation providing for the
storage of additional data, SIS shall
contain only those categories of
data which are supplied by each of
the Member States, as required for
the purposes laid down in

Articles 26, 32, 34, 36 and 38.

1. Without prejudice to
Article 8(1) or the provisions of
this Regulation providing for the
storage of additional data, SIS shall
contain only those categories of
data which are supplied by each
Member State, as required for the
purposes laid down in Articles 26,
32, 34, 36 and 38.

1. Without  prejudice  to
Acrticle 8(1) or the provisions of this
Regulation  providing for the

storage of additional data, SIS shall
contain only those categories of
data which are supplied by each of
the Member States, as required for
the purposes laid down in
Articles 26, 32, 34, 36,ard-38_and
40.

301

2. The categories of data shall
be as follows:

2. The categories of data shall
be as follows:

302

(@ information on persons in
relation to whom an alert has

(@ information on persons in
relation to whom an alert has

been issued; been issued;

303| (b) information on objects (b) information on  objects
referred to in Articles 32, 36 referred to in Articles 26, 32,
and 38. 34, 36 and 38.

3041 3. The information on persons 3. The information on persons 3. Any alert in_SIS which

in relation to whom an alert has
been issued shall only contain the
following data:

in relation to whom an alert has
been issued for the purpose of
police and judicial cooperation
shall only contain the following
data:

includesthe  information  on
persons irelation-to-whom-an-aert
has-been-issued-shall only contain
the following data:

305

(@)

surname(s)

(@)

surname{sy;

(@)

surname(sy;

306

(b)

forename(s),

()

forename(s);;

(b)

forename{sy;
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307| (c) name(s) at birth () name(s) at birth; (c) name(s) at birth;
3081 (d) previously used names and (d) previously used names and | (d) previously used names and
aliases; aliases; aliases;
e " ific, objective o I
3091 (e) any specific, objective, (8) _ any Specitic, | ' () any specific,  objective,
physical characteristics not tphyrs]lcal char?clt_erll(st(;cts not Sl.JbIJECt physical characteristics not
subject to change; 0 change, not finked to specia subject to change;
categories of personal data
defined in Article 9 of Regulation
(EVU) 2016/679, such as ethnicity,
religion, disability, gender or
sexual orientation;
310 (f)  place of birth (f)  place of birth; () place of birth;
3111 (g) date of birth; (g) date of birth; (g) date of birth;
3121 (h)  sex; (h) gender; () sexgender; (h) gender;
313 (i)  nationality/nationalities; (i) nationality/nationalities; (i) nationality / nationalities;
3141 (j)  whether the person 0) whether the person (i)  whether the person

concerned is armed, violent,
has escaped or is involved in
an activity as referred to in
Articles 1, 2, 3 and 4 of
Council Framework Decision
2002/475/JHA on combating
terrorism;

concerned is armed, violent, has
escaped or is involved in an
activity as referred to in Articles 3
to 12 and 14 of Directive (EU)
2017/541;

concerned:

i is armed;;

is violent;;

has absconded or
escaped;

poses a risk of
suicide;

poses a threat to
public health; or

<

I<
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vi. isinvolvedina
terrorism-related

activityasreferred-ton
of Council-Framework
.
2002/475/3HA-en
combatingterrorism;
3151 (k) reason for the alert; (k) reason for the alert; (k) reason for the alert;
3161 (I)  authority issuing the alert; () authority issuing the alert; () authority issuing the alert;
317\ (m) areference to the decision (m) a reference to the decision | (m) areference to the decision giving
giving rise to the alert; giving rise to the alert; rise to the alert;
3181 (n) action to be taken; (n) action to be taken; (n) action to be taken;
3191 (0)  link(s) to other alerts issued (0) link(s) to other alertsissued in | (0)  link(s) to other alerts issued in
in SIS pursuant to Article 53; SIS pursuant to Article 5360; SIS pursuant to Article 5360;
320\ (p) the type of offence for which (p) the type of offence for which | (p) the type of offence for which
the alert was issued; the alert was issued; the alert was issued,;
3211 (g) the person’s registration () the person’s registration | (q) the person’s registration
number in a national register number in a national register; number in a national register;
322\ (r)  acategorisation of the type of (r) acategorisation of the type of | (r)  a categorisation of the type of

missing person case (only for
alerts referred to in Article
32);

missing person case (only for
alerts referred to in Article
32);

missing person case (only for
alerts referred to in Article
32);
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323| (s) the category of the person’s (s) the category of the person’s
identification document; identification documents;
3241 (t)  the country of issue of the (t) the country of issue of the
person’s identification person’s identification
document; documents;
325| (u) the number(s) of the person’s (u) the number(s) of the person’s
identification document; identification documents;
326| (v) the date of issue of the (v) the date of issue of the
person’s identification person’s identification
document; documents;
3271 (w) photographs and facial (w) photographs and  facial | (w) photographs and facial
images; images; images;
3281 (x) relevant DNA profiles (x) dwhere _p;ﬁrgutt_teld, ég (b (x) relevant DNA profiles subject
subject to Article 22(1)(b) of | 26coTdance v o (a; ";e?eva(m)( ) to Article 22(1)(b) of this
this Regulation; DNA profiles; Regulation;
3291 (y) dactylographic data; v) dactyloscopic data; (y) dactylographiescopic data; (y) dactylographiescopic data;
330\ (z) acolour copy of the (z) a—eolouyr copy,__whenever
identification document. possible in_colour, of the
identification documents.
331 (za) data referred to in points
(a) to (d), (f) to (g) and (i), from a
valid identification document(s)
carried by the person other than
the document referred to in points
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(s) to (v), insofar as such data is
not available in the latter
document.

332

Technical rules shall be similar
for searches in CS-SIS, in
national copies and in technical
copies, as referred to in Article 53.
They shall be based upon common
standards laid down and
developed by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

333

4. The technical rules
necessary for entering, updating,
deleting and searching the data
referred to in paragraphs 2 and 3
shall be laid down and developed
by means of implementing
measures in accordance with the
examination procedure referred to
in Article 72(2).

4. The technical rules
necessary for entering, updating,
deleting and searching the data
referred to in paragraphs 2 and 3
shall be laid down and developed
by means of implementing
measures in accordance with the
examination procedure referred to
in Article 72(2).

4. The technical rules
necessary for entering, updating,
deleting and searching the data
referred to in paragraphs 2 and 3
shall be laid down and developed
by means of implementing
measures in accordance with the
examination procedure referred to
in Article 72(2).

334

5. The technical rules
necessary for searching data
referred to in paragraph 3 shall be
laid down and developed in
accordance with the examination
procedure referred to in

Avrticle 72(2). These technical rules

deleted
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shall be similar for searches in CS- Axticle72(2)-2 These technical
SIS, in national copies and in rules shall be similar for searches
technical copies, as referred to in in CS-SIS, in national or shared
Article 53(2) and they shall be copies and in technical copies, as
based upon common standards laid referred to in Article 53(2) and
down developed by means of they shall be based upon common
implementing measures in standards laid down and developed
accordance with the examination by means of implementing
procedure referred to in Article measures in accordance with the
72(2). examination procedure referred to
in Article 72(2).

335 Article 21 Article 21 Article 21

336 Proportionality Proportionality Proportionality

337 1. Before issuing an alert and 1. Before issuing an alert and
when extending the validity period when extending the validity period
of an alert, Member States shall of an alert, Member States shall
determine whether the case is determine whether the case is
adequate, relevant and important adequate, relevant and important
enough to warrant the entry of an enough to warrant the
alert in SIS. entryexistence of an alert in SIS.

338 2. Where a person or an object 2 Where a person or an .ObJeCt 2. Where a person or an object
is sought by a Member State in 1S so_ught by a Member State in is sought by a Member State in
relation to an offence that falls relation toan offence that falls relation to an offence that falls
under Articles 1 to 4 of Council under_Artl_cIes 8t0 12 and 14 of under Articles 13 to 14 of
Framework Decision the Directive (EU) 2917/541’ the Directive 2017/541 or is
2002/475/JHA on combating Member State shall, in all equivalent to those offences-of
terrorism, the Member State shall, circumstances, create the CothetHramawork Becision

9 Redundant with paragraph 4.
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in all circumstances, create the
corresponding alert under either

Acrticle 34, 36 or 38 as appropriate.

corresponding alert under either
Acrticle 34, 36 or 38 as appropriate.

2002/475/3HA-en-combating
terrorism, the Member State
shall-in-aH-cireumstances; create
athe corresponding alert,under
appropriate. Exceptionally,
Member States may refrain from
creating the alert when it is likely
to obstruct official or legal
inquiries, investigations or
procedures related to public or
national security.

339

Article 22

Article 22

Article 22100

Agreement to move it to Article
41A

340

Specific rules for entering
photographs, facial images,
dactylographic data and DNA
profiles

Specific rules for entering
photographs, facial images,
dactyloscopic data and DNA

profiles

341

-1 The Commission shall be
empowered to adopt delegated acts
in accordance with Article 71 a
concerning the requirements to be
fulfilled for the entering of
biometric identifiers, including
DNA profiles, into SIS in
accordance with this Regulation.
Those requirements shall include
the number of fingerprints to be

See Article 41A

100

Article moved to new Chapter Xla, as Article 41A.
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inserted, the method of capturing
them and the minimum quality
standard to be fulfilled by all
biometric identifiers.
3421 1, The entering into SIS of 1— Theenteringinto-SiSof data
data referred to in Article 20(3)(w), referred to in Article 20(3)}(w), (x)
(x) and (y) shall be subject to the and-{y)shall-be subject tothe
following provisions: following provisions:
4 o @) Photographs, facial images 1
) @ Protgrots sl MAGES | o dacyosopi aastallony | ) Erciogeehe e
DNA profiles shall only be be entered fOIIO\.ng a que_lllty protHes—shatb-onby-be-entered
entered following a quality chegk_to ascertain the_ fulfilment of followi litv_cheek 1
check to ascertain the a minimum data quality standard. tainthe fulil ¢ of
fulfilment of a minimum data minimum  data  quality
quality standard. standard:
344 . (b) A DNA profile may only be () —A_DNA £l I |
® Qjc?e’a'?op;gltlsepT:\%ggéyfgf added to alerts in the situations added to-alerts provided forin
in Article 32(2)(a) and (c) provided fo_r in Artlclg 32(2)(a) Avticle—32(2)(a) Fe) |
and only where photographs, only fol_lowmg a q_uallty c_:heck to il b hote hs,
facial images or ascertain the proflle_ fulfils a Facial .
dactylographic data suitable minimum data quality standard_ daetylographic—data—suitable
for identification are not gnd only where photog_raphs, facial for identification are not
available. The DNA profiles IMages or dgctqus_cop_lc data avaHable—The-DNA-profies
of persons who are direct smt_able for |dent|f|cat|0n_ are not : | lireet
ascendants, descendants or available. The DNA profiles of ascendahts—descendants—or
siblings of’the alert subject persons who are_dlr_ect ascendants, bl ﬁ’ he_al hiect
may be added to the alert desgendants or siblings of the alert | lded f lort
provided that those persons subjgct may be added to the alert idedthat &l
concerned gives explicit provided tha_t those persons concerned — gives — exphicit
concerned gives explicit consent.
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consent. The racial origin of | Where a DNA profile is added to consent—Fheracial-origin—of
the person shall not be an alert, that profile shall contain the—person—shal—not—be
included in the DNA profile. | the minimum information strictly ineluded-in-the BPNA-profile:
necessary for the identification of
the missing person and, in all
event, shall always exclude the
racial origin and health
information about that person.
. 2 Quality standards shall be -
345 2. uality standards shall be . 22— Cuahby—standards—shat—be
establisged fo)r/the storage of the established for the storage of the established for the storage of the
data referred to under paragraph data referred to ur_lder p_aragraph data—referred—to—under—paragraph
1(a) of this Article and Article 40, | 1(8) and (b) of this Article and 14a)-of this-Article_and-Article 40.
The specification of these Avticle 40. The spemflcatl_on of The-specification-ofthese-standards
standards shall be laid down by these standards shall be laid down hall_be_laid—d | .
means of implementing measures by means of(;mp:jertn%n.tmg Hnplementing——meastres——and
and updated in accordance with the meaSl(eres an ltJrF\) tr? edin i updated in accordance with the
examination procedure referred to S?ggg di?gigl\‘,elzrre q ioe;(r?r,z:r?iillgn examination—procedure—referred-—to
in Article 72(2) 72(2). n-Article72(2)-
346 Article 23 Article 23 Article 23 Article 23
3471 Requirement for an alert to be Requirement for an alert to be Requirement for an alert to be Requirement for an alert to be
entered entered entered entered
3481 1. An alert on a person may L b Atn algrt qtr;]a ptetrr?og Tay 1. An-alerton-a-persen-may To be seen in conjuction with the
not be entered without the data nof € grl ere AWtI' |0u20 ; ata b noetbe-entered-without-the-data discussion in Article 4, last
referred to in Article 20(3)(a), (9), rererred 1o in Artice (3)(@), (). referred-to-in-Article 20(3a){g); | subpara. of the Returns text
(K), (m), (n) as well as, where @, (n), (')’. (k), (m), (n) as well as, , , ;
applicable, (p), except for in the where applicable, (p), except for in apphicable, {p), except for in the
situations ’refer,red to in Article 40 the situations referred to in Article sﬁuaﬂen&refe#ed%em#ﬁele

40.
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40.19TA|l data listed in
Article 20(3) shall be entered,
where available 19

349

2. Where available, all other
data listed in Article 20(3) shall
also be entered.

2. Without prejudice to
Article 22, where available, and
provided that the conditions for
entering the data have been met,
the other data listed in Article
20(3) shall also be entered.

2. Where-avatlable-aH-other

data-Hsted-in-Article 20(3)-shall
also-beentered-1%An alert on a
person may not be entered without
the data referred to in

Article 20(3)(a), (9), (), {r)-(n)
as well as, where applicable,

except for in the situations referred
to in Article 40.1%

To be seen in conjuction with the
discussion in Article 4 last
subparagraph of the Returns text

350 Article 23a Article 23a
351 Compatibility of alerts Compatibility of alerts
352 L Before entering a new Commission services adjustments of 9

alert, a Member State shall check
whether the person is already the
subject of an alert in SIS.

January indicated in yellow:

1.  Before entering-a-rew issuing
an alert, a the Member State shall

check whether the person or the
object is already the subject of an
alertin SIS.  To check whether the

person appears--SiS-under-another
tdentity-is already subject of an alert-,

a fingerprint-check with

dactyloscopic data shall also be

101
102
103
104

Partially moved to paragraph 2.
Partially moved from paragraph 2.
Partially moved to paragraph 1.
Partially moved from paragraph 1.
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carried out before a new alert is
issued, if fingerprints are available.

Acceptable for the Council.
LIBE proposal:
Modify last part to say: .

.Vif__fingerprints those data are

available”

COM will provide text to include
provisions of point 2.2.3 of the
SIRENE Manual

(2018-03-26)
Council’s compromise 03.04.2018
1.  Before entering-a-rew issuing

an alert, a the Member State shall
check whether the person or the
object is already the subject of an
alertin SIS.  To check whether the

person appears-+-SiS-under-another
identity-is already subject of an alert-,

a fingerprint-check with
dactyloscopic data shall also be
carried out before a new alert is
issued, if fingerprints such data is
available.

353

2. Only one alert per person
or per object per Member State

may be entered in SIS. However,
where necessary, new alerts may
be entered on the same person by

Commission services adjustments of 9
January indicated in yellow:

2. Only one alert per person e¢
per object per Member State may be
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other Member States, provided
that they are compatible. The
compatibility shall be ensured in
accordance with paragraph 3.

entered in SIS H. However, where
necessary, new alerts may be entered
on the same person or on object by
other Member States, provided-that
they are compatible. The

bilit: chall | in
accordance with paragraph 3.
Acceptable for the Council.

354

3. Rules on the compatibility
of alerts shall be laid down in the
SIRENE Manual referred to in
Article 8(4). Where a person is
already the subject of an alert in
SIS, a Member State wishing to
enter a new alert shall check that
there is no incompatibility
between the alerts. If there is no
incompatibility, the Member State
may enter the new alert. If the
alerts are incompatible, the
SIRENE Bureaux concerned
shall consult with each other by
exchanging supplementary
information in order to reach an
agreement in line with the order
of priority referred to in the
SIRENE Manual. Departures
from that order of priority may be
made after consultation between
the Member States if essential
national interests are at stake.

Commission services proposal of 9
January modified in 12 March 2018:

3. Rules on the compatibility of
alerts shall be laid down in the
SIRENE Manual referred to in
Article 8(4). Where a person or an
object is already the subject of an
alert in SIS, a Member State wishing
to enter a new alert shall check that
there is no incompatibility between
the alerts. If there is no
incompatibility, the Member State
may enter the new alert. If the alerts
are incompatible, the SIRENE
Bureaux concerned shall consult
with each other by exchanging
supplementary information in order
to reach an agreement ir-Hne-with

I lor of brior : o it
SIRENE-Manuatl. Departures from
rules may be made after consultation
between the Member States if
essential national interests are at
stake.
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355

COM services proposal (in

conjunction with the deletion of art.
39(6) and 2.2.1. of SIRENE Manual):

4. In case of multiple hits on the same
person or object the executing
Member State shall observe the
priority rules of alerts as laid down
in the SIRENE Manual.

In case a person is subject to several
alerts issued by different Member
States alerts for arrest issued
pursuant to Article 26 shall be
executed as a priority subject to
Acrticle 25.

356

Article 24

Article 24

Article 24

Article 24

357

General provisions on flagging

Flagging

General provisions on flagging

General provisions on flagging

358

1. Where a Member State
considers that to give effect to an
alert entered in accordance with
Articles 26, 32 and 36 is
incompatible with its national law,
its international obligations or
essential national interests, it may
subsequently require that a flag be
added to the alert to the effect that
the action to be taken on the basis
of the alert will not be taken in its
territory. The flag shall be added

1. Where a Member State
considers that to give effect to an
alert entered in accordance with
Articles 26, 32, 36 and 40 is
incompatible with its national law,
its international obligations or
essential national interests, it may
subsequently require that a flag be
added to the alert to the effect that
the action to be taken on the basis
of the alert will not be taken in its
territory. The flag shall be added
by the SIRENE Bureau of the

1. Where a Member State
considers that to give effect to an
alert entered in accordance with
Articles 26, 32 orand 36 is
incompatible with its national law,
its international obligations or
essential national interests, it may
subsequently require that a flag be
added to the alert to the effect that
the action to be taken on the basis
of the alert will not be taken in its
territory. The flag shall be added

1. Where a Member State
considers that to give effect to an
alert entered in accordance with
Articles 26, 32 or 36 is
incompatible with its national law,
its international obligations or
essential national interests, it may
subsequently require that a flag be
added to the alert to the effect that
the action to be taken on the basis
of the alert will not be taken in its
territory. The flag shall be added
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by the SIRENE Bureau of the
issuing Member State.

issuing Member State.

by the SIRENE Bureau of the
issuing Member State.

by the SIRENE Bureau of the
issuing Member State.

359

2. In order to enable Member
States to require that a flag be
added to an alert issued in
accordance with Article 26, all
Member States shall be notified
automatically about any new alert
of that category by the exchange of
supplementary information.

2. In order to enable Member
States to require that a flag be
added to an alert issued in
accordance with Article 26, all
Member States shall be notified
automatically about any new alert
of that category by the exchange of
supplementary information.

2. In order to enable Member
States to require that a flag be
added to an alert issued in
accordance with Article 26, all
Member States shall be notified
automatically about any new alert
of that category by the exchange of
supplementary information.

360

3. If in particularly urgent and
serious cases, an issuing Member
State requests the execution of the
action, the Member State executing
the alert shall examine whether it is
able to allow the flag added at its
behest to be withdrawn. If the
executing Member State is able to
do so, it shall take the necessary
steps to ensure that the action to be
taken can be carried out

3. If in particularly urgent and
serious cases, an issuing Member
State requests the execution of the
action, the Member State executing
the alert shall examine whether it is
able to allow the flag added at its
behest to be withdrawn. If the
executing Member State is able to
do so, it shall take the necessary
steps to ensure that the action to be
taken can be carried out

3. If in particularly urgent and
serious cases, an issuing Member
State requests the execution of the
action, the Member State executing
the alert shall examine whether it is
able to allow the flag added at its
behest to be withdrawn. If the
executing Member State is able to
do so, it shall take the necessary
steps to ensure that the action to be
taken can be carried out

immediately. immediately. immediately.
361 Article 25 Article 25 Article 25 Article 25
362 Flagging related to alerts for Flagging related to alerts for Flagging related to alerts for Flagging related to alerts for
arrest for surrender purposes arrest for surrender purposes arrest for surrender purposes arrest for surrender purposes
3631 1. Where Framework 1. Where Framework 1. Where Framework

Decision 2002/584/JHA applies, a
flag preventing arrest shall only be

Decision 2002/584/JHA applies, a
flag preventing arrest shall enly-be

Decision 2002/584/JHA applies, a
flag preventing arrest shall enby-be
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added to an alert for arrest for
surrender purposes where the
competent judicial authority under
national law for the execution of a
European Arrest Warrant has
refused its execution on the basis
of a ground for non-execution and
where the addition of the flag has
been required.

added to an alert for arrest for
surrender purposes where the
competent judicial authority under
national law for the execution of a
European Arrest Warrant has
refused its execution on the basis
of a ground for non-execution and
where the addition of the flag has
been required.

added to an alert for arrest for
surrender purposes where the
competent judicial authority under
national law for the execution of a
European Arrest Warrant has
refused its execution on the basis
of a ground for non-execution and
where the addition of the flag has
been required.

364 A Member State may also A Member State may also
require that a flag be added to require that a flag be added to
the alert if its competent judicial | the alert if its competent judicial
authority releases the subject of | authority releases the subject of
the alert during the surrender the alert during the surrender
process. process.

365| 2, However, at the behest of a 2. However, at the behest of a | 2. However, at the behest of a

competent judicial authority under
national law, either on the basis of
a general instruction or in a
specific case, a flag may also be
required to be added to an alert for
arrest for surrender purposes if it is
obvious that the execution of the
European Arrest Warrant will have
to be refused.

competent judicial authority under
national law, either on the basis of
a general instruction or in a
specific case, a flag may also be
required to be added to an alert for
arrest for surrender purposes if it is
obvious that the execution of the
European Arrest Warrant will have
to be refused.

competent judicial authority under
national law, either on the basis of
a general instruction or in a
specific case, a flag may also be
required to be added to an alert for
arrest for surrender purposes if it is
obvious that the execution of the
European Arrest Warrant will have
to be refused.

366 CHAPTER VI CHAPTER VI CHAPTER VI
367 ALERTS IN RESPECT OF ALERTS IN RESPECT OF ALERTS IN RESPECT OF
PERSONS WANTED FOR PERSONS WANTED FOR PERSONS WANTED FOR
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ARREST FOR SURRENDER OR
EXTRADITION PURPOSES

ARREST FOR SURRENDER OR
EXTRADITION PURPOSES

ARREST FOR SURRENDER OR
EXTRADITION PURPOSES

368 Article 26 Article 26 Article 26

369 Objectives and conditions for Objectives and conditions for Objectives and conditions for
issuing alerts issuing alerts issuing alerts

3701 1. Data on persons wanted for 1. Data on persons wanted for | 1. Data on persons wanted for

arrest for surrender purposes on the
basis of a European Arrest Warrant
or wanted for arrest for extradition
purposes shall be entered at the
request of the judicial authority of
the issuing Member State.

arrest for surrender purposes on the
basis of a European Arrest Warrant
or wanted for arrest for extradition
purposes shall be entered at the
request of the judicial authority of
the issuing Member State.

arrest for surrender purposes on the
basis of a European Arrest Warrant
or wanted for arrest for extradition
purposes shall be entered at the
request of the judicial authority of
the issuing Member State.

371

2. Data on persons wanted for
arrest for surrender purposes shall
also be entered on the basis of
arrest warrants issued in
accordance with Agreements
concluded between the Union and
third countries on the basis of
Article 37 of the Treaty on the
European Union for the purpose of
surrender of persons on the basis of
an arrest warrant, which provide
for the transmission of such an
arrest warrant via the SIS.

2. Data on persons wanted for
arrest for surrender purposes shall
also be entered on the basis of
arrest warrants issued in
accordance with Agreements
concluded between the Union and
third countries on the basis of
Article 37 of the Treaty on the
European Union for the purpose of
surrender of persons on the basis of
an arrest warrant, which provide
for the transmission of such an
arrest warrant via the SIS.

2. Data on persons wanted for
arrest for surrender purposes shall
also be entered on the basis of
arrest warrants issued in
accordance with Agreements
concluded between the Union and
third countries on the basis of
Article 37 of the Treaty on the
European Union or Article 216 of
the Treaty on the Functioning of
the European Union for the
purpose of surrender of persons on
the basis of an arrest warrant,
which provide for the transmission
of such an arrest warrant via the
SIS.
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372

3. Any reference in this
Regulation to provisions of the
Framework Decision
2002/584/JHA shall be construed
as including the corresponding
provisions of Agreements
concluded between the European
Union and third countries on the
basis of Article 37 the Treaty on
the European Union for the
purpose of surrender of persons on
the basis of an arrest warrant which
provide for the transmission of
such an arrest warrant via SIS.

3. Any reference in this
Regulation to provisions of the
Framework Decision
2002/584/JHA shall be construed
as including the corresponding
provisions of Agreements
concluded between the European
Union and third countries on the
basis of Article 216 of the Treaty
on the functioning of the European
Union for the purpose of surrender
of persons on the basis of an arrest
warrant which provide for the
transmission of such an arrest
warrant via SIS,

3. Any reference in this
Regulation to provisions of the
Framework Decision
2002/584/JHA shall be construed
as including the corresponding
provisions of Agreements
concluded between the European
Union and third countries on the
basis of Article 37 the Treaty on
the European Union for the
purpose of surrender of persons on
the basis of an arrest warrant which
provide for the transmission of
such an arrest warrant via SIS.

&) Any reference in this
Regulation to provisions of the
Framework Decision
2002/584/JHA shall be construed
as including the corresponding
provisions of Agreements
concluded between the European
Union and third countries on the
basis of Article 37 of the Treaty on
the European Union or Article 216
of the Treaty on the Functioning
of the European Union for the
purpose of surrender of persons on
the basis of an arrest warrant which
provide for the transmission of
such an arrest warrant via SIS.

373

4. The issuing Member State
may, in the case of an ongoing
search operation and following the
authorisation of the relevant
judicial authority of the issuing
Member State, temporarily make
an existing alert for arrest issued
under Article 26 of this Regulation
unavailable for searching to the
effect that the alert shall not be
searchable by the end-user and will
only be accessible to the SIRENE
Bureaux. This functionality shall
be used for a period not exceeding
48 hours. If operationally

4. The issuing Member State
may, in the case of an ongoing
search operation and following the
authorisation of the relevant
judicial authority of the issuing
Member State, temporarily make
an existing alert for arrest issued
under this Article unavailable for
searching to the effect that the alert
shall not be searchable by the end-
user and will only be accessible to
the SIRENE Bureaux. This
functionality shall be used for a
period not exceeding 48 hours. If
operationally necessary, however,

4. Fhe-issting-Member-State
may;—n the case of an ongoing
seareh-operation, the issuing
Member State may temporarily

4. In the case of an ongoing seareh
operation, the issuing Member
State may temporarily make an
existing alert for arrest issued

make an existing alert for arrest

under this Article unavailable for

issued under Article 26
unavailable for searching to the

searching by the end-users in the
Member States involved in the

effect that the alert shall not be

operation. In that case the alert

searchable by the end-user in the

shall only be accessible to the

Member States involved in the

SIRENE Bureaux. Member

operation and will only be
accessible to the SIRENE
Bureaux, where the following
conditions are met:

States shall only do so if :
(@

the purpose of the
operation cannot be
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necessary, however, it may be it may be extended by further (a) _where the purpose of the achieved by other
extended by further periods of 48 periods of 48 hours. Member operation cannot be measures;

hours. Member States shall keep
statistics about the number of alerts
where this functionality has been
used.

States shall keep statistics about
the number of alerts where this
functionality has been used.

achieved by other
measures;

(b) -and—feloewing—the—a prior
authorisation ef—has been
granted by the relevant
judicial authority of the
issuing Member State; and

(c) __all Member States involved
in_the operation have been
informed __through  the
exchange of supplementary
information.

| ~mal ctinaal

the SIRENE Bureaux.

Theis functionality provided for in
the first subparagraph shall_only
be used for a period not exceeding
48 hours-with-the—authorisation—of

the relevant judicial authority of the
T

ISSURg Member—State—after
_|||Ie|||n||||g_ alll |u|e|||_|ae|’ lStatels
the—exchange—of—supplementary
information. However, if
operationally necessary, however-it

(b) __-a prior_authorisation ef-has
been granted by the relevant
judicial authority of the
issuing Member State; and

(c) __all Member States involved
in_the operation have been
informed __through __ the
exchange of supplementary
information.

The functionality provided for in
the first subparagraph shall_only
be used for a period not exceeding
48 hours. However, if
operationally necessary, it may be
extended by further periods of 48
hours. Member States shall keep
statistics about the number of alerts
where this functionality has been
used.
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may be extended by further periods
of 48 hours. Member States shall
keep statistics about the number of
alerts where this functionality has
been used.

374

5. Where there is a clear

Informal outcome of technical

indication that the object referred

discussion to be confirmed by

to in Article 38 (2)(a), (b), (c), (e),

trilogue

(9), (h) and (k) are connected with
a person who is the subject of an
alert_pursuant to paragraph 1
and 2, alerts on those objects may
be issued in order to locate the
person. In those cases the alert on
the person _and the alert on the
object shall be linked in
accordance with Article 60.

5. Where there is_a clear
indication _that the objects
referred to in Article 38(2)(a), (b),
(€), (e), (). (h), [(D] and (k) are
connected with a person who is
the subject of an alert pursuant to
paragraph 1 and 2 of this Article,
alerts on those objects may be
issued in_order to locate the
person. In those cases the alert on
the person and the alert on the
object shall be linked in
accordance with Article 60.

375

6. The Commission shall

6. The Commission shall

adopt implementing acts to lay

adopt implementing acts to lay

down and develop rules necessary

down and develop rules necessary

for entering, updating, deleting

for entering, updating, deleting

and searching the data referred to

and searching the data referred to

in paragraph 5. Those

in paragraph 5. Those

implementing acts shall be

implementing acts shall be

adopted in accordance with the

adopted in accordance with the
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examination procedure referred | examination procedure referred
to in Article 72(2). to in Article 72(2).
376 Article 27 Article 27 Article 27 Article 27
377

Additional data on persons wanted
for arrest for surrender purposes

Additional data on persons wanted
for arrest for surrender purposes

Additional data on persons wanted
for arrest for surrender purposes

Additional data on persons wanted
for arrest for surrender purposes

378

1. Where a person is wanted
for arrest for surrender purposes on
the basis of a European Arrest
Warrant the issuing Member State
shall enter in SIS a copy of the
original of the European Arrest
Warrant.

1. Where a person is wanted
for arrest for surrender purposes on
the basis of a European Arrest
Warrant the issuing Member State
shall enter in SIS a copy of the
original of the European Arrest
Warrant.

1. Where a person is wanted
for arrest for surrender purposes on
the basis of a European Arrest
Warrant the issuing Member State
shall enter in SIS a copy of the
original of the European Arrest
Warrant.

COM Services proposal related to
3.1. of SIRENE Manual:

A Member State shall be able to
enter the copy of one or more
European Arrest Warrant to an
alert for arrest.

379

2. The issuing Member State
may enter a copy of a translation of
the European Arrest Warrant in
one or more other official
languages of the institutions of the
European Union.

2. The issuing Member State
may enter a copy of a translation of
the European Arrest Warrant in
one or more other official
languages of the institutions of the
European Union.

2. The issuing Member State
may enter a copy of a translation of
the European Arrest Warrant in
one or more other official
languages of the institutions of the
European Union.

380

Article 28

Article 28

Article 28
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381  Supplementary information on Supplementary information on Supplementary information on
persons wanted for arrest for persons wanted for arrest for persons wanted for arrest for
surrender purposes surrender purposes surrender purposes
382| The Member State which entered The Member State which entered

the alert in SIS for arrest for
surrender purposes shall
communicate the information
referred to in Article 8(1) of
Framework Decision
2002/584/JHA to the other
Member States through the
exchange of supplementary
information.

the alert in SIS for arrest for
surrender purposes shall
communicate the information
referred to in Article 8(1) of
Framework Decision
2002/584/JHA to the other Member
States through the exchange of
supplementary information.

The Member State which entered
the alert in SIS for arrest for
surrender purposes shall
communicate  the information
referred to in Article 8(1) of
Framework Decision
2002/584/JHA to the other Member
States through the exchange of
supplementary information.

383 Article 29 Article 29 Article 29
3841 Supplementary information on Supplementary information on Supplementary information on
persons wanted for arrest for persons wanted for arrest for persons wanted for arrest for
extradition purposes extradition purposes extradition purposes
3851 1. The Member State which 1. The Member State which

entered the alert into SIS for
extradition purposes shall
communicate the following data to
the other Member States through
the exchange of supplementary
information to all Member States:

entered the alert into SIS for
extradition purposes shall
communicate the following data to
the other Member States through
the exchange of supplementary
information to all Member States:

1. The Member State which
entered the alert into SIS for
extradition purposes shall
communicate the following data to
the other Member States through
the exchange of supplementary
information to all Member States:

386

(@ the authority which issued
the request for arrest;

(@ the authority which issued
the request for arrest;

(@) the authority which issued
the request for arrest;
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387

(b) whether there is an arrest
warrant or a document
having the same legal effect,
or an enforceable judgment;

(b) whether there is an arrest
warrant or a document
having the same legal effect,
or an enforceable judgment;

(b)  whether there is an arrest
warrant or a document
having the same legal effect,
or an enforceable judgment;

388

(c) the nature and legal
classification of the offence;

(c) the nature and legal
classification of the offence;

(c) the nature and legal
classification of the offence;

389

(d) adescription of the
circumstances in which the
offence was committed,
including the time, place and
the degree of participation in
the offence by the person for
whom the alert has been
issued;

(d) adescription of the
circumstances in which the
offence was committed,
including the time, place and
the degree of participation in
the offence by the person for
whom the alert has been
issued;

(d) adescription of the
circumstances in which the
offence was committed,
including the time, place and
the degree of participation in
the offence by the person for
whom the alert has been
issued;

390

(e) inso far as possible, the
consequences of the offence;

(e) inso far as possible, the
consequences of the offence;

(e) inso far as possible, the
consequences of the offence;

391

(f)  any other information useful
or necessary for the
execution of the alert.

(f)  any other information useful
or necessary for the
execution of the alert.

(f)  any other information useful
or necessary for the
execution of the alert.

392

2. The data listed in

paragraph 1 shall not be
communicated where the data
referred to in Articles 27 or 28
have already been provided and are
considered sufficient for the
execution of the alert by the
Member State concerned.

2. The  data listed in
paragraph 1 shall not  be
communicated where the data
referred to in Articles 27 or 28 have
already been provided and are
considered sufficient for the
execution of the alert by the
Member State concerned.

2. The data listed in
paragraph 1 shall not  be
communicated where the data
referred to in Articles 27 or 28 have
already been provided and are
considered  sufficient for the
execution of the alert by the
Member State concerned.
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393 Article 30 Article 30 Article 30 Article 30

3941 Conversion of alerts on persons Conversion of alerts on persons Conversion of alerts on persons Conversion of alerts on persons
wanted for arrest for surrender wanted for arrest for surrender wanted for arrest for surrender wanted for arrest for surrender
purposes or extradition purposes purposes or extradition purposes purposes or extradition purposes purposes or extradition purposes

395

Where an arrest cannot be made,
either because a requested Member
State refuses to do so, in
accordance with the procedures on
flagging set out in Articles 24

or 25, or because, in the case of an
alert for arrest for extradition
purposes, an investigation has not
been completed, the requested
Member State shall consider the
alert as being an alert for the
purposes of communicating the
whereabouts of the person
concerned.

Where an arrest cannot be made,
either because a requested Member
State refuses to do so, in accordance
with the procedures on flagging set
out in Articles 24 or 25, or because,
in the case of an alert for arrest for
extradition purposes, an
investigation has not  been
completed, the requested Member
State shall consider the alert as
being—an—alert—for the purposes of
communicating the whereabouts of
the person concerned.

Where an arrest cannot be made,
either because a requested Member
State refuses to do so, in accordance
with the procedures on flagging set
out in Articles 24 or 25, or because,
in the case of an alert for arrest for
extradition purposes, an
investigation has not  been
completed, the requested Member
State shall consider the alert as
being—an—-alert—for the purposes of
communicating the whereabouts of
the person concerned.

396

Article 31

Article 31

Article 31

397

Execution of action based on an
alert on a person wanted for arrest
with a view to surrender or
extradition

Execution of action based on an
alert on a person wanted for arrest
with a view to surrender or
extradition

Execution of action based on an
alert on a person wanted for arrest
with a view to surrender or
extradition

398

1. An alert entered in SIS in
accordance with Article 26
together with the additional data
referred to in Article 27, shall

1. An alert entered in SIS in
accordance with Article 26
together with the additional data
referred to in Article 27, shall

1. An alert entered in SIS in
accordance with Article 26
together with the additional data
referred to in Article 27, shall
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constitute and have the same effect constitute and have the same effect | constitute and have the same effect
as a European Arrest Warrant as a European Arrest Warrant as a European Arrest Warrant
issued in accordance with issued in accordance with issued in accordance with
Framework Decision Framework Decision Framework Decision
2002/584/JHA where this 2002/584/JHA where this 2002/584/JHA where this
Framework Decision applies. Framework Decision applies. Framework Decision applies.

399| 2. Where Framework 2. Where Framework 2. Where Framework
Decision 2002/584/JHA does not Decision 2002/584/JHA does not Decision 2002/584/JHA does not
apply, an alert entered in SIS in apply, an alert entered in SIS in apply, an alert entered in SIS in
accordance with Articles 26 and 29 accordance with Articles 26 and 29 | accordance with Articles 26 and 29
shall have the same legal force as a shall have the same legal force as a | shall have the same legal force as a
request for provisional arrest under request for provisional arrest under | request for provisional arrest under
Article 16 of the European Article 16 of the European Article 16 of the European
Convention on Extradition of Convention on Extradition of Convention on Extradition of
13 December 1957 or Article 15 of 13 December 1957 or Article 15 of | 13 December 1957 or Article 15 of
the Benelux Treaty concerning the Benelux Treaty concerning the Benelux Treaty concerning
Extradition and Mutual Assistance Extradition and Mutual Assistance | Extradition and Mutual Assistance
in Criminal Matters of 27 June in Criminal Matters of 27 June in Criminal Matters of 27 June
1962. 1962. 1962.
400 CHAPTER VII CHAPTER VII
401| ALERTS ON MISSING PERSONS ALERTS ON MISSING OR ALERTS ON MISSING
VULNERABLE PERSONS PERSONS OR VULNERABLE
PERSONS WHO NEED TO BE
PREVENTED FROM
TRAVELLING
402 Article 32 Article 32 Article 32 Article 32
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403 Objectives and conditions for Objectives and conditions for Objectives and conditions for Objectives and conditions for
issuing alerts issuing alerts issuing alerts issuing alerts
4041 1. Data on missing persons or | deleted 1. Data-on-missing-persens—of | deleted
other persons who need to be other persons who need to be placed
placed under protection or whose under—protection——or—whose
whereabouts need to be ascertained whereaboutsneed-to-be-ascertained
shall be entered in SIS at the shat-be-enteredin-SiS-atthereguest
request of the competent authority of the competent authority of the
of the Member State issuing the Member-State-issuing-the-alert:
alert.
405 2, The following categories of 2. The following categories of 2. The following categories of | 2. Alerts on the following
missing persons may be entered: persons shall be entered in SIS missing—persons shallmay be | categories of persons shall be

following a decision of the
competent authority of the

entered in SIS at the request of a

entered in SIS at the request of the

Member State- competent _authority of the | competent authority of the

ember State. Member State issuing the alert: Member State issuing the alert:

406| (@)  missing persons who need to (@) missing persons who need to | (a) missing persons who need to
be placed under protection be placed under protection be placed under protection

407 (i) for their own protection; (i) for their own protection; (i) for their own protection;
408 (ii) in order to prevent t(”) bl'm order_:o.prevent a threat (i) in order to prevent threats; (i) in order to prevent a
threats; 0 public securtty, threat to public order or

public security;
4091 (b) missing persons who do not (b) missing adults who do not (b) missing persons who do not | (b) missing persons who do not

need to be placed under
protection;

need to be placed under protection;

need to be placed under
protection;

need to be placed under
protection;
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410

(c) children at risk of abduction
in accordance with paragraph
4,

(©) children at risk of
abduction, including by a family
member, or of being removed
from the Member State for the
purpose of torture, or sexual or
gender-based violence, or of being
victims of activities listed in
Articles 6 to 10 of Directive
2017/541.

(c) children at risk of abduction
in accordance with paragraph
4 who need to be prevented
from travelling; or

(c) children at risk of abduction
by a parent or a family
member, in accordance with
paragraph 4, who need to be
prevented from travelling;
or

411

(d) vulnerable persons who
need to be prevented from
travelling for their own
protection in accordance with
paragraph 4(a).

(ca) vuinerablepersens—children
who need to be prevented
from travelling in respect of
whom there is a concrete and
apparent risk of them being
removed from or leaving the
territory of a Member State
and

(i) becoming  victims  of
trafficking in  human
beings or victims of forced
marriage and or female
genital mutilation or other
forms of gender-based
violence, or

(if) becoming victims of or
involved in the offences
listed in Articles 6 to 10 of
Directive (EU) 2017/541,
or
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(iii)becoming conscripted or
enlisted into armed groups

or being made to
participate  actively in
hostilities;

(cb) wvulnerable persons who are
of age who need to be
prevented from travelling
for their own protection in
respect of whom there is a
concrete and apparent risk
of them being removed from
or leaving the territory of a
Member State and
becoming victims of
trafficking in human
beings or gender-based
violence.

412

3. Paragraph 2(a) shall apply
in particular to children and to
persons who have to be interned
following a decision by a
competent authority.

3. Paragraph 2(a) shall apply
in particular to persons who have
to be interned following a decision
by a competent judicial authority
and to children.

3. Points (a) and (d) of
Pparagraph 2¢a} shall apply in
particular to children, and to those
persons in_respect of whom a
decision has _been made by a
competent authorityes.

3. Point (a) of paragraph 2
shall apply in particular to
children and to persons who
have to be institutionalised
following a decision by a
competent authority.

413

4. An alert on a child referred
to in paragraph 2(c) shall be
entered at the request of the
competent judicial authority of the
Member State that has jurisdiction

4. An alert on a child at risk
referred to in paragraph 2(c) shall
be entered following a decision of
the competent judicial authority of
the Member State that has
jurisdiction in matters of parental

4. An alert on a child referred
to in paragraph 2(c) shall be
entered at the request of the

competent jueicial

authoritiesy,including judicial

4, An alert on a child referred
to in paragraph 2(c) shall be
entered following a decision by
the competent authorities,
including judicial authorities of
the Member States having
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in matters of parental responsibility
in accordance with Council
Regulation No 2201/2003'% where
a concrete and apparent risk exists
that the child may be unlawfully
and imminently removed from the
Member State where that
competent judicial authority is
situated. In Member States which
are party to the Hague Convention
of 19 October 1996 on Jurisdiction,
Applicable law, Recognition,
Enforcement and Cooperation in
Respect of Parental Responsibility
and Measures for the Protection of
Children and where Council
Regulation No 2201/2003 does not
apply, the provisions of the Hague
Convention are applicable.

responsibility in accordance with
Council Regulation No
2201/2003% where a concrete and
apparent risk exists that the child
may be unlawfully and imminently
removed from the Member State
where that competent judicial
authority is situated. Such a
decision shall be taken as soon as
possible. In Member States which
are party to the Hague Convention
of 19 October 1996 on Jurisdiction,
Applicable law, Recognition,
Enforcement and Cooperation in
Respect of Parental Responsibility
and Measures for the Protection of
Children and where Council
Regulation No 2201/2003 does not
apply, the provisions of the Hague
Convention are applicable.
Relevant protocols and tools shall
support the necessary action to be
taken, as included in the alert.

authorities of the Member States
having jurisdiction in matters of
parental responsibility, efthe

Member State that has jurisdiction
H |||att9||s o pang:ntal |esp'e|||5|blllty
Regulation-Ne-2201/2003**where
a concrete and apparent risk exists
that the child may be unlawfully

and-imminenthrremoved from the
Member State where thate

competent jueicial-authoritiesy
areis situated. t--Member-States

which are party to the Hague

jurisdiction in matters of
parental responsibility, where a
concrete and apparent risk exists
that the child may be unlawfully
and imminently removed from the
Member State where the competent
authorities are situated.

105

106

Council Regulation (EC) No 2201/2003 of 27 November 2003 concerning jurisdiction and the recognition and enforcement of judgments in matrimonial matters and the
matters of parental responsibility, repealing Regulation (EC) No 1347/2000 (OJ L 338, 23.12.2003, p. 1).
Council Regulation (EC) No 2201/2003 of 27 November 2003 concerning jurisdiction and the recognition and enforcement of judgments in matrimonial matters and the
matters of parental responsibility, repealing Regulation (

No-2201/2003-6

Novembe

EC) No 1347/2000 (OJ L 338, 23.12.2003, p. 1).
003-concernina-iurisdiction-and-the recoonition-and-enfo
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414 The competent authority shall Moved to separate paragraph 4b.
reqularly review the need to
retain the alert.

415 4a. _The corrlnp(_et_ent .Ch':dd. 4a.  An_alert on vulnerable [4a. An alert on persons

?r:gtr?;?igg;ur:ogir:ée;h:jnfhg Ing persons referred to in paragraph | referred to in paragraph 2 (ca)
o 2(d) shall be entered at the|and (cb) shall be entered
child’s parents, caretakers and/or |\ ' .o0 oo™ Of  the  competent following a decision by the
Quard'ans' as apprqpr!ate, taking authorities, where it is considered | competent authorities, including
into account the child’s best that a concrete and apparent risk | judicial authorities.
Interests, shgll_be |nfc_)rmed of an exists to that person should they
alert on a missing child under travel from that Member_State.
paragraph 2(c). . . :
Fhis—shall—apply W paltleu_lal to
uullnela_ble_ pl ell_senslnln |ellat|en tel
I ik of f I
|||a_||ag|e Iemaleﬁ ge_mtal ,“'Hﬁt.'la.“.e“
groups-orterroristgroups-

416 The competent authority shall | 4b.  The competent—authority
reqularly review the need to | issuing Member State shall
retain the alert. regularly review the need to

retain the alerts referred to in
paragraph 2(c), (ca) and (cb) in
accordance with Article 51(3)

4171 5, Member States shall ensure . Member States shall ensure 5. Member States shall ensure | 5. Member States shall ensure

that the data entered in SIS indicate
which of the categories referred to
in paragraph 2 the missing person

that the data entered in SIS indicate
which of the categories referred to
in paragraph 2 the missing person

that the data entered in SIS indicate
which of the categories referred to

in paragraph 2 the missing person
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falls into. Further, Member States
shall also ensure that the data
entered in SIS indicate which type
of missing or vulnerable person
case is involved. The rules on the
categorisation of the types of cases
and the entering of such data shall
be laid down and developed by
means of implementing measures
in accordance with the examination
procedure referred to in Article
72(2).

or child at risk falls into. Further,
Member States shall also ensure
that the data entered in SIS indicate
which type of child at risk or
missing person case is involved,
wherever the type of case is
known. The rules on the
categorisation of the types of cases
and the entering of such data shall
be laid down and developed by
means of implementing measures
in accordance with the examination

falls into. Further, Member States
shall also ensure that the data
entered in SIS indicate which type
of missi

case is involved_ and that, in
relation to alerts issued pursuant
to points (c) and (d) of
paragraph 2, all relevant
information is made available at
the SIRENE Bureau of the
issuing Member State at the time
of the alert creation. Fhetules-on

Member States shall also ensure
that the data entered in SIS indicate
which type of case is involved,
wherever the type of case is
known, and that, in relation to
alerts issued pursuant to points
(c), (ca) and (cb) of paragraph 2,
all relevant information is made
available at the SIRENE Bureau
of the issuing Member State at
the time of the alert’s creation.

procedure referred to in Article the-categorisation-of-the-typesof
72(2). Under those rules, the types | eases-and-the-entering-ofsuch-data
of missing persons who are shat-be-tatd-down-and-developed
children shall include: by-means-of implementing
. I e
-
e_;eaml_naltlen pE |;e.1e0e8du|e Feferrec-io
418 @ runaways;
419 (b) unaccompanied children
in the context of migration;
420 (© children abducted by a
family member.
421| 6. Four months before a child 6. Four months before a child 6. Four months before a child | 6. Four months before a child

who is the subject of an alert under
this Article reaches adulthood, CS-
SIS shall automatically notify the

who is the subject of an alert under
this Article reaches adulthood, CS-
SIS shall automatically notify the

who is the subject of an alert under
this Article reaches the age of
majority in accordance with the

who is the subject of an alert under
this Article reaches the age of
majority in accordance with the

108

Moved to paragraph 8.
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issuing Member State that the
reason for request and the action to
be taken have to be updated or the
alert has to be deleted.

issuing Member State that the
reason for request and the action to
be taken have to be updated or the
alert will be deleted

national law of the issuing
Member Stateadultheed, CS-SIS
shall automatically notify the
issuing Member State that the
reason for request and the action to
be taken have to be updated or the
alert has to be deleted.

national law of the issuing
Member State, CS-SIS shall
automatically notify the issuing
Member State that the reason for
request and the action to be taken
have to be updated or the alert has
to be deleted.

422

7. Where there is a clear
indication that vehicles, boats or
aircraft are connected with a
person who is the subject of an
alert pursuant to paragraph 2, alerts
on those vehicles, boats and
aircraft may be issued in order to
locate the person. In those cases
the alert on the missing person and
the alert on the object shall be
linked in accordance with Article
60. The technical rules necessary
for entering, updating, deleting and
searching the data referred to in
this paragraph shall be laid down
and developed by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

7. Where there is a clear
indication that vehicles, boats or
aircraft are connected with a
person who is the subject of an
alert pursuant to paragraph 2, alerts
on those vehicles, boats and
aircraft may be issued in order to
locate the person. In those cases
the alert on the person and the alert
on the object shall be linked in
accordance with Article 60. The
technical rules necessary for
entering, updating, deleting and
searching the data referred to in
this paragraph shall be laid down
and developed by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

7. Where there is a clear
indication that vehicles, boats or
aircraft are connected with a
person who is the subject of an
alert pursuant to paragraph 2, alerts
on those vehicles, boats and
aircraft may be issued in order to
locate the person. In those cases
the alert on the missing-person and
the alert on the object shall be
linked in accordance with Acrticle

60. The technical rules necessary
for ent_eung upaating eleletmg_ and
sle_alelung H'el elaltalllellelll e_ell tel H
and-developed-by-means-of

I ol L

722"

7. Where there is a clear
indication that vehicles, boats or
aircraft are connected with a person
who is the subject of an alert
pursuant to paragraph 2, alerts on
those vehicles, boats and aircraft
may be issued in order to locate the
person. In those cases the alert on
the person and the alert on the
object shall be linked in accordance
with Article 60.

423

7a. Member States shall enter
in SIS the data of children who

moved to recital 23A

109

Moved to paragraph 8.
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have gone missing from reception
facilities as missing persons.

424 8119 The Commission shall | 8.1 The Commission shall
adopt _implementing acts to lay | adopt implementing acts to lay
down_and develop rules on the | down and develop rules on the
categorisation of the types of | categorisation of the types of
cases and the entering of data | cases and the entering of data
referred to in paragraph 5 and | referred to in paragraph 5. The
technical rules necessary for | types of cases of missing persons
entering, updating, deleting and | who are children shall include, but
searching the data referred to in | not be limited to, runaways,
paragraph 7. Those | unaccompanied children in the
implementing __acts _shall __be | context of migration and
adopted in_accordance with _the | abdueted children at risk of
examination procedure referred | parental abduction.
to in Article 72(2). The Commission shall also adopt

implementing acts to lay down
and develop technical rules
necessary for entering, updating,
deleting and searching the data
referred to in paragraph 7.
Those implementing acts shall be
adopted in accordance with the
examination procedure referred
to in Article 72(2).

425 Article 33 Article 33 Article 33 Article 33

110 Moved from paragraph 5 in fine and paragraph 7 in fine.

11 Moved from paragraph 5 in fine and paragraph 7 in fine.
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Text of this Article is the informal
outcome of technical discussion to
be confirmed by trilogue

426|  Execution of action based on an Execution of action based on an Execution of action based on an Execution of action based on an
alert alert alert alert
4271 1, Where a person as referred L. Where a person as referred 1. Where a person as referred | 1. Where a person referred to

to in Article 32 is located, the
competent authorities shall, subject
to paragraph 2, communicate his or
her whereabouts to the Member
State issuing the alert. In the case

to in Article 32 is located, the
competent authorities shall,
without prejudice to paragraph 2,
communicate without delay his or
her whereabouts to the Member
State issuing the alert. In the case

to in Article 32 is located, the
competent authorities shall, subject
to paragraph 2, communicate his or
her whereabouts to the Member
State issuing the alert.

in Article 32 is located, the
competent authorities shall, subject
to the requirements in
paragraph 2, communicate his or
her whereabouts to the Member

of missing children or children . ) State issuing the alert.
who need to be placed under of c_hlldren subject to alerts under
protection the executing Member Article 32 the executing Member
State shall consult immediately the Statg sh_all consult without delay
issuing Member State in order to Fhe |ssg|ng_Member State .
agree without delay on the mcludl_n_g its child protection
measures to be taken in order to aqthorltles In order to agree
safeguard the best interest of the w_ﬂhput delay and at the latest
child. The competent authorities within 12. hours on the measures to
may, in the cases referred to in be ta_ken In order to se_lfeguard the
Article 32(2)(a) and (c), move the best interest of th? .Ch'ld' The
person to a safe place in order to competent au_thorltles may, where
prevent him or her from continuing appropriate, in the cases referred
his journey, if so authorised by to in Article 32(2)(a) and (C)’ MOove
national law. the person toa safe place in order
to prevent him or her from
continuing his journey, if so
authorised by national law. If the
alert concerns a child, the
decision on the safe place shall
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take in consideration the

vulnerability of the child and his

or her best interests.

428 la. In the case of persons la. In the case of persons who
missing-children-orchildren-who need to be placed under protection
need to be placed under protection | as referred to in Article 32(2)(a),
as referred to in Article 32(2)(a), | (c), anrd (ca) and (cb), the
(c) and (d), the executing Member | executing Member State shall
State shall eepsult-immediately immediately consult its own
consult its own competent competent authorities and those
authorities and those in the of the issuing Member State
issuing Member State through the | through the exchange of
exchange of supplementary supplementary information in
information in order to agree order to agree without delay on the
without delay on the measures to measures to be taken. The
be taken in order to safeguard the | competent authorities in the
best interest of the child. The executing Member State may, in
competent authorities_in the accordance with national law,
executing Member State may, in | move such persons to a safe place
accordance with national law, — | in order to prevent them from
the-casesreferred-to-in continuing their journey.
Article-32(2)(a)-and-{e)-move the
person to a safe place in order to
prevent him or her from continuing
his journey;--se-autherised-by
nationaHaw.
429 1b. In the case of children any

decision on the measures to be
taken or any decision to move him
or-her the child to a safe place as
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referred to in paragraph la shall
be made in accordance with the
best interests of the child. Such
decisions shall be  made
immediately and not later
thanwithin 12 hours of when the
child is located in consultation
with relevant child protection
authorities, as appropriate.

4301 2, The communication, other 2. The communication, other | 2. The communication, other
than between the competent than between the competent | than between the competent
authorities, of data on a missing authorities, of data on a missing | authorities, of data on a missing
person who has been located and person who has been located and | person who has been located and
who is of age shall be subject to who is of age shall be subject to that | who is of age shall be subject to that
that person's consent. The person's consent. The competent | person's consent. The competent
competent authorities may, authorities may, however, | authorities may, however,
however, communicate the fact communicate the fact that the alert | communicate the fact that the alert
that the alert has been erased has been erased because the missing | has been erased because the missing
because the missing person has person has been located to the | person has been located to the
been located to the person who person who reported the person | person who reported the person
reported the person missing. missing. missing.

431 CHAPTER VIlII CHAPTER VIII CHAPTER VIII CHAPTER VIII

432| ALERTS ON PERSONS SOUGHT | ALERTS ONPERSONSSOUGHT | ALERTS ONPERSONS SOUGHT | ALERTS ON PERSONS SOUGHT

TO ASSISTWITH A JUDICIAL TO ASSIST WITH AJUDICIAL TO ASSIST WITH AJUDICIAL TO ASSIST WITH AJUDICIAL

PROCEDURE PROCEDURE PROCEDURE PROCEDURE

433 Article 34 Article 34 Article 34 Article 34
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434 Objectives and conditions for Objectives and conditions for Objectives and conditions for Objectives and conditions for
issuing alerts issuing alerts issuing alerts issuing alerts
4351 1, For the purposes of 1. For the purposes of |1 For the purposes of

communicating the place of
residence or domicile of persons,
Member States shall, at the request
of a competent authority, enter in
SIS data on:

communicating the place of
residence or domicile of persons,
Member States shall, at the request
of a competent authority, enter in
SIS data on:

communicating the place of
residence or domicile of persons,
Member States shall, at the request
of a competent authority, enter in
SIS data on:

436

(@ witnesses;

(@ witnesses;

(&) witnesses;

437

(b) persons summoned or
persons sought to be
summoned to appear before
the judicial authorities in
connection with criminal
proceedings in order to
account for acts for which
they are being prosecuted,

(b) persons summoned or
persons sought to be
summoned to appear before
the judicial authorities in
connection with criminal
proceedings in order to
account for acts for which
they are being prosecuted,

(b) persons summoned or
persons sought to be
summoned to appear before
the judicial authorities in
connection with criminal
proceedings in order to
account for acts for which
they are being prosecuted,;

438

(c) persons who are to be served
with a criminal judgment or
other documents in
connection with criminal
proceedings in order to
account for acts for which
they are being prosecuted,;

(c) persons who are to be served
with a criminal judgment or
other documents in
connection with criminal
proceedings in order to
account for acts for which
they are being prosecuted,;

(c) persons who are to be served
with a criminal judgment or
other documents in
connection with criminal
proceedings in order to
account for acts for which
they are being prosecuted;

439

(d) persons who are to be served
with a summons to report in
order to serve a penalty

(d) persons who are to be served
with a summons to report in
order to serve a penalty

(d) persons who are to be served
with a summons to report in
order to serve a penalty
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involving deprivation of involving deprivation of involving deprivation of
liberty. liberty. liberty.

4401 2, Where there is a clear 2. Where there is a clear | 2. Where there is a clear

indication that vehicles, boat or
aircraft are connected with a
person subject of an alert pursuant
to paragraph 1, alerts on those
vehicles, boats and aircraft may be
issued in order to locate the person.
In such cases the alerts on the
person and the alert on the object
shall be linked in accordance with
Article 60. The technical rules
necessary for entering, updating,
deleting and searching the data
referred to in this paragraph shall
be laid down and developed by
means of implementing measures
in accordance with the examination
procedure referred to in Article
72(2).

indication that vehicles, boats or
aircraft are connected with a person
subject of an alert pursuant to
paragraph 1, alerts on those
vehicles, boats and aircraft may be
issued in order to locate the person.
In such cases the alerts on the
person and the alert on the object
shall be linked in accordance with
Article 60.—Fhe—technical—rules

F - I - -
l - | | - -

indication that vehicles, boats or
aircraft are connected with a person
subject of an alert pursuant to
paragraph 1, alerts on those
vehicles, boats and aircraft may be
issued in order to locate the person.
In such cases the alerts on the
person and the alert on the object
shall be linked in accordance with
Article 60.

441

3113 The Commission shall

3.14  The Commission shall

adopt implementing acts to lay

adopt implementing acts to lay

down and develop technical rules

down and develop technical rules

necessary for entering, updating,

necessary for entering, updating,

deleting and searching the data

deleting and searching the data

referred to in paragraph 2. Those

referred to in paragraph 2. Those

112
113
114

Moved to paragraph 3.
Moved from paragraph 2, in fine.
Moved from paragraph 2, in fine.
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implementing __acts _shall __be | implementing acts shall be
adopted in_accordance with the | adopted in_accordance with the
examination procedure referred | examination procedure referred
to in Article 72(2). to in Article 72(2).

442 Article 35 Article 35 Article 35 Article 35

443 Execution of the action based on Execution of the action based on Execution of the action based on Execution of the action based on

an alert an alert an alert an alert

4441 Requested information shall be Requested information shall be | Requested information shall be
communicated to the requesting communicated to the requesting | communicated to the requesting
Member State through the Member State through the exchange | Member State through the exchange
exchange of supplementary of supplementary information. of supplementary information.
information.

445 CHAPTER IX CHAPTER IX CHAPTER IX CHAPTER IX

446 ALERTS ON PERSONS AND ALERTS ON PERSONS AND ALERTS ON PERSONS AND ALERTS ON PERSONS AND

OBJECTS FOR DISCREET
CHECKS, INQUIRY CHECKS OR
SPECIFIC CHECKS

OBJECTS FOR DISCREET
CHECKS, INQUIRY CHECKS OR
SPECIFIC CHECKS

OBJECTS FOR DISCREET
CHECKS, INQUIRY CHECKS OR
SPECIFIC CHECKS

OBJECTS FOR DISCREET
CHECKS, INQUIRY CHECKS OR
SPECIFIC CHECKS

447 Article 36 Article 36 Article 36 Article 36
Provisionally agreed at political
trilogue on 12 April 2018 subject
to further fine-tuning at technical
level

448

Objectives and conditions for
issuing alerts

Objectives and conditions for
issuing alerts

Objectives and conditions for
issuing alerts

Objectives and conditions for
issuing alerts
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4491 1, Data on persons or 1. Data on persons or the | 1. Data on persons, on erthe
vehicles, boats, aircraft and objects referred to in_Article | objects referred to in_Article
containers shall be entered in 38(2)(a), (b), (c), (e). (@), (M), (i). | 38(2)(a), (b). (c). (e). (@), (h). (}).
accordance with the national law of (k) _and non-cash means of | (k) and on non-cash means of
the Member State issuing the alert, payment shall be entered in | payment shall be entered In
for the purposes of discreet checks, accordance with the national law of | accordance with the national law of
inquiry checks or specific checks the Member State issuing the alert, | the Member State issuing the alert,
in accordance with Article 37(4). for the purposes of discreet checks, | for the purposes of discreet checks,

inquiry checks or specific checks in | inquiry checks or specific checks in
accordance with Article 37(3), (4) | accordance with Article 37(3), (4)
and (5). and (5).

450 la.  Whenissuing alerts for the | 1a.  When issuing alerts for the
purposes of discreet checks, | purposes of discreet checks,
inquiry checks or specific checks | inquiry checks or specific checks
and where the information sought | and where the information sought
by the issuing Member State is | by the issuing Member_State is
additional to that provided for in | additional to that provided for in
Avrticle 37(1), the issuing Member | Article 37(1)(a) to (h), the issuing
State shall add to the alert all | Member_State shall add to the
information being sought. alert _all _information __being

sought.

4511 2, The alert may be issued for 2. The alert may b? Issued for 2. The alert may be issued for | 2. The alert may be issued for
the purposes of prosecuting the PUrPOSES of prevgntmg, the purposes of preventing, | the purposes of preventing,
criminal offences, executing a detectlng, Investigating and detecting, investigating or | detecting, investigating or
criminal sentence and for the prosecuting criminal offences, prosecuting  criminal  offences, | prosecuting criminal  offences,

prevention of threats to public
security:

executing a criminal sentence and
for the prevention of threats to
public security:

executing a criminal sentence and
for the prevention of threats to
public security:

executing a criminal sentence and
for the prevention of threats to
public security:
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4521 (@)  where there is a clear _(a)_ _where there is clc_ear (@ where there is a clear|(a) where there Is a clear
indication that a person |nd|cat_|on t_hat a person mtend_s to indication that a person indication that a person
intends to commit or is commit or Is committing a serious intends to commit or is intends to commit or is
committing a serious crime, crime, V\_/here this is punishable, in committing a serious crime, committing a—Sserious—erime;
in particular the offences the ISsuing Member State, b_y a in particular the offences r—partielar—any _of _the
referred to in Article 2(2) of custodial sentence or dete_ntlon referred to in Article 2(2) of offences referred to in Article
the Framework Decision order for a ma}X|mum period of at the Framework Decision 2(1) and (2) of the
2002/584/JHA; least one year; 2002/584/JHA; or Framework Decision
2002/584/JHA,; or
453| (b)  where the information (b) whe_re the_mformatpn (b) where the information | (b) where the Information
referred to in Article 37(1) is referred to in Article 37(.1) 1S referred to in Article 37(1) is referred to in Article 37(1) is
necessary for the execution necessary for the execution of a necessary for the execution of necessary for the execution of
of a criminal sentence of a cr|m|_nal sentence.of a person a criminal sentenee_penalty a erminal-sentence—penalty
person convicted of a serious co_nv_lcted (?f a SErlous crime, v_vhere of a person convicted of a custodial sentence or
crime, in particular the this is punishable, in the ISSUing serious crime, in particular detention order regarding of
offences referred to in Article Member State, by a custodial the offences referred to in a person convicted ef—a
2(2) of the Framework sentence or de_tentlon order for a Article 2(2) of the Framework sertous-ertme—t-partieddar of
Decision 2002/584/JHA; or maxmum period of at least three Decision 2002/584/JHA; or any of the offences referred to
years, or in Article 2(1) and (2) of the
Framework Decision
2002/584/JHA; or
4541 (c)  where an overall assessment (©) where an overall (c) where an overall assessment | (c) where an overall assessment

of a person, in particular on
the basis of past criminal
offences, gives reason to
believe that that person may
also commit serious crimes
in the future, in particular the
offences referred to in Article

assessment of a person, in
particular on the basis of past
criminal offences, gives reason to
believe that that person may also
commit serious crimes in the
future, where this is punishable, in
the issuing Member State, by a
custodial sentence or detention

of a person, in particular on
the basis of past criminal
offences, gives reason to
believe that that person may
also commit serious crimes in
the future, in particular the
offences referred to in Article

of a person, in particular on
the basis of past criminal
offences, gives reason to
believe that that person may
also commit serious-erimes in
the future—in—particular the
offences referred to in Article
2(1) and 2(2) of the
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2(2) of the Framework order for a maximum period of at 2(2) of the Framework Framework Decision
Decision 2002/584/JHA. least three years. Decision 2002/584/JHA. 2002/584/JHA.
4551 3, In addition, an alert may be 3. In addition, an alert may be | 3. In addition, an alert may be

issued in accordance with national
law, at the request of the
authorities responsible for national
security, where there is a concrete
indication that the information
referred to in Article 37(1) is
necessary in order to prevent a
serious threat by the person
concerned or other serious threats
to internal or external national
security. The Member State issuing
the alert pursuant to this paragraph
shall inform the other Member
States thereof. Each Member State
shall determine to which
authorities this information shall be
transmitted.

issued in accordance with national
law, at the request of the authorities
responsible for national security,
where there is a concrete indication
that the information referred to in
Article 37(1) is necessary in order
to prevent a serious threat by the
person concerned or other serious
threats to internal or external
national security. The Member
State issuing the alert pursuant to
this paragraph shall inform the other
Member States thereof. Each
Member State shall determine to
which authorities this information
shall be transmitted via its SIRENE
Bureau.

issued in accordance with national
law, at the request of the authorities
responsible for national security,
where there is a concrete indication
that the information referred to in
Article 37(1) is necessary in order
to prevent a serious threat by the
person concerned or other serious
threats to internal or external
national security. The Member
State issuing the alert pursuant to
this paragraph shall inform the other
Member States thereof. Each
Member State shall determine to
which authorities this information
shall be transmitted via its SIRENE
Bureau.

456

4, Where there is a clear
indication that vehicles, boats,
aircraft and containers are
connected with the serious crimes
referred to in paragraph 2 or the
serious threats referred to in
paragraph 3, alerts on those
vehicles, boats, aircraft and
containers may be issued.

4. Where there is clear
evidence that vehicles, boats,
aircraft, containers, trailers with
an unladen weight exceeding 750
kg and caravans are connected
with the serious crimes referred to
in paragraph 2 or the serious
threats referred to in paragraph 3,
alerts on those vehicles, boats,
aircraft and containers may be

4. Where there is a clear
indication that the objects referred
to in Article 38(2)(a), (b), (c), (e),

4. Where there is a clear
indication that the objects referred
to in Article 38(2)(a), (b), (c), (e),

(q), (h), (1), (k) or non-cash means

(@), (h), [(O]. (1), (k) or non-cash

of paymentvehicles—beats,—aireraft
and-contathers—are connected with
the serious crimes referred to in
paragraph 2 or the serious threats
referred to in paragraph 3, alerts on
those objects wvehicles—beats;

means of payment are connected
with the serious crimes referred to
in paragraph 2 or the serious threats
referred to in paragraph 3, alerts on
those objects may be issued_and
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issued. atreraft—and—containers—may be | linked to the alerts entered
issued_and linked to the alerts | pursuant to paragraphs 2 and 3.
inserted pursuant to paragraphs
2 and 3.
- 5. Where there is clear . .
4571 5, Where there is a clear . - 5. Where—there—is—a—¢lear | (deletion)
indication that blank official evidence that blank official indication—that—blank—official
documents or issued identity documents or issued |dent|ty documents—or—isued—identity
documents are connected with the documents are connected with the documents are connected with the
serious crimes referred to in serious crimes referred to in sertous—ertmes—referred—to—in
paragraph 2 or the serious threats paragraph 2 or the serious threats paragraph 2 or the serious threats
referred to in paragraph 3, alerts on referred to in paragraph 3, alerts on referred-to-paragraph-3—alerts-on
those documents, regardless of the '_[hose_ documents: r_egardless of the those documents, regardless of the
identity of the original holder of | 'dentity of the original holder of | ;40 i) o6 4ne oridinal holder of the
the identity document, if any, may Lhe_lden'(tjlty_/r(rj]octun;]er]t, Ilf arl1y, may tdentity document, if any, may be
be issued. The technical rules € I1ssued. The technical rufes tssed Fhe—technical—rules
necessary for entering, updating, necessary for entering, updating, necessary for entering, updating,
deleting and searching the data deleting angl sea_rchlng the data deleting—and—searehing—the—data
referred to in this paragraph shall referfe" to in this paragraph shall referred to in this paragraph shall be
be laid down and developed by be laid dO.W” and de\_/eloped by taid-down-and-developed-by-means
means of implementing measures means of |mplen_1ent|ng measures of implementing measures In
in accordance with the examination | " accordance with th? examination | oceordance—with—the—exarmination
procedure referred to in procedure referred to in procedure referred to in Article
. Article 72(2) 115
Article 72(2). 2
458 6.1®  The Commission _shall | 6.1  The Commission _shall

adopt implementing acts to lay

adopt implementing acts to lay

down and develop the technical

down and develop the technical

rules necessary for entering,

rules necessary for entering,

115
116
117

Moved to paragraph 6.
Moved from paragraph 5 in fine.
Moved from paragraph 5 in fine.
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updating, deleting and searching | updating, deleting and searching
the data referred to in paragraph | the data referred to in paragraph
4 as well as the additional | 4 [as well as the additional
information referred to in | information referred to in
paragraph la. Those | paragraph 1a]. Those
implementing acts shall be | implementing acts shall be
adopted in accordance with the | adopted in accordance with the
examination procedure referred | examination procedure referred
to in Article 72(2). to in Article 72(2).

459 Article 37 Article 37 Article 37 Article 37
Provisionally agreed at political
trilogue on 12 April 2018 subject to
further fine-tuning at technical level

460| Execution of the action based on Execution of the action based on Execution of the action based on Execution of the action based on

an alert an alert an alert an alert

4611 1. For the purposes of discreet 1. For the purposes of discreet 1. For the purposes of discreet | 1. For the purposes of discreet

checks, inquiry checks or specific
checks, all or some of the
following information shall be
collected and communicated to the

checks, inquiry checks or specific
checks, all or some of the
following information shall be
collected and immediately
communicated to the authority

checks, inquiry checks or specific
checks, all or some of the following
information shall be collected and
communicated to the authority

checks, inquiry checks or specific
checks, all or some of the following
information shall be collected and
communicated to the issuing

authority issuing the alert when o issuing the—alert—when—berder | Member State:

border control checks, police and issuing the alert Wh_en border control checks, police and customs

customs checks or other law control checks, police and customs hecl ther | £ |

enforcement activities are carried chsclfts: or other Ia_w denff[)rcgtrr:]_ent activities—are—carried—out-within—a

out within a Member State: aclivities are carried out within a Member State:

Member State:

a e fact that the person for a e fact that the person for | (a e fact that the person who is

462 the fact that th f the fact that th f the fact that th h

whom, or the vehicle, boat,

whom, or the objects

the subject of an alert has

SIS Police Cooperation Regulation

156




COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

aircraft, container, blank
official document or issued
identity paper for which an
alert has been issued, has
been located;

referred to in Articlevehicle;

ceicial d . I
identity—paper 38(2)(a), (b),
(€., (e), (@), (), (. (k) or
non-cash means of payment
for which an alert has been
issued, has_or have been
located;

been located, or that objects
referred _to in__ Article
38(2)(a), (b), (c), (&), (9). (h),
[(D),] (D, (K) or non-cash
means of payment which are
the subject of an alert have
been located;

463| (b) the place, time and reason for (b) the place, time and reason for | (b) the place, time and reason for
the check; the check; the check;

4641 (c) the route of the journey and (c) the route of the journey and | (c) the route of the journey and
destination ; destination ; destination ;

465| (d) the persons accompanying (d) the persons accompanyingthe | (d) the persons accompanying the
the person concerned or the person concerned or the person concerned or the
occupants of the vehicle, boat occupants of the vehicle, boat occupants of the vehicle, boat
or aircraft or accompanying or aircraft or accompanying or aircraft or accompanying
the holder of the blank the holder of the blank official the holder of the blank official
official document or issued document or issued identity document or issued identity
identity document who can document who can document who can
reasonably be expected to be reasonably be expected to be reasonably be expected to be
associated with the persons associated with the persons associated with the persons
concerned; concerned, concerned;

466| (g) the identity revealed and (e) the identity revealed and |(e) the identity revealed and

personal description of the
person using the blank
official document or issued

personal description of the
person using the blank
official document or issued

personal description of the
person using the blank
official document or issued
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identity paper subject of the identity paper subject of the identity paper subject of the
alert; alert; alert;

( the vehicle, boat, aircraft,

467] (f)  the vehicle, boat, aircraft or . . . () objects referred to in| (f) the objects referred to in
container used: container, trailers with an unladen Article 38(2)(a). (b). (c), (e), Article 38(2)(a), (b). (). (e),
weight exceeding 750 kg and (@. (h). (i). (K) or non-cash (@. (h). [()1. (i). (K) or non-
caravans used; means __of payment the cash _means of payment
vehicle,—boat—aireraft—or used;
container used;

468| (g) objects carried, including () objects carried, including | (g) objects carried, including
travel documents; travel documents; travel documents;

4691 (h) the circumstances under (n) the circumstances under | (h) the circumstances under
which the person or the which the person or the which the person or the
vehicle, boat, aircraft, motor __vehicle, trailer, objects referred to in Article
container, blank official caravan, boat, container, 38(2)(a), (b), (c), (e), (0). (h),
document or issued identity aircraft, eentairer——blank [(1).] (1), (K) or non-cash
paper was located. official document or issued means _of payment was

identity paperdocuments or located;
non-cash means of payment
was located;

470 () __other _information, _the | To be further discussed

collection of which may
have been requested by the
issuing _Member State in
accordance with _Article

36(1a).

Informal outcome of technical
discussion awaiting feedback from
respective Legal Services:

(i) any other information
being sought by the issuing
Member State in accordance with

Avrticle 36(1a).
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If the information referred to
under point (i) relates to data
categories defined in Article 10 of
Directive  (EU) 2016/680, such
information_may only be sought
where _strictly necessary for the
specific_purpose of the alert and
processed in_accordance with the
conditions set out pursuant to that
Article [and...].

471

2. The information referred to
in paragraph 1 shall be
communicated through the
exchange of supplementary

2. The information referred to
in paragraph 1 shall be
immediately communicated
through the exchange of
supplementary information.

2. The information referred to
in paragraph 1 shall be
communicated through the
exchange of  supplementary

2. The information referred to
in paragraph 1 shall be
communicated through the
exchange of supplementary

information. information. information.

4721 3, Depending on the 3. Depending————on———the | 3. A discreet check shall comprise
operational circumstances and in operational—cireumstanees—and—in | the discreet collection of as much
accordance with national law, a accordance—with—hational-taw,—aA | information described in

discreet check shall comprise a
routine check of a person or object
with a view to collecting as much
of the information described in
paragraph 1 as possible without
jeopardising the discreet nature of
the check.

discreet check shall comprise the
discreet collection of as much

paragraph 1 as possible during
routine activities carried out by

information described in

the competent national

paragraph 1 as possible during

authorities. The collection of this

routine activities carried out by

information shall not jeopardise

the competent national

the discreet nature of the checks

authorities. The collection of this

and the subject of the alert shall

information shall not jeopardise

in no way be made aware of the

the discreet nature of the checks

existence of the alert.

and the subject of the alert shall
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in no way be made aware as to the
existence of the alert.

473 4, Depending on the 4 Depepdlng on the . 4. Depending——on——the | 4. An inquiry check shall
operational circumstances and in operational circumstances and in operational—circumstances—and—nr | comprise the interviewing of the
accordance with national law, an acpordance W't.h national I_aw, and accordance—with—natienaltawaAn | person,_including on the basis of
inquiry check shall comprise a without prejudice to the rights of inquiry check shall comprise the a | information or specific_guestions
more in-depth check and a suspects and accused persons to more—in-depth—eheck—and—a | added to the alert by the issuing
questioning of the person. Where have access toa Iayvyer_m guestioning—interviewing of the | Member _State. The _interview
inquiry checks are not authorised ggi%;jg/néaw:‘t?théectlve person—Where—inguiry—cheeks—are | shall be carried out in accordance
by the law of a Member State, they I 0 q ‘]‘: huropean_lm not—autherised—by—thetaw—ofa | with _the national law of the
shall be replaced by discreet Parliament and of the Council™, Member—State,—they—shall—be | executing Member State'?°,
checks in that Member State. an inquiry check shall comprise a replaced by discreet checks in that

more in-depth check and a Member-State!'®_including on the
questioning of the person. basis_of information or_specific
guestions added to the alert by
the issuing Member_State. The
interview shall be carried out in
accordance with the national law
of the executing Member State.
TFhe-person-may-be-informed-abeut
4741 5, During specific checks, 5. During specific checks, | 5. During specific  checks,

persons, vehicles, boats, aircraft,

persons, vehicles, boats, aircraft,

persons, vehicles, boats, aircraft,

118

119
120

Directive 2013/48/EU of the European Parliament and of the Council of 22 October 2013 on the right of access to a lawyer in criminal proceedings and in European
arrest warrant proceedings, and on the right to have a third party informed upon deprivation of liberty and to communicate with third persons and with consular authorities
while deprived of liberty (OJ L 294, 6.11.2013, p. 1).

Moved to new paragraph 6.

Directive 2013/48/EU of the European Parliament and of the Council of 22 October 2013 on the right of access to a lawyer in criminal proceedings and in European
arrest warrant proceedings, and on the right to have a third party informed upon deprivation of liberty and to communicate with third persons and with consular authorities
while deprived of liberty (OJ L 294, 6.11.2013, p. 1).
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containers and objects carried, may
be searched in accordance with
national law for the purposes
referred to in Article 36. Searches
shall be carried out in accordance
with national law. Where specific

containers and objects carried, may
be searched in—accordance—with
natioral—law—for the purposes
referred to in Article 36. Searches
shall be carried out in accordance

with national law. Where-specific

containers and objects carried, may
be searched for the purposes
referred to in Article 36. Searches
shall be carried out in accordance
with national law.

checks are not authorised by the checksarenetauthorised-by-thedaw
law of a Member State, they shall of a Member State, they shall be
be replaced by inquiry checks in replaced-by—tnguiry—cheeks—+n-that
that Member State. Member-State:12
475 6 Where specific checks are Presidency compromise proposal:

not authorised by the national law
ofa—Member—State, they shall be
replaced by inquiry checks in that
Member State'?2._Where inquiry
checks are not authorised by
national _law, they shall be
replaced by discreet checks in
that Member State!?,

6. Where specific checks are
not authorised by the national law
of-a-Member-State, they shall be
replaced by inquiry checks in that
Member State. Where inquiry
checks are not authorised by
national law, they shall be
replaced by discreet checks in
that Member State. Where
Directive 2013/48 applies |
Member States shall ensure that
the right of suspects and accused
persons to have access to a lawyer
is respected under the conditions
set out in that Directive.

121
122
123

Moved to new paragraph 6.
Moved from paragraph 5.
Moved from paragraph 4.
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476 7. Paragraph 6 is_without | 7. Paragraph 6 is_without
prejudice to the obligation of | prejudice to the obligation of
Member States to make available | Member States to make available
to the end-users all additional | to the end-users the information
information referred to in Article | soughtunder Article 36(1a).
36(1a) and to ensure that this
information__is__ collected and
communicated to the issuing
Member _ State through the
exchange of  supplementary
information.

477 CHAPTER X CHAPTER X CHAPTER X CHAPTER X

478 ALERTS ONOBJECTS FOR ALERTS ON OBJECTS FOR ALERTS ONOBJECTS FOR ALERTS ON OBJECTS FOR

SEIZURE OR USE AS EVIDENCE
IN CRIMINAL PROCEEDINGS

SEIZURE OR USE AS EVIDENCE
IN CRIMINAL PROCEEDINGS

SEIZURE OR USE AS EVIDENCE
IN CRIMINAL PROCEEDINGS

SEIZURE OR USE AS EVIDENCE
IN CRIMINAL PROCEEDINGS

479 Article 38 Article 38 Article 38 Article 38
480 Obijectives and conditions for Obijectives and conditions for Obijectives and conditions for Obijectives and conditions for
issuing alerts issuing alerts issuing alerts issuing alerts
4811 1, Data on objects sought for 1. Data on objects sought for | 1. Data on objects sought for
the purposes of seizure for law the purposes of seizure for—aw |the purposes of seizure fer—taw
enforcement purposes or use as enforcement-purpeses-or for use as | enforcementpurpeses-or for use as

evidence in criminal proceedings
shall be entered in SIS.

evidence in criminal proceedings
shall be entered in SIS.

evidence in criminal proceedings
shall be entered in SIS.

482

2. The following categories of
readily identifiable objects shall be
entered:

2. The following categories of
readily identifiable objects shall be
entered:

2. The following categories of
readily identifiable objects shall be
entered:
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483| (@) motor vehicles, as defined by (@ motor vehiclesr-as-defined-by | (@) motor vehicles;-as-defined-by
national law, regardless of nationaHaw;-regardless of nationaHaw,-regardless of
the propulsion system; the propulsion system; the propulsion system;

4841 (b) trailers with an unladen (b) trailers with an unladen (b) trailers with an unladen
weight exceeding 750 kg; weight exceeding 750 kg; weight exceeding 750 kg;

485| (c) caravans; (c) caravans; (c) caravans;

486| (d) industrial equipment; (d) industrial equipment; (d) industrial equipment;

487| (e)  boats; (e) boats; (e) boats;

488| (f)  boat engines; (f)  boat engines; ()  boat engines;

4891 (g) containers; (g) containers; (g) containers;

4901 (h)  aircraft; g;])ginesz?ircraft and aircraft (hy aircraft; (h) aircraft;

491 (ha) aircraft engines; (ha) aircraft engines;

4921 (i)  firearms; () firearms; 0] firearms;

493| (j)  blank official documents () blank official documents Provisionally agreed subject to

which have been stolen,
misappropriated or lost;

which have been stolen,
misappropriated, ex-lost or
purport to be such a
document but are false;

lawyer linguists’ feedback on
terminology

0)

blank official documents
which have been stolen,
misappropriated, er-lost or
purport to be such a
document but are false;
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4941 (k) issued identity documents (k) issued identity documents Provisionally agreed subject to
such as passports, identity such as passports, identity lawyer linguists’ feedback on
cards, driving licenses, cards, driving-licenses; terminology
residence perm_its and travel residence permits, and travel (k) issued identity documen ts -
documents which have been documents and as well as

. . R - such as passports, identity
stolen, misappropriated, lost driving licenses which have cards dﬂwng—heense&
o e o | rsdcepormis,nd e

e ’ documents ané nd driving
falsified, to be su_c_h a.document but TeamEes = wileh AV e
are falsited; stolen, misappropriated, lost
or, invalidated or purport to
be such a document but are
false;

4951 (I)  wvehicle registration (D vehicle registration Provisionally agreed subject to
certificates and vehicle certificates and vehicle lawyer linguists’ feedback on
number plates which have number plates which have terminology
been stqlen, _misappropriated, been sto_len, _misappropriated, () vehicle registration
lost, or invalidated or purport lost, or invalidated or purport O :

be such a document or to be such a document or certificates and vghlcle
to e e number plates which have
plate but are falsified,; plate but are falsified; been stolen, misappropriated,
lost, or invalidated or purport
to be such a document or
plate but are false;
496| (m) banknotes (registered notes) (m) banknotes (registered notes) | Provisionally agreed subject to

and falsified banknotes;

and falsified banknotes;

lawyer linguists’ feedback on
terminology

(m) banknotes (registered notes)
and false banknotes;
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4971 (n)  technical equipment, (n) technical (n) technical
information technology items eguiprmentinformation eguipmentinformation
and other high-value readily technology items—and—other technology items—and—other
identifiable objects; high value ~ readily high value  readily
identifiable-objects'®; identifiable-objects'?;

4981 (0) identifiable component parts (o) identifiable component parts | (0) identifiable component parts

of motor vehicles; of motor vehicles; of motor vehicles;

4991 (p) identifiable component parts (p) identifiable component parts | (p) identifiable component parts

of industrial equipment. of industrial equipment; of industrial equipment;

500 (q) other identifiable objects of | (@) other identifiable objects of
high-value!?®, as defined in high-value?’, as defined in
accordance with paragraph accordance with paragraph
3. 3.

501 With regard to the documents

referred to in paragraphs 2(j), (k)
and (1), the issuing Member State
may _ specify _whether  such
documents are stolen,
misappropriated, lost,
invalidated or false.

Provisionally agreed subject to
lawyer linguists’ feedback on
terminology

With regard to the documents
referred to in points (j), (k) and
(1), the issuing Member State may
specify whether such documents
are stolen, misappropriated, lost,
invalid or false.

124
125
126
127

Moved to new point (q).
Moved to new point (q).
Moved from point (n).
Moved from point (n).
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502

3. The definition of new sub-
categories of object under
paragraph 2(n) and the technical
rules necessary for entering,
updating, deleting and searching
the data referred to in paragraph 2
shall be laid down and developed
by means of implementing
measures in accordance with the
examination procedure referred to
in Article 72(2).

3. The Commission shall be
empowered to adopt a delegated
act in accordance with Article 71a
to define new sub-categories of
object under paragraph 2(n). The
technical rules necessary for
entering, updating, deleting and
searching the data referred to in
paragraph 2 shall be laid down and
developed by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

3. The definition of new sub-
categories of objects under
paragraph 2(n),_(0), (p) and (q)
and the technical rules necessary
for entering, updating, deleting and
searching the data referred to in
paragraph 2 shall be laid down and
developed by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

Rapporteur’s proposal:

3. The Commission shall be
empowered to adopt a delegated
act in accordance with Article 71a
to define new sub-categories of
objects under paragraph 2(n), (0),
(p) and (q).

503

4. The technical rules necessary for
entering, updating, deleting and
searching the data referred to in
paragraph 2 shall be laid down and
developed by means of
implementing measures in
accordance with the examination
procedure referred to in Article
72(2).

504

Article 39

Article 39

Article 39

Article 39

505

Execution of the action based on
an alert

Execution of the action based on
an alert

Execution of the action based on
an alert

Execution of the action based on
an alert

506

1. Where a search brings to
light an alert for an object which

1. Where a search brings to
light an alert for an object which
has been located, the authority

1. Where a search brings to
light an alert for an object which

1. Where a search brings to
light an alert for an object which
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has been located, the authority
which matched the two items of
data shall in accordance with
national law seize the object and
contact the authority which issued
the alert in order to agree on the
measures to be taken. For this
purpose, personal data may also be
communicated in accordance with
this Regulation.

which matched the two items of
data shall in accordance with
national law seize the object and
contact the authority which issued
the alert in order to agree on the
measures to be taken. For this
purpose, personal data may also be
communicated through the
exchange of supplementary
information.

has been located, the authority
which matched the two items of
data shall in accordance with
national law seize the object and
contact the authority which issued
the alert in order to agree on the
measures to be taken. For this
purpose, personal data may also be
communicated in accordance with
this Regulation.

has been located, the authority
which matched the two items of
data shall in accordance with
national law seize the object and
contact the authority which issued
the alert in order to agree on the
measures to be taken. For this
purpose, personal data may also be
communicated in accordance with
this Regulation.

507

2. The information referred to
in paragraph 1 shall be
communicated through the
exchange of supplementary
information.

deleted

2. The information referred to
in paragraph 1 shall be
communicated through the
exchange of supplementary
information.

2. The information referred to
in paragraph 1 shall be
communicated through the
exchange of supplementary
information.

508

3. The Member State which
located the object shall take the
requested measures in accordance
with national law.

3. The Member State which
located the object shall take the
requested measures in accordance
with national law.

3. The Member State which
located the object shall take the
requested measures in accordance
with national law.

509 CHAPTER XI CHAPTER XI CHAPTER XI CHAPTER XI
510 ALERTS ON UNKNOWN ALERTS ON UNKNOWN ALERTS ON UNKNOWN ALERTS ON UNKNOWN
WANTED PERSONS FOR WANTED PERSONS FOR WANTED PERSONS FOR WANTED PERSONS FOR

IDENTIFICATION ACCORDING
TO NATIONAL LAW AND
SEARCHWITHBIOMETRIC
DATA

IDENTIFICATION UNDER
NATIONAL LAW

IDENTIFICATION ACCORDING
TO NATIONAL LAW AND
SEARCHWITHBIOMETRIC
DATA

IDENTIFICATION UNDER
NATIONAL LAW

128

Moved to new Chapter Xla.
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511 Article 40 Article 40 Article 40 Article 40
5121 Alerts on unknown wanted person }MGI_’LS 0?. fan{!own wdanted tperscin Alerts on unknown wanted person | Alerts on unknown wanted person
for apprehension under national Ior \dentitication under nationa for apprehensien-identification for identification under national
law aw under national law law
513| Dactylographic data may be :e}n tered Iijnagtlyslofl((:)?rl)’:;a(i:gat?ay be Dactyloscographic data may be | LIBE proposal:
entered in SIS, not related to persons who are subject of the entered in SIS, not related to 1 Dactyloscopic data which is

persons who are subject of the
alerts. These dactylographic data
shall be either complete or
incomplete sets of fingerprints or
palm prints discovered at the
scenes of crimes under
investigation, of serious crime and
terrorist offence and where it can
be established to a high degree of
probability that they belong to the
perpetrator of the offence. The
dactylographic data in this category
shall be stored as “unknown
suspect or wanted person”
provided that the competent
authorities cannot establish the
identity of the person by using any
other national, European or
international database.

alerts. These dactyloscopic data
shall be either complete or
incomplete sets of fingerprints or
palm prints discovered at the
scenes of terrorist offences or
other serious crimes under
investigation and where it can be
established to a very high degree of
probability that they belong to the
perpetrator of the offence. If the
competent authority of the issuing
Member State cannot establish the
identity of the suspect by using
any other relevant data base, the
dactyloscopic data in this category
may be stored as “unknown
suspect or wanted person” for the
purpose of identifying such a
person and his or her
whereabouts.

persons who are subject of the
alerts. These dactyloscographic
data shall be either complete or
incomplete sets of fingerprints or
palm prints_that are discovered at
the scenes of serious crimes_or
terrorist offences under
investigation, of-serious—crime—and
terreristoffenee-and where it can be
established to a high degree of
probability that they belong to the-a
perpetrator of the offence.

The dactyloscographic data in this
category shall be stored as
“unknown suspect or wanted
person” and shall only be stored
whereprevided-that the competent
authorities of the issuing Member
State cannot establish the identity
of the person by using any other
national, European or international
database.

unrelated to persons who are the
subject of alerts may be entered
into SIS. These dactyloscopic data
shall be either complete or
incomplete sets of fingerprints or
palm prints discovered at the scenes
of terrorist offences or other
serious crimes under investigation.
They shall only be entered into SIS
where it can be established to a very
high degree of probability that they
belong to a perpetrator of the
offence.

If the competent authority of the
issuing Member State cannot
establish the identity of the suspect
on the basis of data from any other
relevant national, Union or
international database, the
dactyloscopic data referred to in
the first subparagraph may only be
stored in this category of alerts as
“unknown wanted person” for the
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purpose of identifying such a
person.
514 Article 41 Article 41 Article 41 Article 41
515|  Execution of the action based on Execution of the action based on Execution of the action based on Execution of the action based on
an alert an alert an alert an alert
516 In the event of a hit or a potential L In the event of a hit or a In the event of a hit erapetential | In the event of a hit with the data

match with the data stored pursuant
to Article 40, the identity of the
person shall be established in
accordance with national law,
together with verification that the
dactylographic data stored in SIS
belong to the person. Member
States shall communicate by using
supplementary information in order
to facilitate timely investigation of
the case.

potential match with the data
stored pursuant to Article 40, the
identity of the person shall be
established in accordance with
national law, after verification by a
fingerprint expert that the
dactyloscopic data stored in SIS
belong to the person.Member
States shall immediately
communicate by using
supplementary information in order
to facilitate timely investigation of
the case.

mateh-with the data stored pursuant
to Article 40, the identity of the
person shall be established in
accordance with national law,
together with expert verification
that the dactyloscographic data
stored in SIS belong to the person.
Member States shall communicate
information _about the identity

stored pursuant to Article 40, the
identity of the person shall be
established in accordance with
national law, together with expert
verification that the dactyloscopic
data stored in SIS belong to the
person. Member States shall
communicate__information about
the identity and the whereabouts

and _the whereabouts of the | of the person through the
person _by—usingthrough the | exchange  of  supplementary

exchange  of _ supplementary
information in order to facilitate
timely investigation of the case.

information in order to facilitate
timely investigation of the case.

517 CHAPTER Xla CHAPTER Xla

518 SPECIFIC RULES FOR SPECIFIC RULES FOR
BIOMETRIC DATA BIOMETRIC DATA

519 Article 41A (ex-Article 22) Article 41A (ex-Article 22)

520 Specific rules for entering Specific rules for entering

photographs, facial images,

photographs, facial images,
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dactylographiescopic data and dactylographiescopic data and
DNA profiles DNA profiles

521

1. The entering into SIS of data
referred to in Article 20(3)(w), (X)
and (y) shall be subject to the
following provisions:

LIBE proposal:

1. Only facial images and
dactyloscopic data referred to in
Article 20(2)(w) and (x) which
fulfil a minimum data quality
standard shall enly-be entered into
SIS. Before such data are entered,
fellowing a quality check shall be
performed in order to ascertain
whether a the fulfilment—of—a
minimum data quality standard has
been met.

522

Informal outcome of technical
discussion

la. Dactyloscopic data entered
in SIS shall consist of one to ten
flat fingerprints or one to ten rolled
fingerprints [and may consist of
[two] palm prints [if available]].

523

(@) Photographs, facial images,
dactylographiescopic data
and DNA profiles shall only
be entered following a
quality check to ascertain the
fulfilment of a minimum data
quality standard.

Deletion (moved under para. 1)
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524 (b) A DNA profile may only be | LIBE proposal:
added to alerts provided for 1b. A DNA profile may only be
in Article 32(2)(a) and (c) added to alerts in the situations
?ggé)lr}%gézgrgrphotographs, provided for in Article 32(2)(a)

. . only following a quality check to
da?tylowm Qata ascertain whether the minimum
swtablg for identification are data quality standard has been met
not gv_allableLnot . and only where photographs, facial
sufficient. The DNA_proflles images or dactyloscopic data
of persons who are direct suitable for identification are not
a_sce_ndants, descendant§ or available. The DNA profiles of
siblings of the alert subject persons who are direct ascendants,
may _be added to the alert descendants or siblings of the alert
provided tha_t those PErsons subject may be added to the alert
concerned gives _exph_c@ provided that those persons
consent. The-racial-origin-of concerned give explicit consent.
Fh&pepse{q—shau—net—be . Where a DNA profile is added to
eluded-inthe DNA-profile. an alert, that profile shall contain

the minimum information strictly

necessary for the identification of

the missing person and, in all

event, shall always exclude the

racial origin and health

information about that person.
525 2. Quality standards shall be | EIBE proposal:

established for the storage of the
data referred to under paragraph
1(a) of this Article and Article 40.
The specification of these standards
shall be laid down by means of

2. Quality standards shall be
established for the storage of the
biometric data referred to in
paragraph 1. These quality
standards shall set the level of
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implementing  measures  and | quality required for using the data
updated in accordance with the | to verify the identity of a person in
examination procedure referred to | accordance with Article 42 (1) and
in Article 72(2). for using the data to identify a

person in accordance with Article
42 (2)-(4).
526 LIBE proposal:
2a. The quality specification—of
these standards referred to in
paragraphs 1, 1b and 2 shall be laid
down by means of implementing
measures and  updated in
accordance with the examination
procedure referred to in Article
72(2).
527 Article 42 Article 42 Article 42 Article 42
5281  Specific rules for verification or Spech;ic r_grl]esr:‘otr verifi;]:atifon_olr Specific rules for verification or Specific rules for verification or
search with photographs, facial searc V\g tplo ograp ds’t acu'é search with photographs, facial search with photographs, facial
images, dactylographic data and gﬁges, fa_alc yl0ScopiC data an images, dactyloscographic data images, dactyloscographic data
DNA profiles Protiies and DNA profiles and DNA profiles
5291 1. Photographs, facial images, L Where photographs, facial 1. Photographs, facial images, | 1. Where photographs, facial

dactylographic data and DNA
profiles shall be retrieved from SIS
to verify the identity of a person
who has been located as a result of
an alphanumeric search made in
SIS.

images, dactyloscopic data and
DNA profiles are contained within
an alert in SIS, such data shall be
retrieved from SIS to confirm the
identity of a person who has been
found as a result of an
alphanumeric search made in SIS.

dactyloscographic data and DNA
profiles shall be retrieved,
whenever it is necessary, from
SIS to verify the identity of a
person who has been located as a
result of an alphanumeric search
made in SIS.

images and dactyloscopic data are
available in an alert in SIS, such
data shall be used to confirm the
identity of a person who has been
located as a result of an
alphanumeric search made in SIS.
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la. To check whether the

530 : As part of an overall compromise
person already appears in SIS with Art. 23a, could be withdrawn.
under another identity, a
fingerprint search may be carried
out before a new alert is issued.

531 2. Dactyloscopic data may

2. Dactylographic data may
also be used to identify a person.
Dactylographic data stored in SIS
shall be searched for identification
purposes if the identity of the
person cannot be ascertained by
other means.

also be used to identify a person.
Dactyloscopic data stored in SIS
shall be used for identification
purposes only if the identity of the
person cannot be ascertained by
alphanumeric data. For this
purpose the Central SIS shall
contain an automated fingerprint
identification system (AFIS).

2. Dactylographic data stored
#-StS-shakl-be-searched-for
dentification purposes tf the
identity of the person cannot be
ascertained by other means
dactyloscopic data shall be used
searched for identification
purposes. Dactyloscographic data
may alse-be used-searched in all
cases to identify a person.

LIBE proposal (to combine the
Council and EP position):

If the identity of the person cannot
be ascertained by other means,
dactyloscopic data shall be
searched for identification
purposes. Dactyloscopic data
may be searched in all cases to
identify a person. For this
purpose the Central SIS shall
contain an Automated Fingerprint
Identification System (AFIS).

Council to check.

532

2a. Member States shall make
available to end-users an
Automated Fingerprint
Identification System at the latest
two years after the entry into force
of this Regulation. They shall take
necessary measures to that end,
including, where necessary,
adjustments to their N.SIS.

To be further discussed, especially
whether defining a date in the
Regulation is indeed the right
approach.

Commission services proposal:

Within two years following the
entry into force of this Regulation,
Member States shall enable end-
users to conduct searches with
dactyloscopic data.
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[Linked to Art. 58]

LIBE does agree with this COM
proposal, provided that
“automated” is inserted before
“searches”

533

3. Dactylographic data stored
in SIS in relation to alerts issued
pursuant to Articles 26, 34(1) b)
and d) and Article 36 may also be
searched by using complete or
incomplete sets of fingerprints or
palm prints discovered at the
scenes of crimes under
investigation, and where it can be
established to a high degree of
probability that they belong to the
perpetrator of the offence provided
that the competent authorities are
unable to establish the identity of
the person by using any other
national, European or international
database.

3. Dactyloscopic data stored
in SIS in relation to alerts issued
pursuant to Articles 26, 34(1) b)
and d) and Article 36 may also be
searched by using complete or
incomplete sets of fingerprints or
palm prints discovered at the
scenes of terrorist offences or
other serious under investigation,
and where it can be established to a
high degree of probability that they
belong to the perpetrator of the
terrorist offence or other serious
crime provided that the competent
authorities are unable to establish
the identity of the person by using
any other national, European or
international database.

3. Dactyloscographic data
stored in SIS in relation to alerts
issued pursuant to Articles 26, 32,
34y b)and-d), 36 and Article-36
40 may also be searched by using
complete or incomplete sets of
fingerprints or palm prints
discovered at the scenes of serious
crimes_or terrorist offences!?®
under investigation, and where it
can be established to a high degree
of probability that they belong to
the-a perpetrator of the offence
provided-thatthe-competent

he identitv of I .
I-H-te{lﬂa-t-l-e-na-l—d-a-t&b&se- i .

The EP will come back on this point
later in particular on the Council’s
deletion

534

3a.  Where final identification
in accordance with this Article
reveals that the result of the
comparison received from the
Central SIS does not correspond
to the dactyloscopic data sent for

LIBE will come back on this point

129

In line with Article 40.
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comparison, Member States shall
immediately erase the result of the
comparison and communicate this
to the Agency as soon as possible
and no later than within three
working day.

535

4. As soon as this becomes
technically possible, and while
ensuring a high degree of
reliability of identification,
photographs and facial images may
be used to identify a person.
Identification based on
photographs or facial images shall
only be used at regular border
crossing points where self-service
systems and automated border
control systems are in use.

4. The Commission is
empowered to adopt a delegated
act in accordance with Article 71a
determining the use of
photographs and facial images
and DNA profiles for the purpose
of identifying persons and the
technical standards for doing so
including the search, as well as
the identification and
confirmation of identity. The
Commission shall adopt that
delegated act as soon as this
becomes technically possible with
a high degree of reliability of
identification, photographs and
facial images may be used to
identify a person. Identification
based on photographs or facial
images shall only be used at
regular border crossing points
where self-service systems and
automated border control systems

4. As soon as this becomes
technically possible, and while
ensuring a high degree of
reliability of identification,
photographs and facial images may
be used to identify a person.
Before the functionality is
implemented, the Commission
shall present a report on the
availability and readiness of the
required technology, on which
the European Parliament shall
be consulted.° Identification
based on photographs or facial
images shall erby-be used subject
to national law-atregular-border
- - I It )
systems and automated border
eontrolsystems-are-Huse.

LIBE proposal:

4. Facial images may be used
to identify a person/third country
national As as soon as this becomes
technically possible ard-with —and

whie—ensuring—a high degree of

reliability of——identification;
: I ! facial
} } . Before

that functionality is implemented,
the Commission shall present a
report on the availability, and
readiness and reliabilty of the
required technology, on which the
European Parliament shall be
consulted.

Identification based on photographs
or facial images shall only be used
in the context of regular border
crossing points where self-service
systems and automated border
control systems are in use. X years

130

Similar to the text of Article 22(c) of Regulation (EC) No 1987/2006 of 20 December on the establishment, operation and use of the second generation Schengen Information

System (SIS I1).
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are in use.

after the start of the use of the
functionality at such regular
border crossing points, the
Commission is empowered to adopt
delegated acts in accordance with
Article 54a  concerning the
determination of other
circumstances in which
photographs and facial images
may be used for the identification
of persons/ third-country
nationals.

Commission services proposal:

4. As soon as this becomes
technically possible, and while
ensuring a high degree of
reliability of identification,
photographs and facial images may
be used to identify a person.
Identification based on
photographs or facial images shall
only be used in the context of
regular border crossing points
where self-service systems and
automated border control systems
are in use.

Before this functionality is
implemented in SIS, the
Commission shall present a
report on the availability and
readiness of the required
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technology, on which the
European Parliament shall be
consulted.3!

Following the deployment at
border cross points, the
Commission shall be empowered to
adopt a delegated act in
accordance with Article 54a
determining in which other
circumstances facial images can be
used for the identification of third-
country nationals .

Council can accept adding the
reference to reliability to the
Commission services proposal as a
compromise.

Political agreement was reached
during trilogue on 07-02-2018. To be
fine-tuned at technical level (on the
basis of COM Services proposal).

536

CHAPTER XIlI

CHAPTER XIlI

CHAPTER XIlI

537

RIGHT TO ACCESS AND
RETENTION OF ALERTS

RIGHT TO ACCESS AND
RETENTION OF ALERTS

RIGHT TO ACCESS AND
RETENTION OF ALERTS

538

Article 43

Article 43

Article 43

Article 43

131

Similar to the text of Article 22(c) of Regulation (EC) No 1987/2006 of 20 December on the establishment, operation and use of the second generation Schengen Information
System (SIS I1).
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5391 Authorities having a right to access | Authorities having a right to access | Authorities having a right to access Entire Article to be further
alerts alerts alerts discussed
5401 1, Access to data entered in 1. National competent

SIS and the right to search such
data directly or in a copy of SIS
data shall be reserved to the
authorities responsible for:

authorities shall have Aaccess to
data entered in SIS and the right to
search such data directly or in a

copy of SIS data shat-bereserved

to the authorities responsible for
the purposes of:
5411 (a)  border control, in accordance (@) border control, in accordance | (a) border control, in accordance
with Regulation (EU) with Regulation (EU) with Regulation (EU)
2016/399 of the European 2016/399 of the European 2016/399 of the European
Parliament and of the Parliament and of the Parliament and of the
Council of 9 March 2016 on Council of 9 March 2016 on Council of 9 March 2016 on
a Union Code on the rules a Union Code on the rules a Union Code on the rules
governing the movement of governing the movement of governing the movement of
persons across borders persons across borders persons across borders
(Schengen Borders Code); (Schengen Borders Code); (Schengen Borders Code);
5421 (b) police and customs checks (b) police and customs checks (b) police and customs checks
carried out within the carried out within the carried out within the
Member State concerned, Member State concerned, Member State concerned,
and the coordination of such and the coordination of such and the coordination of such
checks by designated checks by designated checks by designated
authorities; authorities; authorities;
543 (c) other law enforcement (c)  the prevention, detection () other kaw-enforcement LIBE proposal (based on

activities carried out for the
prevention, detection and
investigation of criminal

and investigation of terrorist
offences or other serious criminal
offences within the Member State

activities carried out for the
prevention, detection, and
investigation or prosecution

Avrticle 1(1) of Directive
2016/680
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offences within the Member | concerned and to which Directive of criminal offences or the - -
) e . .o =——= () the prevention, detection,
State concerned,; (EU) 2016/680 applies; execution pf crm_unal and investigation or prosecution of
penalties, including the : ist_off T -

safeguarding against and
the prevention of threats to
public or national security
within the Member State
concerned;>®

criminal offences or the execution
of criminal penalties, including
the safequarding against and the
prevention of threats to public eF
pational  security  within  the
Member State concerned and to
which Directive (EU) 2016/680
applies;

COM services proposal of 23
January:

(c) the prevention, detection, and
investigation or prosecution of
terrorist offences or other serious
criminal offences or the execution
of criminal penalties, ircluding

i .
the saleg_ bad dﬁ"l'g against EHIIBII' the
national-seeurity within the
Member State concerned and to

which Directive (EU) 2016/680
applies;

LIBE does not agree with this
COM proposal

544

(d) examining the conditions and
taking decisions related to

(d) examining the conditions and
taking decisions related to

(d) examining the conditions and
taking decisions related to

the entry and stay of third-

SIS Police Cooperation Regulation

179




COM PROPOSAL (15814/16) PARLIAMENT COUNCIL (14116/17) COMPROMISE
the entry and stay of third- the entry and stay of third- country nationals on the
country nationals on the country nationals on the territory of the Member
territory of the Member territory of the Member States, reluding-on
States, including on States,-reluding on residence permits, and-long-
residence permits and long- residence permits,_-ane-long- stay visas, and to the return
stay visas, and to the return stay visas, and to the return of third-country nationals;
of third-country nationals. of third-country nationals.

545 (da)  security checks in the LIBE proposal merging (da) of
context of procedures related to Parliament and () of Council:
applications for international ;
protection, insofar as those To be checked.
authorities do not constitute (da) security checks on third-
""determining authorities’ as country nationals in the
defined in Article 2(f) of Directive context of procedures
2013/32/EU of the European related to applications for
Parliament and of the Council**?, international protection,
and where relevant providing insofar as those authorities
advice in accordance with Council do not constitute
Regulation(EU) 377/2004*%. ""determining authorities"

as defined in Article 2(f) of
Directive 2013/32/EU of the
European Parliament and of
the Council***, and where
relevant providing advice in
accordance with Council

132 Directive 2013/32/EU of the European Parliament and of the Council of 26 June 2013 on common procedures for granting and withdrawing international protection (OJ

L 180, 29.6.2013, p. 60).

133 Council Regulation (EC) No 377/2004 of 19 February 2004 on the creation of an immigration liaison officers network (OJ L 64, 2.3.2004, p. 1).
134 Directive 2013/32/EU of the European Parliament and of the Council of 26 June 2013 on common procedures for granting and withdrawing international protection (OJ L

180, 29.6.2013, p. 60).
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Regulation(EU)
377/2004%3;

546

() checks on third-country
nationals who are illegaly
entering or staying on the
territory of the Member
States as well as on
applicants for international
protection;

(e) checks on third-country
nationals who are illegaly
entering or staying on the
territory of the Member
States as well as on
applicants for international
protection;

(e) checks on third-country
nationals who are illegaly
entering or staying on the
territory of the Member
States as well as on
applicants for international
protection;

547

la. The right to access data
entered in SIS and the right to
search such data directly may be
exercised by national
competent authorities
responsible for naturalization, in
the performance of their tasks, as
provided for in national law, and
by their coordinating authorities.

See under (da)
To be checked.

548

2. The right to access data
entered in SIS and the right to
search such data directly may also
be exercised by national judicial
authorities, including those
responsible for the initiation of
public prosecutions in criminal
proceedings and for judicial

2. The right to access data
entered in SIS and the right to
search such data directly may also
be exercised by national judicial
authorities, including those
responsible for the initiation of
public prosecutions in criminal
proceedings and for judicial

Will come back on this paragraph

2. The right to access data
entered in SIS and the right to
search such data directly may also
be exercised by national judicial
authorities, including those
responsible for the initiation of
public prosecutions in criminal
proceedings and for judicial

135 Council Regulation (EC) No 377/2004 of 19 February 2004 on the creation of an immigration liaison officers network (OJ L 64, 2.3.2004, p. 1).
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inquiries prior to charge, in the
performance of their tasks, as
provided for in national law, and
by their coordinating authorities.

inquiries prior to charge, in the
performance of their tasks, as
provided for in national law, and
by their coordinating authorities.

inquiries prior to charge, in the
performance of their tasks, as
provided for in national law, and by
their coordinating authorities.

549

3. The right to access data
entered in SIS and to search such
data directly may be exercised by
the authorities competent to carry
out the tasks referred to in
paragraph 1(c) in the performance
of these tasks. The access by these
authorities shall be governed by the
law of each Member State.

3. The right to access data
entered in SIS and to search such
data directly may be exercised by
the authorities referred to in
paragraph 1(c) in the performance
of these tasks. The access by these
authorities shall be in accordance
with this Regulation and with
Union law on data protection.

3. The right to access data
entered in SIS and to search such
data directly may be exercised by
the authorities competent to carry
out the tasks referred to in
paragraph 1(c) in the performance
of these tasks. The access by these
authorities shall be governed by the
national law-ef-each

Member State.

Will come back on this paragraph

550

4. The authorities referred to
in this Article shall be included in
the list referred to in Article 53(8).

4. The authorities referred to
in this Article shall be included in
the list referred to in Article 53(8).

4, The authorities referred to
in this Article shall be included in
the list referred to in Article 53(8).

551 Article 44 Article 44 Article 44 Article 44
552|  Vehicle registration authorities Vehicle registration authorities Vehicle registration authorities Vehicle registration authorities
593 1. The services in the Member 1. The competent authorities 1. The services in the Member | Presidency proposal

States responsible for issuing
registration certificates for
vehicles, as referred to in Council
Directive 1999/37/EC*3¢, shall

in the Member States responsible
for issuing registration certificates
for vehicles, as referred to in
Council Directive 1999/37/EC*,

States responsible for issuing
registration certificates for
vehicles, as referred to in Council

1. The services in the Member
States responsible for issuing
registration certificates for

136
137

Council Directive 1999/37 of 29 April 1999 on the registration of documents for vehicles (OJ L 138, 1.6.1999, p. 57).
Council Directive 1999/37 of 29 April 1999 on the registration of documents for vehicles (OJ L 138, 1.6.1999, p. 57).
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have access to the following data
entered into SIS in accordance with
Avrticle 38(2)(a), (b), (c) and (I) of
this Regulation for the sole purpose
of checking whether vehicles
presented to them for registration
have been stolen, misappropriated
or lost or are sought as evidence in
criminal proceedings:

shall have access only to the
following data entered into SIS in
accordance with Article 38(2)(a),
(b), (c) and (1) of this Regulation
for the sole purpose of checking
whether vehicles presented to them
for registration have been stolen,
misappropriated or lost or are
sought as evidence in criminal
proceedings:

Directive 1999/37/EC'3, shall
have access to thefelowing-data
entered into SIS in accordance with
Article 38(2)(a), (b), (c),-and (1)
and (o) of this Regulation for the
sole purpose of checking whether
motor vehicles_ and
accompanying vehicle
registration certificates and
vehicle number plates presented
to them for registration have been
stolen, misappropriated or lost or
purport to be such a document
but are false or are sought as
evidence in criminal proceedings:.

vehicles, as referred to in Council
Directive 1999/37/EC*°, shall
have access to the-fellowing-data
entered into SIS in accordance with
Article 38(2)(a), (b), (c),and (1)
and (o) of this Regulation for the
sole purpose of checking whether
motor vehicles and
accompanying vehicle
registration certificates and
vehicle number plates presented
to them for registration have been
stolen, misappropriated or lost_ or
purport to be such a document
but are false or are sought as
evidence in criminal proceedings:.

5541 (a) data on motor vehicles, as (a)  data on motor vehicles, as Deleted
defined by national law, defined by national law,
regardless of the propulsion regardiess-of-thepropulsien
system; system;

5551 (b) data on trailers with an (B} data on tratlers with an Deleted
unladen weight exceeding unladen weight exceeding
750 kg and caravans; F50-kg-and-caravans:

5561 (c) data concerning vehicle {c)—data-concerning-vehicle Deleted
registration certificates and registration certificates and
vehicle number plates which vehiclenumberplates-which
have been stolen, have-been-stolen;

138
139

Council Directive 1999/37 of 29 April 1999 on the registration of documents for vehicles (OJ L 138, 1.6.1999, p. 57).
Council Directive 1999/37 of 29 April 1999 on the registration of documents for vehicles (OJ L 138, 1.6.1999, p. 57).
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misappropriated, lost or
invalidated.

557

Access to those data by the
services responsible for issuing
registration certificates for vehicles
shall be governed by the national
law of that Member State.

Access to those data by the
competent authorities referred to
in the first subparagraph shall be
governed by the national law of the
Member State of the competent
authority in question.

Access to those data by the
services responsible for issuing
registration certificates for vehicles
shall be governed by the national
law of that Member State.

Presidency proposal

Access to those data by the
services responsible for issuing
registration certificates for vehicles
shall be governed by the national
law of that Member State.

deleted

5581 2, Services as referred to in 2. Services as referred to in Presidency proposal
paragraph 1 that are government paragraph 1 that are government 5 Services as referred to in
services shall have the right to services shall have the right to '
] ] paragraph 1 that are government
access directly the data entered access directly the data entered services shall have the right to
In SIS. In SIS. access directly the data entered
in SIS.
55913 Services as referred to in deleted 3 Services as referred to in Presidenc I
: : Yy proposa

paragraph 1 that are non-
government services shall have
access to data entered in SIS only
through the intermediary of an
authority as referred to in

Acrticle 43 of this Regulation. That
authority shall have the right to
access those data directly and to
pass them on to the service
concerned. The Member State
concerned shall ensure that the
service in question and its
employees are required to respect

paragraph 1 that are non-
government services shall have
access to data entered in SIS only
through the intermediary of an
authority as referred to in

Article 43 of this Regulation. That
authority shall have the right to
access those data directly and to
pass them on to the service
concerned. The Member State
concerned shall ensure that the
service in question and its
employees are required to respect

3. Services as referred to in
paragraph 1 that are non-
government services shall have
access to data entered in SIS only
through the intermediary of an
authority as referred to in

Article 43 of this Regulation. That
authority shall have the right to
access those data directly and to
pass them on to the service
concerned. The Member State
concerned shall ensure that the
service in question and its
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any limitations on the permissible
use of data passed on to them by
the authority.

any limitations on the permissible
use of data passed on to them by
the authority.

employees are required to respect
any limitations on the permissible
use of data passed on to them by
the authority.

560

4. Acrticle 39 of this
Regulation shall not apply to
access gained in accordance with
this Article. The communication to
the police or judicial authorities by
services as referred to in paragraph
1 of any information brought to
light by access to SIS which gives
rise to suspicion of the commission
of a criminal offence shall be
governed by national law.

4. Article 39 of this
Regulation shall not apply to
access gained in accordance with
this Article. The communication to
the police or judicial authorities by
competent authorities as referred
to in paragraph 1 of any
information obtained by access to
SIS which gives rise to suspicion
of the commission of a criminal
offence shall be governed by
national law.

4. Avrticle 39 of this Regulation
shall not apply to access gained in
accordance with this Article. The
communication to the police or
judicial authorities by services as
referred to in paragraph 1 of any
information brought to light by

access to SIS which—gives—rise-to

suspeton—ofthe—commission—of—=a
eriminal-offence shall be governed
by national law.

4. Article 39 of this Regulation
shall not apply to access gained in
accordance with this Article. The
communication to the police or
judicial authorities by services as
referred to in paragraph 1 of any
information obtained by access to
SIS shall be governed by national
law.

561 Article 45 Article 45 Article 45 Article 45

562| Registration authorities for boats Registration authorities for boats Registration authorities for boats Registration authorities for boats
and aircraft and aircraft and aircraft and aircraft

563 1, The services in the Member 1. The competent authorities 1. The services in the Member | Presidency proposal

States responsible for issuing
registration certificates or ensuring
traffic management for boats,
including boat engines and aircraft
shall have access to the following
data entered into SIS in accordance
with Article 38(2) of this
Regulation for the sole purpose of
checking whether boats, including

in the Member States responsible
for issuing registration certificates
or ensuring traffic management for
boats, including boat engines and
aircraft shall have access only to
the following data entered into SIS
in accordance with Article 38(2) of
this Regulation for the sole purpose
of checking whether boats,

States responsible for issuing
registration certificates or ensuring
traffic management for boats,
including boat engines and aircraft
shall have access to the following
data entered into SIS in accordance
with Article 38(2) of this
Regulation for the sole purpose of
checking whether boats, including

1. The services in the Member
States responsible for issuing
registration certificates or ensuring
traffic management for boats,
including boat engines and aircraft
shall have access to the following
data entered into SIS in accordance
with Article 38(2) of this
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boat engines; aircraft or containers
presented to them for registration
or subject of traffic management
have been stolen, misappropriated
or lost or are sought as evidence in
criminal proceedings:

including boat engines; aircraft or
containers presented to them for
registration or subject of traffic
management have been stolen,
misappropriated or lost or are
sought as evidence in criminal
proceedings:

boat engines;, aircraft, including
aircraft engines er-centainers
presented to them for registration
or subject of traffic management
have been stolen, misappropriated
or lost or are sought as evidence in
criminal proceedings:

Regulation for the sole purpose of
checking whether boats, including
boat engines;, aircraft_including
aircraft engines presented to them
for registration or subject of traffic
management have been stolen,
misappropriated or lost or are
sought as evidence in criminal
proceedings:

5641 (a) data on boats; (@) data on boats; (@) data on boats;

5651 (b) data on boat engines; (b) data on boat engines; (b) data on boat engines;

566| (c) data on aircraft. (ca) ~dataon aircraft engines. (c) data on aircraft; (c) data on aircraft;

567 (d) data on aircraft engines. (d) data on aircraft engines.
568 Access to those data by the

Subject to paragraph 2, the law of
each Member State shall govern
access to those data by those
services in that Member State.
Access to the data listed (a) to (c)
above shall be limited to the
specific competence of the services
concerned.

competent authorities referred to
in the first subparagraph shall be
governed by the national law of
the Member State of the competent
authority in question. Access to
the data listed in points (a), (b) (c)
and (ca) of the first subparagraph
shall be limited to the specific
competence of the competent
authorities concerned.

Subject to paragraph 2, the law of
each Member State shall govern
access to those data by those
services in that Member State.
Access to the data listed (a) to (de)
above shall be limited to the
specific competence of the services
concerned.

Presidency proposal

Subject to paragraph 2, the law of
each Member State shall govern
access to those data by those
services in that Member State.
Access to the data listed (a) to (de)
above shall be limited to the
specific competence of the services
concerned.

569

2. Services as referred to in
paragraph 1 that are government
services shall have the right to

deleted

2. Services as referred to in
paragraph 1 that are government
services shall have the right to

Presidency proposal

2. Services as referred to in
paragraph 1 that are government
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access directly the data entered in
SIS.

access directly the data entered in
SIS.

services shall have the right to
access directly the data entered in
SIS.

570

3. Services referred to in
paragraph 1 that are non-
government services shall have
access to data entered in SIS only
through the intermediary of an
authority as referred to in Article
43 of this Regulation. That
authority shall have the right to
access the data directly and to pass
those data on to the service
concerned. The Member State
concerned shall ensure that the
service in question and its
employees are required to respect
any limitations on the permissible
use of data conveyed to them by
the authority.

deleted

3. Services referred to in
paragraph 1 that are non-
government services shall have
access to data entered in SIS only
through the intermediary of an
authority as referred to in Article
43 of this Regulation. That
authority shall have the right to
access the data directly and to pass
those data on to the service
concerned. The Member State
concerned shall ensure that the
service in question and its
employees are required to respect
any limitations on the permissible
use of data conveyed to them by
the authority.

Presidency proposal

3. Services referred to in
paragraph 1 that are non-
government services shall have
access to data entered in SIS only
through the intermediary of an
authority as referred to in Article
43 of this Regulation. That
authority shall have the right to
access the data directly and to pass
those data on to the service
concerned. The Member State
concerned shall ensure that the
service in question and its
employees are required to respect
any limitations on the permissible
use of data conveyed to them by
the authority.

571

4. Article 39 of this
Regulation shall not apply to
access gained in accordance with
this Article. The communication to
the police or judicial authorities by
services as referred to in paragraph
1 of any information brought to
light by access to SIS which gives
rise to suspicion of a criminal

4. Article 39 of this
Regulation shall not apply to
access gained in accordance with
this Article. The communication to
the police or judicial authorities by
competent authorities as referred
to in paragraph 1 of any
information obtained by access to
SIS which gives rise to suspicion

4. Article 39 of this
Regulation shall not apply to
access gained in accordance with
this Article. The communication to
the police or judicial authorities by
services as referred to in paragraph
1 of any information brought to
light by access to SIS which gives
rise to suspicion of a criminal

4. Article 39 of this
Regulation shall not apply to
access gained in accordance with
this Article. The communication to
the police or judicial authorities by
services as referred to in paragraph
1 of any information obtained by
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offence shall be governed by
national law.

of a criminal offence shall be
governed by national law.

offence shall be governed by
national law.

access to SIS e shall be governed
by national law.

572 Article 45A Article 45A
Presidency proposal for the whole
Article
573 Registration authorities for Registration authorities for
firearms firearms

574 1. Theservices in the Member | 1. The services in the Member
States responsible for issuing States responsible for issuing
registration certificates for registration certificates for
firearms, shall have access to firearms, shall have access to
data on persons subject to an data on persons subject to an
alert under Article 26 or 36 and alert under Article 26 or 36 and
firearms entered into SIS in firearms entered into SIS in
accordance with Article 38(2) of | accordance with Article 38(2) of
this Regulation for the purpose this Regulation for the purpose
of checking whether the person of checking whether the person
requesting registration requesting registration
represents a threat to public or represents a threat to public or
national security or whether national security or whether
firearms presented to them for firearms presented to them for
registration are sought for registration are sought for
seizure or for use as evidence in seizure or for use as evidence in
criminal proceedings. criminal proceedings.

575

2. Access to those data by
those services shall be governed

2. Access to those data by those
services shall be governed by the

by the national law of that

national law of that Member
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Member State.’*° Access to those

State.'*! Access to those data

data shall be limited to the
specific competence of the
services concerned.

shall be limited to the specific
competence of the services
concerned.

576 3. Services as referred to in 3. Services as referred to in
paragraph 1 that are competent | paragraph 1 that are competent
authorities may have the right to | authorities may have the right to
access directly the data entered access directly the data entered
in SIS. in SIS.

577 4.  Services as referred to in 4. Services as referred to in

paragraph 1 that are not
competent authorities shall have

paragraph 1 that are not
competent authorities shall have

access to data entered in SIS
through intermediation by an

access to data entered in SIS
through intermediation by an

authority referred to in Article

authority referred to in Article

43 of this Requlation. The
intermediating authority shall

43 of this Requlation. The
intermediating authority shall

have the right to access the data

have the right to access the data

directly and shall inform the
service concerned if the firearm

directly and shall inform the
service concerned if the firearm

can be registered or not. The

can be reqgistered or not. The

Member State shall ensure that

Member State shall ensure that

the service in question and its

the service in question and its

employees are required to
respect any limitations o the
permissible use of data conveyed

employees are required to
respect any limitations o the
permissible use of data conveyed

140
141

Wording in line with Article 44(1), last subparagraph.
Wording in line with Article 44(1), last subparagraph.
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to them by the intermediating to them by the intermediating
authority. authority.

o578 5. Article 39 shall not apply 5. Article 39 shall not apply to
to access gained in accordance access gained in accordance with
with this Article. The this Article. The communication
communication to the police or to the police or the judicial
the judicial authorities by authorities by services as
services as referred to in referred to in paragraph 1 of any
paragraph 1 of any information information obtained by access to
brought to light by access to SIS | SIS shall be governed by national
shall be governed by national law.
law.

579 Article 46 Article 46 Article 46 Article 46

5801 Access to SIS data by Europol Access to SIS data by Europol Access to SIS data by Europol Access to SIS data by Europol

581 1. The European Union L The European Union 1.  The European Union Agency | Outcome of drafting meeting of 13

Agency for Law Enforcement
Cooperation (Europol) shall have,
within its mandate, the right to
access and search data entered into
SIS.

Agency for Law Enforcement
Cooperation (Europol) shall, where
necessary to fulfill its mandate,
have the right to access and search
data entered into SIS.

for Law Enforcement Cooperation
(Europol) shall have, within its
mandate, the right to access and
search data entered into SIS and
may exchange and process
supplementary information in
accordance with the provisions
of the SIRENE Manual laid
down in Article 8.

April:

1.  The European Union Agency
for Law Enforcement Cooperation
(Europol) shall, where necessary to
fulfil its mandate, have the right to
access and search data entered into
SIS and may exchange and further
request process supplementary
information in accordance with the
provisions of the SIRENE Manual
laid down in Article 8.

582

2. Where a search by Europol
reveals the existence of an alert in

2. Where a search by Europol
reveals the existence of an alert in
SIS, Europol shall immediately

2. Where a search by Europol
reveals the existence of an alert in

COM services proposal of 23
January:
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SIS, Europol shall inform the inform the issuing Member State SIS, Europol shall inform the (2 W_here a search by Europol reveals
issuing Member State via the through the exchange of issuing Member State via the the existence of an alert in SIS, Europol

channels defined by Regulation
(EV) 2016/794.

supplementary information by
means of the communication
infrastructure and in accordance
with the provisions set out in the
SIRENE Manual. Until Europol
is able to use the functionalities
intended for the exchange of
supplementary information, it
shall inform issuing Member
States via the channels defined by
Regulation (EU) 2016/794.

exchange of supplementary
information. Until the time that
Europol has implemented the
functionality to exchange
supplementary information, it
shall inform the issuing Member
State via the channels defined by
Regulation (EU) 2016/794.

shall immediately inform the issuing
Member State through the exchange

of supplementary information by
means of the communication
infrastructure and in accordance with
the provisions set out in the SIRENE
Manual. [Until Europol is able to use
the functionalities intended for the
exchange of supplementary
information, it shall inform issuing
Member States via the channels
defined by  Regulation. (EU)
2016/794.]

LIBE does agree with this COM
proposal Last sentence in bracket is
subject to the outcome of the
discussion on the entry into operation.

583

2a. __Europol may process the
supplementary information that
has been provided to it by
Member States for the purposes
of cross-checking, aimed at
identifying connections or other

Outcome of drafting meeting of 13
April:

2a. Europol may process the
supplementary information that has
been provided to it by Member
States for the purposes of comparing

relevant links and for strategic,
thematic and operational
analyses as defined in points (a)
and (c) of Article 18(2) of
Requlation (EU) 2016/794 . Any
processing by Europol of

with its databases and analytical files
erosschecking, aimed at identifying
connections or other relevant links
and for strategic, thematic or
operational analyses as defined in
points (a), (b) and (c) of Article
18(2) of Regulation (EU) 2016/794 .
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supplementary information shall | Any processing by Europol of

be carried out in accordance supplementary information for the

with Requlation (EU) 2016/794. purposes indicated in this paragraph,
shall be carried out in accordance
with Regulation (EU) 2016/794.
The EP to confirm.

5841 3, The use of information 3. The use of information 3. The use of information 3. The use of information

obtained from a search in the SIS is
subject to the consent of the
Member State concerned. If the
Member State allows the use of
such information, the handling
thereof by Europol shall be
governed by Regulation (EU)
2016/794. Europol may only
communicate such information to
third countries and third bodies
with the consent of the Member
State concerned.

obtained from a search in the SIS is
subject to the consent of the
issuing Member State. If the
Member State allows the use of
such information, the handling
thereof by Europol shall be
governed by Regulation (EU)
2016/794. Europol may only
communicate such information to
third countries and third bodies
with the consent of the issuing
Member State and in full respect
of Union law on data protection.

obtained from a search in the-SIS
or from the processing of
supplementary information is
subject to the consent of the
issuing Member State-concerned.
If the Member State allows the use
of such information, the handling
thereof by Europol shall be
governed by Regulation (EU)
2016/794. Europol may only
communicate such information to
third countries and third bodies
with the consent of the issuing
Member State-concerned.

obtained from a search in the-SIS
or from the processing of
supplementary information is
subject to the consent of the
issuing Member State. If the
Member State allows the use of
such information, the handling
thereof by Europol shall be
governed by Regulation (EU)
2016/794. Europol may only
communicate such information to
third countries and third bodies
with the consent of the issuing
Member State and in full respect
of Union law on data protection.

585

4. Europol may request
further information from the
Member State concerned in
accordance with the provisions of
Regulation (EU) 2016/794.

4. Europol may request
further information from the
issuing Member State in
accordance with the provisions of
Regulation (EU) 2016/794.

4. Ewvopolmay-requestfurther
in on £ I I
¥ I e ol

2016/794- 142

Outcome of drafting meeting of 13
April:

(deleted)

142

In accordance with Regulation 2016/794, Europol may in any event request information related to mandated offences from the Member States. Paragraph 4 may therefore be

considered superfluous.
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586 5. Europol shall: 5. Europol shall: 5. Europol shall:

5871 (a) without prejudice to (@ without prejudice to (@) without prejudice to
paragraphs 3, 4 and 6, not paragraphs 34 and 6, not paragraphs 34 and 6, not
connect parts of SIS nor connect parts of SIS nor connect parts of SIS nor
transfer the data contained transfer the data contained transfer the data contained
therein to which it has access therein to which it has access therein to which it has access
to any computer system for to any computer system for to any computer system for
data collection and data collection and data collection and
processing operated by or at processing operated by or at processing operated by or at
Europol nor download or Europol nor download or Europol nor download or
otherwise copy any part of otherwise copy any part of otherwise copy any part of
SIS; SIS; SIS;

588 (aa) notwithstanding Article COM _services proposal of 23

31(1) of Requlation (EU)
2016/794, delete
supplementary information
containing personal data at
the latest one year after the
related alert has been
deleted from SIS, unless the
continued storage of the
data is deemed necessary,
on the basis of information
that is more extensive than
that possessed by the data
provider, in order for
Europol to perform its
tasks. Europol shall inform

January:

(aa) notwithstanding Article 31(1) of
Regulation (EU) 2016/794, delete
supplementary information
containing personal data at the latest
one year after the related alert has
been deleted from SIS;. If Europol
has information in its databases or
analytical files on a case to which the
supplementary  information s
related, gnless in order for Europol
to perform its tasks, the continued
storage of the data supplementary
information is may be deemed

- on—the—basis—of
the data provider of the F:fgmq—that—is—mem—extenswe
continued storage of such than—that—possessed—by—the data
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data and present a provider—. Europol shall inform the
justification of such data—provider the issuing and the
continued storage; eXECUting Member State of the
continued storage of such data
supplementary information and
present a justification of such
continued storage;
LIBE proposal:
(aa) notwithstanding Article 31(1) of
Regulation (EU) 2016/794,
delete supplementary
information containing
personal data at the latest one
year after the related alert has
been deleted from SIS;;
(b) limit access to data '(b)SI s t“m't a_cfgeslsl to d?}t]a e_ntedred (b) limit access to data entered in | (b)  limit access to data entered in
entered in SIS to ;?aff of()Ea‘r)sglollcraeqﬁi?ijngogssess SIS, including SIS, including
specifically . ) supplementary supplementary information
authorised staff of for the performance of their tasks; information, to specifically to specifically authorised
Europol; authorised staff of Europol; staff of Europol requiring
access for the performance
of their tasks;
(c) adopt and apply (©) adopt and apply measures (c) adopt and apply measures Revised LIBE proposal, outcome of

measures provided
for in Articles 10
and 11,

provided for in Articles 10, 11, 13
and 14;

provided for in Articles 10
and 11; and

drafting meeting of 13 April:

(c) @adoptand apply take measures
to ensure security, ané
confidentiality and self-
monitoring as provided for in
Articles 10, and 11 ; and 13

ahe-H4Ch)-apphymutatis
mutandis; and
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(cc) ensure that its  staff
authorized to process SIS data
receives appropriate training and
information in accordance with
Article 14(1).
(d) allow the European (d) allow the European Data (d) allow the European Data

Data Protection
Supervisor to review
the activities of
Europol in the
exercise of its right
to access and search
data entered in SIS.

Protection Supervisor to
review the activities of
Europol in the exercise of its
right to access and search
data entered in SIS_and the
exchange and processing of
supplementary
information.

Protection Supervisor to monitor and
review the activities of Europol in the
exercise of its right to access and
search data entered in SIS_and the
exchange _and _ processing __ of
supplementary information.

LIBE proposal:

5a. Without prejudice to
paragraph 5(aa), Europol may
store supplementary information
containing personal data beyond
the period in point (aa) if it has
information in its databases or
analytical files on a case to which
the supplementary information is
related and such continued
storage is strictly necessary in
order for Europol to perform its
tasks. In such cases, Europol shall
inform the data—provider issuing
and the executing Member State
of the continued storage of the
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data supplementary information
and provide a justification for the
continued storage.

5891 6. Data may only be copied 6. Data may only be copied for | 6. Data may only be copied for
for technical purposes, provided technical purposes, provided that technical purposes, provided that
that such copying is necessary in such copying is necessary in order | such copying IS necessary in order
order for duly authorised Europol for duly authorised Europol staff to | for duly authorised Europol staff to
staff to carry out a direct search. carry out a direct search. The carry out a direct search. The
The provisions of this Regulation provisions of this Regulation shall | provisions of this Regulation shall
shall apply to such copies. The apply to such copies. The technical | apply to such copies. The technical
technical copy shall be used for the copy shall be used for the purpose | copy shall be used for the purpose
purpose of storing SIS data whilst of storing SIS data whilst those of storing SIS data whilst those
those data are searched. Once the data are searched. Once the data data are searched. Once the data
data have been searched they shall have been searched they shall be have been searched they shall be
be deleted. Such uses shall not be deleted. Such uses shall not be deleted. Such uses shall not be
construed to be an unlawful construed to be an unlawful construed to be an unlawful
downloading or copying of SIS downloading or copying of SIS downloading or copying of SIS
data. Europol shall not copy alert data. Europol shall not copy alert data. Europol shall not copy alert
data or additional data issued by data or additional data issued by data or additional data issued by
Member States or from CS-SIS Member States or from CS-SIS Member States or from CS-SIS
into other Europol systems. into other Europol systems. into other Europol systems.

5901 7, Any copies, as referred to 7. Any copies, as referred to 7. Any-copies—asreferredtoin | (deleted)

in paragraph 6, which lead to off-
line databases may be retained for
a period not exceeding 48 hours.
That period may be extended in an
emergency until the emergency
comes to an end. Europol shall
report any such extensions to the

in paragraph 6, which lead to off-
line databases may be retained for
a period not exceeding 48 hours.
Where Europol creates an offline
database with SIS data, it shall
report the existence of such a
database to the European Data
Protection Supervisor.
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European Data Protection European-DataProtection
Supervisor. Supervisor.
5911 8. Europol may receive and 8.  Europelmayreceiveand (deleted)
process supplementary information process supplementary information
on corresponding SIS alerts on-corresponding SIS alerts
provided that the data processing provided that the data processing
rules referred to in paragraphs 2 to rulesreferred-to-in-paragraphs25
7 are applied as appropriate. to 7 are applied as appropriate.

592

9. For the purpose of
verifying the lawfulness of data
processing, self-monitoring and
ensuring proper data security and
integrity Europol should keep log
of every access to and search in
SIS. Such logs and documentation
shall not be considered to be the
unlawful downloading or copying
of any part of SIS.

9. For the purpose of
verifying the lawfulness of data
processing, self-monitoring and
ensuring proper data security and
integrity Europol shall keep logs of
every access to and search in SIS.
Such logs shall show, in
particular, the date and time of
the data processing activity, the
type of data processed and the
name of the persone responsible
for processing the data. Such logs
and documentation shall not be
considered to be the unlawful
downloading or copying of any
part of SIS. The content, retention
period and rules and formats for
the logs are defined in accordance
with Article 12.

9.  For the purpose of verifying
the lawfulness of data processing,
self-monitoring and ensuring
proper data security and integrity
Europol sheuld-shall keep logs of
every access to and search in SIS
in accordance with Article 12.
Such logs and documentation shall
not be considered to be the
unlawful downloading or copying
of any part of SIS.

LIBE proposal:

9. For the purpose of verifying
the lawfulness of data processing,
self-monitoring and  ensuring
proper data security and integrity
Europol shalledld keep logs of
every access to and search in SIS in
accordance with the provisions of
Article 12. Such logs and
documentation shall not be
considered to be the unlawful
downloading or copying of any part
of SIS.

593

%a. Europol shall be
immediately informed by Member
States of any alerts created under

COM services proposal of 23 Jan
2018:
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Articles 34, 36 or 38 and hits
concerning those alerts where a
person or an object is sought by a
Member State in relation to an
offence referred to in Directive
(EU) 2017/541.

9a. Europol shall be immediately

informed by Member States of any
alerts created under Article 24
and hits concerning those alerts
where a person is sought by a
Member State in relation to an a
terrorist offence referred-to-in

Directive (EU) 2017/541.
LIBE does agree with this COM
proposal

594 Article 47 Article 47 Article 47 Article 47
595|  Access to SIS data by Eurojust Access to SIS data by Eurojust Access to SIS data by Eurojust Access to SIS data by Eurojust
596 1. The national members of L Only the national members 1. The national members of 1. Only the national members

Eurojust and their assistants shall,
within their mandate, have the right
to access and search data entered in
SIS within their mandate, in
accordance with Articles 26, 32, 34
38 and 40.

of Eurojust and their assistants
shall, where necessary to execute
their duties and within their
mandate, have the right to access
and search data entered in SIS
within their mandate, in
accordance with Articles 26, 32,
34, 38 and 40.

Eurojust and their assistants shall,
within their mandate, have the right
to access and search data entered in
SIS within their mandate, in
accordance with Articles 26, 32, 34
38 and 40.

of Eurojust and their assistants
shall, where necessary to fulfil
their mandate, have the right to
access and search data entered in
SIS within their mandate, in
accordance with Articles 26, 32,
34, 38 and 40.

597

2. Where a search by a
national member of Eurojust
reveals the existence of an alert in
SIS, he or she shall inform the
issuing Member State.

2. Where a search by a
national member of Eurojust
reveals the existence of an alert in
SIS, the national member shall
immediately inform the issuing
Member State.

2. Where a search by a
national member of Eurojust
reveals the existence of an alert in
SIS, he or she shall inform the
issuing Member State_thereof.
Any communication of
information obtained from such

2. Where a search by a
national member of Eurojust
reveals the existence of an alert in
SIS, he or she shall inform the
issuing Member State_thereof.
[Any communication of

information obtained from such
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a search may only be
communicated to third countries

a search may only be
communicated to third countries

and third bodies with the consent

and third bodies with the consent

of the issuing Member State.

of the issuing Member State.]

Presidency to come back.

598

3. Nothing in this Article shall
be interpreted as affecting the
provisions of Decision
2002/187/JHA concerning data
protection and the liability for any
unauthorised or incorrect
processing of such data by national
members of Eurojust or their
assistants, or as affecting the
powers of the Joint Supervisory
Body set up pursuant to that
Decision.

3. This Article is without
prejudice to the provisions of
Decision 2002/187/JHA
concerning data protection and the
liability for any unauthorised or
incorrect processing of such data
by national members of Eurojust or
their assistants, and to the powers
of the Joint Supervisory Body set
up pursuant to that Decision.

3. Nothing in this Article shall
be interpreted as affecting the
provisions of Decision
2002/187/JHA concerning data
protection and the liability for any
unauthorised or incorrect
processing of such data by national
members of Eurojust or their
assistants, or as affecting the
powers of the Joint Supervisory
Body set up pursuant to that
Decision.

3. This Article is without
prejudice to the provisions of
Decision 2002/187/JHA
concerning data protection and the
liability for any unauthorised or
incorrect processing of such data
by national members of Eurojust or
their assistants, and to the powers
of the Joint Supervisory Body set
up pursuant to that Decision.

599

4. Every access and search
made by a national member of
Eurojust or an assistant shall be
logged in accordance with the
provisions of Article 12 and every
use made by them of data accessed
by them shall be logged.

4. For the purpose of
verifying the lawfulness of data
processing, self-monitoring and
ensuring proper data security and
integrity, Eurojust shall keep logs
of every access to and search in
SIS made by a national member of
Eurojust or an assistant in
accordance with the provisions of
Article 12. Such logs shall show,
in particular, the date and time of
the data processing activity, the
type of data used to perform a

4, Every access and search
made by a national member of
Eurojust or an assistant shall be
logged in accordance with the
provisions of Article 12 and every
use made by them of data accessed
by them shall be logged.

LIBE proposal:
(2018-04-13)

4. For the purpose of
verifying the lawfulness of data
processing, self-monitoring and
ensuring proper data security and
integrity, Eurojust shall keep logs
of every access to and search in SIS
made by a national member of
Eurojust or an assistant in
accordance with the provisions of
Article 12, Such logs and
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search, a reference to the type of
data processed and the name of
the person responsible for
processing the data. Such logs
and documentation shall not be
considered to be the unlawful
downloading or copying of any
part of SIS.

documentation shall not be
considered to be the unlawful
downloading or copying of any

part of SIS.

600

5. No parts of SIS shall be
connected to any computer system
for data collection and processing
operated by or at Eurojust nor shall
the data contained in SIS to which
the national members or their
assistants have access be
transferred to such a computer
system. No part of SIS shall be
downloaded. The logging of access
and searches shall not be construed
to be an unlawful download or
copying of SIS data.

5. No parts of SIS shall be
connected to any computer system
for data collection and processing
operated by or at Eurojust nor shall
the data contained in SIS to which
the national members or their
assistants have access be
transferred to such a computer
system. No part of SIS shall be
downloaded. The logging of access
and searches shall not be construed
to be an unlawful download or
copying of SIS data.

5. No parts of SIS shall be
connected to any computer system
for data collection and processing
operated by or at Eurojust nor shall
the data contained in SIS to which
the national members or their
assistants have access be
transferred to such a computer
system. No part of SIS shall be
downloaded. The logging of access
and searches shall not be construed
to be an unlawful download or
copying of SIS data.

601/ 6. Access to data entered in deleted 6. Access to data entered in deleted
SIS shall be limited to the national SIS shall be limited to the national
members and their assistants and members and their assistants and
shall not be extended to Eurojust shall not be extended to Eurojust
staff. staff.
6021 7, Measures to ensure security ! Measures to ensure security | 7 Measures to ensure security | 7. Measures to ensure security

and confidentiality as provided for

and confidentiality as provided for
in Articles 10 and 11 shall be

and confidentiality as provided for

and confidentiality as provided for
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in Articles 10 and 11 shall be
adopted and applied.

adopted and applied.

in Articles 10 and 11 shall be
adopted and applied.

in Articles 10 and 11 shall be
adopted and applied.

603

Article 48

Article 48

Article 48

Article 48

604

Access to SIS data by the European
Border and Coast Guard teams,
teams of staff involved in return-
related tasks, and members of the
migration management support

team

Access to SIS data by the European
Border and Coast Guard teams,
teams of staff involved in return-
related tasks, and members of the
migration management support

team

Access to SIS data by the European
Border and Coast Guard teams,
teams of staff involved in return-

related tasks,
and members of the migration
management support teams!43

605

1. In accordance with Article
40(8) of Regulation (EU)
2016/1624, the members of the
European Border and Coast Guard
teams or teams of staff involved in
return-related tasks as well as the
members of the migration
management support teams shall,
within their mandate, have the right
to access and search data entered in
SIS within their mandate.

1. In accordance with Article
40(8) of Regulation (EU)
2016/1624, the members of the
teams as defined in Article 2(8) of
Regulation (EU) 2016/1624 as
well as the members of the
migration management support
teams shall, within their mandate,
have the right to access and search
data entered in SIS in accordance
with this Regulation. They shall
have this right only insofar as it is
necessary for the performance of
their tasks and insofar as required
by the operational plan for a
specific operation.

1. In-accordance-with-Article
46(8)-of Regulation(EY)
2016/1624,-The members of the
European Border and Coast Guard
teams or teams of staff involved in
return-related tasks as well as the
members of the migration
management support teams, set up
in accordance with Articles 18,
20 and 32 of Requlation (EU)
2016/1624 shall, within their
mandate and provided that they
are authorised to carry out
checks in accordance with
Article 43, have the right to access
and search data entered in SIS
within-thei-mandate. Access to

Adjusted LIBE proposal (outcome of
drafting meeting of 13 April):

1. In accordance with Article 40(8) of
Regulation (EU) 2016/1624, the
members of the European-Borderand
Ceast-Guard-teams-or-teams-of staff
involved-inreturn-related-tasks as
defined in Article 2(8) of Regulation
(EU) 2016/1624 as well as the
members of the migration
management support teams, referred
1o in set-up-in-accordance with
Articles-18,-20-and-32 of Regulation
(EVU) 2016/1624, shall, within their
mandate and provided that they are
authorised to carry out checks in
accordance with Article 43 and have
received the required training, have

data entered in SIS shall not be

the right to access and search data

143

In plural as in Regulation (EU) 2018/...
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extended to any other team entered in SIS in so far it is
members. 144 necessary for the performance of

their task and as required by the
operational plan for a specific
operation. Access to data entered in
SIS shall not be extended to any
other team members.
606 Adjusted LIBE proposal (outcome of

drafti ti f 13 April):

2. Members of the European 2. Members of the European fafting Meetng o priD

Border and Coast Guard teams or | 2. Members of the teams as Border and Coast Guard teams or | 2: Members of the teams

teams of staff involved in return- | defined in Article 2(8) of teams of staff involved in return- | referred to in paragraph 1 asdefined

related tasks as well as the Regulation (EU) 2016/1624 as related tasks as well as the #-Article 2(8) of Regulation {245
2016/4624-as-wetas-the-members-of

members of the migration
management support teams shall
access and search data entered in
SIS in accordance with paragraph 1
via the technical interface set up
and maintained by the European
Border and Coast Guard Agency as
referred to in Article 49(1).

well as the members of the
migration management support
teams shall access and search data
entered in SIS in accordance with
paragraph 1 via the technical
interface set up and maintained by
the European Border and Coast
Guard Agency as referred to in
Article 49(1).

members of the migration
management support teams shall
exercise this right to access and
search data entered in SIS in
accordance with paragraph 1 via
the technical interface set up and
maintained by the European Border
and Coast Guard Agency as
referred to in Article 49(1).

teams shall exercise this right to
access and search data entered in SIS
in accordance with paragraph 1 via the
technical interface set up and
maintained by the European Border
and Coast Guard Agency as referred
to in Article 32(2).

607

3. Where a search by a
member of the European Border

3. Where a search by a
member of the teams as defined in
Article 2(8) of Regulation (EU)

3. Where a search by a
member of the European Border

Outcome of drafting meeting of 13
April:

and Coast Guard teams or teams of and Coast Guard teams or teams of | 3 Where a search by a member

staff involved in return-related io.lfl t1'6?14n?rnby anr]nirtnber of ihe staff involved in return-related of the teams referred to in paragraph

tasks or by a member of the ¢ 'gratio | athage 'et suppfor tasks or by a member of the 1-as-defined-inArticle2(8)-of

migration management support eiar? 'm\éeé Sth € ExIS en(li/le 0 Sn migration management support Regulation(EU)-2016/1624-0r by-a

team reveals the existence of an gtert mh b € ]:ssumg h em fer teams reveals the existence of an | maemberefthe migration

alert in SIS, the issuing Member ate shall be Informed thereo alert in SIS, the issuing Member Franagement-suppert-teams reveals
144 Text moved from paragraph 5.
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State shall be informed thereof. In
accordance with Article 40 of
Regulation (EU) 2016/1624,
members of the teams may only act
in response to an alert in SIS under
instructions from and, as a general
rule, in the presence of border
guards or staff involved in return-
related tasks of the host Member
State in which they are operating.
The host Member State may
authorise members of the teams to
act on its behalf.

immediately. In accordance with
Article 40 of Regulation (EU)
2016/1624, members of the teams
may only act in response to an alert
in SIS under instructions from and,
as a general rule, in the presence of
border guards or staff involved in
return-related tasks of the host
Member State in which they are
operating and only where they
have the power to do so under
Article 40(1) of Regulation (EU)
2016/1624. The host Member State
may authorise members of the
teams to act on its behalf.

State shall be informed thereof. In
accordance with Article 40 of
Regulation (EU) 2016/1624,
members of the teams may only act
in response to an alert in SIS under
instructions from and, as a general
rule, in the presence of border
guards or staff involved in return-
related tasks of the host Member
State in which they are operating.
The host Member State may
authorise members of the teams to
act on its behalf.

the existence of an alert in SIS, the
issuing Member State shall be
informed thereof mmediately. In
accordance with Article 40 of
Regulation (EU) 2016/1624, members
of the teams may only act in response
to an alert in SIS under instructions
from and, as a general rule, in the
presence of border guards or staff
involved in return-related tasks of the
host Member State in which they are
operating. The host Member State
may authorise members of the teams
to act on its behalf.

608

4, Every instance of access
and every search made by a
member of the European Border
and Coast Guard teams or teams of
staff involved in return-related
tasks or by a member of the
migration management support
team shall be logged in accordance
with the provisions of Article 12
and every use made by them of
data accessed by them shall be
logged.

4. For the purpose of
verifying the lawfulness of data
processing, self-monitoring and
ensuring proper data security and
integrity the European Border
and Coast Guard Agency shall
keep logs of every access to and
search in SIS made by a member
of the teams as defined in Article
2(8) of Regulation (EU)
2016/1624 or by a member of the
migration management support
teams. Such logs shall show, in
particular, the date and time of
the data processing activity, the
type of data used to perform a
search, a reference to the type of

4, Every instance of access
and every search made by a
member of the European Border
and Coast Guard teams or teams of
staff involved in return-related
tasks or by a member of the
migration management support
teams shall be logged in
accordance with the provisions of
Article 12 and every use made by
them of data accessed by them
shall be logged.

Outcome of drafting meeting of 13
April (similar text to Art. 30(9) Borders
proposal):

4. For the purpose of verifying
the lawfulness of data processing, self-
monitoring and ensuring proper data
security and integrity the teams
referred to in paragraph 1 shall keep
logs of every access to and search in
SIS in accordance with the provisions
of Article 12. Such logs and
documentation shall not be considered
to be the unlawful downloading or
copying of any part of SIS.
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data processed and the name of
the person responsible for
processing the data. Such logs
and documentation shall not be
considered to be the unlawful
downloading or copying of any
part of SIS. The content, retention
period and rules and formats for
the logs are defined in accordance
with Article 12.

5. Access to data entered in

609 5, Access to data entered in SIS shall be limited t ber of 5. Accessto-data-entered-in Outcome of drafting meeting of 13
SIS shall be limited to a member of th tS allbe :jm;_e dq aziml T OT | sis shall be limited-to-a memberof | April:
the European Border and Coast € teams as detined In Article the European Border and Coast (deleted)
2(8) of Regulation (EU)
Guard teams or teams of staff 5016/1624 or b ber of th Guard teams or teams of staff
involved in return-related tasks or rati or yamertn ero ' © | involvedinreturn related tasks-or
by a member of the migration {nlgra lon 'rgagige;ntin sgppor by a member of the migration
management support team and eam pr(m] ed tha dety 1ave mahagement supportteam-and
shall not be extended to any other _rl_eﬁelve € }:e?lu'ri b ralrtung. dt
team members. € access shall not be extended 10 | yoam members.145
any other team members.
610 6. Measures to ensure security 6. Measures (o ensure security 6. The European Border and | Presidency compromise proposal (text

and confidentiality as provided for
in Articles 10 and 11 shall be
adopted and applied.

and confidentiality as provided for
in Articles 10, 11, 13 and 14 shall
be adopted and applied.

Coast Guard teams or _teams of
staff involved in return-related
tasks _or members of the
migration _management support

similar to Art. 30(5) Borders proposal):

6. The teams referred to in
paragraph 1, Eurepean Borderand
CoastGuard-Agency shall adopt and

teams shall take measures to
ensure security and confidentiality

apply take Mmeasures to ensure
security, and confidentiality and self-
monitoring- as provided for in Articles
10, and 11; and. 13.

145

Merged with paragraph 1.
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as provided for in Articles 10 and 11
shal-be-adepted-and-apphed: Its staff authorised to process SIS data
shall receive appropriate training and
information in accordance with and
Article 14(1).—shall—apply—mutatis
611 Article 49 Article 49 Article 49 Article 49
612 Access to SIS data by the European | Access to SIS data by the European | Access to SIS data by the European

Access to SIS data by the European
Border and Coast Guard Agency

Border and Coast Guard Agency

Border and Coast Guard Agency

Border and Coast Guard Agency

613

1. For the purposes of Article
48(1) and paragraph 2 of this
Article the European Border and
Coast Guard Agency shall set up
and maintain a technical interface
which allows a direct connection to
Central SIS.

1. For the purposes of Article
48(1) the European Border and
Coast Guard Agency shall set up
and maintain a technical interface
which allows a direct connection to
Central SIS.

1. For the purposes of Article
48(1) [and paragraph-2-ofthis
Article 49A] the European Border
and Coast Guard Agency shall set
up and maintain a technical
interface which allows a direct
connection to Central SIS.

LIBE would provide further
explanations. To be further
discussed in the context of Art. 71.

614

2. The European Border and
Coast Guard Agency shall, for the
purpose of performing its tasks
conferred on it by the Regulation
establishing a European Travel
Information and Authorisation
System (ETIAS), have the right to
access and search data entered in
SIS, in accordance with Articles
26, 32, 34, 36 and 38(2) (j) and (k).

[2. Duly authorised staff of
the ETIAS Central Unit
established within the European
Border and Coast Guard Agency
shall, insofar as it is necessary for
the purpose of performing any
tasks conferred on it by the
Regulation establishing a European
Travel Information and
Authorisation System (ETIAS),
have the right to access and verify

2&6

The European Border and

deleted

146

Paragraph moved to Article 49A(1).
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data entered in SIS, in accordance
with Articles 26, 32, 34, 36 and
38(2) (j) and (Kk).]

615

3. Where a verification by the
European Border and Coast Guard
Agency reveals the existence of an
alert in SIS the procedure set out in
Article 22 of Regulation
establishing a European Travel
Information and Authorisation
System (ETIAS) applies.

deleted

deleted

616

4, Nothing in this Article shall
be interpreted as affecting the
provisions of Regulation (EU)
2016/1624 concerning data
protection and the liability for any
unauthorised or incorrect
processing of such data by the
European Border and Coast Guard
Agency.

4. Nothing in this Article shall
be interpreted as affecting the
provisions of Regulation (EU)
2016/1624 concerning data
protection and the liability for any
unauthorised or incorrect
processing of such data by the
European Border and Coast Guard
Agency.

4, Nothing in this Article shall
be interpreted as affecting the
provisions of Regulation (EU)
2016/1624 concerning data
protection and the liability for any
unauthorised or incorrect
processing of such data by the
European Border and Coast Guard
Agency.

4. Nothing in this Article shall
be interpreted as affecting the
provisions of Regulation (EU)
2016/1624 concerning data
protection and the liability for any
unauthorised or incorrect
processing of such data by the
European Border and Coast Guard
Agency.

617

5. Every instance of access
and every search made by the
European Border and Coast Guard
Agency shall be logged in
accordance with the provisions of
Avrticle 12 and each use made of

deleted

5. Every instance of access
and every search made by the
European Border and Coast Guard
Agency shall be logged in
accordance with the provisions of
Article 12 and each use made of

Connected to paragraph 1. To be
further discussed.

147

Paragraph moved to Article 49A(2).
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data accessed by them shall be data accessed by them shall be
registered. registered-logged.
618 6. Except where necessary to deleted 6. Except in cases where To be further discussed; possibly
perform the tasks for the purposes paragraph 1 of this Article turn it to a positive wording
of the Regulation establishing a applies, no parts of SIS shall be allowing read only (search) access
European Travel Information and connected to any computer system | to EBCG.
Authorisation System (ETIAS), no for data collection and processing
parts of SIS shall be connected to operated by or at the European
any computer system for data Border and Coast Guard Agency,
collection and processing operated nor shall the data contained in SIS
by or at the European Border and to which the European Border and
Coast Guard Agency, nor shall the Coast Guard Agency has access be
data contained in SIS to which the transferred to such a system. No
European Border and Coast Guard part of SIS shall be downloaded.
Agency has access be transferred The logging of access and searches
to such a system. No part of SIS shall not be construed to be the
shall be downloaded. The logging downloading or copying of SIS
of access and searches shall not be data.
construed to be the downloading or
copying of SIS data.
619 LIBE proposal:
7. Measures to ensure security | 7. Measures to ensure security | 7. The European Border and | 9. The European Border and

and confidentiality as provided for
in Articles 10 and 11 shall be
adopted and applied by the
European Border and Coast Guard
Agency.

and confidentiality as provided for
in Articles 10, 11, 13 and 14 shall
be adopted and applied by the
European Border and Coast Guard
Agency.

Coast Guard Agency shall take

Coast Guard Agency shall take

measures to ensure security and
confidentiality as provided for in
Avrticles 10 and 11 shal-be-adepted
and-applied-by-the European-Border
and-Coast-Guard-Agency.

Mmeasures to ensure security and
confidentiality. -as-previded-for-in
Articles 10, ard 11 , 13 and 14(1)
shall apply mutatis mutandis. be
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(to be checked in connection with
Art. 31(9) of Borders proposal)

620

[Article 49A1*8

Article 49A
Avrticle deleted.

621

Access to SIS data by the ETIAS
Central Unit

622

1. The European Border and
Coast Guard Agency shall, for the
purpose of performing its tasks
conferred on it by the Regulation
establishing a European_ Travel
Information _and _Authorisation
System (ETIAS), have the right to
access and search data entered in
SIS, in accordance with Articles
26, 32, 34, 36 and 38(2)(j) and (k).

623

2. __Where a verification by the
European Border and Coast
Guard __Agency reveals the
existence of an alert in SIS the
procedure set out in Articles 18,
20A and 22 of Reqgulation
establishing a European Travel

148

Provisions moved from Article 49(2) and (3).

SIS Police Cooperation Regulation

208




COM PROPOSAL (15814/16) PARLIAMENT COUNCIL (14116/17) COMPROMISE

Information and Authorisation
System (ETIAS) applies.]**°

624 Article 49B To be further discussed.

625 Evaluation of the use of SIS by
Europol, Eurojust and the
European Border and Coast

Guard Agency

626 1. The Commission shall
carry out an evaluation of the
operation and the use of SIS in
accordance with this Regulation
by Europol, Eurojust and the
European Border and Coast
Guard Agency at least every five

years.

627 2. A team responsible for this
on-site evaluation shall consist of
a maximum of two Commission
representatives, assisted by a
maximum of eight experts
designated by Member States.

628 3. The Commission shall
draw up an evaluation report
following each evaluation, in

149 The content and or the insertion of these provisions depend on the final text of the proposal for a Regulation of the European Parliament and of the Council establishing a
European Travel Information and Authorisation System (ETIAS) and amending Regulations (EU) No 515/2014, (EU) 2016/399, (EU) 2016/794 and (EU) 2016/1624 (see
10017/17), and its date of entry into force.
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consultation with the designated
Member State experts. The
evaluation report shall be based
on the findings of the on-site
evaluation team and shall
analyse the qualitative,
guantitative, operational,
administrative and
organisational aspects of the
operation and use of SIS, as
appropriate, and shall list any
deficiencies identified during the
evaluation.

629

4, Europol, Eurojust and the
European Border and Cost
Guard Agency respectively, shall
be given the opportunity to make
comments prior to the adoption

of the report.

630

5.  The evaluation report shall
be sent to the European
Parliament and to the Council.
The evaluation report shall be
classified as EU
RESTRICTED/RESTREINT UE

in accordance with applicable
security rules. Classification
shall not preclude information
being made available to the
European Parliament.
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631

6. In light of the findings and
the assessments contained in that
evaluation report, the
Commission shall draft
recommendations for remedial
action aimed at addressing any
deficiencies identified during the
evaluation and give an indication
of the priorities for implementing

them, as well as, where
appropriate, examples of good

practices.

632

7. Following an evaluation,
Europol, Eurojust and the
European Border and Coast
Guard Agency shall provide the
Commission with an action plan
to remedy any deficiencies
identified in the evaluation
report and shall thereafter
continue to report on progress
every three months until the
action plan is fully implemented.

633

Article 50

Article 50

Article 50

634

Scope of access

Scope of access

Scope of access
(To be further discussed)

635

End-users, including Europol, the
national members of Eurojust and

End-users, including Europol, the
national members of Eurojust and
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their assistants as well as the their assistants, as—weH—as—the
European Border and Coast Guard European Border and Coast Guard
Agency may only access data Agency—, the members of the
which they require for the European Border _and Coast
performance of their tasks. Guard teams or teams of staff
involved in_return-related tasks
as_well as the members of the
migration _management support
teams may only access data which
they require for the performance of
their tasks.
636 Article 51 Article 51 Article 51 Article 51
637 Retention period of alerts Review period of alerts Retention period of alerts - Review period of alerts -_persons
persons™” 2018-04-13
638) 1. Alerts entered in SIS L Alerts entered in SIS

pursuant to this Regulation shall be
kept only for the time required to
achieve the purposes for which
they were entered.

pursuant to this Regulation shall
not be kept longer than for the
time required to achieve the
purposes for which they were
entered.

1. Alerts on persons entered in
SIS pursuant to this Regulation
shall be kept only for the time
required to achieve the purposes for
which they were entered.

1. Alerts on persons entered in
SIS pursuant to this Regulation
[shall be kept only/not be kept
longer than] for the time required
to achieve the purposes for which
they were entered.

639

2. A Member State issuing an
alert shall, within five years of its
entry into SIS, review the need to
retain it. Alerts issued for the
purposes of Article 36 of this

2. A Member State issuing an
alert shall, within three years of its
entry into SIS, review the need to
retain it. Alerts issued for the
purposes of Article 36 of this
Regulation shall be reviewed
within a maximum period of one

2. Concerning alerts on | 2. Concerning alerts on

persons: persons:

a) A Member State may issue an | a) A Member State may issue an
alert for a period of five alert for a period of

years.

[five/three] years.

150

A new Article 51A was incorporated to rule the retention period of alerts on objects.
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Regl_JIation shqlldbefkept for a year. (Q)_A missuing M(;mlllaer Sttﬁ_te b) The issuing Member State shall,
aximum period ot one year. f'S.SH"'g ok afleltths al’ \tA'” 4;;2, within five years of the alert's entry

Ive years OF 1ne alells into SIS, review the need to retain
entry into SIS, review the need it
to retain it. Alerts-issued-forthe |
) :
PHFPOSES SHArticle-36-of-this
Izegu_lauen Sl'a". bel Ieepﬁt fora
f‘eaF.lE)l
640 3. Alerts on blank official 3. Alerts on blank official 3. Alerts—on—blank—officiat | (deleted)
documents and issued identity documents and 'SSU.Ed \dentity docaments—and—issued—identity
documents entered in accordance documents entered in accordance d%unmn%s:ermered—m—aeeemanee 2018-04-13
with Article 38 shall be kept fora | With Article 38 shall be keptfora |, iy Apiclo 39 shall be kept fora
maximum of 10 years. Shorter maximum of 40 years. Alerts on maximum—of—10—years:Shorter
retention periods for categories of ot_rtlre]r AO t;!elcts ésguecjj |3r)18acr(]:olr|d§nce reteption—pertods—tor—categories—of
object alerts may be established by Wi rLcles 55 an shall be object-alertsmay-be-established-by
means of implementing measures kept for a maxmqm_perlod of five means—ef—mplementing—measwes
adopted in accordance with the years. The dComgnlsser\j slhall bg adopted in accordance with the
examination procedure referred to empowered to adopt a delegate examinatton—procedure—referred—to
in Article 72(2). actin ac_cordance with Art_lcle 71a in-Article72(2).
concerning shorter retention
periods for categories of object
alerts.
641 By way of derogation to|By way of derogation to

paragraph 2, concerning alerts
issued for the purposes of Article

paragraph 2, concerning alerts
issued for the purposes of Article

151

Moved to paragraph 3.
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32 (2)(c) and (d) and Article 36 of | 32 (2)(c) and (d) and Article 36 of
this Regulation®®?; this Regulation®®3:
(a) A Member State may issue | (@) A Member State may issue
an alert for a period of one year. | an alert for a period of one year.
(b)  The issuing Member State | (b)  The issuing Member State
shall, within_one vyear of the | shall, within one year of the
alert's entry into SIS, review the | alert's entry into SIS, review the
need to retain it. need to retain it.
Cross-references to be checked
(2018-04-13)

6421 4, Each Member State shall, 4. Each Member State shall, | 4. Each Member State shall,
where appropriate, set shorter where appropriate, set shorter | where appropriate, set shorter
review periods in accordance with review periods in accordance with | review periods in accordance with
its national law. its national law. its national law.

2018-04-13
. 5. As soon as it becomes clear . s . .

643 5, In cases where it becomes i 5. In—eases—where—it-becemes | 5. Within the review period, the
clear to staff in the SIRENE tthtaff in the S".:E:IENI,_E Bureau, cleartostaff-inthe SIRENEBureat; | issuing _Member _State _may,
Bureau, who are responsible for w o;_re ;gsponsdl ¢ _?r_ f dat who——are—responsible—for | following a  comprehensive
coordinating and verifying of data coolr_tmzir:n? an IVE:[” ying ot aata coordinating—and-verifying-ofdata | individual __assessment, _which
quality, that an alert on a person qua 'bY’ ¢ ﬁ an ah(_ar Og ."’; person or guality;thatan-alerton-aperson-has | shall be recorded, decide to keep
has achieved its purpose and ando r{ecldf’ a(;: Iletv(ej f' S ptérlpéose achieved-is-purpese-and-should-be | the alert longer, should this prove
should be deleted from SIS, the ?}? St ?fu h If' cle %. trolm ﬂ; deleted—from—SIS,—the—staffshall | necessary [and proportionate] for
staff shall notify the authority the S ath S.t"" "r?'mhe a iyd”tf]' Y| notifythe-authority-which—created | the purposes for which the alert
which created the alert to bring this Ie ?ltj Sr_' y\;\r/].'c. Cre? eth € the—alert-tobring-this—issue—to-the | on a person was issued. In such a
issue to the attention of the atter t'o “?gth IS Itsrfu?t © Tﬁ attention —of the authority.  The case paragraph 2(a) or
authority. The authority shall have attention ot tne authortly. The autherity—shal—have—30—ealendar | paragraph 3(a) as appropriate,

152
153

Text partially moved from paragraph 2.
Text partially moved from paragraph 2.
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30 calendar days from the receipt
of this notification to indicate that
the alert has been or shall be
deleted or shall state reasons for
the retention of the alert. If the 30-
day period expires without such a
reply the alert shall be deleted by
the staff of the SIRENE Bureau.
SIRENE Bureaux shall report any
recurring issues in this area to their
national supervisory authority.

authority shall have seven calendar
days from the receipt of that
notification to indicate that the
alert has been or shall be deleted or
shall state reasons for the retention
of the alert. If the seven-day period
expires without such a reply the
alert shall be deleted by the staff of
the SIRENE Bureau. SIRENE
Bureaux shall report any recurring
issues in this area to their national
supervisory authority.

Within the review period, the
issuing __Member _State _may,
following a____comprehensive
individual __assessment, _which
shall be recorded, decide to keep
the alert longer, should this prove
necessary for the purposes for
which the alert on a person was
issued. In_ _such _a case
paragraph 2(a) or paragraph 3(a)
as appropriate, shall apply also to
the extension. Any extension of an
alert shall be communicated to
CS-SIS.1%°

shall apply also to the extension.

Any extension of an alert shall be
communicated to CS-SIS.1°°

644

6. Within the review period,
the Member State issuing the alert

6. Within the review period,
the Member State issuing the alert
may, following a comprehensive

6. Within—the—review—period;
I I iccuing. the al

154
155
156

Moved to paragraph 8.
Moved from paragraph 2a.
Moved from paragraph 2a.
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may, following a comprehensive individual assessment, which shall | may—feHowing—a—comprehensive
individual assessment, which shall | be logged, decide to keep the alert | individual-assessment—which-shal
be logged, decide to keep the alert | longer, should this prove necessary | be-logged—decide-tokeep-the-alert
longer, should this prove necessary | and proportionate for the purposes | longer—sheuld-this-prove-necessary
for the purposes for which the alert | for which the alert was issued. In for the purposes for which the alert
was issued. In such a case such a case paragraph 2 shall apply | was—issued—In—sueh—a—~case
paragraph 2 shall apply also to the | also to the extension. Any paragraph2-shatapohalsotothe
extension. Any extension of an extension of an alert shall be extension-Any-extension-ofanalert | 2018-04-13
alert shall be communicated to CS- | communicated to CS-SIS. shal—be—communicated—to—CS- .
SIS, S1S.157 6. Alerts shall automatically be
eraseddeleted  after the review
Alerts shall automatically be period referred to in

eraseddeleted  after the review
period referred to in
paragraphs 2(b) and 3(b) except
where the issuing Member has
informed CS-SIS about the
extension of the alert on_a person
pursuant to paragraph 5. CS-SIS
shall automatically inform the
Member States of the scheduled
deletion of data from the system
four months in advance.!®

paragraphs 2(b) and 3(b) except
where the issuing Member has
informed CS-SIS about the
extension of the alert on_a person
pursuant to paragraph 5. CS-SIS
shall automatically inform the
Member States of the scheduled
deletion of data from the system
four months in advance.'*®

645

7. Alerts shall automatically
be erased after the review period
referred to in paragraph 2 except
where the Member State issuing

the alert has informed CS-SIS

157
158
159

Moved to paragraph 2a.
Moved from paragraph 7.
Moved from paragraph 7.
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about the extension of the alert
pursuant to paragraph 6. CS-SIS
shall automatically inform the
Member States of the scheduled
deletion of data from the system
four months in advance.

paragraph 6. CS SIS shall
callv inf I I
States of the scheduled deletion of
data-from-the-system-fourmenthsin
advanee: 16
Member States shall keep statistics
about the number of alerts on
persons for which the retention
period has been extended in
accordance with paragraph 65.1%

LIBE proposal (2018-04-13)

Member States shall keep statistics
about the number of alerts on
persons for which the retention
period has been extended in
accordance with paragraph 65 [and
transmit them to the supervisory
authorities referred to in Article
67.]%62

646

8. Member States shall keep
statistics about the number of alerts
for which the retention period has
been extended in accordance with
paragraph 6.

8. Member States shall keep
statistics about the number of alerts
for which the retention period has
been extended in accordance with
paragraph 6 and transmit them to
the supervisory authorities
referred to in Article 67.

In cases where it becomes clear to
staff in the SIRENE Bureau, who
are responsible for coordinating and
verifying of data quality, that an
alert on a person has achieved its
purpose and should be deleted from
SIS, the staff shall bring this issue
to_the attention of netify—the
authority which created the alert-te

bring-this-issue-to-the-attention—of

LIBE proposal (2018-04-13)

To be checked in connection with
Art. 34 Borders proposal

8. In cases where it becomes clear
to staff in the SIRENE Bureau, who
are responsible for coordinating and
verifying of data quality, that an
alert on a person has achieved its
purpose and should be deleted from
SIS, the staff shall bring this issue
to_the attention of netify—the
authority which created the alert-te

bring-this-issue-to-theattention—of
the—autherity. The authority shall

have fifteen calendar days from the

160
161
162
163

Moved to paragraph 6.
Moved from paragraph 8.
Moved from paragraph 8.
Moved to paragraph 7.
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the—autherity. The authority shall

have 30 calendar days from the
receipt of this notification to
indicate that the alert has been or
shall be deleted or shall state
reasons for the retention of the alert.
If the 30-day period expires without
such a reply, the alert shall, where

receipt of this notification to
indicate that the alert has been or
shall be deleted or shall state
reasons for the retention of the alert.
If the fifteen-day period expires
without such a reply, the alert shall,
where permissible under national
law, be deleted by the staff of the

permissible _under national law,
be deleted by the staff of the
SIRENE Bureau. SIRENE Bureaux
shall report any recurring issues in
this area to their national
supervisory authority.%*

SIRENE Bureau. SIRENE Bureaux
shall report any recurring issues in
this area to their national
supervisory authority.

647 Article 51A166 Article 51A67
648 Retention period of alerts - objects | Retention period of alerts - objects
649 1. Alerts on objects entered in | (2018-04-13)

SIS pursuant to this Regulation
shall be kept only for the time

required to achieve the purposes

for which they were entered.

1.  Alerts on objects entered in
SIS pursuant to this Regulation
shall be kept only for the time
required to achieve the purposes
for which they were entered.

164
165
166

167

Moved from paragraph 5.
Moved from paragraph 5.

This new Article regards specifically the retention period for alerts on objects, and mirrors, mutatis mutandis, the provisions on retention period of alerts on persons (Article

51).

This new Atrticle regards specifically the retention period for alerts on objects, and mirrors, mutatis mutandis, the provisions on retention period of alerts on persons (Article

51).
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650

2. Concerning alerts on

2. Concerning alerts on

objects:

objects:

651

(@ a_Member State may issue
an alert for objects for a
period of 10 years.

LIBE proposal:

(a) a Member State may issue an
alert for objects for a period

of 10 vears.
COM adjustments:

(@) a A Member State may issue an
alert for objects in_accordance
with Article 38 for a period of
10 years.

652

COM proposal:

(aa) A Member State may issue an
alert for objects in
accordance with Article 36
for a period of 5 years.

653

(b) A Member State may issue
an alert for other objects in
accordance with Articles 26,
32, 34, 36 or 38 for a period
of five years if they are
linked to alerts on persons.

LIBE proposal:

(b) A_Member_State may_issue
an alert for other objects in
accordance with Articles 26,
32, 34 or 36 for a period of
five years if they are linked to
alerts on persons.

COM adjustments:

(b)
an Alerts for ether objects issued in
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accordance with Articles 26 (5), 32
(7); and 34 (2) shall be reviewed
pursuant to Art. 51 and they; 36-o¢
38 shall only be kept for the time
for which the alert on the person is
issued for-a-period-of five-yearsif
they-are-linked-to-alerts-enpersons,

654

(©)

The retention periods

referred to in paragraphs

2(@) _and (b) may be

LIBE proposal:
(c) The retention periods

extended should this prove

necessary for the purposes

for which the alert was

issued. In such cases

paragraphs (2)(a) and (b)

shall also apply to the

extension.

referred to in_paragraphs
2(a) and (b) may be extended
should this prove necessary
for the purposes for which
the alert was issued. In such
cases paragraphs (2)(a) and
(b) shall also apply to the
extension.

COM adjustments:

(c) The retention periods referred
to in paragraphs 2(a) and (baa)
may be extended should this
prove necessary for the
purposes for which the alert
was issued. In such cases
paragraphs (2)(a) and (baa)
shall also apply to the
extension.
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655 (d) Shorter retention periods | 2018-04-13
for _categories Of. object (d) Shorter retention periods
alerts may be gstabllshed.bv for categories of object
means _of |g|nplter3entlr_1q alerts may be established by
Measures a OP € N means of implementing
accordance with the T T adopted -
examination procedure P i the
referred to in Article 72(2). e procedure
referred to in Article 72(2).
656 3. Member States shall keep | 2018-04-13
stlatltstlcs at;)o_utt tr}e nurr?bﬁr tr?f 3. Member States shall keep
a«ir st_on 0 |ec_sd orhw e b € | statistics about the number of
retendlog _Perio . as e.iﬂ alerts on objects for which the
extende h '2? )accor ance Wi retention period has been
baragrap €). extended in accordance with
paragraph 2(c).
657 CHAPTER XII1 CHAPTER XII1 CHAPTER XII1 CHAPTER XII1
658 DELETION OF ALERTS DELETION OF ALERTS DELETION OF ALERTS DELETION OF ALERTS
659 Article 52 Article 52 Article 52 Article 52
660 Deletion of alerts Deletion of alerts Deletion of alerts Deletion of alerts
661| 1. Alerts for arrest for 1. Alerts for arrest for 1. Alerts for arrest for 1. Alerts for arrest for

surrender or extradition purposes
pursuant to Article 26 shall be
deleted once the person has been
surrendered or extradited to the
competent authorities of the issuing

surrender or extradition purposes
pursuant to Article 26 shall be
deleted once the person has been
surrendered or extradited to the
competent authorities of the issuing

surrender or extradition purposes
pursuant to Article 26 shall be
deleted once the person has been
surrendered or extradited to the
competent authorities of the issuing

surrender or extradition purposes
pursuant to Article 26 shall be
deleted once the person has been
surrendered or extradited to the
competent authorities of the issuing
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Member State. They may also be
deleted where the judicial decision
on which the alert was based has
been revoked by the competent
judicial authority according to
national law.

Member State. They shall also be
deleted where the judicial decision
on which the alert was based has
been revoked by the competent
judicial authority according to
national law.

Member State. They shallmay
also be deleted where the judicial
decision on which the alert was
based has been revoked by the
competent judicial authority
according to national law.

Member State. They shallmay also
be deleted where the judicial
decision on which the alert was
based has been revoked by the
competent judicial authority
according to national law.

662

2. Alerts for missing persons
shall be deleted in accordance with
the following rules:

2. Alerts for missing_persons,
children at risk of abduction or
vulnerable persons_pursuant to
Avrticle 32 shall be deleted in
accordance with the following
rules:

663

(@) Concerning missing children,
pursuant to Article 32, an
alert shall be deleted upon:

(@ Concerning missing children;
and children at risk of
abduction pursuantto
Article-32, an alert shall be
deleted upon:

664

— the resolution of the
case, such as when the
child has been
repatriated or the
competent authorities
in the executing
Member State have
taken a decision on the
care of the child);

— the resolution of the
case, such as when the
child has been
repatriated or the
competent authorities
in the executing
Member State have
taken a decision on the
care of the child);
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665 —  the expiry of the alert —  the expiry of the alert in
in accordance with accordance with Article
Article 51; 51,

666 —  adecision by the — a decision by the
competent authority of competent authority of
the issuing Member the issuing Member
State; or State; or

667 —  the location of the ) the location and his or her - thelocation of the child.
child placement under official '

' protection.
668| (b)  Concerning missing adults (b) Concerning missing adults
pursuant to Article 32, where no pursuant-to-Article-32, where no
protective measures are protective measures  are
requested, an alert shall be requested, an alert shall be
deleted upon: deleted upon:

669 —  the execution of the —  the execution of the
action to be taken action to be taken
(whereabouts (whereabouts
ascertained by the ascertained by the
executing Member executing Member
State); State);

670 —  the expiry of the alert —  the expiry of the alert in
in accordance with accordance with Article
Article 51; or 51; or

671 - a decision by the — a decision by the
competent authority of competent authority of
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the issuing Member the issuing Member
State. State.

672 (¢)  Concerning missing adults (c) Concerning missing adults
where protective measures are where protective measures are
requested, pursuant to Article requested,—pursuant—to—Article
32, an alert shall be deleted 32, an alert shall be deleted
upon: upon:

673 —  the carrying out of the —  the carrying out of the

action to be taken action to be taken
(person placed under (person placed under
protection); protection);
674 —  the expiry of the alert —  the expiry of the alert in
in accordance with accordance with Article
Article 51; or 51; or

675 —  adecision by the — a decision by the
competent authority of competent authority of
the issuing Member the issuing Member
State. State.

676 (d) _Concerning vulnerable
persons who need to be
prevented from travel for
their own potection an alert
shall be deleted upon:

677 —  thecarrying out of the

action _to be taken
(person placed under
protection);
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678 —  the expiry of the alert
in__accordance _with
Avrticle 51; or

679 — a__decision by the
competent _authority
of the issuing Member
State, 8

680 | Subject to national law, where a }N'thm# prejudice tohthebnatlonal Subject to national law, where a
person has been interned following _a\t/v, w defrelfl person das_ een b person has been interned following
a decision by a competent authority In ernet ? o;/r\]/mgta eC|IS|<?[n Y& | adecision by a competent authority
an alert may be retained until that (t:)omp;e_en dau t'(ljilhytan aler rr]nay an alert may be retained until that
person has been repatriated. € retained untit that person has person has been repatriated.

been repatriated.

681 3. Alerts on persons sought 3. Alerts on persons sought
for a judicial procedure shall be forajudickd-procedure-shat-be
deleted in accordance with the deleted in accordance with the
following rules: foHowing-rles:

682| Concerning alerts on persons Concerning alerts on persons
sought for a judicial procedure sought for a judicial procedure
pursuant to Article 34 an alert shall pursuant to Article 34 an alert shall
be deleted upon: be deleted upon:

683| (a) the communication of the (@ the communication of the

whereabouts of the person to whereabouts of the person to
the competent authority of the competent authority of
the issuing Member State. the issuing Member State.
Where the information Where the information

168 Text similar to that of point (c).
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forwarded cannot be acted forwarded cannot be acted
upon the SIRENE Bureau of upon the SIRENE Bureau of
the issuing Member State the issuing Member State
shall inform the SIRENE shall inform the SIRENE
Bureau of the executing Bureau of the executing
Member State in order to Member State in order to
resolve the problem; resolve the problem;

6841 (b) the expiry of the alert in (b) the expiry of the alert in
accordance with Article 51; accordance with Article 51,
or or

685| (c) a decision by the competent (c) adecision by the competent
authority of the issuing authority of the issuing
Member State. Member State.

686 | \Where a hit has been achieved in a Where a hit has been achieved in a Where a hit has been achieved in a
Member State and the address 'V'e”f‘ber State and the address Member State and the address
details were forwarded to the gleta_lls were forwarded to the details were forwarded to the
issuing Member State and a issuing Member State and a issuing Member State and a

o subsequent hit in that Member o
subsequent hit in that Member subsequent hit in that Member State
State reveals the same address Statg reveal§ the same address_ reveals the same address details the
details the hit shall be logged in the | 9€tails the hit shall be logged inthe | i oo he Jogged-recorded in the
executing Member State but executing Member Statg but executing Member State but neither
neither the address details nor neither the address details nor the address details nor
supplementary shall be resent to supplerr_]entary shall be resent to supplementary_information shall
the issuing Member State. In such the issuing Mem_ber State. In such be resent to the issuing Member
cases the executing Member State gﬁ;?lsitr:]f%frﬁeti]fligguxzmhﬁgn%?:e State. In such cases the executing
State o th repeated hits and tve | Stte f the repeated hitsand the | T (1T e TOCE
issuing Member State shall Issuing Member S'gate_shqll_carry repeated hits and the issuing
out a comprehensive individual
assessment of the need to maintain
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consider the need to maintain the the alert. Member State shall consider the
alert. need to maintain the alert.

687 4. Alerts on discreet, inquiry 4. Alerts on discreet, inguiry
and specific checks shall be deleted and specific checks shall be deleted
in accordance with the following H-aceordance-with-thefollowing
rules: rules:

688 | Concerning alerts on discreet, Concerning alerts on discreet,
inquiry and specific checks, inquiry and specific checks,
pursuant to Article 36, an alert pursuant to Article 36, an alert
shall be deleted upon: shall be deleted upon:

689| (a) the expiry of the alert in (@ the expiry of the alert in

accordance with Article 51; accordance with Article 51;
690 (b) a decision to delete by the (b) a decision to delete by the

competent authority of the competent authority of the

issuing Member State. issuing Member State.

691 (ba) completion of the check by

an executing Member State.

692 5. Alerts on objects for seizure 5. Alerts-on-objectsforseizure
or use as evidence shall be deleted er-use-as-evidence-shal-be-deleted
in accordance with the following —accordance—with—the—folowing
rules: rules:

693 | Concerning deletion of alerts on Concerning deletion of alerts on
objects for seizure or use as objects for seizure or use as
evidence in criminal proceedings evidence in criminal proceedings
pursuant to Article 38 an alert shall pursuant to Article 38 an alert shall
be deleted upon: be deleted upon:
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6941 (a) the seizure of the object or (@ the seizure of the object or

equivalent measure once the equivalent measure once the
necessary follow-up necessary follow-up
exchange of supplementary exchange of supplementary
information has taken place information has taken place
between SIRENE Bureaux or between SIRENE Bureaux or
the object becomes subject of the object becomes subject of
another judicial or another judicial or
administrative procedure; administrative procedure;

6951 (b) the expiry of the alert; or (b) the expiry of the alert; or

69| (c) adecision to delete by the (c) a decision to delete by the

competent authority of the competent authority of the
issuing Member State. issuing Member State.

697 6. Alerts on unknown wanted 6. Alerts ont E[mIX]ct).Wln \;\f/gntﬁd” 6. Alerts on unknown wanted
persons pursuant to Article 40 shall Eersolns; pdursuan. 0 Article =4 sha persons pursuant to Article 40 shall
be deleted in accordance with the € deleted Upon: be deleted in accordance with the
following rules: following rules:

698 7. @ the identification of +—@) the identification of
the person; or the person; or

699 8. (b) the expiry of the (b) the expiry of Fhe alert In 8—(b) the expiry of the
alert. accordance with Article 51; or alert.

700 (ba) adecision to delete by the

competent authority of the issuing
Member State.
701 6a.  In addition to paragraphs
1 to 6 of this Article, alerts shall
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also be deleted where necessary
following the compatibility check
provided for in Article 23a.

6b.  Where an alert expires in

702
accordance with Article 51, its
deletion under paragraph 2 or 3
shall be carried out automatically.
703 COM proposal (2018-04-12):
(7) Alerts for objects issued in
accordance with Articles 26 (5),
32 (7), and 34 (2) shall be deleted
when the alert on the person is
deleted in accordance with
paragraphs (1), (2) and (3) of this
Article.
704 CHAPTER XIV CHAPTER XIV CHAPTER XIV CHAPTER XIV
705| GENERAL DATA PROCESSING GENERAL DATA PROCESSING GENERAL DATA PROCESSING GENERAL DATA
RULES RULES RULES PROCESSING RULES
706 Article 53 Article 53 Article 53 Article 53
707 Processing of SIS data Processing of SIS data Processing of SIS data Processing of SIS data
708 1. The Member States may | 1. The Member States may

1. The Member States may
process the data referred to in
Acrticle 20 only for the purposes
laid down for each category of alert
referred to in Articles 26, 32, 34,
36, 38 and 40.

process the data referred to in
Article 20 only for the purposes laid
down for each category of alert
referred to in Articles 26, 32, 34, 36,
38 and 40.

process the data referred to in
Article 20 only for the purposes laid
down for each category of alert
referred to in Articles 26, 32, 34, 36,
38 and 40.
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7091 2. Data may only be copied 2. Data may only be copied To be further discussed in the context
for technical purposes, provided for technical purposes, provided of the discussion concerning Article
that such copying is necessary in that such copying is necessary in 4.
order for the authorities referred to order for the authorities referred to
in Article 43 to carry out a direct in Article 43 to carry out a direct
search. The provisions of this search_or for the Agency to
Regulation shall apply to such ensure uninterrupted availablity
copies. A Member State shall not of the Central SIS. The provisions
copy alert data or additional data of this Regulation shall apply to
entered by another Member State such copies. A Member State shall
from its N.SIS or from the CS-SIS not copy alert data or additional
into other national data files. data entered by another Member
State from its N.SIS or from the
CS-SIS into other national data
files.
7101 3. Technical copies, as 3. Technical copies, as 3. Technical copies, as To be further discussed. LIBE

referred to in paragraph 2, which
lead to off-line databases may be
retained for a period not exceeding
48 hours. That period may be
extended in the event of an
emergency until the emergency
comes to an end.

referred to in paragraph 2, which
lead to off-line databases may be
retained for a period not exceeding
48 hours.

referred to in paragraph 2, which
lead to off-line databases may be
retained for a period not exceeding
48 hours. That period may be
extended in the event of an
emergency until the emergency
comes to an end.

maintains its position.

711

4, Member States shall keep
an up-to-date inventory of those
copies, make that inventory
available to their national
supervisory authority, and ensure
that the provisions of this
Regulation, in particular those of

4. Member States shall keep
an up-to-date inventory of those
copies, make that inventory
available to their national
supervisory authority as well as the
European Data Protection
Supervisor, and ensure that the

4. Member States shall keep
an up-to-date inventory of those
copies, make that inventory
available to their national
supervisory authority, and ensure
that the provisions of this
Regulation, in particular those of

4. Member States shall keep
an up-to-date inventory of those
copies, make that inventory
available to their national
supervisory authority, and ensure
that the provisions of this
Regulation, in particular those of
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Article 10, are applied in respect of
those copies.

provisions of this Regulation, in
particular those of Article 10, are
applied in respect of those copies.

Article 10, are applied in respect of
those copies.

Article 10, are applied in respect of
those copies.

712

5. Access to data shall only be
authorised within the limits of the
competence of the national
authorities referred to in Article 43
and to duly authorised staff.

5. Access to data shall only be
authorised within the limits of the
competence of the national
authorities referred to in Article 43
and to duly authorised staff.

5. Access to data shall only be
authorised within the limits of the
competence of the national
authorities referred to in Article 43
and to duly authorised staff.

713

6. With regard to the alerts
laid down in Articles 26, 32, 34,
36, 38 and 40 of this Regulation,
any processing of information
contained therein for purposes
other than those for which it was
entered in SIS has to be linked with
a specific case and justified by the
need to prevent an imminent
serious threat to public policy and
public security, on serious grounds
of national security or for the
purposes of preventing a serious
crime. Prior authorisation from the
Member State issuing the alert
shall be obtained for this purpose.

6. With regard to the alerts
laid down in Articles 26, 32, 34,
36, 38 and 40 of this Regulation,
any processing of information
contained therein for purposes
other than those for which it was
entered in SIS has to be linked with
a specific case and justified by the
need to prevent an imminent
serious threat to public policy and
public security, on serious grounds
of national security or for the
purposes of preventing a serious
crime. Prior authorisation from the
Member State issuing the alert
shall be obtained for this purpose.

6. With regard to the alerts
laid down in Articles 26, 32, 34,
36, 38 and 40 of this Regulation,
any processing of information
contained therein for purposes
other than those for which it was
entered in SIS has to be linked with
a specific case and justified by the
need to prevent an imminent
serious threat to public policy and
public security, on serious grounds
of national security or for the
purposes of preventing a serious
crime. Prior authorisation from the
Member State issuing the alert
shall be obtained for this purpose.

714

7. Any use of data which does
not comply with paragraphs 1 to 6
shall be considered as misuse
under the national law of each
Member State.

7. Any use of data which does
not comply with paragraphs 1 to 6
shall be considered as misuse
under the national law of each
Member State and subject to
penalties in accordance with

7. Any use of data which does
not comply with paragraphs 1 to 6
shall be considered as misuse
under the national law of each
Member State.

7. Any use of data which does
not comply with paragraphs 1 to 6
shall be considered as misuse
under the national law of each
Member State and subject to
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Article 70a.

penalties in accordance with
Article 70a.

The use of word “misused” will be
assessed throughout the text of the
Regulation.

715

8. Each Member State shall
send, to the Agency, a list of its
competent authorities which are
authorised to search directly the
data contained in SIS pursuant to
this Regulation, as well as any
changes to the list. The list shall
specify, for each authority, which
data it may search and for what
purposes. The Agency shall ensure
the annual publication of the list in
the Official Journal of the
European Union.

8. Each Member State shall
send to the Agency a list of its
competent authorities which are
authorised to search directly the
data contained in SIS pursuant to
this Regulation, as well as any
changes to the list. The list shall
specify, for each authority, which
data it may search and for what
purposes. The Agency shall ensure
the annual publication of the list in
the Official Journal of the
European Union. The Commission
shall maintain a public website
containing this information. It
shall ensure that the website is
always up to date.

8. Each Member State shall
send, to the Agency, a list of its
competent authorities which are
authorised to search directly the
data contained in SIS pursuant to
this Regulation, as well as any
changes to the list. The list shall
specify, for each authority, which
data it may search and for what
purposes. The Agency shall ensure
the annual publication of the list in
the Official Journal of the
European Union.

LIBE proposal:

8. Each Member State shall send
to the Agency a list of its competent
authorities which are authorised to
search directly the data contained in
SIS pursuant to this Regulation, as
well as any changes to the list. The list
shall specify, for each authority,
which data it may search and for what
purposes. The Agency shall ensure the
annual publication of the list in the
Official Journal of the European
Union. eu-LISA shall maintain a
continuously updated public website
containing that information.

716

9. In so far as Union law does
not lay down specific provisions,
the law of each Member State shall
apply to data entered in its N.SIS.

9. In so far as Union law does
not lay down specific provisions,
the law of each Member State shall
apply to data entered in its N.SIS.

0. In so far as Union law does
not lay down specific provisions,
the law of each Member State shall
apply to data entered in its N.SIS.

717

Article 54

Article 54

Article 54

718

SIS data and national files

SIS data and national files

SIS data and national files
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7191 1. Article 53(2) shall not 1. Article 53(2) shall not 1. Article 53(2) shall not
prejudice the right of a Member prejudice the right of a Member prejudice the right of a Member
State to keep in its national files State to keep in its national files State to keep in its national files
SIS data in connection with which SIS data in connection with which | SIS data in connection with which
action has been taken on its action has been taken on its action has been taken on its
territory. Such data shall be kept in territory. Such data shall be kept in | territory. Such data shall be kept in
national files for a maximum national files for a maximum national files for a maximum
period of three years, except if period of three years, except if period of three years, except if
specific provisions in national law specific provisions in national law | specific provisions in national law
provide for a longer retention provide for a longer retention provide for a longer retention
period. period. period.

720 2. Acrticle 53(2) shall not 2. Article 53(2) shall not 2. Acrticle 53(2) shall not
prejudice the right of a Member prejudice the right of a Member prejudice the right of a Member
State to keep in its national files State to keep in its national files State to keep in its national files
data contained in a particular alert data contained in a particular alert | data contained in a particular alert
issued in SIS by that Member issued in SIS by that Member issued in SIS by that Member
State. State. State.

721 Article 55 Article 55 Article 55 Article 55

722 Information in case of non- Procedure in case of non-execution Information in case of non-

execution of alert of alert execution of alert
723 It a requested action cannot be PRES compromise (SIRENE Manual,

If a requested action cannot be
performed, the requested Member
State shall immediately inform the
Member State issuing the alert.

performed, the following
procedure applies:

If a requested action cannot be
performed, the requested Member
State shall immediately inform the
issuing Member State—issuing—the
alert_via _the exchange of
supplementary information.

point 2.4):

1. If a requested action cannot be
performed, the requested Member
State shall immediately inform the
issuing Member State-issuing-the-alert
via_the exchange of supplementary
information.
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@ the requested Member State

724 ] > - To be further discussed. Link to
shall immediately inform the Sirene Manual.
issuing Member State via its .
SIRENE Bureau stating why not, RRESIComBoMISENlre) Sle:
in accordance with the SIRENE
Manual;
725 (b) ~ the Member States To be further discussed. Link to
concerned may agree on the Sirene Manual.
action to be taken in line with the i
SIS legal instruments and their e A g ELET
own national laws;
726 (c)  ifarequested action PRES compromise (SIRENE Manual,
cannot be carried out with regard point 2.4):
to persons involved in an activity .
referred to in Directive (EU) 2. If a requested action cannot be
2017/541, the requested Member carried out with regard to persons
State sh il . diately inf involved in an activity referred to in
ate shall immediately mntorm Directive (EU) 2017/541, the issuing
Europol. Member State shall immediately
inform Europol.
27 Article 56 Article 56 Article 56 Article 56
728  Quality of the data processed in Quality of the data processed in Quality of the data processed in Quality of the data processed in
SIS SIS SIS SIS
729 1. A Member State issuing an 1. An issuing Member State | 1. An issuing Member State

alert shall be responsible for
ensuring that the data are accurate,
up-to-date and entered in SIS
lawfully.

tssuing-an-alert-shall be responsible

for ensuring that the data are
accurate, up-to-date and entered in
SIS lawfully.

issuingan-alert-shall be responsible

for ensuring that the data are
accurate, up-to-date and entered in
SIS lawfully.
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la.  Where an issuing Member

730 L PRES compromise (SIRENE Manual,
State has relevant additional or point 2.12.3.):
modified data as listed in Article o
20(3), the Member State shall la.  Where an issuing Member
complete or correct the alert State receives relevant additional or
. . modified data as listed in Article
immediately. 20(3), the Member State shall
complete or correct the alert without
delay.
731 1b. Where another_ Member PRES compromise (SIRENE Manual,
State has relevant additional or point 2.12.3.):
modified alphanumeric data as
listed in Article 20(3), that Lb. Where another Member State has
Member State shall transmit it relevant add!“%’;?; g; Ti]s?ceiéiﬂi?wd Article
immediately to the issuing 20(3), that Member State shall
Member to enable the latter to transmit it immediately without delay
complete the alert. to the issuing Member State to enable
the latter to complete the alert. If the
additional or modified data relate to
persons they shall only be transmitted
if the identity of the person is
ascertained.
732

2. Only the Member State
issuing an alert shall be authorised
to modify, add to, correct, update

or delete data which it has entered.

2. Only the issuing Member
State issuing-an-alert-shall be
authorised to modify, add to,
correct, update or delete data which
it has entered.

2. Only the issuing Member
State issuing-an-atert-shall be
authorised to modify, add to,
correct, update or delete data which
it has entered.

733

3. Where a Member State
other than that which issued an
alert has evidence suggesting that
an item of data is factually

3. Where a Member State
other than that which issued an
alert has evidence suggesting that
an item of data is factually

3. Where a Member State
other than that which issued an
alert has evidence suggesting that
an item of data is factually

To be further discussed.

LIBE could consider a compromise of
4 days and 7 days.
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incorrect or has been unlawfully
stored, it shall, through the
exchange of supplementary
information, inform the issuing
Member State at the earliest
opportunity and not later than 10
days after the said evidence has
come to its attention. The issuing
Member State shall check the
communication and, if necessary,
correct or delete the item in
question without delay.

incorrect or has been unlawfully
stored, it shall, through the
exchange of supplementary
information, inform the issuing
Member State at the earliest
opportunity and not later than two
working days after the said
evidence has come to its attention.
The issuing Member State shall
check the communication and, if
necessary, correct or delete the
item in question within seven
working days from the
notification

incorrect or has been unlawfully
stored, it shall, through the
exchange of supplementary
information, inform the issuing
Member State at the earliest
opportunity and not later than 10
days after the said evidence has
come to its attention. The issuing
Member State shall check the
communication and, if necessary,
correct or delete the item in
question without delay.

734

4, Where the Member States
are unable to reach agreement
within two months of the time
when the evidence first came to
light, as described in paragraph 3,
the Member State which did not
issue the alert shall submit the
matter to the national supervisory
authorities concerned for a
decision.

4. Where the Member States
are unable to reach agreement
within two months of the time
when the evidence first came to
light, as described in paragraph 3,
the Member State which did not
issue the alert shall submit the
matter to the national supervisory
authorities and to the European
Data Protection Supervisor
concerned for a decision by means
of cooperation under Article 69.

4, Where the Member States
are unable to reach agreement
within two months of the time
when the evidence first came to
light, as described in paragraph 3,
the Member State which did not
issue the alert shall submit the
matter to the European Data
Protection Supervisor who shall,

jointly with the national

supervisory authorities concerned
fora-decision, act as a

e

mediator®°,

4, Where the Member States
are unable to reach agreement
within two months of the time
when the evidence first came to
light, as described in paragraph 3,
the Member State which did not
issue the alert shall submit the
matter to the national supervisory
authorities and to the European
Data Protection Supervisor
concerned for a decision by means
of cooperation under Article 69.

169

Text inspired on Article 49(4) of Council Decision 2007/533/JHA.
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735

5. The Member States shall
exchange supplementary
information where a person
complains that he or she is not the
person wanted by an alert. Where
the outcome of the check shows
that there are in fact two different
persons the complainant shall be
informed of the measures laid
down in Article 59.

5. The Member States shall
exchange supplementary
information where a person
complains that he or she is not the
person wanted by an alert. Where
the outcome of the check shows
that there are in fact two different
persons the complainant shall be
informed of the measures laid
down in Article 59 and of his or
her right to redress in accordance
with Article 66(1).

5. The Member States shall
exchange supplementary
information where a person
complains that he or she is not the
person wanted by an alert. Where
the outcome of the check shows
that there are in fact two different
persons the complainant shall be
informed of the measures laid
down in Article 59.

5. The Member States shall
exchange supplementary
information where a person
complains that he or she is not the
person wanted by an alert. Where
the outcome of the check shows
that there are in fact two different
persons the complainant shall be
informed of the measures laid
down in Article 59 and of his or
her right to redress in accordance

with Article 66(1).
7361 6. Where a person is already deleted 6. Where a person is already | Moved to art. 23a
the subject of an alert in SIS, a the subject of an alert in SIS, a
Member State which enters a Member State which enters a
further alert shall reach agreement further alert shall observe the
on the entry of the alert with the compatability and priority of
Member State which entered the alerts and, where necessary,
first alert. The agreement shall be exchange supplementary
reached on the basis of the information-reach-agreement-on
exchange of supplementary the-entry-of-the-adertwith-the
information. Member State which entered the
tirstalert—TFhe-agreementshall-be
reached on the basis of the
exchange-of supplementary
737 Article 57 Article 57 Article 57 Article 57
738

Security incidents

Security incidents

Security incidents

Security incidents
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739

1. Any event that has or may
have an impact on the security of
SIS and may cause damage or loss
to SIS data shall be considered to
be a security incident, especially
where access to data may have
occurred or where the availability,
integrity and confidentiality of data
has or may have been
compromised.

1. Any event that has or may
have an impact on the security of
SIS and may cause damage or loss
to SIS data shall be considered to
be a security incident, especially
where unauthorised access to data
may have occurred or where the
availability, integrity and
confidentiality of data has or may
have been compromised.

1. Any event that has or may
have an impact on the security of
SIS andor may cause damage or
loss to SIS data or to the
supplementary _information shall
be considered to be a security
incident, especially where access to
data may have occurred or where
the availability, integrity and
confidentiality of data has or may
have been compromised.

1. Any event that has or may have
an impact on the security of SIS ardor
may cause damage or loss to SIS data
or to the supplementary information
shall be considered to be a security
incident, especially where unlawful
access to data may have occurred or
where the availability, integrity and
confidentiality of data has or may have
been compromised.

740

2. Security incidents shall be
managed to ensure a quick,
effective and proper response.

2. Security incidents shall be
managed to ensure a quick,
effective and proper response.

2. Security incidents shall be
managed to ensure a quick, effective
and proper response.

741

3. Member States shall notify
the Commission, the Agency and
the national supervisory authority
of security incidents. The Agency
shall notify the Commission and
the European data Protection
Supervisor of security incidents.

3. Without prejudice to the
notification and communication
of a personal data breach
pursuant to Article 33 of
Regulation (EU) No 2016/679 or
to Article 30 of Directive (EU) No
2016/680, Member States shall
notify the Commission, the
Agency, the national supervisory
authority and the European Data
Protection Supervisor immediately
of security incidents. In the event
of a security incident on the
Central SIS, the Agency shall
notify the Commission and the

3. Member States, Europol,
Eurojust _and the European
Border and Coast Guard Agency
shall notify the Commission, the
Agency and  the  national
supervisory authority of security
incidents. The Agency shall notify
the Commission and the European
dData Protection Supervisor of
security incidents.

Revised PRES compromise proposal:

3. Without prejudice to the
notification and communication of a
personal data breach pursuant to
Article 33 of Regulation (EU) No
2016/679 or to Article 30 of Directive
(EU) No 2016/680, Member States,
Europol, Eurojust and the European
Border and Coast Guard Agency
shall notify the Commission, the
Agency, the national supervisory
authority and the European Data
Protection Supervisor without delay of
security incidents. In the event of a
security incident on the Central SIS,

i Europel—and——the
European Data Protection the Agency,
European-Borderand-Coast-Guard
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Supervisor immediately of those
security incidents.

Agency shall notify the Commission

and the European Data Protection

Supervisor without delay of—these
ity incidents,

742

4, Information regarding a
security incident that has or may
have an impact on the operation of
SIS in a Member State or within
the Agency or on the availability,
integrity and confidentiality of the
data entered or sent by other
Member States shall be given to
the Member States and reported in
compliance with the incident
management plan provided by the
Agency.

4. Information regarding a
security incident that has or may
have an impact on the operation of
SIS in a Member State or within
the Agency or on the availability,
integrity and confidentiality of the
data entered or sent by other
Member States, shall be provided
to the Member States immediately
and reported in compliance with
the incident management plan
provided by the Agency.

4. Information regarding a
security incident that has or may
have an impact on the operation of
SIS in a Member State or within
the Agency or on the availability,
integrity and confidentiality of the
data entered or sent by other
Member States or supplementary
information exchanged shall be

given to all the Member States and
reported in compliance with the
incident management plan
provided by the Agency.

4. Information regarding a
security incident that has or may have
an impact on the operation of SIS in a
Member State or within the Agency or
on the availability, integrity and
confidentiality of the data entered or
sent_ or supplementary information
exchanged by other Member States,
shall be provided to_all the Member
States without delay and reported in
compliance with the incident
management plan provided by the
Agency.

4a. The Member States and

743 . 4a. The Member States and the
eu-LISA shall collaborate in the Agency shall collaborate in the event
event Of a Securlty |nC|dent. of a Security incident_

744 4b. Ir_‘ case of a da_ta breach i EP would consider to drop it, provided
data subjects shall be informed in that 4a, 4c and 4d would remain.
accordance with Article 34 of
Regulation (EU) No 2016/679 or
Article 31 of Directive (EU) No
2016/680.

745 4c.  The Commission shall

report serious incidents
immediately to the European
Parliament and the Council.

COM services addition of 12 March:

4c. The Commission shall report
serious incidents immediately to the
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European Parliament and the Council.
These reports shall be classified as
EU RESTRICTED/RESTREINT UE
in accordance with applicable

security rules.

746 fld. Where a se_curlty incident Provisionally agreed, but subject to
is caused by the misuse of data: the agreement regarding Art. 70a
Member States, Europol, Eurojust -
and the European Border and 4d.  Where a security incident
Coast Guard Agency shall ensure is caused by the misuse of data,
that penalties or disciplinary Member States, Europol, Eurojust
measures may be imposed in and the European Border and
accordance with Article 70a. Coast Guard Agency shall ensure
that penalties or disciplinary
measures may be imposed in
accordance with Article 70a.
47 Article 58 Article 58 Article 58 Article 58
7481 Distinguishing between persons Distinguishing between persons Distinguishing between persons Distinguishing between persons
with similar characteristics with similar characteristics with similar characteristics with similar characteristics
749

Where it becomes apparent, when a
new alert is entered, that there is
already a person in SIS with the
same identity description element,
the following procedure shall

apply:

Where it becomes apparent, when a
new alert is entered, that there is
already a person in SIS with the
same identity description element,
the following procedure shall apply:

Where it becomes apparent, when a
new alert is entered, that there is
already a person in SIS with the
same identity description element,
the following procedure shall apply:

750

the SIRENE Bureau shall
contact the requesting
authority to clarify whether

(@)

@ the SIRENE Bureau shall
immediately contact the requesting
authority to clarify whether or not
the alert is on the same person;

the SIRENE Bureau shall
contact  the  requesting
authority to clarify whether or

(@)

COM services proposal of 12 March:
(@) the
SIRENE Bureau shall contact
[immediately] the reguesting
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or not the alert is on the same
person;

not the alert is on the same
person; and

authority issuing Member State
via the exchange of

supplementary information to
clarify whether or not the alert is
on the same person;_and

where the cross-check

(b)

7511 (b)  where the cross-check i (b)  where the cross-check (b) where the cross-check
reveals that the subject of the reveals that the subject of th? new reveals that the subject of the reveals that the subject of the
new alert and the person alerft and the person ﬁlready thIS new alert and the person new alert and the person
already in SIS are indeed one are indeed one and the same, the already in SIS are indeed one already in SIS are indeed one
and the same, the SIRENE SIRENE Bureau sh_aII apply_ the and the same, the SIRENE and the same, the SIRENE
Bureau shall apply the plrocedure 1;or egterl_ng mu_lt:ple Bureau shall apply the Bureau shall apply the
procedure for entering alerts as referred to In Article 23"’}' procedure for entering procedure for entering
multiple alerts as referred to Where the outcome of the .ChECk 1S multiple alerts as referred to multiple alerts as referred to
in Article 56(6). Where the that there are in fact two different in Article 56(6). Where the in Article 23a. Where the
outcome of the check is that | PESONS, the SIRENE Bureau_ shall outcome of the check is that outcome of the check is that
there are in fact two different | 8PPrOVe the request for entering the there are in fact two different there are in fact two different
persons, the SIRENE Bureau second alert by adding the_ persons, the SIRENE Bureau persons, the SIRENE Bureau
shall approve the request for necessary € Ier_nents to avoid any shall approve the request for shall approve the request for
entering the second alert by misidentifications. entering the second alert by entering the second alert by
adding the necessary adding the necessary adding the necessary
elements to avoid any elements to avoid any elements to avoid any
misidentifications. misidentifications. misidentifications.

752 Article 59 Article 59 Article 59 Article 59

753 Additional data for the purpose of | Additional data for the purpose of | Additional data for the purpose of

Additional data for the purpose of
dealing with misused identities

dealing with misused identities

dealing with misused identities

dealing with misused identities

754

1. Where confusion may arise
between the person actually
intended as the subject of an alert
and a person whose identity has

1. Where confusion may arise
between the person actually
intended as the subject of an alert
and a person whose identity has

1. Where confusion may arise
between the person actually
intended as the subject of an alert
and a person whose identity has

1. Where confusion may arise
between the person actually
intended as the subject of an alert
and a person whose identity has
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been misused, the issuing Member
State shall, subject to that person's
explicit consent, add data relating
to the latter to the alert in order to
avoid the negative consequences of
misidentification.

been misused, the issuing Member
State shall, subject to that person's
explicit consent, add data relating
to the latter to the alert in order to
avoid the negative consequences of
misidentification. Any person
whose identity has been misused
has the right to withdraw his or
her consent to the information
being processed.

been misused, the issuing Member
State shall, subject to that person's
explicit consent, add data relating
to the latter to the alert in order to
avoid the negative consequences of
misidentification.

been misused, the issuing Member
State shall, subject to that person's
explicit consent, add data relating
to the latter to the alert in order to
avoid the negative consequences of
misidentification. Any person
whose identity has been misused
has the right to withdraw his or
her consent to the information
being processed.

755

2. Data relating to a person
whose identity has been misused
shall be used only for the following
purposes:

2. Data relating to a person
whose identity has been misused
shall be used only for the following
purposes:

2. Data relating to a person
whose identity has been misused
shall be used only for the following
purposes:

756

(@ toallow the competent (@ to allow the competent|(a) to allow the competent
authority to distinguish the authority to distinguish the authority to distinguish the
person whose identity has person whose identity has been person whose identity has been
been misused from the misused from the person misused from the person
person actually intended as actually intended as the subject actually intended as the subject
the subject of the alert; of the alert; of the alert;

7571 (b)  to allow the person whose (b) to allow the person whose | (b) to allow the person whose
identity has been misused to identity has been misused to identity has been misused to
prove his or her identity and prove his or her identity and to prove his or her identity and to
to establish that his or her establish that his or her identity establish that his or her identity
identity has been misused. has been misused. has been misused.

7581 3. For the purpose of this 3. For the purpose of this 3. For the purpose of this |3. For the purpose of this Article,

Article, only the following

Article, and subject to the explicit
consent of the person whose
identity was misused for each data

Article, only the following personal
data of the person whose identity

and subject to the explicit consent of
the person whose identity was misused
for each data category, only the
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personal data may be entered and
further processed in SIS:

category, only the following
personal data may be entered and
further processed in SIS :

has been misused may be entered
and further processed in SIS:

following personal data of the person
whose identity has been misused may
be entered and further processed in
SIS:

759

(@ surname(s)

(@ surnamefs);

(@) surnamefsy;

760

(b) forename(s),

(b) forename{s);;

(b) forename{s);;

761

(c) name(s) at birth

(c) name(s} at birth;

(c) name(s} at birth;

762

(d) previously used names and
any aliases possibly entered
separately;

(d) previously used names and
any aliases possibly entered
separately;

(d) previously used names and
any aliases possibly entered
separately;

763

(e) any specific objective and
physical characteristic not
subject to change;

(e) any specific objective, and
physical characteristic not
subject to change;

(e) any specific objective and
physical characteristic not
subject to change;

764

() place of birth

(f)  place of birth;

() place of birth;

765

(g) date of birth;

(g) date of birth;

(g) date of birth;

766

(h) sex;

(h) gender;

() sexgender;

(h) sexgender;

767

(i)  photographs and facial
images;

(i) photographs and  facial

images;

(i) photographs and  facial

images;

768

(J) fingerprints;

(J) fingerprintsdactyloscopic
data;

To be further discussed.

769

(k) nationality(ies);

(k) nationality/nationalit{iesy;

(k) nationality/nationalitfies);

SIS Police Cooperation Regulation

243




COM PROPOSAL (15814/16)

PARLIAMENT

COUNCIL (14116/17)

COMPROMISE

770

()  the category of the person’s
identity document

()  the category of the person’s
identificationty documents;

() the category of the person’s
identificationty documents;

771

(m) the country of issue of the
person’s identity document

(m) the country of issue of the

person’s identity

identification documents;

(m) the country of issue of the

person’s identity

identification documents;

772

(n) the number(s) of the person’s
identity document

(n) the number(s) of the person’s

tdentityidentification

documents;

(n) the number(s) of the person’s

tdentityidentification

documents;

7731 (0) the date of issue of a person’s (0) the date of issue of a person’s | (0) the date of issue of a person’s
identity document identityidentification identityidentification

documents; documents;

7741 (p) address of the victim; (p) address of the personwvictim; | (p) address of the personvietin;

7751 (g) victim's father’s name; () personvietim's father’s name; | (q) personwietim's father’s name;

7761 (r)  victim's mother’s name () personviethin's mother’s | (f)  personvietia's mother’s
name, name.

74, The technical rules 4. The technical rules 4. The technical rules

necessary for entering and further
processing the data referred to in
paragraph 3 shall be established by
means of implementing measures
laid down and developed in
accordance with the examination
procedure referred to in Article
72(2).

necessary for entering and further
processing the data referred to in
paragraph 3 shall be established by
means of implementing measures
laid down and developed in
accordance with the examination
procedure referred to in Article
72(2).

necessary for entering and further
processing the data referred to in
paragraph 3 shall be established by
means of implementing measures
laid down and developed in
accordance with the examination
procedure referred to in Article
72(2).
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778

5. The data referred to in
paragraph 3 shall be deleted at the
same time as the corresponding
alert or earlier where the person so
requests.

5. The data referred to in
paragraph 3 shall be deleted as
soon as this is requested by the
person whose identity was
misused or at the same time as the
corresponding alert is deleted.

5. The data referred to in
paragraph 3 shall be deleted at the
same time as the corresponding
alert or earlier where the person so
requests.

5. The data referred to in
paragraph 3 shall be deleted at the
same time as the corresponding
alert or earlier where the person so
requests.

779

6. Only the authorities having
a right of access to the
corresponding alert may access the
data referred to in paragraph 3.
They may do so for the sole
purpose of avoiding
misidentification.

6. Only the authorities having
a right of access to the
corresponding alert may access the
data referred to in paragraph 3.
They may do so for the sole
purpose of avoiding
misidentification.

6. Only the authorities having
a right of access to the
corresponding alert may access the
data referred to in paragraph 3.
They may do so for the sole
purpose of avoiding
misidentification.

780 Article 60 Article 60 Article 60
781 Links between alerts Links between alerts Links between alerts
782 1, A Member State may create 1. A Member State may create | 1. A Member State may create

a link between alerts it enters in
SIS. The effect of such a link shall
be to establish a relationship
between two or more alerts.

a link between alerts it enters in
SIS. The effect of such a link shall
be to establish a relationship
between two or more alerts.

a link between alerts it enters in
SIS. The effect of such a link shall
be to establish a relationship
between two or more alerts.

783

2. The creation of a link shall
not affect the specific action to be
taken on the basis of each linked
alert or the retention period of each
of the linked alerts.

2. The creation of a link shall
not affect the specific action to be
taken on the basis of each linked
alert or the retention period of each
of the linked alerts.

2. The creation of a link shall
not affect the specific action to be
taken on the basis of each linked
alert or the retention period of each
of the linked alerts.

784

3. The creation of a link shall
not affect the rights of access

3. The creation of a link shall
not affect the rights of access

3. The creation of a link shall
not affect the rights of access
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provided for in this Regulation.
Authorities with no right of access
to certain categories of alerts shall
not be able to see the link to an
alert to which they do not have
access.

provided for in this Regulation.
Authorities with no right of access
to certain categories of alerts shall
not be able to see the link to an
alert to which they do not have
access.

provided for in this Regulation.
Authorities with no right of access
to certain categories of alerts shall
not be able to see the link to an
alert to which they do not have
access.

785

4, A Member State shall
create a link between alerts when
there is an operational need.

4. A Member State shall
create a link between alerts when
there is an operational need.

4, A Member State shall
create a link between alerts when
there is an operational need.

786

5. Where a Member State
considers that the creation by
another Member State of a link
between alerts is incompatible with
its national law or international
obligations, it may take the
necessary measures to ensure that
there can be no access to the link
from its national territory or by its
authorities located outside its
territory.

5. Where a Member State
considers that the creation by
another Member State of a link
between alerts is incompatible with
its national law or international
obligations, it may take the
necessary measures to ensure that
there can be no access to the link
from its national territory or by its
authorities located outside its
territory.

5. Where a Member State
considers that the creation by
another Member State of a link
between alerts is incompatible with
its national law or international
obligations, it may take the
necessary measures to ensure that
there can be no access to the link
from its national territory or by its
authorities located outside its
territory.

787

6. The technical rules for
linking alerts shall be laid down
and developed in accordance with
the examination procedure referred
to in Article 72(2).

6. The technical rules for
linking alerts shall be laid down
and developed in accordance with
the examination procedure referred
to in Article 72(2).

6. The technical rules for
linking alerts shall be laid down
and developed in accordance with
the examination procedure referred
to in Article 72(2).

788

Article 61

Article 61

Article 61
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7891 Purpose and retention period of Purpose and retention period of Purpose and retention period of
supplementary information supplementary information supplementary information
7901 1, Member States shall keep a 1. Member States shall keepa | 1. Member States shall keep a

reference to the decisions giving
rise to an alert at the SIRENE
Bureau in order to support the
exchange of supplementary
information.

reference to the decisions giving
rise to an alert at the SIRENE
Bureau in order to support the
exchange of supplementary
information.

reference to the decisions giving
rise to an alert at the SIRENE
Bureau in order to support the
exchange of supplementary
information.

791

2. Personal data held in files
by the SIRENE Bureau as a result
of information exchanged shall be
kept only for such time as may be
required to achieve the purposes
for which they were supplied. They
shall in any event be deleted at the
latest one year after the related
alert has been deleted from SIS.

2. Personal data held in files
by the SIRENE Bureau as a result
of information exchanged shall be
kept only for such time as may be
required to achieve the purposes
for which they were supplied. They
shall in any event be deleted at the
latest one year after the related
alert has been deleted from SIS.

2. Personal data held in files
by the SIRENE Bureau as a result
of information exchanged shall be
kept only for such time as may be
required to achieve the purposes
for which they were supplied. They
shall in any event be deleted at the
latest one year after the related
alert has been deleted from SIS.

792

3. Paragraph 2 shall not
prejudice the right of a Member
State to keep in national files data
relating to a particular alert which
that Member State has issued or to
an alert in connection with which
action has been taken on its
territory. The period for which
such data may be held in such files
shall be governed by national law.

3. Paragraph 2 shall not
prejudice the right of a Member
State to keep in national files data
relating to a particular alert which
that Member State has issued or to
an alert in connection with which
action has been taken on its
territory. The period for which
such data may be held in such files
shall be governed by national law.

3. Paragraph 2 shall not
prejudice the right of a Member
State to keep in national files data
relating to a particular alert which
that Member State has issued or to
an alert in connection with which
action has been taken on its
territory. The period for which
such data may be held in such files
shall be governed by national law.

793

Article 62

Article 62

Article 62
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7941 Transfer of personal data to third Transfer of personal data to third | Transfer of personal data to third
parties parties parties
795| Data processed in SIS and the Data processed in SIS and the | Data processed in SIS and the
related supplementary information related supplementary information | related supplementary information
pursuant to this Regulation shall pursuant to this Regulation shall not | pursuant to this Regulation shall not
not be transferred or made be transferred or made available to | be transferred or made available to
available to third countries or to third countries or to international | third countries or to international
international organisations. organisations. organisations.
796 Article 63 Article 63 Article 63
97 Exchange of data on stolen, Exchange of data on stolen, Exchange of data on stolen,
misappropriated, lost or misappropriated, lost or misappropriated-tostor
invalidated passports with Interpol | invalidated passports with Interpol | invalidated-passperts-with-taterpol
798| 1, By way of derogation from | deleted +—Byway-et-derogationtrom
Acrticle 62, the passport number, Article 62, the passport number,
country of issuance and the eouhtry-ofssuanee-and-the
document type of stolen, document type of stolen,
misappropriated, lost or invalidated misapproprictedostorinvatidated
passports entered in SIS may be passports entered in SIS may be
exchanged with members of exehanged-with-members-of
Interpol by establishing a Interpol by establishing a
connection between SIS and the connection-between-SiS-and-the
Interpol database on stolen or Interpol database on stolen or
missing travel documents, subject rissing-travel-documents;-subject
to the conclusion of an Agreement to-the-conclusion-efan-Agreement
between Interpol and the European between-tnterpoland-the-European
Union. The Agreement shall Unien—The-Agreement-shall
provide that the transmission of provide that the transmission-of
data entered by a Member State data-entered-by-a-Member-State
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shall be subject to the consent of shal-be-subject-to-theconsent-of
that Member State. that-Member-State-

7991 2, The Agreement referred to | deleted 2 The Agreement referred to
in paragraph 1 shall foresee that the in paragraph 1 shall foresee that the
data shared shall only be accessible datasharedshalbonbyr-beaccessible
to members of Interpol from to members of Interpol from
countries that ensure an adequate countries-that-ensure-an-adeguate
level of protection of personal data. level of protection of personal data.
Before concluding this Agreement, Before-concluding-this-Agreement
the Council shall seek the opinion the Council shall seek the opinion
of the Commission on the of-the-Commission-on-the
adequacy of the level of protection adequacy of the level of protection
of personal data and respect of ofpersonal-data-and-respectof
fundamental rights and liberties fundamental rights and liberties
regarding the automatic processing regarding-the-automaticprocessing
of personal data by Interpol and by of personal data by Interpol and by
countries which have delegated eountrieswiteh-have-delegated
members to Interpol. members to Interpol.

800 3, The Agreement referred to | deleted 3—TFhe-Agreementreferredto | deleted
in paragraph 1 may also provide in paragraph 1 may also provide
for access through SIS for the foraceess-through-SiStorthe
Member States to data from the Member-States-to-data-from-the
Interpol database on stolen or tnterpeldatabase-on-stolen-or
missing travel documents, in missing travel documents, in
accordance with the relevant aceordancewith-the relevant
provisions of this Decision provisions-of this-Decision
governing alerts on stolen, governing alerts on stolen,
misappropriated, lost and misappropriatedlostand
invalidated passports entered in mnvalidated passports entered in
SIS. SiS:
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801 CHAPTER XV CHAPTER XV CHAPTER XV CHAPTER XV

802 DATAPROTECTION DATAPROTECTION DATAPROTECTION DATAPROTECTION

803 Article 64 Article 64 Article 64 Article 64

804 Applicable legislation Applicable legislation Applicable legislation Applicable legislation
To be further discussed. EP would
reserve its position in view of the
current proposal to review Reg°®
45/2001. EP would provide
wording, probably to be put in
[square brackets].
COM could accept the removal of
this Article.

805 1. Regulation (EC) No L. Regulation (EC) No 1. Regulation (EC) No Presidency would accept the

45/2001 shall apply to the
processing of personal data by the
Agency under this Regulation.

45/2001 shall apply to the
processing of personal data by the
Agency, the European Border and
Coast Guard and Eurojust under
this Regulation

45/2001 shall apply to the
processing of personal data by the
Agency and by the European
Border and Coast Guard Agency
under this Regulation. Regulation
(EU) 2016/794 (Europol
Requlation) shall apply to the
processing of personal data by
Europol under this Regulation.
Decision 2002/187 (Eurojust)
shall apply to the processing of
personal data by Eurojust under
this Requlation.

deletion of last sentence.
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806

2. Regulation (EU) 2016/679
shall apply to the processing of
personal data provided that
national provisions transposing
Directive (EU) 2016/680 do not

apply.

2. Regulation (EU) 2016/679
shall apply to the processing of
personal data under this
Regulation unless such processing
is carried out by the competent
authorities of the Member States
for the purposes of the prevention,
detection, investigation or
prosecution of criminal offences,
the execution of criminal
penalties or safeguarding against
threats to public security.

2. Regulation (EU) 2016/679
shall apply to the processing of
personal data provided that rationat
provisions—transpesithg Directive
(EU) 2016/680 does not apply.

LIBE proposal:

2. Regulation_(EU) 2016/679
shall apply to the processing of
personal data by the authorities
referred to in Article 29 of this
Regulation with the exception of
processing for the purposes of the
prevention, investigation, detection
or prosecution of criminal offences
or the execution of criminal
penalties, including the
safeguarding against and the
prevention of threats to public
security.

[exact wording of Art. 1 of Directive
2016/680; formulation “with the
exception of” from EES Regulation
Art. 49(2)] provided—thatnational
(EU)-2016/680-does-not-apply-

807

2a. National provisions
transposing Directive (EU)
2016/680 shall apply to the
processing of personal data under
this Regulation by competent
national authorities for the
purposes of the prevention,
detection, investigation or
prosecution of criminal offences,
the execution of criminal

See under paragraph 3
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penalties or safeguarding against
threats to public security.

808

2b. Regulation (EU) 2016/794
shall apply to the processing of
personal data by Europol
pursuant to Article 46 of this
Regulation.

809

3. For processing of data by
competent national authorities for
the purposes of the prevention,
investigation, detection, or
prosecution of criminal offences of
the execution of criminal penalties
including the safeguarding against
the prevention of threat to public
security national provisions
transposing Directive (EU)
2016/680 shall apply.

deleted

3. National provisions
transposing Directive (EU)
2016/680 shall apply Ffor
processing of data by competent
national authorities for the
purposes of the prevention,
investigation, detection, or
prosecution of criminal offences
orf- the execution of criminal
penalties including the
safeguarding against the prevention
of threat to public security natienal
(EWU)-2016/680-shal-apply.

LIBE proposal:

3. National previsiens
transpesing Directive (EU)
2016/680 shall apply-fer to the
processing of personal data by
competent national authorities for
the purposes of the prevention,
investigation, detection; or
prosecution of criminal offences or
of the execution of criminal
penalties, including the
safeguarding against and the
prevention of threat-threats to
public security rational-previsions
. irective (EL!
2016/680-shat-apphy.

[text aligned to police directive;
the reference to “‘national
provisions” is not necessary and
also not mentioned in EES and
ETIAS]

810

Article 65

Article 65

Article 65
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8111  Right of access, rectification of Right of access, rectification and Right of access, rectification of As the right of restriction is a right

inaccurate data and erasure of restriction of inaccurate data and inaccurate data and erasure of provided for in the Police Directive
unlawfully stored data erasure of unlawfully stored data unlawfully stored data LIBE would like to maintain it

812 L. Without prejudice to COM services proposal (27 February):

1. The right of data subjects to
have access to data relating to them
entered in SIS and to have such
data rectified or erasure shall be
exercised in accordance with the
law of the Member State before
which they invoke that right.

Articles 15, 16, 17 and 18 of
Regulation (EU) 2016/679 any
data subject shall have the right to
access and obtain the data relating
to him or her recorded in the SIS
and may request that data relating
to him or her which are
inaccurate be rectified or
completed and that data recorded
unlawfully be erased and that data
processing be restricted.

1. The right of data subjects to
have access to data relating to them
entered in SIS and to have such
data rectified or erasureerased
shall be exercised in accordance
with the law of the Member State
before which they invoke that
right.

Data subjects shall be able to exercise
their rights in accordance with
Articles 12, 15, 16 and 17 of
Regulation (EU) 2016/679 and
Articles 14, 15, 17 and 18 of Directive
(EV) 2016/680.

813

la. Where appropriate, Articles 14
to 18 of Directive (EU) 2016/680
shall apply.

814

2. If national law so provides,
the national supervisory authority
shall decide whether information is
to be communicated and by what
means.

PRES proposal to delete. LIBE
showed openness.

815

3. A Member State other than
that which has issued an alert may
communicate information
concerning such data only if it first
gives the Member State issuing the
alert an opportunity to state its

3. A Member State other than
that which has issued an alert may
communicate information to a

data subject concerning such data

only H-tfirst-givesthe-once each
issuing Member State issuinggives

COM services proposal of 23 Jan
2018:

3. A Member State other than
that which has issued an alert
may communicate information to
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position. This shall be done
through the exchange of
supplementary information.

alert-an opportunity to-state its
consentpesitien. This shall be done
through the exchange of
supplementary information.

a data subject concerning such
data only if it first gives the
Member State issuing the alert
an opportunity to state its
position. This shall be done
through the exchange of
supplementary information. In
case the issuing Member State
does not respond within 30 days
the Member State shall refer the
data subject to the issuing
Member State.

LIBE does not agree with this
COM proposal

816

4. A Member State shall take
a decision not to communicate
information to the data subject, in
whole or in part, in accordance
with national law, to the extent
that, and for as long as such a
partial or complete restriction
constitutes a necessary and
proportionate measure in a
democratic society with due regard
for the fundamental rights and
legitimate interests of the natural
person concerned, in order to:

4. A Member State shall take
a decision not to communicate
information to the data subject, in
whole or in part, in accordance
with national law, to the extent
that, and for as long as such a
partial or complete restriction
constitutes a necessary and
proportionate measure in a
democratic society with due regard
for the fundamental rights and
legitimate interests of the naturat

persendata subject concerned, in
order to:

4. A Member State shall take
a decision not to communicate
information to the data subject, in
whole or in part, in accordance
with national law, to the extent
that, and for as long as such a
partial or complete restriction
constitutes a necessary and
proportionate measure in a
democratic society with due regard
for the fundamental rights and
legitimate interests of the patural

persondata subject concerned, in
order to:
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8171 (a) avoid obstructing official or (@) avoid obstructing official or | (a) avoid obstructing official or
legal inquiries, investigations legal inquiries, investigations legal inquiries, investigations
or procedures; or procedures; or procedures;

818| (b) avoid prejudicing the (b) avoid prejudicing the (b) avoid prejudicing the
prevention, detection, prevention, detection, prevention, detection,
investigation or prosecution investigation or prosecution investigation or prosecution
of criminal offences or the of criminal offences or the of criminal offences or the
execution of criminal execution of criminal execution of criminal
penalties; penalties; penalties;

819\ (c) protect public security; (c) protect public security; (c) protect public security;

8201 (d) protect national security; (d) protect national security; or | (d) protect national security;_or

821| (e) protect the rights and (e) protect the rights and (e) protect the rights and

freedoms of others.

freedoms of others.

freedoms of others.

822

In such cases, Member States
shall provide for the controller to
inform the data subject in writing,
without undue delay, of any
refusal or restriction of access and
of the reasons for the refusal or
restriction. Such information may
be omitted where its provision
would undermine a purpose under
this paragraph. Member States

COM services proposal (27
February):

In such cases, the controller shall
inform the data subject in writing,
without undue delay, of any
refusal or restriction of access and
of the reasons for the refusal or
restriction. Such information may
be omitted where its provision
would undermine a purpose under
this paragraph. The controller
shall inform the data subject of the
possibility of lodging a complaint
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shall provide for the controller to
inform the data subject of the
possibility of lodging a complaint
with a supervisory authority or of
seeking a judicial remedy.

with a supervisory authority or of
seeking a judicial remedy.

Member States shall provide for

823 i :
the controller to document the COM services proposal (27 February):
factual or legal reasons on which The controller shall docume_nt the
the decision is based. That factual or legal reasons on which the
information shall be made decision is based. Thgt information

. . shall be made available to the
available to the supervisory supervisory authorities.
authorities.

824 For such cases, Member S_ta_tes For such cases, Member States shall
shall adopt measures providing adopt measures providing that the
that the rights of the data subject rights of the data subject may also be
may also be exercised through the exercised through the competent
competent supervisory authorities. supervisory authorities.

825 5, Any person has the right to deleted 5. Any-person-has-the rightto | (deleted)

have factually inaccurate data have factually inaccurate data
relating to him rectified or relating—to—him—rectified—or
unlawfully stored data relating to unlawfully stored data relating to
him erased. him-erased:
826 6. The person concerned shall 6. The person concerned shall | g Fhe—person—~coneerned | 6. The person concerned shall be

be informed as soon as possible
and in any event not later than 60
days from the date on which he
applies for access or sooner if
national law so provides.

be informed as soon as possible
and in any event not later than 30
days from the date on which he or
she applies for access or sooner if
national law so provides,
regardless of whether the person

Following an application for
access, rectification or erasure,
the data subiject shall be informed

as soon as possible and-nr-any-event
not-later-than-60-days-from the date
hich | lios §

informed as soon as possible and in any
event not later than 30 days from the
date on which he or she applies for
access or sooner if national law so
provides, regardless of whether the
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is on Union territory or not.

soenerf-nationalHaw-se-providesof
application, as to the follow-up
given to the exercise of these

rights®’°.

person is en—Union—territory in_a
third-country or not.

7. The person concerned shall

8271 7. The person concerned shall be inf 4 about the foll 7. Fhe-person-concerned-shal
be informed about the follow-up e (:mtf about ef%_ow-l;]p be informed about the follow up
given to the exercise of his rights g.'vﬁtn to € t?;(.er‘i.'se orhis or %r given-to-the-exercise-of-hisrights-of
of rectification and erasure as soon t”g St 0 ?C ' |(f:a lon €rasure an rectification and erasure as soon as
as possible and in any event not O Ies r]gllon 3 _processmgtas stoon possible-and-n-any-event-notlater
later than three months from the ?stpotsrfl 86821 In ?ny e\t/r(]an dnf than three months from the date on
date on which he applies for ahe_r h ;m hays r?.m fe ate on whteh-he-appHestforrectification-or
rectification or erasure or sooner if \r,Zc;icficaiigrrl soreeiggulfeso?;or 3 erasure or sooner f national law so
national law so provides. AN . provides:1’!
P restriction of processing or sooner
if national law so provides. The
person shall be informed under
this paragraph regardless of
whether he or she is on Union
territory or not.
828 Article 66 Article 66 Article 66 Article 66
829 Remedies Remedies Remedies Remedies
830 1. Any person may bring an i\ ticl V\;;[r:o%tzpr?;dlcel t?. 1. Any person may bring an
action before the courts or the ErL;C 2316/6%9 od Ae?_ula 'gg ¢ action before the courts or any
authority competent under the law (56 2‘ Directi aIQU 2%?63280 0 competent the-authority-any
of any Member State to access, orLirec ;)V? (EV) ton b fany competent authorities, including
rectify, erase or obtain information person may bring an action betore eodrts-under the national law of
the courts or the authority
170 paragraph merged with paragraph 7.
i Merged with paragraph 6.
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or to obtain compensation in
connection with an alert relating to
him.

competent under the law of any
Member State to access, rectify,
erase information or to obtain a
processing restriction and
compensation in connection with
an alert relating to him or her.

any-Member-State-to access,

rectify, erase or obtain information
or to obtain compensation in
connection with an alert relating to
him.

831

2. The Member States
undertake mutually to enforce final
decisions handed down by the
courts or authorities referred to in
paragraph 1 of this Article, without
prejudice to the provisions of
Article 70.

2. The Member States
undertake mutually to enforce final
decisions handed down by the
courts or authorities referred to in
paragraph 1 of this Article, without
prejudice to the provisions of
Article 70.

2. The Member States
undertake mutually to enforce final
decisions handed down by the
courts or authorities referred to in
paragraph 1 of this Article, without
prejudice to the provisions of
Article 70.

832

3. In order to gain a consistent
overview of the functioning of
remedies the national authorities
shall develop a standard statistical
system for reporting annually on:

3. In order 1o gain a consistent
:  the functioni ﬁ
remedies-The national authorities
shall develop-a-standard-statisticat
system-for-reporting(...) report

annually on:

Member States shall

annually on:

report

LIBE accepts the compromise
proposal

833

(@ the number of subject access
requests submitted to the data
controller and the number of
cases where access to the
data was granted;

(@ the number of subject access
requests submitted to the data
controller and the number of
cases where access to the
data was granted;

(@) the number of subject access
requests submitted to the data
controller and the number of
cases where access to the
data was granted,

834

(b) the number of subject access
requests submitted to the
national supervisory
authority and the number of

(b) the number of subject access
requests submitted to the
national supervisory
authority and the number of

(b) the number of subject access
requests submitted to the
national supervisory
authority and the number of
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cases where access to the
data was granted;

cases where access to the
data was granted;

cases where access to the
data was granted;

835

(c) the number of requests for
the rectification of inaccurate
data and the erasure of
unlawfully stored data to the
data controller and the
number of cases where the
data were rectified or erased;

(©) the number of requests for
the rectification of inaccurate data
and the erasure or restriction of
processing of unlawfully stored
data to the data controller and the
number of cases where the data
were rectified or erased;

(c) the number of requests for
the rectification of inaccurate
data and the erasure of
unlawfully stored data to the
data controller and the
number of cases where the
data were rectified or erased;

To be further discussed.

836

(d) the number of requests for
the rectification of inaccurate
data and the erasure of
unlawfully stored data
submitted to the national
supervisory authority;

(d) the number of requests for
the rectification of inaccurate data
and the erasure or restriction of
processing of unlawfully stored
data submitted to the national
supervisory authority;

(d) the number of requests for
the rectification of inaccurate
data and the erasure of
unlawfully stored data
submitted to the national
supervisory authority;

837| (e)  the number of cases which (e) the number of cases in which | (e) the number of court
are heard before the courts; a final court decision was proceedings launched eases
handed down'"?which-are in-which-afinal court
downare-heard-before the
COUHS;
LIBE does accept this text.
the number of cases where
838| (f)  the number of cases where (n ; (B3 the-number-ofcases-where
the court ruled in favour of the court ruled in favour of the thecourtriled-infavourof

applicant in any aspect of the case
and the number of cases where

172
173

Text from point (f).
Merged with point (e).
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the applicant in any aspect of
the case;

compensation was obtained;

I i - F
thecase; and

839

(g) any observations on cases of
mutual recognition of final
decisions handed down by
the courts or authorities of
other Member States on
alerts created by the alert-
issuing Member State.

(g) any observations on cases of
mutual recognition of final
decisions handed down by
the courts or authorities of
other Member States on
alerts created by the alert-
issuing Member State.

(g) any observations on cases of
mutual recognition of final
decisions handed down by
the courts or authorities of
other Member States on
alerts created by the alert-
issuing Member State.

840

The reports from the national
supervisory authorities shall be
forwarded to the cooperation
mechanism set out in Article 69.

The reports from the national
supervisory authorities shall be
forwarded to the cooperation
mechanism set out in Article 69.

A template for the reporting
referred to in the  first
subparagraph shall be developed
by the Commission. The reports
from the national—supervisory
authorities Member States shall be
forwarded to the European Data
Protection Board established by
Regulation (EU) 2016/679 and be
included in the joint report
referred to in Article 52(4).

841 Article 67 Article 67 Article 67 Article 67
842 Supervision of N.SIS Supervision of N.SIS Supervision of N.SIS Supervision of N.SIS
843 1. Each Member State shall L Each Member State shall 1. Each Member State shall

ensure that the national supervisory
authority(ies) designated in each
Member State and endowed with
the powers referred to in Chapter
VI of Directive (EU) 2016/680 or

ensure that the national
independent supervisory
authorities designated in each
Member State and endowed with
the powers referred to in Chapter

ensure that the national supervisory
authoritygies) designated in each
Member State and endowed with
the powers referred to in Chapter
VI of Directive (EU) 2016/680 or

LIBE compromise proposal:

1. Each Member State shall
ensure that the independent
national supervisory authorities
designated in each Member State
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Chapter VI of Regulation (EU)
2016/679 monitor independently
the lawfulness of the processing of
SIS personal data on their territory
and its transmission from their
territory, and the exchange and
further processing of
supplementary information.

VI of Directive (EU) 2016/680 or
Chapter VI of Regulation (EU)
2016/679 monitor independently
the lawfulness of the processing of
SIS personal data on their territory
and its transmission from their
territory, and the exchange and
further processing of
supplementary information.

Chapter VI of Regulation (EU)
2016/679 monitor independently
the lawfulness of the processing of
SIS personal data on their territory
and its transmission from their
territory, and the exchange and
further processing of
supplementary information_on
their territory.

and endowed with the powers
referred to in Chapter VI of
Directive (EU)2016/680 or Chapter
VI of Regulation (EU) 2016/679
monitor treependently the
lawfulness of the processing of SIS
personal data on their territory and
its transmission from their
territory, and the exchange and
further processing of
supplementary information on
their territory.

844

2. The national supervisory
authority shall ensure that an audit
of the data processing operations in
its N.SIS is carried out in
accordance with international
auditing standards at least every
four years. The audit shall either be
carried out by the national
supervisory authority, or the
national supervisory authority(ies)
shall directly order the audit from
an independent data protection
auditor. The national supervisory
authority shall at all times retain
control over and undertake the
responsibilities of the independent
auditor.

2. The national supervisory
authorities shall ensure that an
audit of the data processing
operations in its N.SIS is carried
out in accordance with
international auditing standards at
least every four years. The audit
shall either be carried out by the
national supervisory authorities, or
the national supervisory
authorities shall directly order the
audit from an independent data
protection auditor. The national
supervisory authorities shall at all
times retain control over and
undertake the responsibilities of the
independent auditor.

2. The national supervisory
authority shall ensure that an audit
of the data processing operations in
its N.SIS is carried out in
accordance with international
auditing standards at least every
four years. The audit shall either be
carried out by the national
supervisory authority, or the
national supervisory authority{ies)
shall directly order the audit from
an independent data protection
auditor. The national supervisory
authority shall at all times retain
control over and undertake the
responsibilities of the independent
auditor.

2. The national supervisory
authorities shall ensure that an
audit of the data processing
operations in its N.SIS is carried
out in accordance with
international auditing standards at
least every four years. The audit
shall either be carried out by the
national supervisory authorities, or
the national supervisory
authorities shall directly order the
audit from an independent data
protection auditor. The national
supervisory authorities shall at all
times retain control over and
undertake the responsibilities of the
independent auditor.
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845

3. Member States shall ensure
that their national supervisory
authority has sufficient resources to
fulfil the tasks entrusted to it under
this Regulation.

3. Member States shall ensure
that their national supervisory
authorities have sufficient
resources to fulfil the tasks
entrusted to them under this
Regulation. They shall also ensure
that their national supervisory
authorities have access to
assistance from persons with
expertise on biometric data.

3. Member States shall ensure
that their national supervisory
authority has sufficient resources to
fulfil the tasks entrusted to it under
this Regulation.

LIBE compromise proposal:
(based on Art. 55(3) EES)

3. Member States shall ensure
that their national supervisory
authorities have sufficient
resources to fulfil the tasks
entrusted to them under this
Regulation: and have access to
advice from persons with
sufficient knowledge of biometric
data.

846 Article 68 Article 68 Article 68 Article 68
847 Supervision of the Agency Supervision of the Agency Supervision of the Agency Supervision of the Agency
Council expressed scepticism on
the EP changes.
848 1. The European Data 1. The European Data COM will prepare a proposal

1. The European Data
Protection Supervisor shall ensure
that the personal data processing
activities of the Agency are carried
out in accordance with this
Regulation. The duties and powers
referred to in Articles 46 and 47 of
Regulation (EC) No 45/2001 shall
apply accordingly.

Protection Supervisor shall shall be
responsible for monitoring the
personal data processing activities
of the Agency, the European
Border and Coast Guard, Europol
and Eurojust and for ensuring
that those activities are carried out
in accordance with this Regulation.
The duties and powers referred to
in Articles 46 and 47 of Regulation
(EC) No 45/2001 shall apply
accordingly.

Protection Supervisor shall ensure
that the personal data processing
activities of the Agency are carried
out in accordance with this
Regulation. The duties and powers
referred to in Articles 46 and 47 of
Regulation (EC) No 45/2001 shall
apply accordingly.

On the basis of COM's proposal the
monitoring is already included in the
respective articles (Articles 46 and
Article 49).
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849

2. The European Data
Protection Supervisor shall ensure
that an audit of the Agency's
personal data processing activities
is carried out in accordance with
international auditing standards at
least every four years. A report on
that audit shall be sent to the
European Parliament, the Council,
the Agency, the Commission and
the National Supervisory
Authorities. The Agency shall be
given an opportunity to make
comments before the report is
adopted.

2. The European Data
Protection Supervisor shall ensure
that an audit of the Agency's, the
European Border and Coast
Guard's, Europol’s and
Eurojust’s personal data
processing activities is carried out
in accordance with international
auditing standards at least every
four years. A report on that audit
shall be sent to the European
Parliament, the Council, the
Agency, the Commission and the
National Supervisory Authorities.
The Agency shall be given an
opportunity to make comments
before the report is adopted.

2. The European Data
Protection Supervisor shall ensure
thatcarry out an audit of the
Agency's personal data processing
activities is-carried-out in
accordance with international
auditing standards at least every
four years. A report on that audit
shall be sent to the European
Parliament, the Council, the
Agency, the Commission and the
National Supervisory Authorities.
The Agency shall be given an
opportunity to make comments
before the report is adopted.

LIBE compromise proposal:

2. The European Data
Protection Supervisor shall ensure
that carry out an audit of the
Agency's, the European Border
and Coast Guard Agency's and
Europol's personal data processing
activities is-carried-out in
accordance with international
auditing standards at least every
four years. A report on that audit
shall be sent to the European
Parliament, the Council, the
Agency, the Commission and the
National Supervisory Authorities.
The Agency, the European Border
and Coast Guard Agency and
Europol shall be given an
opportunity to make comments
before the report is adopted.

850

2a. The European Data
Protection Supervisor shall be
granted sufficient resources to
fulfil the tasks entrusted to it
under this Regulation, including
assistance from persons with
expertise on biometric data.

LIBE compromise proposal:

Provision may be included in
recital 32a:

The European Data Protection
Supervisor should be granted
sufficient resources to fulfil the
tasks entrusted to it under this
Regulation, including assistance
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from persons with expertise on
biometric data.
851 Article 69 Article 69 Article 69 Article 69
8521 Cooperation between national Cooperation between national Cooperation between national Cooperation between national
supervisory authorities and the supervisory authorities and the supervisory authorities and the supervisory authorities and the
European Data Protection European Data Protection European Data Protection European Data Protection
Supervisor Supervisor Supervisor Supervisor
853 1. The national supervisory 1. The national supervisory 1. The national supervisory 1. The national supervisory

authorities and the European Data
Protection Supervisor, each acting
within the scope of its respective
competences, shall actively
cooperate within the framework of
their responsibilities and shall
ensure coordinated supervision of
SIS.

authorities and the European Data
Protection Supervisor, each acting
within the scope of its respective
competences, shall actively
cooperate with each other within
the framework of their
responsibilities in accordance with
Article [62] of [New Regulation
on the protection of individuals
with regard to the processing of
personal data by the Union
institutions, bodies, offices and
agencies and on the free
movement of such data].

authorities and the European Data
Protection Supervisor, each acting
within the scope of its respective
competences, shall actively
cooperate within the framework of
their responsibilities and shall
ensure coordinated supervision of
SIS.

authorities and the European Data
Protection Supervisor, each acting
within the scope of its respective
competences, shall actively
cooperate within the framework of
their responsibilities and shall
ensure coordinated supervision of
SIS.

854

2. They shall, each acting
within the scope of its respective
competences, exchange relevant
information, assist each other in
carrying out audits and inspections,
examine difficulties in the
interpretation or application of this

2. They shall, each acting
within the scope of its respective
competences, exchange relevant
information, assist each other in
carrying out audits and inspections,
examine difficulties in the
interpretation or application of this

2. They shall, each acting
within the scope of its respective
competences, exchange relevant
information, assist each other in
carrying out audits and inspections,
examine difficulties in the
interpretation or application of this
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Regulation and other applicable
legal acts of the Union, study
problems that are revealed through
the exercise of independent
supervision or through the exercise
of the rights of data subjects, draw
up harmonised proposals for joint
solutions to any problems and
promote awareness of data
protection rights, as necessary.

Regulation and other applicable
legal acts of the Union, study
problems that are revealed through
the exercise of independent
supervision or through the exercise
of the rights of data subjects, draw
up harmonised proposals for joint
solutions to any problems and
promote awareness of data
protection rights, as necessary.

Regulation and other applicable
legal acts of the Union, study
problems that are revealed through
the exercise of independent
supervision or through the exercise
of the rights of data subjects, draw
up harmonised proposals for joint
solutions to any problems and
promote awareness of data
protection rights, as necessary.

855

3. For the purposes laid down
in paragraph 2, the national
supervisory authorities and the
European Data Protection
Supervisor shall meet at least twice
a year as part of the European Data
Protection Board established by
Regulation (EU) 2016/679. The
costs and servicing of these
meetings shall be borne by the
Board established by Regulation
(EU) 2016/679. Rules of procedure
shall be adopted at the first
meeting. Further working methods
shall be developed jointly as
necessary.

3. For the purposes laid down
in paragraph 2, the national
supervisory authorities and the
European Data Protection
Supervisor shall meet at least twice
a year as part of the European Data
Protection Board established by
Regulation (EU) 2016/679. Fhe

casts-and-servicing-ofthese
meetings shall be borne by the

I blished | Lot
{EYU)-2016/679-Rules of procedure
shall be adopted at the first
meeting. Further working methods

shall be developed jointly as
necessary.

LIBE does not agree with the
Council’s deletion. This part of the
text is, for example, also included
in EES.

856

4. A joint report of activities
as regards coordinated supervision
shall be sent by the Board
established by Regulation (EU)

4. A joint report of activities
as regards coordinated supervision
shall be sent by the Board
established by Regulation (EU)

4. A joint report of activities
as regards coordinated supervision
shall be sent annually by the Board
established by Regulation (EU)
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2016/679 to the European 2016/679 to the European 2016/679 to the European
Parliament, the Council, and the Parliament, the Council, and the Parliament, the Council, and the
Commission every two years. Commission every-twe Commission.

yearsannually.
857 CHAPTER XVI CHAPTER XVI CHAPTER XVI CHAPTER XVI
858 LIABILITY LIABILITY AND PENALTIES LIABILITY AND PENALTIESY | LIABILITY AND
PENALTIES!"
859 Article 70 Article 70 Article 70 Article 70
Presidency compromise:
860 Liability Liability Liability Liability
861 1. Each Member State shall be il SA EaﬁhbMﬁrE?e:c State and eu- 1. Each Member State shall be | (deleted)
liable for any damage caused to a ¢ S Ia ¢ lla t € olrdany liable_in accordance with the
person through the use of N.SIS. ma er(;a; or immateria amiitgef national law, for any damage
This shall also apply to damage caulse f (i aperson as a resm:_ otan | caused to a person through the use
caused by the issuing Member un awltu fprocess![n_g opera ;_obr:, a5 | of N.SIS. This shall also apply to
State, where the latter entered a.rt?]SltJh. oRanyIa(t:_ mcormoa : ﬁ damage caused by the issuing
factually inaccurate data or stored \tﬁl 1S » I\Tgsul Sa '_IC_)Q orh Irloulg Member State, where the latter
data unlawfully. € use o1 IN.51s. This snall also entered factually inaccurate data or
apply to damage caused by the stored data unlawfully.
issuing Member State, where the
latter entered factually inaccurate
data or stored data unlawfully.
862 la.  Any person who, or 1. Any person or Member

Member State which, has suffered
material or immaterial damage as

State that has suffered material or
non-material damage as a result of

174
175

"And Penalties" has been added, due to the inclusion of new Article 53A / 70A.
"And Penalties" has been added, due to the inclusion of new Article 53A / 70A.
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a result of an unlawful processing
operation or of any act
incompatible with this Regulation
shall be entitled to receive
compensation from the Member
State responsible for the damage
suffered or from eu-LISA if it is
responsible for the damage
suffered. The Member State or eu-
LISA shall be partially or fully
relieved of that liability if it proves
that the harmful event cannot be
attributed to it. Claims for
compensation brought against a
Member State shall be governed
by the provisions of national law
of the defendant Member State, in
accordance with Regulation (EU)
2016/679 and Directive (EU)
2016/680.

an unlawful processing operation
or any other act incompatible with
this Regulation shall be entitled to
receive compensation from the
Member State which is responsible
for the damage suffered or from the
Agency which is responsible for
the damage suffered only where it
has not complied with obligations
of this Regulation specifically
directed to it or where it has acted
outside or contrary to lawful
instructions of that Member State.
That Member State or the Agency
shall be exempted from its liability,
in whole or in part, if it proves that
it is not responsible for the event
which gave rise to the damage.

863

2. Where the Member State
against which an action is brought
is not the Member State issuing the
alert, the latter shall be required to
reimburse, on request, the sums
paid out as compensation unless
the use of data by the Member
State requesting reimbursement
infringes this Regulation.

2. Where the Member State
against which an action is brought
IS not the Member State issuing the
alert, the latter shall be required to
reimburse, on request, the sums
paid out as compensation unless
the use of data by the Member
State requesting reimbursement
infringes this Regulation.

(deleted)
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864

3. Where any failure by a
Member State to comply with its
obligations under this Regulation
causes damage to SIS, that
Member State shall be held liable
for the damage, unless and in so far
as the Agency or another Member
States participating in SIS failed to
take reasonable steps to prevent the
damage from occurring or to
minimise its impact.

3. Where any failure by a
Member State to comply with its
obligations under this Regulation
causes damage to SIS, that
Member State shall be held liable
for the damage, unless and in so far
as the Agency or anetherother
Member States participating in SIS
failed to take reasonable steps to
prevent the damage from occurring
or to minimise its impact.

3. If any failure of a Member
State to comply with its obligations
under this Regulation causes
damage to the SIS, that Member
State or body shall be held liable
for such damage, unless and
insofar as the Agency or another
Member State participating in the
SIS failed to take reasonable
measures to prevent the damage
from occurring or to minimise its
impact.

865

3a. Claims for compensation
against a Member State for the
damage referred to in paragraphs 1
and 3 shall be governed by the
national law of the defendant
Member State. Claims for
compensation against the Agency
for the damage referred to in
paragraphs 1 and 3 shall be subject
to the conditions provided for in
the Treaties.

866

[3b.  The issuing Member State
shall be required to reimburse to
another Member State, on request,
the sums paid out as compensation
to a person by the latter Member
State, unless the use of data by the
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that Member State infringes this
Regulation.]
Article 70 a Article 70A Article 70A
867 Penalties Penalties!’® Penalties’’
868 Member States shall ensure th_at Member States shall ensure that | Council will propose text
any processing of data stored in any misuse of data entered in SIS
SIS or any exchange of _ or any exchange of
supplementary mformat_lon_ supplementary information
cont_rary to §h|s Regulation 1S contrary to this Requlation is
puglshalblle m_lz_irc]cordanlf_e with subject to effective, proportionate
na 'qgad ?]W'" b € F]l?n?. 1€s and dissuasive penalties in
provided shall be eTTective, accordance with national law.
proportionate and dissuasive and
shall include administrative and
criminal penalties.
869 Europol and the European Border LIIEE il e v e e el

and Coast Guard Agency shall
ensure that members of their staff
or members of their teams
accessing SIS under their
authority who process data stored
therein in breach of this
Regulation are subject to
sanctions by the Agency or, in the
case of team members, by their
home Member State.

(deleted)

176
177

New Article, similar to Article 65 of Decision 2007/533/JHA.
New Article, similar to Article 65 of Decision 2007/533/JHA.
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870 CHAPTER XVII CHAPTER XVII CHAPTER XVII CHAPTER XVII
871 FINAL PROVISIONS FINAL PROVISIONS FINAL PROVISIONS FINAL PROVISIONS
872 Article 71 Article 71 Article 71 Article 71
873 Monitoring and statistics Monitoring and statistics Monitoring and statistics Monitoring and statistics
8741 1. The Agency shall ensure 1. The Agency shall ensure 1. The Agency shall ensure

that procedures are in place to
monitor the functioning of SIS
against objectives, relating to
output, cost-effectiveness, security
and quality of service.

that procedures are in place to
monitor the functioning of SIS
against objectives, relating to
output, cost-effectiveness, security
and quality of service.

that procedures are in place to
monitor the functioning of SIS
against objectives, relating to
output, cost-effectiveness, security
and quality of service.

875

2. For the purposes of
technical maintenance, reporting
and statistics, the Agency shall
have access to the necessary
information relating to the
processing operations performed in
Central SIS.

2. For the purposes of
technical maintenance, reporting,
data quality reporting and
statistics, the Agency shall have
access to the necessary information
relating to the processing
operations performed in Central
SIS.

2. For the purposes of
technical maintenance, reporting,
data guality reporting and
statistics, the Agency shall have
access to the necessary information
relating to the processing
operations performed in Central
SIS.

876

3. The Agency shall produce,
daily, monthly and annual statistics
showing the number of records per
category of alert, the annual
number of hits per category of
alert, how many times SIS was
searched and how many times SIS
was accessed for the purpose of

3. The Agency shall produce,
daily, monthly and annual statistics
showing the number of records per
category of alert, the annual
number of hits per category of
alert, how many times SIS was
searched and how many times SIS
was accessed for the purpose of
entering, completing, updating or

3. The Agency shall produce,
daily, monthly and annual statistics
showing the number of records per
category of alert, in total, and for
each Member State. The Agency

3. The Agency shall produce,
daily, monthly and annual statistics
showing the number of records per
category of alert, in total, and for
each Member State. The Agency

shall also provide reports on the

shall also provide annual reports

annpual number of hits per category
of alert, how many times SIS was

on the annual number of hits per
category of alert, how many times
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entering, updating or deleting an
alert in total and for each Member
State. The statistics produced shall
not contain any personal data. The
annual statistical report shall be
published. The Agency shall also
provide annual statistics on the use
of the functionality on making an
alert issued under pursuant to
Acrticle 26 of this Regulation
temporarily non-searchable, in total
and for each Member State,
including any extensions to the
retention period of 48 hours.

deleting an alert in total and for
each Member State. The statistics
produced shall not contain any
personal data. The annual

statistical report shall be published.

The Agency shall also provide
annual statistics on the use of the
functionality on making an alert
issued pursuant to Article 26 of
this Regulation temporarily non-
searchable, in total and for each
Member State, including any
extensions to the retention period
of 48 hours.

searched and how many times SIS
was accessed for the purpose of
entering, updating or deleting an
alert, in total and for each Member
State. The statistics produced shall
not contain any personal data. The
annual statistical report shall be
published. The Agency shall also
provide annual statistics on the use
of the functionality on making an
alert issued under pursuant to
Article 26 of this Regulation
temporarily non-searchable, in total

and for each Member State,
including any extensions to the
retentioninitial non-searchable
period of 48 hours.

SIS was searched and how many
times SIS was accessed for the
purpose of entering, updating or
deleting an alert, in total and for
each Member State, including
statistics on the consultation
procedure referred to in Article 26.
The statistics produced shall not
contain any personal data. The
annual statistical report shall be
published.

877

4. Member States as well as
Europol, Eurojust and the
European Border and Coast Guard
Agency shall provide the Agency
and the Commission with the
information necessary to draft the
reports referred to in paragraphs 3,
7 and 8. This information shall
include separate statistics on the
number of searches carried out by,
or on behalf of, by the services in
the Member States responsible for

4. Member States as well as
Europol, Eurojust and the
European Border and Coast Guard
Agency shall provide the Agency
and the Commission with the
information necessary to draft the
reports referred to in paragraphs 3,
7 and 8. This information shall
include separate statistics on the
number of searches carried out by
the competent authorities in the
Member States responsible for

4. Member States as well as
Europol, Eurojust and the
European Border and Coast Guard
Agency shall provide the Agency
and the Commission with the
information necessary to draft the
reports referred to in paragraphs 3,
5,7 and 8178,

4. Member States as well as
Europol, Eurojust and the
European Border and Coast Guard
Agency shall provide the Agency
and the Commission with the
information necessary to draft the
reports referred to in paragraphs 3,
5,7 and 87°,

178
179

Text moved to paragraph 4a.
Text moved to paragraph 4a.
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issuing vehicle registration
certificates and the services in the
Member States responsible for
issuing registration certificates or
ensuring traffic management for
boats, including boat engines;
aircraft and containers. The
statistics shall also show the
number of hits per category of
alert.

issuing vehicle registration
certificates and the competent
authorities in the Member States
responsible for issuing registration
certificates or ensuring traffic
management for boats, including
boat engines; aircraft and
containers. The statistics shall also
show the number of hits per
category of alert.

878

4a.'%  This information shall
include separate statistics on the
number of searches carried out by,
or on behalf of, by the services in
the Member States responsible for
issuing vehicle registration
certificates and the services in the
Member States responsible for
issuing registration certificates or
ensuring traffic management for
boats, including boat engines: ,
and aircraft,_including aircraft

4a.'8'  This information shall
include separate statistics on the
number of searches carried out by,
or on behalf of, by the services in
the Member States responsible for
issuing vehicle registration
certificates and the services in the
Member States responsible for
issuing registration certificates or
ensuring traffic management for
boats, including boat engines: ,
and aircraft, including aircraft

engines and-containers. The
statistics shall also show the
number of hits per category of
alert.

engines and-containers. The
statistics shall also show the
number of hits per category of
alert.

879

5. The Agency shall provide
the Member States, the

5. The Agency shall provide
the European Parliament, the

5. The Agency shall provide
the Member States, the

Council maintains its position;
strong reservation in particular

180
181

Moved from paragraph 4.
Moved from paragraph 4.
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Commission, Europol, Eurojust
and the European Border and Coast
Guard Agency with any statistical
reports that it produces. In order to
monitor the implementation of
legal acts of the Union, the
Commission shall be able to
request the Agency to provide
additional specific statistical
reports, either regular or ad hoc, on
the performance or use of SIS and
SIRENE communication.

Council, the Member States, the
Commission, Europol, Eurojust
and the European Border and Coast
Guard Agency and the European
Data Protection Supervisor with
any statistical reports that it
produces and any specific
statistical reports requested. In
order to monitor the
implementation of legal acts of the
Union, the Commission shall be
able to request the Agency to
provide additional specific
statistical reports, either regular or
ad-hoc, on the performance or use
of SIS and SIRENE
communication.

Commission, Europol, Eurojust
and the European Border and Coast
Guard Agency with any statistical
reports that it produces. In order to
monitor the implementation of
legal acts of the Union, in
particular the Council
Regulation (EU) No 1053/201382

the Commission shall be able to
request the Agency to provide
additional specific statistical
reports, either regular or ad-hoc, on
the performance or use of Central
SIS and SIRENE
communicationon the exchange of
supplementary information.

regarding the production of
"specific statistical reports”.

To be further discussed.

880

6. For the purpose of
paragraphs 3, 4 and 5 of this
Acrticle and of Article 15(5), the
Agency shall establish, implement
and host a central repository in its
technical sites containing the data
referred to in paragraph 3 of this
Article and in Article 15(5) which
shall not allow for the
identification of individuals and

6. For the purpose of
paragraphs 3, 4 and 5 of this
Article and of Article 15(5), the
Agency shall establish, implement
and host a central repository in its
technical sites containing the data
referred to in paragraph 3 of this
Article and in Article 15(5) which
shall not allow for the
identification of individuals and
shall allow the Commission and

6. For the purpose of
paragraphs 3, 4 andor 5 of this
Article and of Article 15(5), the
Agency shall establish, implement
and host a central repository in its
technical sites containing the
datareports referred to in
paragraph 3 of this Article and in
Avrticle 15(5) which shall not allow
for the identification of individuals

LIBE proposal:

6. For the purpose of
paragraphs 3, 4 and 5 of this
Article and of Article 15(5), the
Agency shall establish, implement
and host a central repository in its
technical sites containing the data
referred to in paragraph 3 of this
Avrticle and in Article 15(5) which
shall not allow for the

182

Council Regulation (EU) No 1053/2013 of 7 October 2013 establishing an evaluation and monitoring mechanism to verify the application of the
Schengen acquis and repealing the Decision of the Executive Committee of 16 September 1998 setting up a Standing Committee on the

evaluation and implementation of Schengen (OJ L 295, 6.11.2013, p. 27).
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shall allow the Commission and
the agencies referred to in
paragraph 5 to obtain bespoke
reports and statistics. The Agency
shall grant access to Member
States, the Commission, Europol,
Eurojust and the European Border
and Coast Guard Agency to the
central repository by means of
secured access through the
Communication Infrastructure with
control of access and specific user
profiles solely for the purpose of
reporting and statistics.

the agencies referred to in
paragraph 5 to obtain bespoke
reports and statistics. Upon
request, the Agency shall grant
access to Member States, the
Commission, Europol, Eurojust
and the European Border and Coast
Guard Agency to the central
repository specific items and
information by means of secured
access through the Communication
Infrastructure with control of
access and specific user profiles
solely for the purpose of reporting
and statistics.

and shall allow the Commission
and the agencies referred to in
paragraph 5 to obtain bespoke
reports and statistics. The Agency
shall grant access to Member
States, the Commission, Europol,
Eurojust and the European Border
and Coast Guard Agency to the
central repository by means of
secured access through the
Communication Infrastructure with
control of access and specific user
profiles solely for the purpose of
reporting and statistics.

identification of individuals and
shall allow the Commission and
the agencies referred to in
paragraph 5 to obtain bespoke
reports and statistics. Upon
request, the Agency shall give
access to Member States, the
Commission, Europol, Eurojust
and the European Border and Coast
Guard Agency to the central
repository;-speciic-items-and
information by means of secured
access through the Communication
Infrastructure with control of
access and specific user profiles
solely for the purpose of reporting
and statistics.

Detailed rules on the operation of

881| Detailed rules on the operation of . Detailed rules on the operation of
the central repository and the data the cen_tral repository and the data the—centralrepositery—and-the—data
protection and security rules protection and security rules protection and  security rules
applicable to the repository shall be applicable to the repository shall_ be apphicable-to-therepository-shat-be
adopted by means of implementing adopted by means .Of implementing adopted by means of implementing
measures adopted in accordance Measures adopted_m accordance measures—adopted—in—accordanee
with the examination procedure with the examination procedure with the examination procedure
referred to in Article 72(2). referred to in Article 72(2). referred-to-in-Article 72(2).*%
8821 7, Two years after SIS is g.rough t?rrl]t%f[?ezrrgitg; i:}% Iesvery 7. Two years after SIS is LIBE proposal:
: . . : E _
?v:/?)usg ;rlsn:ﬁe?gs;gftnhzn'gge(;]eg;/ two years thereafter, the Agency WO ygel 'atrlsl 'ME Opel ElEI’G tl hl eal AI Eigixg;y 7. Two years after SIS is brought

shall submit to the European

into operation and every two years

183 Moved to paragraph 9.
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shall submit to the European
Parliament and the Council a report
on the technical functioning of
Central SIS and the
Communication Infrastructure,
including the security thereof, and
the bilateral and multilateral
exchange of supplementary
information between Member
States.

Parliament and the Council a report
on the technical functioning of
Central SIS and the
Communication Infrastructure,
including the security thereof on
the functioning of the automated
fingerprint identification system,
and the bilateral and multilateral
exchange of supplementary
information between Member
States.

shall submit to the European
Parliament and the Council a report
on the technical functioning of
Central SIS and the
Communication Infrastructure,
including the security thereof, and
the bilateral and multilateral
exchange of supplementary
information between Member
States.

thereafter, the Agency shall submit
to the European Parliament and the
Council a report on the technical
functioning of Central SIS and the
Communication Infrastructure,
including the security thereof, on
the introduction of the automated
fingerprint identification system
and the bilateral and multilateral
exchange of supplementary
information between Member
States. This report shall also
contain, once the technology is in
use, an evaluation of the use of
facial images to identify a third-
country national.

883

8. Three years after SIS is
brought into operation and every
four years thereafter, the
Commission shall produce an
overall evaluation of Central SIS
and the bilateral and multilateral
exchange of supplementary
information between Member
States. That overall evaluation
shall include an examination of
results achieved against objectives,
and an assessment of the
continuing validity of the
underlying rationale, the
application of this Regulation in

8. One year after SIS is
brought into operation and every
two years thereafter, the
Commission shall produce an
overall evaluation of Central SIS
and the bilateral and multilateral
exchange of supplementary
information between Member
States. That overall evaluation
shall take the opinion of the
European Data Protection
Supervisor into account, and shall
include an examination of results
achieved against objectives, and an
assessment of the continuing
validity of the underlying rationale,

8. Fhreeyears-after SI5+4s
brought into operation and Every
four years thereafter; the
Commission shall produce an
overall evaluation of Central SIS
and the bilateral and multilateral
exchange of supplementary
information between Member
States. That overall evaluation
shall include an examination of
results achieved against objectives,
and an assessment of the
continuing validity of the
underlying rationale, the
application of this Regulation in

Council maintains its position and
finds the 1-year premature and the 2
years too frequent.

LIBE proposal:

8. Three years after SIS is
brought into operation and every
four years thereafter, the
Commission shall produce an
overall evaluation of Central SIS
and the bilateral and multilateral
exchange of supplementary
information between Member
States. That overall evaluation
shall include an examination of
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respect of Central SIS, the security
of Central SIS and any
implications for future operations.
The Commission shall transmit the
evaluation to the European
Parliament and the Council.

the application of this Regulation
in respect of Central SIS, the
security of Central SIS and any

implications for future operations.

The overall evaluation report
shall also include the creation of
an automated fingerprint file
function and SIS information
campaigns organised by the
Commission in accordance with
Article 19. The Commission shall
transmit the evaluation to the
European Parliament and the
Council.

respect of Central SIS, the security
of Central SIS and any
implications for future operations.
The Commission shall transmit the
evaluation to the European
Parliament and the Council.

results achieved against objectives,
and an assessment of the
continuing validity of the
underlying rationale, the
application of this Regulation in
respect of Central SIS, the security
of Central SIS and any
implications for future operations.
The overall evaluation report shall
also include an assessment of the
automated fingerprint
identification system and SIS
information campaigns organised
by the Commission in accordance
with Article 19. The Commission
shall transmit the evaluation to the
European Parliament and the
Council.

884

9184  The Commission shall

adopt _implementing acts to lay
down and develop detailed rules on
the operation__of the central
repository  referred to  in
paragraph 6 and security rules
applicable to that repository.
Those implementing acts shall be
adopted in accordance with the
examination procedure referred to
in Article 72(2).

LIBE proposal:

9. The Commission _shall adopt
implementing acts to lay down
and-develop detailed rules on the
operation of the central repository
referred to in paragraph 6 and the
data protection and security rules
applicable to the that repository
shall be laid down and developed by
means—of. _Those implementing
measures acts shall be adopted in

184

Text moved from paragraph 6, in fine.
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accordance with the examination
procedure referred to in Article
72(2).

885 Article 71 a
886 Exercise of the delegation
887 3 | tT dhe F;OV_VGV to fadOpJ " To be updated once overall
clegated acts 1S conferred on the agreement is reached.
Commission subject to the _
conditions laid down in this Where necessary for a specific
Article. delegation of power, an urgency
provision could be added.
888 2. The power to adopt
delegated acts referred to in
Article 8(4), Article 12(7), Article
22 (-1), Article 42(4), Article 51(3)
and Article 75(2a) shall be
conferred on the Commission for
an indeterminate period of time
from ... [the date of entry into
force of this Regulation].
889 3. The delegation of power

referred to in Article 8(4), Article
12(7), Article 22 (-1), Article
42(4), Article 51(3) and Article
75(2a) may be revoked at any time
by the European Parliament or by
the Council. A decision to revoke
shall put an end to the delegation
of the power specified in that
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decision. It shall take effect the
day following the publication of
the decision in the Official
Journal of the European Union or
at a later date specified therein. It
shall not affect the validity of any
delegated acts already in force.

890

4. Before adopting a
delegated act, the Commission
shall consult experts designated
by each Member State in
accordance with the principles
laid down in the Interinstitutional
Agreement of 13 April 2016 on
Better Law-Making.

891

5. As soon as it adopts a
delegated act, the Commission
shall notify it simultaneously to
the European Parliament and to
the Council.

892

6. A delegated act adopted
pursuant to Article 8(4), Article
12(7), Article 22 (-1), Article
42(4), Article 51(3) and Article
75(2a) shall enter into force only
if no objection has been expressed
either by the European
Parliament or the Council within
a period of two months of
notification of that act to the
European Parliament and the
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Council or if, before the expiry of
that period, the European
Parliament and the Council have
both informed the Commission
that they will not object. That
period shall be extended by two
months at the initiative of the
European Parliament or of the
Council.

893

Article 72

Article 72

Article 72

Article 72

894

Committee procedure

Committee procedure

Committee procedure

Committee procedure

895

1. The Commission shall be
assisted by a committee within the
meaning of Regulation (EU) No
182/2011.

1. The Commission shall be
assisted by a committee within the
meaning of Regulation (EU) No
182/2011.

1. The Commission shall be
assisted by a committee within the
meaning of Regulation (EU) No
182/2011.

896

2. Where reference is made to
this paragraph, Article 5 of
Regulation (EU) No 182/2011
shall apply.

2. Where reference is made to
this paragraph, Article 5 of
Regulation (EU) No 182/2011
shall apply.

2. Where reference is made to
this paragraph, Article 5 of
Regulation (EU) No 182/2011 shall

apply.

897 Article 73 Article 73
898|  Amendments to Regulation (EU) Amendments to Regulation (EU)
515/2014 515/2014
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899 | Regulation (EU) 515/20148 s Regulation—(EU)—515/2014%8¢_jg
amended as follows: amended-as-folows:

900 In Article 6, the following —Asticle—6—the—folowing
paragraph 6 is inserted: paragraph 6 is inserted:

901 “6. During the development phase “6—Duringthe-development-phase
Member States shall receive an Member—States—shal—receive—an
additional allocation of 36,8 addittonalalocation-of 36-8-mition
million EUR to be distributed via a EUR to be distributed via a lump
lump sum to their basic allocation sum—to—thetr—baste—alocation—and
and shall entirely devote this shall entirely devote this funding to
funding to SIS national systems to SIS-national-systems-to-enpsure-thetr
ensure their quick and effective quick and effective upgrading in
upgrading in line with the Hne—with—the—implementation—of
implementation of Central SIS as Central SIS as  required in
required in Regulation (EU) Reouhition—HE20408 " —and—in
2018/...* and in Regulation (EU) Regulation (B 2018/
2018/...*

** | *Regulation on the establishment, “Regulation—on—the—establishment,
operation and use of the Schengen operation and use of the Schengen
Information System (SIS) in the tformation-Systerm-(StSHn-thefield
field of police and judicial of police and judicial cooperation
cooperation for criminal matters for—ertmnal—matters—and—in
and in Regulation (OJ..... Reguilation (OJ.....

185 Regulation (EU) No 515/2014 of the European Parliament and of the Council of 16 April 2014 establishing, as part of the Internal Security Fund, the instrument for financial

support for external borders and visa (OJ L 150, 20.5.2014, p. 143).

No 014 of the N nd-o ouncilo 6-April 2014 establishing—as part of the Interna ecuritv-FEund - the in ument-fo
) )
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| “Regulation (EU 2018/...on the “Regulation—EU—2018/—on—the
establishment, operation and use of establishment-eperation-and-use-of
the Schengen Information System the—Schengen—tnformation—System
(SIS) in the field of border checks SIS -in-the-feld-of-border—checks
and in Regulation (OJ ...)". and-inResulation{OF )-8
904 Article 74 Article 74 Article 74
905 Repeal Repeal Repeal
906 Upon the date of application of this | Upon the date of application of this

Upon the date of application of this
Regulation the following legal acts
are repealed:

Regulation the following legal acts
are repealed:

Regulation the following legal acts
are repealed:

907

Regulation (EC) No 1986/2006 of
20 December 2006 of the European
Parliament and of the Council
regarding access to the Second
Generation Schengen Information
System (SIS I1) by the services in
the Member States responsible for
issuing vehicle registration
certificates;

Regulation (EC) No 1986/2006 of
20 December 2006 of the European
Parliament and of the Council
regarding access to the Second
Generation Schengen Information
System (SIS 1) by the services in
the Member States responsible for
issuing vehicle registration
certificates;

Regulation (EC) No 1986/2006 of
20 December 2006 of the European
Parliament and of the Council
regarding access to the Second
Generation Schengen Information
System (SIS 1) by the services in
the Member States responsible for
issuing vehicle registration
certificates;

908

Council Decision 533/2007/JHA of
12 July 2007 on the establishment,
operation and use of the second
generation Schengen Information
System (SISII);

Council Decision
533/2007/533/JHA of 12 July 2007
on the establishment, operation and
use of the second generation
Schengen Information System (SIS

1);

Council Decision
533/2007/533/JHA of 12 July 2007
on the establishment, operation and
use of the second generation
Schengen Information System (SIS

1);

187

Article removed, as this instrument does not amend Regulation (EU) 515/2014.
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909 | Commission Decision Commission Decision | Commission Decision
2010/261/EU of 4 May 2010 on 2010/261/EU of 4 May 2010 on the | 2010/261/EU of 4 May 2010 on the
the Security Plan for Central SIS Il Security Plan for Central SIS 1l and | Security Plan for Central SIS Il and
and the Communication the Communication | the Communication
Infrastructure88, Infrastructure?®, Infrastructure!®,

910 Article 75 Article 75 Article 75 Article 75

911} Entry into force and applicability | Entry into force and applicability | Entry into force and applicability | Entry into force and applicability

912 1, This Regulation shall enter 1. This Regulation shall enter | 1. This Regulation shall enter

into force on the 20th day
following its publication in the
Official Journal of the European
Union.

into force on the 20th day
following its publication in the
Official Journal of the European
Union.

into force on the 20th day
following its publication in the
Official Journal of the European
Union.

913

2. It shall apply from the date
fixed by the Commission after:

2. It shall apply from [one
year after the date of entry into
force] with the exception of
Article 5, Article 8(4), Article 9(1),
Article 12(7), Article 15(5) and
(6), Article 20(3) and (4), Article
22(-1), Article 32(5) and (7),
Article 34(3), Article 36(5), Article
38(3), Article 42(4), Article 51(3),
Article 59(4), Article 60(6), Article
71(6) and Article 75(2a), which
shall apply from the date of entry
into force of this Regulation.

2. It shall apply from the date
fixed by the Commission after:

188
189
190

Commission Decision 2010/261/EU of 4 May 2010 on the Security Plan for Central SIS Il and the Communication Infrastructure (OJ L 112, 5.5.2010, p.31).
Commission Decision 2010/261/EU of 4 May 2010 on the Security Plan for Central SIS Il and the Communication Infrastructure (OJ L 112, 5.5.2010, p. 31).
Commission Decision 2010/261/EU of 4 May 2010 on the Security Plan for Central SIS 11 and the Communication Infrastructure (OJ L 112, 5.5.2010, p. 31).
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9141 (@) the necessary implementing deleted (@ the necessary implementing
measures have been adopted; measures have been adopted;
9151 (b) Member States have notified deleted (b) Member States have notified
the Commission about that the Commission abeut that
they have made the necessary they have made the necessary
technical and legal technical and legal
arrangements to process SIS arrangements to process SIS
data and exchange data and exchange
supplementary information supplementary  information
pursuant to this Regulation; pursuant to this Regulation;
9161 (c) The Agency has notified the deleted (c) The Agency has notified the
Commission about the Commission  abeutof the
completion of all testing successful completion of all
activities with regard CS-SIS testing activities with regard
and the interaction between to CS-SIS and the interaction
CS-SIS and N.SIS. between CS-SIS and N.SIS.
917 2a.  The Commission shall be
empowered to adopt delegated acts
in accordance with Article 71a
concerning amendments to the
date of application of this
Regulation.
918 3. This Regulation shall be 3—This Regulation shall be pmr=lionecd 1 (BacealohlelhGalp

binding in its entirety and directly
applicable to Member States in
accordance with the Treaty on the

binding in its entirety and directly
applicable to Member States in
accordance with the Treatiesy-en

wording)

3 This Regulation shall be
binding in its entirety and directly
applicable in the te Member States in

Functioning of the European the-Fanetioning ot the European : :
Union. Union. accor(_jan_ce with the Treat@yen_—the
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