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OPERATIONAL OBJECTIVES AND INDICATORS 

Object ives Indicators 

Enhance border securit y . Effgctive border control at external borders maintaining deterrent 
effgcts . Enhanced detection and prevent ion of cross border crime . Support to the national authorities in disclosing cases of smuggling 
of migrants and t rafficking in human beings 

Enhance efficiency of border secu rity . Detection of all targets enabling to intercept persons, to prevent 
unauthorized border crossings, to counter other cross-border 
criminality and to take measures against persons who have crossed 
the border illegally as well as to report the other illegal activities 
observed to respgctive authorities 

Enhance operatio nal cooperation . High level of MS/SAC participation in Joint Operations . Enhanced inter-agency cooperation and cooperation between 
national authorities of host MS as well as on EU level . Seeking involvement of 3"' countries in operational activities . Multi-character operational concept applied 

Enhance exchange o f information . Collgction of operat ional information from all actors involved in 
order to obtain intelligence, thus improving the risk assessments 
that underpin the operational activities 

Enhance efficiency of the exchange o f . Implementation of fully automated online reporting system; 

informat io n . Establishing standardized format and quality of the reports and 
interviews 

Identify possible risks and threats . Better knowledge about the irregular migration related to criminal 
activities and networks operating in the area, thus improving the 
situational awareness of the maritime borders of the area 
concerned 

Establish and exchange best pract ices . Fostering pract ical cooperation between the authorities involved in 
prevention and tackling illegal migration as well as other cross-
border crime . Delivering workshops, briefings, operational meetings to 
participants 

Su ppo rt estab lishment of permanent . To cont inue the fostering cooperation/information exchange 

structures between MS ICC/RCC/ HQ 3rd count ries 

~ FRONTEX 
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Proje<:t Manacer (PM) 

Frontex shall appoint the PM responsible for the project acting as the Frontex point of contact for 
the defined activity. The PM will be supported by assigned specialized staff from the relevant 
Frontex units/sectors formingthe Project Management Team. The PM is responsible for distribution 

of tasks between the team members and their proper management, whereas the responsibility for 
the project remains with the PM. 

PM shall : 

Coordinate the planning. implementation, reporting and evaluation of the operationa l 

activity; 

Prepare project templates, reports, situational assessments, letters, invitations to the MS, 

briefing notes, written communication and responses to inquires; 

Elaborate the Frontex financial contribution to the defined activity and ensure that 

administrative and financial procedures are followed; 

Ensure professional maintenance and archiving system of project documentation in line 

with Frontex standards; 

In cooperation with the MS elaborate the Operat ional Plan for the defined operational 

activities; 

Facilitate and promote the implementation of the operational activities in a flexible manner 

ensuring the adaptation to the operational needs; 

Following latest developments of the project, and update the Operational Plan if needed; 

Gather, store and analyze information received from the different sources; 

Follow up the project budget spending and management of the available funds; 

In line with the Frontex mandate cooperate with other units/sectors, the MS and the third 

countries; 

Follow instructions received from the project owner (HoS) and keep him/her informed 

about the implementation of assigned tasks. 

Frontex Coordinatinc Officer (FCO) 

The Frontex Coordinating Officer (FCO) shall act on behalf of the Agency in all aspects of the 

deployment of the teams. In particu lar, the coordinating officer shall: 

Act as an interface between the Agency and the host MS; 
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Act as an interface between the Agency and the members of the teams, providing 

assistance, on behalf of the Agency, on all issues relating to the conditions for their 

deployment with the teams; 

Monitor the correct implementation of the operational plan; 

Report to the Agency on all aspects of the deployment of the teams. 

The coordinating officer may be authorized by the ED to assist in resolving any disagreement on the 
execution of the operational plan and deployment of the teams. In discharging his duties, the 

coordinating officer shall take instructions only from the Agency. 

Only a staff member of the Agency subject to the Staff Regulations of Officials of the European 
Union or to Title II of the Conditions of employment of other servants of the European Union may 
be designated as coordinating officer. 

Frontex Operational Coordinator (FOC) 

In order to facilitate PM and FCO, Frontex shall appoint and deploy the FOC throughout the joint 
operation in the ICC or at the location wherefrom the most efficient coord ination can be 

accomplished, to act on behalf of Frontex as an interface between Frontex, the host MS and the 
deployed resources to monitor the operational activity, fostering the cooperation and coordination 
among the deployed resources of the host and participating MS. 

The FOC shall : 

Reg tlo 

Monitor and facilitate the correct implementation of the operational activit ies as defined 

in the Operational Plan; 

Initiate adjustments of the operational concept and working procedures when it is justified 

by updated threat and risk assessment, and/or operational needs; 

Be present in the JCB meetings, monitor the work in the ICC and give adeq uate advice, 

particularly to the ICC Coordinator and the NO; 

Be aware of the operational situation to ensure the efficient implementation and promote 

the further development of the organizationa l and operational issues; 

Facilitate the information gathering, sharing and dissemination process as well as the 

functioning of the related reporting system; 

Provide Frontex HQ with a daily situation reports from the operational area and specific 

reports on cases wh ich need immediate attention, further reporting and handling; 

Work closely wit h and be accessible for the ICC Coordinator; 

Work closely with, follow instructions from and be accessible for the PM and/or Frontex 

HQ; 

Be appointed for a certain period of time and in accordance with a relevant list of persons 

provided to the ICC by Frontex before the enactment of the JO, which should also include 

their deployment period along with their contact details on 24/7 basis. 
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Operational Analyst (OA) 

Fro ntex shall appoint the OA to assess constantly relevant information from available sources and 
to prod uce regular analytica l assessments re lated to the operational activit ies enabling a wider 
vision on the th reats, risks and situation affecting the operational areas. 

The OA shall : 

Produce a na lytical assessments, on a weekly/bi-weekly and ad-hoc basis, of the given 

situat ion within the operational a reas and beyond to be distributed to the Project 

Management Team, and via the FOC to the ICC and pa rticipating MS; 

Provide feedback and gu idelines to t he experts on the quality and conte nt of the 

interview/debriefing reports; 

The OA will brief and debrief the Debriefing Experts; 

Provide the FOC with the ana lytical support needed for the ongoing reporting; 

Give the PM, the FOC and the ICC advice and/or proposals on the planning of operationa l 

activities in the predefined operational areas and recommend counte rmeasures to the 

authorities encouraging a dynamic approach to the situation; 

Afte r the end of the Joint Operation, prod uce a final analytica l evaluation; 

Be constantly linked wit h and reporting to the PM, the FOC, the 10 and the experts for 

intelligence matters. 

International Coordination Centre (ICC) 

The host MS in cooperation with Frontex sha ll establish the ICC. The ICC sha ll be located in the 

premises ensuring the most efficient coord inat ion of the joint operation ta king into account all the 
integrated act ivities. If permanent operationa l structures in the framework of EPN (NCC/ICC LCC, 
FPSB) have been established, the ICC sha ll preferably be located with in this structure . Ca reful 
considerat ion on the location should be ta ken where more than one MS a re hosting the joint 

ope ration. 

The ICC sha ll be equipped in accordance with the minimum Frontex requirements for the joint 
ope rations and be accessible for FOC, 10 and NO on 24/7 basis. 

The ICC sha ll: 

Reg tlo 

Lead and coordinate the implementation of the ope rational activity as described in the 

Ope rat ional Plan; 

Coordinate, based on a daily threat and risk assessment , the deployment of human and 

technical resources at the right moment and locations; 

Gather, combine and share information and intelligence about all border related incidents; 
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Plan an intelligence driven tactica l and/ or strategic synchron ization of availa ble human and 

techn ical resources; 

Ensure communicat ion and cooperation be tween the participants of the host and 

participat ing MS; 

Ad ministrate the patroll ing schedule database: plan pat rolling activities and working hou rs 

for deployed staff, and record plan ned and delivered activities; 

Elaborate the daily reports with situational updates from the operational a rea. 

Follow up and report the cases which need immediate attention, further reporting and 

handl ing. 

Minimum requirements for the ICC 

Ensure 24/7 function ing to achieve the sit uation awareness a nd proper coordination of 

ongoing operation; 

Be manned with duty officers, necessary techn ical and administrative staff of the host 

nationa I authorities involved o n 24/7 basis; 

Have staff with operational experie nce from operational activities and good skills in English 

designated for each working shift to supervise, perform and support the coordination of the 

operational activities; 

Ensure te lecommunication between the ICC and all participating MS, deployed operationa l 

units and Frontex; 

Ensure the rad io communication between the ICC and all deployed assets; 

Ensure access to the internet and printe r for the staff in the ICC; 

Ensure the daily delivery of t he Daily Reporting Package to Frontex. 

ICC Coordinator 

The MS hosting the ICC sha ll appoint and deploy a n officer as the ICC Coordinator who is responsible 

for leading the daily activities and fulfilment of the tasks of the ICC throughout the joint operation. 
To ensure the continuous presence of the ICC Coordinator he/ she shall be deputized by an 
appropriate officer who shall take over the responsibilities and tasks du ring his/her absence. The 
ICC Coordinator is the chairman of the JCB. 

The ICC Coordinator shall : 
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Lead the coordinated implementation of the operationa l activities as described in the 

Operat ional Plan; 

Initiate and present adjustments of the operational concept and working procedures to 

Frontex, when it is justified by updated threat and risk assessment, and/or by operational 

needs; 

Chair the JCB meetings on a da ily basis throughout the joint operation; 

Coordinate the proper implementation of operationa l information gathering, sha ring and 

dissemination; 

Ensure the proper functioning of the repo rting system in the ICC (Daily Reporting Package 

dissemination ); 

Monitor the operational situation to ensu re the efficient implementat ion and promote the 

further developments regarding o rgan izational and operational issues; 

Work closely and continuously with the 10, the NO and the FOC. 

Joint Coordinatinc Board (JCB) 

The JCB is the board which runs the joint operation and is established in the ICC. The JCB is at least 
composed of ICC Coordinator, NO (if national assets are deployed), the FOC and t he 10 . The JCB has 
its meetings o n a daily basis, cha ired by the ICC Coord inator. 

lntellicenee Officer (10) 

The host MS shall appoint and deploy an officer skilled in inte lligence matte rs as the 10 in the ICC to 

act permanently as a da ily connection between the local authorit ies and the ICC enabling the 
gathering, sharing and dissemination of all relevant information. Intel ligence un its of national 
authorities of the host MS shall cooperate closely with the 10 including the establishment of a 
network of contact points in order to e nsure a constant and adeq uate flow of intelligence related 

to the Fro ntex coordinated operationa l activities for further ana lytical assessments. 

The 10 shall : 

Reg tlo 

Contribute to the prope r implementation of the operationa l activities as described in the 

Operat ional Plan; 

Contribute to the needed adjustments of the operational concept and working procedure 

when it is justified by updated t hreat and risk assessment, and/ or by the operational needs; 

Take part and contribute in the JCB especially concerning information that might be 

valuable operationa lly for redeployment of human a nd technica l resources; 

To be a constant link between the deployed experts and the ICC to facilitate their activities 

by providing them with constant updates on modus o perandi, routes, involvement of 
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facilitators and feedback on the output of interviews, taking into account the analytical 

assessments prepared by the OA; 

Facilitate the monitoring of the operational situation to ensure the efficient implementation 

and promote the further development regarding organizational and operational issues; 

Coordinate the proper implementation of operational information gathering. sha ring and 

dissemination; 

Contribute to the proper functioning of the reporting system in the ICC and with Frontex 

(deliver the 10 Daily Report, interview/debriefing/screening reports collected from experts, 

contribute to the Incident Reports and Daily Statistical Reports); 

Work closely and continuously with the ICC Coordinator, the NO, the FOC and the OA for 

intelligence matters. 

National Official (NO) 

The MS deploying their aerial, land and/or maritime mean to an operation shall appoint and deploy 

the NO in the ICC for the period the mean is deployed. The NO is responsible for coordinating the 
actions of their national mean with the ICC Coordinator accord ing to their national legislation. The 
NO must have the necessary power and/or authorizations to give instructions and commands to the 
CO of their national mean accord ing to the national legislation. 

The NO shall : 

Reg tlo 

Contribute to the proper implementation of the operational activities as described in the 

Operat ional Plan; 

Contribute to the needed adjustments of the operational concept and working procedures 

when it is justified by updated threat and risk assessment, and/or by operational needs; 

Take part and contribute in the JCB meetings on a da ily basis; 

Ensure that the decisions of the JCB are followed by the mean for which he/she has the 

coord ination responsibility; 

Facilitate the monitoring of the operational situation to ensure the efficient implementation 

and promote the further development regarding organizationa l and operational issues; 

Coordinate the proper implementation of operational information gathering, sharing and 

dissemination; 

Contribute to the proper functioning of the reporting system in the ICC (deliver Technical 

Equipment Mission Report, contribute to the Incident Reports, Daily Statistical Reports, 

Patrolling Schedule); 

Work closely and continuously with his/her operational entity to ensure an efficient 

operational management of the mean according to updated risk assessment and 

operational needs. 
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Local Coordination Centre (LCC) 

The host MS in cooperation with Frontex may establish one or more LCC for the coordination of 
activities at the regional/local level and with the neighbou ring MS and third countries. If permanent 
operational structures in the framework of EPN (NCC/ICC, LCC, FPSB) have been established, the 

LCC should preferably be located within this structure 

The LCC shall : 

Lead and coord inate the implementation of the operational activity in the area of 

responsibility as described in the Operational Plan; 

Plan an intelligence driven tactical and/or strategic synchronization of available techn ical 

and human resources in the area of responsibility; 

Facilitate the monitoring of the operational situation to ensure the efficient implementation 

and promotion the further developments regarding organizational and operational issues; 

Facilitate the proper implementation of operational information gathering, sharing and 

dissemination; 

Facilitate the proper functioning of the reporting system in the ICC (contribute to the Daily 

Reporting Package); 

Ensure communication and cooperation between the participants of the host and 

participating MS; 

Assess the content of the reports received from GO and/ or CO and shall elaborate the daily 

LCC situational reports from the operational scene in the area of responsibility; 

Be manned by the duty officers and necessary techn ical and administrative staff from the 

host national authorities involved in the operational activities. 

LCC Coordinator 

In case Frontex and the host MS decide to establish the LCCs, the host MS shall appoint and deploy 
an officer to perfonm tasks of the LCC Coordinator for each of them. 

The LCC Coordinator is responsible for leading the da ily operational activities in the area of 
responsibility in close cooperation with and under coordination of the ICC Coordinator throughout 
the joint operation. To ensure the continuous presence of the LCC Coordinator he/she shall be 
deputized by an appropriate officer who shall take over the responsibilities and tasks during his/her 

absence. 

The LCC Coordinator shall : 

Reg tlo 10/101 

Error! Use the Home tab to apply F.Section Tttle to the text that you 

want to appear here. 



FOR LAW EHFORCEMENT OHLY 

Lead the proper implementation of the joint operation in the area of responsibility as 

described in the Operational Plan 

Ensure that the decision of the JCB and the ICC Coordinator are followed by the means and 

staff deployed in the area of responsibility; 

Contribute to the needed adjustment of the operational concept and working procedure 

when it is justified by updated risk assessment and/or operational needs; 

Contribute to the proper implementation of information gathering, sharing and 

dissemination and the related reporting system; 

Chair the operational meetings in the LCC; 

Monitor the operational situation in the area of responsibility to ensure the efficient 

implementation and promote the further development of the organizational and 

operational issues; 

Provide the ICC with the incident reports on situational updates from the operational area; 

Work closely and continuously with the deployed resources in the area of responsibility, 

particularly the COs, the ICC and other; 

Follow instructions of the ICC Coordinator. 

Liaison Officer (LO) 

The host MS where different authorities are involved may appoint and deploy an LO in the ICC and 
in LCC if established, to facilitate the cooperation between different components from the involved 

authorities ensuring an effective implementation of the operational activities. 

Liaison Officer - Technical Equipment (LO-TE) 

If requested by the participating or the host MS, the host MS shall appoint a liaison officer skilled in 
know-how about the relevant operational matters for aerial and maritime means as LO-TE deployed 
onboard the foreign aerial and maritime mean to act as the continuous connection between the CO 
and the host national authorities. 

The LO-TE shall: 

Reg tlo 

Support the proper implementation of the operational activities as described in the 

Operat ional Plan; 

Support the implementation of decisions of the JCB and the ICC Coordinator to be followed 

by the mean and the crew; 

Contribute to the needed adjustment of the operational concept and working procedure; 

Ensure the right implementation of the nationa l law/procedures related to the operational 

activities; 

Support the communication between LCC and the mean; 
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Support the proper implementation of infonmation gathering, sha ring and dissemination 

and the re lated reporting system; 

Support the CO to ensure the efficient implementation and promote the further 

development of the operational issues; 

Work closely and follow instructions of the LCC Coordinator. 

Guest Officer (GO) 

)> Border Surveillance Officer carries o ut bo rder surveillance dut ies at the external borders to 

prevent unauthorized border crossings, to counte r cross-border crimina lity and to take 

appropriate measu res. 

)> Debriefinc Expert interviews a person having crossed, or having attempted to cross, an 

external border irregularly in o rder to collect infonmation that is used for risk analysis, 

raising operational awa reness and facilitat ing o perat ional decision-making that may be 

used for supporting nat ional measu res of the host Member State . 

Special instructions: 

Executive powers 

With reference to the Frontex Regulation guest office rs have the capacity to perform all tasks and 
exercise all powers for border checks in accordance with the SBC, and that a re necessary for the 
rea lisation of the objectives of the SBC. Guest officers may only perform tasks and exercise powers 

under instructions from and, as a general rule, in presence of the host Member State officers. 

Uniform 

Guest officers shall wear their national un iform without any service weapons (guns, truncheon, 
handcuffs, pepper spray) while performing their tasks and exercising their powers. However, guest 
officers carrying out interview shall follow the related host Member State national procedures. 

Armbands 

Guest officers sha ll wea r a blue a rmband with the insignia of the European Un ion and Frontex on 
their uniforms, identifying them as pa rticipating in the operation. However, guest office rs ca rrying 

out interview shall follow the related host Member State national procedures. 

Accreditation document 

Guest officers sha ll carry at all times (on and off duty) a n accreditation document for the purposes 
of ident ification vis-a-vis the nationa l authorit ies of host Member State and its citizens. This 
document shall be presented on request. 

Databases 

Deployed guest officers might not be able to access directly the national databases of host Member 
State. In such case request for consultation sha ll be directed to the nationa l office rs of host Member 

State. Guest officers are e ncouraged to consult their own nationa l data bases to the extent possible. 
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Use of force 

Guest officers may use force o nly in the case of self-defense and with legitimate defence. 

In order to fulfil the tasks efficiently the GO shall have a very good command of English. 

Commandinc Officer (CO) 

COs are the Commanders of the aerial, marit ime and land means accord ing to the nationa l 
legislation. 

Special adviser 

Based o n the risk analysis and operational needs the special adviser may be deployed within the 
joint operation. However, special advisers' performance is not covered by the Regulation (EC) 

2007/ 2004 and (EC) 863/ 2007, and the reby limited to the support and assistance without a ny power 
to act o n their own. 

Interpreters and Cultura l Mediator 

The host MS and Frontex sha ll consider the needs to deploy addit ional interpreters or cu ltura l 
med iators. The interpreters / cu ltura l med iators sha ll assist the loca l staff and GOs with the 
implementation for the operational activit ies in the a rea. 

local staff of the host Member State 

The national a uthorities of the host MS, ma inly the local staff, has the leading role in the 

implementation of the operational activities. The GOs, advisers and observers shall support a nd, 
based on their mandate, carry o ut measures in line and in agreement with the local staff. 

The basic tasks of loca l staff involved with the implementation of the JO will be uncha nged according 
to the re levant nationa l law and interna l regulations of the national border guard service but 

add it ionally they should : 

Cooperate closely with the GOs, advisers, observers knowing the ir ro le and mandate; 

Be fa miliar with the Operational Plan and more accurately the tasks assigned to the local 

level; 

Support the participants to ca rry o ut their tasks with practica l contribut ion. 

Additional staff of the host Member State 

Additional staff could be deployed in the operational area based on o pe rational needs and in 
agreement between the host MS and Frontex to increase the operational capacity and supporting 

the participants from other MS. 
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-:::::: FRONTEX 

ANNEX 4 

LIST OF PARTICIPATING RESOURCES 

LIST OF PARTICIPATING UNITS/ EXPERTS 

MS/SAC Units/Expe11s Dates 

ES 2 CPV 02 07-15.12 

LU l Airplane (FWA) 01 08-30.09 

IS l Airplane (FWA) 0110-30.10 
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ANNEX7 

RECOMMENDED RULES OF ENGAGEMENT (ROE) 

General 

These ROE do not affect the participant's rights and obligations under international law and nor 
under relevant domestic laws and shall be used only as a coord ination tool during Frontex 
maritime operations. 

In order to provide uniform train ing and planning capabilities, this document is authorized for 
distribution to EU MS/SAC at all levels and is to be used as fundamental guidance for train ing and 

directing their forces. 

This instruction is approved for limited release. 

The rules of engagement do not affect the participant's rights and obligations under international 
agreements and other instruments establishing international courts and tribunals, and relevant 
domestic laws and sha ll be used only as a coordination tool during Frontex maritime operations. 

The prevention of loss of lives has overall priority in all operational actions 

The security of the operational means and the safety of the crew should not be put into 
unnecessary risk 

The patrols should monitor intensively of specific maritime areas aga inst illegal migration on the 

basis of information provided by Frontex EU MS/SAC. The scope of these intensified patrols is to 
prevent illegal migrants from undetected landing in EU Member States. 

Safecuards 

Where a MS takes measures against a vessel, it shall: 

take due account for the strict respect for fundamental rights consigned in international laws and 
the boarding MS law and regulations; 

(b) take due account of the need not to endanger the safety of life at sea; 

(c) take due account of the safety and security of the vessel and its cargo; 

(d) not prejudice the national, commercial or legal interests of the Flag State; 

(e) ensure within ava ilable means, that any measure taken with regard to the vessel is 
environmenta lly sound under the circumstances; 
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(f) ensure that the master of the vessel is, or has been, afforded at any time the opportunity to 
contact the vessel's Flag State, and, subject to preserving the safety and security of operations, is, 
or has been, afforded the opportunity to contact the vessel's owner or manager. 

All reasonable efforts shall be taken to avoid a vessel being undu ly detained or delayed. 

Exchance and Knowledce of Laws and Practices of MS 

Exchange of Information. To facilitate implementation of those ROE, each HMS, shall endeavor to 

ensure the other MS are appropriately informed of its respective applicable laws and practices, 
particularly those pertaining to the use of force. 

Knowledge. Each participating MS shall endeavor to ensure that its representatives in Frontex 
maritime operations are knowledgeable concerning the applicable laws and policies in accordance 
with th is ROE. 

To ensure MS concluding knowledge of Frontex - ROE - Frontex provides a basic train ing in these 

rules in cooperat ion with each HMS. 

Specific regional and local conditions, which must be ta ken into specia l account shall after 

negotiations be clearly described in the operational report. 

Implementation of ROE - Measures acainst suspect vessels 

The patrols should monitor intensively of specific maritime areas against illegal migration on the 
basis of information provided by Frontex EU MS/SAC. The scope of these intensified patrols is to 
prevent illegal migrants from undetected landing in EU Member States. 

Once a suspect vessel has been detected, it should be approached in order to observe its ident ity 
and nationality and, pending the adoption of any other appropriate measure, it should be 

surveyed at a prudent distance. 

Detection - monitorinc 

This is the initia l phase, where a suspicious vessel is detected and the CO assesses the situation, 
analyzing possible courses of action available. 

Upon sighting a suspicious vessel, EU MS/SAC vessels are to continue to follow the progression of 
the suspicious vessel and try to identify: 

Position (coordinates) 

The course 

The speed 

The flag or/and registration number 

Size ant type of a vessel 

Number of persons visible 

Activity on board 
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Description of a vessel including: (color, other special identifying marks; possible recognition of 
equipment, etc.) 

During this phase, the EU MS/SAC unit is to keep a safe distance so that the suspect vessel will not 
identify the type of vessel approaching. 

Disembarkation 

DISEMBARKATION OF PEOPLE APPREHENDED SUBSEQUENTLY TO INTERCEPTION 

Persons apprehended subsequently to interception will be disembarked in the th ird country from 

where the sh ip carrying them departed o r through the territorial waters of wh ich that sh ip 
tra nsited a nd if this is not possible, they will disembarked in Spain. 

DISEMBARKATION OF PEOPLE RESCUED BY PARTICIPATING UNITS 

The main applicable principle is that the responsibility to provide a place of safety, or to ensure 
that a place of safety is provided, f alls on the MS/ third country responsible for the SAR region in 
which the survivors were recovered, as set forth in relevant applicable internationa l legal 

instruments. 

It shall be ensured that coordinat ion and cooperation is ca rried out in such a way that the persons 
rescued can be delive red to a place of safety. 

FOLLOW-UP MEASURES 

PROVISION OF BASIC HUMAN NEEDS 

The Member State where disembarkation ta ke s place sha ll, prior to any other action, render the 
basic human needs of the a pprehended and rescued persons such as food, shelter and medica l 
assistance. Special consideration sha ll be given to persons in pa rticula rly vu lnerable situations and 
to minors. 

SCREENING AND STATUS ASSESSMENT 

The screening and status assessment of persons apprehended o r rescued sha ll take place after 

disembarkation and the assistance has been provided to them. 

FOLLOW-UP MEASURES 

Upon disembarkation and following the adoption of measures referred to in paragraphs 1 and 2 
above, apprehended persons in need for internat ional shall be handed over to the competent 
authority of the Member State for an examination of their status. 
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Use of Force 

All uses of force pursuant to this Agreement shall be in strict accordance with the applicable laws 
and practices of the EU MS/SAC conducting the boarding and with applicable international law. 

Each MS shall avoid the use of force except when and to the degree necessary to ensure the 
safety of their vessels (un its), and where participants are obstructed in the execution of their 

duties. 

Any use of force pursuant to this Article shall not exceed the minimum degree of force that is 
necessary, proportional and reasonable in the circumstances. 

Boarding and search teams of MS vessels (un its) have the inherent right to use all available means 
to apply that force reasona bly necessary to defend themselves or others from physical harm. 

Any use of force by the EU MS/SAC conducting a boarding and search shall be immediately and 
promptly reported with all necessary details to ICC/NCC and Frontex as indicated in the OPPLAN. 

It is important to underline that above mentioned guidelines of use of force do not limit a use of 
force in self-defense. 

Nationality of vessels 

(a) A vessel must sail under the flag of one state only, and a vessel: "which sails under the flags of 

two or more States, using them according to convenience, may not claim any of the nationalit ies 
in question with respect to any other State, and may be assimilated to a vessel without 
nationality;" 

(b) A vessel is not prohibited to sailing without a flag, but if it does it cannot invoke diplomatic 

protection for any international wrong it may have allegedly suffered . "In the interest of order on 
the open sea, a vessel not sailing under the maritime flag of a State enjoys no protection 
whatever, for the freedom of navigation on the open sea is freedom for such vessels only as sail 
under the flag of a State." 

Richt of Assistance Entry 

(a) Vessels, or under certain circumstances aircraft, have the right to enter a foreign territorial sea 

or archipelagic waters and corresponding airspace without the permission of the coastal or 
archipelagic state to engage in legitimate efforts to render emergency assistance to those in 
danger or distress from perils of the sea. 

(b) Right of Assistance Entry extends only to rescues where the location of those in danger is 
reasonably well known. It does not extend to entering the territorial sea, archipelagic waters, or 
territorial airspace to conduct a search. 

(c) For vessels and aircraft rendering assistance on scene, the right and obligation of self-defense 
extends to and includes persons, vessels, or aircraft being assisted. The right of self-defense in 
such circumstances does not include interference with legitimate law enforcement actions of a 

coastal State. 
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(d) Any operationa l activities in the territo ria l waters of a Member State that does not participate 
in the operation or of a th ird count ry should be conducted in accordance with the authorization 
and instructions of the coasta l State . The coordination centre should be informed of any 

communication with the coasta l State and of the subsequent course of action . 

Vessel Boardinc 

Reasons for boarding 

The fundamenta l reason for conducting vessel boardings is to enforce all international maritime 
laws, particula rly relating to immigration; 

Minimizinc impact 

Boarding are conducted thoroughly but expeditiously so as to interfere as little as possible with 
legitimate voyages. Where there is a high probability of detecting unlawfu l conduct, or a need to 
increase the freque ncy of boarding in a given area and/or of pa rticular vessel types, the possible 

negative impact on mariti me commerce o r potentia l ill will among the boating public is not a 
significant factor in boarding decisions. In other circumstances, however, impacts o n marit ime 
commerce and the boating publ ic are considered ca refully. Both groups have legitimate inte rests 
relating to oceans a nd waterways use, and the continuing support of both groups is important to 

the future effectiveness of Fro ntex maritime operations. 

Personnel conduct 

Boarding personnel a re requ ired to promote a positive impression of the service t hrough 

outstand ing appea rance, professional conduct and competence. 

Boardinc teams 

COs are responsible for ensuring their law enforcement personnel are properly t rained, equipped 
and motivated to ca rry out the ir dut ies. At the discretion of the CO, non-qualified Coast Gua rd 
personnel (e.g., break-in boarding personnel, cadets, and engineering personnel) may support the 

boarding team in the progress of their action. 

(a) Boarding officer. The board ing officer, under the CO's supervision, is in charge of the boarding 
team and is respo nsible for the proper conduct of the boarding. 

(b) Qualified board ing team members. Law e nforcement team members may consist of qualified 
personnel from different MS. 

(c) Other law e nforcement agencies. When multinational board ing team is used all personnel from 
different MS participate in boardings, they agree in advance to follow the board ing officer's 
direction and comply with customary policy govern ing the use of force. Special circumstances may 

dictate deviat ion from th is policy with t he concurrence of higher authority. 

(d) Boarding team qualificat ions. Boarding officers are required to meet the nationa l crite ria 
related to the boarding. 
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(e) Boarding team size. Boarding teams are comprised of at least two qualified personnel, at least 
one of wh ich is a qualified boarding officer. Boarding team size beyond this minimum req uirement 
is dete rmined on a case-by-case basis. 

Factors that are considered when making these determinations include: 

(a) suspicion of crimina l activity; 

(b) size and condition of the vessel; 

(c) number of pe rsonnel thought to be on board; 

(d) vessel activity being examined or regulated, and 

(e) recent experience in the operating a rea. 

When an adeq uate num ber of qualified boarding personnel a re not ava ilable to safely conduct a 

boarding, the following considerations are made: 

(a) postpone the boarding a nd ca ll for additional personnel, o r 

(b) postpone the boarding and escort the vessel to a location where the board ing may proceed 
safely and secure. 

Pre-boardinc activity 

Practice exists rega rding pre-board ing activity that must be made in determining whether to 
board a particula r vessel. A determination sha ll take in consideration at least the following 
elements: asking right of approach questions; asking pre-boarding questions; establishing 
authority and jurisd iction, and conducting a risk/benefit assessment. 

(a) Right of a pproach. Under internat ional law, a wa r vessel, mil itary a ircraft, o r other du ly 

authorized vessel may approach in internationa l wate rs any vessel, other than a war vessel or 
government vessel on non-commercial service, to verify its nationality. 

Th is is the phase where the suspicious vessel is approached by the EU MS/SAC asset and the 
danger of pursu ing further with their crossing is expla ined to them. 

(b) Pre-boarding questions. Pre-boarding question ing is conducted by MS asset CO's vessels to 
obtain specific law enforcement information. Units conte mplating law e nforcement action, if 

practicable, ask the pre-boarding questions/actions. Rather than asking questions about wea po ns 
during pre-boarding, boarding teams query the master upo n boarding. When practicable, units 
contemplating law enforcement action conduct an intelligence database check on the vessel and 

master. 

(c) Authority and jurisdiction . Maritime assets ascertain whether their aut hority and jurisd iction 
exist prior to conducting a boarding and/or taking follow-up law enforcement action. Additionally, 
maritime units are required to comply with interna l practice guidance that may limit the exercise 
of authority and jurisdiction without first obtaining a statement of no objection from a higher 

authority. 
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(d) Risk/benefit assessment. Give n the limited number of enforcement resources, the maritime 
units cannot board all vessels encountered, and therefore, operational cost/benefit decisions 
should be made. 

While all possible contingencies cannot be add ressed, the following factors figure prominently in 
deciding whether to in itiate a board ing: 

• Safety of personnel and property. 

• Probability of detecting unlawful conduct. 

• Impact on maritime commerce and boating public. 

The maritime assets makes every attempt to ensure its personnel and assets, the people and 
property against which enforcement act ion is contemplated, and bystanders are not placed at 
undue risk of injury or loss. 

Boardinc procedures 

Detailed gu idance and explicit boarding procedures and tactics have to be developed by each MS 
to ensure that boarding are conducted safely and effect ively. 

Detention and release of persons and property 

Vessels, the persons aboard, and property associated with either may be detained by the 
maritime unit, at sea for the time reasonably necessary to: 

(a) ensure the safety of persons and property; 

(b) complete an investigation of a violation of law (including interviewing suspects and witnesses); 

As a min imum the detainee should be informed about the aim of EU MS/SAC act ions; 

(c) effect other law enforcement action (e.g., seizing the boat of facilitator); and 

(d) carry out the enforcement of a law where the vessel, person or property is subject to a more 
severe sanction (e.g., vessel subject to forfeiture or person subject to arrest). 

If, during the course of a vessel inspection, evidence of criminal activity is encountered 

(e.g., contraband is discovered on the chart table while checking required publications on the 
bridge), a criminal investigation takes place in EU MS/SAC or th ird country under wh ich 
jurisdiction criminal activity can be prosecuted; 

As genera l rule all administrative procedures related to screening and status assessment of 

persons intercepted are to be carried out after to disembarkation by authorities in charge; 

Hosting EU MS/SAC should ensure smooth coord ination of all relevant national or/and 
international authorit ies relating to the disembarkation persons intercepted by participating EU 

MS/SAC vessels. 
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Disposition of Seized Property 

Except as otherwise agreed by the EU MS/SAC, cargo and other items seized in consequence of 
operations undertaken onboard vessels subject to the jurisd iction of a EU MS/SAC pursuant to th is 
ROE, shall be disposed of by HMS in accordance with its laws. 

Cooperation and Assistance 

The Competent Authority of participating EU MS/SAC may request, and the Competent Authority 

of the other HMS may authorize, representatives of contribut ing MS to provide techn ica l 
assistance, such as specia lized assistance in the board ing and search of suspect vessels, includ ing 
vessels of the HMS located with in territory of HMS jurisd iction. 

Claims 

Any claim for injury to or loss of life o r other cla im submitted for damage, ha rm or loss resulting 
from an operation carried out by the EU MS/SAC while ca rrying out operations arising from this 

ROE shall norma lly be resolved in accordance. 
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RULES AND GUIDELINES FOR 

FRONTEX COORDINATED SEA OPERATIONS 

Part I 

Rules for sea border operations coordinated by the Acency 

1. Genera l principles 

1.1. Measures ta ken for the purpose of the surveillance operation shall be conducted in 
accordance with fu ndamental rights and in a way that does not put at risk the safety of the 
persons intercepted or rescued as well as of the participating units. 

1.2. No person shall be disembarked in, or otherwise handed over to the authorities of, a 
country in contravent ion of the principle of non-refoulement, or from which there is a risk of 

expulsion or return to another country in contravention of that principle . Without prejudice to 
paragraph 1.1, the persons intercepted or rescued shall be informed in an appropriate way so that 
they can express any reasons for believing that disemarkation in the proposed place would be in 
breach of the principle of non-refoulement. 

1.3. The special needs of children, victims of trafficking. persons in need of urgent medical 
assistance, persons in need of internationa l protection and other persons in a particularly 
vu lnerable situation shall be considered throughout all the operation. 

1.4. Member States shall ensure that border guards participating in the surveillance operation 
are tra ined with regard to relevant provisions of human rights and refugee law, and are familia r 
with the international regime on search and rescue. 

2. Interception 

2.1. Upon detection, the ship or other sea craft ("ship") shall be approached in order to 

observe its identity and nationality and, pending further measu res, it shall be surveyed at a 
prudent distance. lnfonmation about the sh ip shall be communicated immediately to the 
coordination centre established in the context and for the purposes of the sea operation 

coordinated by the Agency. 

2.2. If the sh ip is about to enter or it has entered the contiguous zone or the territorial waters 
of a Member State that does not participate in the operation, information about the ship shall be 
communicated to the coordination centre, which will convey the information to the Member State 

concerned. 

2.3. Information about any sh ip suspected of being engaged in illegal activities at sea outside 

the scope of the operation shall be communicated to the coordination centre, which will convey 
the information to the Member State or Member States concerned. 

2.4. Measures ta ken in the course of the surveillance operation against ships or othe r sea craft 
with rega rd to which there are reasonable grounds for suspecting that they carry persons 
intending to circumvent the checks at border crossing points may include: 
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(a) requesting information and documentation on ownership, registration and elements 
relating to the voyage, and on the identity, nationality and other relevant data on persons on 
board; 

(b) stopping, boarding and searching the ship, its cargo and persons on board, and 
questioning persons on board; 

(c) making persons on board aware that they are not authorised to cross the border and that 
persons directing the craft may face pena lties for facilitating the voyage; 

(d) seizing the sh ip and apprehend ing persons on board; 

(e) ordering the sh ip to modify its course outside of or towards a destination other than the 
territorial waters or contiguous zone, escorting the vessel or steaming nearby until the ship is 
head ing on such course; 

(f) conducting the ship or persons on board to a th ird country or otherwise handing over the 

sh ip or persons on board to the authorities of a third country; 

(g) conducting the ship or persons on board to the host Member State or to another Member 
State pa rticipating in the operation. 

2.5. Measures referred to in paragraph 2.4 shall be taken under the following conditions: 

2.5.1. Territorial waters and cont iguous zone 

2.5.1.1. Measures referred to in paragraph 2.4 shall be taken upon authorisation and in 
accordance with the instructions from the host Member State transmitted to the participating unit 
via the coord ination centre. To that end, the participating unit shall communicate to the 

host Member State, via the coordination centre, whether the master of the intercepted vessel has 
requested that a diplomatic agent or consular officer of the flag State be notified . 

2.5.1.2. Any operational activities in the territorial waters or contiguous zone of a Member State 
that does not pa rticipate in the operation shall be conducted in accordance with the authorization 
of the coastal State. The coordination centre shall be informed of any communication with the 
coastal State and of the subsequent course of action. 

2.5.2. The High Seas beyond the contiguous zone 

2.5.2.1. If the sh ip flies the flag or displays the marks of registry of the nationality of a 
Member State participating in the operation, measures referred to in pa ragraph 2.4 shall be taken 
upon authorisation of the flag State. The national official representing that Member State at the 
coordination centre shall be entitled to grant or to t ransmit such authorisation. 

2.5.2.2. If the sh ip flies the flag or displays the marks of registry of a Member State that does not 

participate in the operation or of a third country, confirmation of registry shall be requested from 
the flag State through the appropriate channels and, if nationality is confirmed, authorisation shall 
be requested, in accordance with the Palermo Protocol aga inst the smuggling of migrants, from 
the flag State to take the measures referred to in pa ragraph 2.4. 

The coordination centre shall be informed of any communication with the flag State. 

2.5.2.3. If, though flying a foreign flag or refusing to show its flag. there are reasonable grounds 
for suspecting that the sh ip is, in reality, of the same nationality as the participating unit, the 

participating unit shall proceed to verify the ship's right to fly its flag. To this end, it may send a 
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boat under the command of an officer to the suspected ship. If suspicion rema ins after the 
documents have been checked, it shall proceed to a further examination on board the sh ip, wh ich 
must be carried out with all possible consideration. The country of which the ship is allegedly 

flying the flag shall be contacted th rough the appropriate channels. 

2.5.2.4. If, though flying a foreign flag or refusing to show its flag. there is reasonable ground for 

suspecting that the ship is, in rea lity, of the nationality of another Member State participating in 
the operation, verification of the ship's right to fly its flag shall be conducted upon authorisation of 
that Member State. The national official representing that Member State at the coordination 
centre shall be entitled to grant or to transmit such authorisation. 

If, in the above cases, the suspicions regard ing the nationality of the sh ip prove to be founded, 
measures referred to in paragraph 2.4 shall be taken under the conditions laid down in paragraph 

2.5.2.1. 

2.5.2.5. If there are reasonable grounds for suspecting that the sh ip is without nationality or may 
be assimilated to a ship without nationality, the participating unit shall proceed to verify the ship's 

right to fly its flag. To this end, it may send a boat under the command of an officer to the 
suspected sh ip. If suspicion remains after the documents have been checked, it shall proceed to a 
further examination on board the sh ip, which shall be carried out with all possible consideration. 

Measures referred to in paragraph 2.4 shall be taken if the suspicions that the ship is without 
nationality prove to be founded and that there are reasonable grounds to suspect that the ship is 

engaged in the smuggling of migrants by sea in accordance with the Protocol against the 
Smuggling of Migrants by Land, Sea and Air, supplementing the Un ited Nations Convention against 
Transnational Organized Crime. 

A sh ip is without nationality or may be assimilated to a sh ip without nationality when the ship has 
not been granted by any State the right to fly its flag or when it sails under the flags of two or 

more States, using them according to convenience. 

2.5.2.6. Pending or in the absence of authorisation of the flag State, the sh ip shall be surveyed at a 
prudent distance. No other measures shall be taken without the express authorisation of the flag 
State, except those necessary to relieve imminent danger to the lives of persons as set out in 
section 1 of Part II or those measures which derive from relevant bilateral or multilateral 

agreements, or unless the sh ip has entered the contiguous zone. 
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Part II 

Guidelines for search and rescue situations and for disembarkation in the context of sea border 

operations coordinated by the Acency 

1. Search rescue situations 

1.1. The obligation to render assistance to the persons in dist ress at sea sha ll be carried out by 
Member States in accordance with the applicable provisions of international conventions 

govern ing the sea rch and rescue situations and in accordance with requirements concerning the 
respect for fu ndamenta l rights. Participating units sha ll provide assistance to any vessel or person 
in dist ress at sea. They shall do so regardless of the nationa lity or status of such a person or the 
circumstances in wh ich that person is fou nd. 

1 .2. When facing in the course of the border surveillance o peration a situation in wh ich 

uncerta inty o r a pprehension exists as to the safety of a sh ip or of any person o n board, the 
participating unit should forward as soon as possible a ll available information to the Rescue 
Coordination Centre responsible for the sea rch and rescue region where the situation is taking 

place. 

In cases where the Rescue Coord ination Centre of the th ird country responsible for the search and 

rescue region does not respond to the notificat ion tra nsmitted by the pa rticipating unit, the latter 
should contact the Rescue Coordination Cent re of the host Member State. 

While await ing instructions from the Rescue Coordination Centre, participating units should ta ke 
all the appropriate measures to ensure the safety of the persons concerned. 

1 .3. Participat ing units should take a ll relevant elements into account and communicate their 
assessment to the responsible Rescue Coordination Ce ntre, incl uding in particular: 

a) the existence of a request for assistance, 

b) the seaworthiness of the ship and the likelihood that the ship will not reach its 
fina l destinat ion, 

c) the number of passengers in relation to the type of ship (overload ing), 

d) the availability of necessary supplies (fuel, water, food, etc.) to reach a shore, 

e) the presence of qua lified crew and command of the sh ip, 

f) the availability of safety, navigation and communication equipment, 

g) the presence of passengers in urgent need of med ical assistance, 

h) the presence of deceased passengers, 

i) the presence of pregnant women or ch ildren, 

j) the weather a nd sea conditions. 

1.4. The existence of an emergency should not be exclusively dependent on o r determined by 

an actual req uest for assistance. 

In cases where, despite a sh ip being perceived to be in a state of emergency, the persons on board 
refuse to accept assistance, the participating unit should inform the Rescue Coordination Centre 
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and continue to fu lfil a duty o f ca re , taking any measu re necessary to the safety of the persons 

concerned, wh ile avoid ing taking any act ion t hat might aggravate the s it uation or increase the 

chances of injury o r loss of life. 

1.5. The coord ination centre of the operat io n shou ld be informed as soon as possib le of any 

contact w ith the Rescue Coord ination Centre and of the course of actio n taken by the participating 

unit . 

1.6. If the sh ip cannot or can no longer be considered as being in a state of emergency or t he 

search and rescue operatio n has been concluded, the participating unit shou ld, in consu ltation 

with t he coordination centre of the operation, resume the operat ion in accorda nce with Part I. 

ANNEX 8 

JORA General information 

JORA product management 

FSC JORA t9am is r95ponsibl9 for JORA product manag9m9nt in accordanc9 with th9 JORA policy and proc9Ss. 
Th9 product manag9rs ar9 nominat9d in Ann9x 1 o. 

Th9 Product Manag9r is th9 st9ward of th9 syst9m; his/h9r primary rol9 is to 9nsur9 that th9 syst9m runs 
prop9rly in lin9 with th9 9nd-u59rs n99ds and if n9C9ssary to manag9 th9 furth9r d9V9lopm9nts or 
r9adjustm9nts of th9 syst9m. Th9 Product Manag9r a lso 9nsur9s th9 corr9Ct USQ of JORA. Th9 Product 
Manag9r r9vi9ws quality, 9ffici9ncy and USQr-satisfaction of th9 syst9m in accordanc9 with th9 n99ds. 

R9Sponsibl9 for: 
Ex9cut ing th9 day-to-day OPQrational manag9m9nt of th9 syst9m; 
Communicat ion with 9Xt9mal custom9rs and Front9x 9ntiti95; 
Manag9m9nt and maint9nanC9 of th9 SLA with ICT; 
Cont9nt 8: st ruct ural d9sign manag9m9nt on application l9v9l; 
Managing chang9 rQqu9Sts; 
ld9ntifi9s training n99ds; 
Coordination of us9r training; 
P9rformanc9 r9porting to int9mal stak9hold9rs; 
R9porting risks, stat istics, issu95 to Busin9ss Own9r; 
Initiating and 9X9cut ing n9w d9v9lopm9nts; 
Provid9 9Xp9rtis9 to n9w product d9v9lopm9nt activiti9s; 
Initiating quality ch9Cks. 

Oay to day product op9rational support: 
ExPQrtiS9; 
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Consultancy; 
SQrvicg; 
Requin~d support. 

JORA product management is collecting feedback from the end users (find it in the relevant annex) . The 
feedbacks are collected, evaluated and analyzed by JORA change advisory board. 

JORA Administrator 

Nominated FSC staff member by FSC Head of Unit 
Authorized to manage JORA for all roles in a ll processes 
Define/modify/delete operation in JORA 
Acting as incident template approver and validate and publishing incident template in JORA. 

JORA Frontex access manager (SBS) 

Nominated in AnllQX 10 of the operational plan 
Initiating the operation and creating its structure in JORA system according to Annex 9 of the 
Operational Plan 
Selecting and assigning the incident template creator in JORA system and approves the incident 
template 
Managing the access requests from member of EU Institutions, Frontex, and other authorities 
participating regarding this operation, 
Assigning and managing the National Access Managers to the operation in the JORA system as it 
mentioned in AnllQX 9 
Delegating responsibilities to other Frontex Project Team members authorized to act on behalf of JO 
Project Manager I Frontex JORA Access Manager as it mentioned in Annex 10 of Operational Plan 
Acting as incident template verifier, 
Managing users concerning this operation 

Delegated JORA Frontex access manager (SBS) 

Nominated in AnllQX 10 of the operational plan 
All the roles and responsibilities are applicable for delegated Frontex access manager as listed under 
JORA Frontex access manager. 

Deployed Support Officers t o FSC 

FSC JORA team provides necessary training for JORA in accordance with the role and responsibility of 
deployed support officers. 

JORA National Access Manager 

National Access Managers are nominated by MS I National Authority and named in Annex 10 of the 
Operational Plan . 
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R9Sponsibiliti9S: 

Approving or r11j11Cting th11 acC9ss r11qu11sts from m11mb11r of national 11ntiti11s participating in 
Front11x op11rations and d11fining th11 op11rational acc9Ss right s; 
Cr11ating and approving Initial Acc11ss R11qu11sts from m11mb9r of national 11ntiti9S participating in 
Front11x op11rations and d11fining th11 OPQrational acc9Ss rights; 
Managing US9rs' accounts for this OPQration. 

JORA Incident Reporter 

A M9mb11r of BCP or surv11illanc11 unit is r11sponsibl11 for incid11nt r11porting. 

Th11 incid11nt r11port11rs' main r11sponsibiliti9S to cr11at11, modify, and forward incid11nt for LCC l11v11l data 
validat ion. 

JORA Local Incident Verifier 

A M9mb11r of Local Coordination C11nt r11 r11sponsibl11 for incid11nt validation at local l11v11l and nominat9d in 
Ann11x 5 of th11 OPQrational Plan. Local incid11nt v11rifi11rs' main r9Sponsibiliti9S ar11 v11rify, modify and forward 
incid11nt to ICC l11v11l data validation. 

If th11 ICC l11v11l d09s not 11xist, th11 Local incid11nt v11rifi11r shall forward th11 incid11nts, upon v11rifying and 
modifying th11m, to s11l11ct11d authoriti9S 9Sp9Cially to Front11x Situation C11ntr11 as d11fin9d in th11 op11rational 
structur11 of this op11ration in JORA syst11m. 

JORA International Incident Verifier 

A M9mb11r of lnt11rnat ional Coordination C11ntr11 or m11mb9r of oth11r authoriti9S r11sponsibl11 for incid11nt 
validat ion on int11rnational l11v11l. Th11 ICC incid11nt v11rifi11rs' main r11sponsibilit i11s ar11 to v11rify, modify and 
forward incid11nt to S9l9Ct9d authoriti9S 9Sp9Cially to Front11x Situation C11nt r11 as d11fin11d in th11 OPQrational 
structur11 of this op11ration in JORA syst11m. 
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ANNEX9 
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[JORA INFORMATION FLOW SCHEME AND ACTOR_L ___ ___.~ Commented [AS): The blanked out parts contain detailed 
information regarding the modus operandi of law 
enforcement officials. Its d isclosure would expose law 

JORA Information Flow Scheme 

The following operational structure shall be defined in JORA by Frontex Access Manager (JOU 

Project Manager): 

Note: When referring to f.SC, ICC, tee and SCP in connection to JORA, they represent the reporting/validation levels as de.scribed in JORA general 

information. 
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ANNEX 10 

ROLE 

JORA Admin a nd 
product ma nacement 

Frontu Access 
Manacer 

Delecated Frontu 
Access Manace r 

Template Creator 

Name 

JORA Acto rs 

Member 
State/ EU 

lnstit utio 
n/ Unit e-mail phone,, 

NOTE: Detailed roles and responsibilites of the different actors are described in JORA policy and 

process business documents 

ANNEX11 
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JORA Incident t emplate attribute list 

The Incident Template defined in JORA syst em shall contain the following attributes in order to fulfill 

Frontex data collection requirements regarding operational data collection w ithin this joint operation: 

GENERAL INFORMATION: 

No NAME OF ATTRIBUTE MANDATORY• REMARK 
1 
2 
3 
4 
5 
6 
7 
8 
9 

PERSONS INFORMATION 

ADDITIONAL INFORMATION 

I I 

• Please mark this area if input shall be given by incident reporter. Please note that without 
filling in mandatory fields the system will not let the incident reporter to submit the report 
(sending it for validation). 
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ANNEX 12 

JORA end user feedback template 

Please f ill in the following feedback template and send it to JORA product management v ia el mai '------­

Uora@frontex europa eu). In case you are reporting an error message which appeared in JORA please save 

the log and send it as an attachement of your e-mail together with this form . 

NAME of reporter 

Front ex Unit I Sedor 

Members State 

Duty station 

2Name of the operat ion 

Frontex Access Manager [J Frontex Template Creator [J 

•users role in the National Access manager [J BCP/BCU Incident reporter [J 

operation LCC incident verifier [J ICC incident verifier [J 

FSC incident approver [J No specific role in the system [J 

Reported issue 

Log-in problem [J 4Error message [J Attribute• [J Drop-down list [J 

Data input [J Validation process [J Data modification [J Data loss [J 

Export function [J 
Attaching docs, image, 

Dashboard [J 
Development 

v ideo [J requirement [J 

User friendliness [J Other [J 

[Please describe the situation or provide some explanation about the reported issue) 

- -s Attribute in this document means the different fields for collecting information and also 
mentioned in drop down lists. 
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~a.we of the operation: 

lift#QI. 

• · en. - - • net en epo1't 

CL'iIR.\L D<TOR.\L\TIO~ 

llL•- L tSGe_ 

loc:al Coor. Centre: • Rep Points lou• R" P· P • 

Date ofinter<:eption: 

Time of interception; 

lnterc~pted b}: 

Pb:ce of int~rc:eption: 

San filt 

Clear Form 

lfi66£! 
Lon~tude: 

dc-ci•o~~===~~========:::: •. ., . ..,1.1..J1•• 

dotd•:itd,_ ___ _,::========:::: ...... ..,1-: .. 1,.. 
Referenc:e to OP ... \rea: 

J::loTOR\L-\TIO:X O:X PIRSO:XS 

li!fflijlQ£i.1§ o l ml!l[TIIMiM~l __ o __ ~ 

Adults Mmors Adults Minors 
Ma le f e?m a le Male f emctle 

TOAOO onnR-PR£SSH£RI I 
Place of depa11.u..re: 

Place of destination: 

~ligrants deterred: 

~ligrants arrh-ed: 

.\.s~ lum rflluests: 

fac:ilitators a1Tested: 

~ationality f'adlitator: 

Mctleo fem~leo M~IC? f emctl 

Counu·~· of depa11.ure: 

Date of arrh al: 

Death cases: 

0.a onAs)iunseekers I 
Doc,....111.\lort I 

Documents alerts: 

Couolry codu 

~OR.\L-\TIO:'I' O~ TR.\.'iSPORT 

~r. of li'all...\port means SAR in,·ohed. 

~leans of transport: 
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ANNEX 14 

Serious Incident Reporting 

1. Introductory Information 

The Serious Incident Report (SIR) pursues the goal to inform Frontex, Member States, Management 

Board and other stakeholders if relevant as soon as possible about the occurred situation described 

in the "Frontex Serious Incident Cata logue" in order to increase the situation awareness and 

reaction capabilities of Frontex act ivities. Fu rthermore to support an adequate and rapid response 

related to Frontex Joint Operations. The SIR can be the first basis to be used for official statements 

and follow-up measures of Frontex. 

2 Serious Incident Catalocue 

2.1 Definition of serious incident 

Serious incident is an event or occurrence, natu ral or caused by human action, which may affect, or 

be relevant to, the Frontex mission, its image, the safety and security of the participants on the 

operation, or any combination thereof including violations of Fundamenta l Rights and of EU or 

international law rules related to the access to international protect ion and infringements of the 

Frontex Code of Conduct . 

2.2 Serious Incident Catecories 

2.2.1 Catecory 1 - Situations of high political and/or operational relevance especially with 

potentia l effect on EU border management on one or more MS/SAC6 including 

international crisis situations, including: 

• Terrorist attack in MS/SAC, EU neighboring or third countries 

• Natural disasters in MS/SAC, EU neighboring or third countries 

6 Leading to a change on the level of border control . (e.g. introduction of specific border control. 
means, temporary introduction of border control between Schengen countries, stop for air traffic) 
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• Other disasters/man-made disaster (chemical, nuclear) in MS/SAC, EU neighboring 

or th ird countries 

• Unexpected major changes in border management, e.g. introd uction of visa 

obligations, temporary closure of BCPs 

• Major incidents related to EU/SAC border security (not in relation with Frontex 

operational activities), e.g. massive arrivals of irregular migrants, traffic accidents 

on BCP, blockade of BCP 

• Border conflict between MS/SAC and third countries 

• Civil war/ riots and civil commotion in MS/SAC, EU neighboring or third countries 

• Armed conflict between EU neighboring and/ or th ird countries or with MS/SAC 

2.2.2 Catecory 2 - Incidents occurred in Frontex activities/Joint Operations and not related 

to Frontex staff, or any other participant in such activity/Joint Operation (e.g. members 

of the European Border Guard Team and border guards of the host Member State) 

including: 

• Incidents in Frontex activities with a high public or political interest (death of 

persons, high number of arrivals in unexpected regions), unexpected massive 

arrivals of irregular migrants 

• Incidents or accidents at the external border with potential effect of Joint 

Operation implementation 

• Use of force, and in particular the use of firearms in Joint Operations 

• Incidents with involvement of third countries 

• Serious accidents with involvement of deployed means (e.g. plane crash) 

• Dissension between participating MS (Host and Home) in Frontex coordinated 

activities, significant (unexpected) changes in implementation compared with 

operational plan 

• Unforeseen other incidents with potentia l effect on the implementation of Joint 

Operations 

2.2.3 Catecory 3 - Participating actors in a Frontex coord inated activity (e.g. Frontex staff, 

Members of the European Border Guard Team), includ ing: 

• Death of Frontex staff member/deployed participant 

• Severe injury of Frontex staff/deployed participant 
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• Serious accident involving Frontex staff/deployed participants whether on or off 

duty 

• Arrest/ with involvement of Frontex staff/deployed guest officers 

• Serious illness or contagious d iseases of Frontex staff/deployed participants 

(epidemic related) 

• Impossibility to use Frontex premises o r parts of Frontex premises 

2.2.4 Catecory 4 - Situations of suspected vio lation of Fundamental Rights including: 

• Suspected violation of Fundamental Rights in t he European o r international law 

related to the access to international protect ion 

• Observed or wit nessed possible vio lation in particular against 

Right to human dignity 

Prohibition of tortun~ and inhuman or dQgrading t rwtm9nt or punishm9nt 

Right to lib9rty and SQCUrity 

Right to asylum 

Principl9 of non -r9foul9m9nt and non-discrimination 

Rights of th9 child 

Right to an QffoctivQ rllffiQ(fy 

3. Reportinc 

Serious incidents shall be reported to the Frontex Situation Centre (FSC) immediately after 

knowledge (latest within 2 hou rs after recognistion) to ensure that Frontex is able to react properly 

if needed. It is crucial that participants / actors involved in a Joint Operation understand t he 

importance of t he SIR (Former Flash Report) as serious incidents might have big impact on Frontex 

work and reputation, immediately or at a later stage. 

3.1 Tools 

Initial SIR 

SIR 

Follow up SIR 

Initial Serious Incident Report 

Serious Incident Report 

Follow up Serious Incident Report 

3.2 Chronology of t he reporting 

Init ial SIR (FormQr Flash R9port) 
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If a serious incident occurs, the actors of a JO who are directly involved or get knowledge of 

this incident shall immediately report this case to the FSC by using possible communication 

tools (email, sms, or mobile phone), latest wit hin 2 hours after recognit ion . The Initial SIR shall 

contain a summary of information known at that point of time and shall be t itled as such. 

SIR 

SubSQCjuently and based on the development of the serious incident , a SIR {Annex 2) shall be 

sent via e -mail to FSC as soon as possible. 

The SIR shall contain a comprehensive overview of the information available at this stage and 

including possible developments and proposals for decision making process (if applicable) . The 

SIR shall be titled as such. 

Follow up SIR 

The follow up of SIR shall be carried out and updates sent to FSC following the same reporting 

procedure indicated above. The Follow up SIR shall be t itled as such by adding a consequent 

number in order to show the chronological development. 

3.3 Content of SIR 

Reg tlo 

The SIR shall include the following content (whenever possible) with respect to the serious 

incident occurred: 

• HEADER (in t he subject line), containing keywords for the serious incident 

• WHAT.. .. happened? 

• WHEN .... d id it happen? 

• WHERE...d id it happen? 

• WHO .. ..... wa s involved/affected? 

• WHY ....... did it happen? 

• HOW .. ..... did it happen? 

• MEANS USED: wh ich means were used to carry out t he actions leading to t he incident? 

• SOURCE OF IN FORMATION: reliable/ not reliable information 

• ACTIONS TAKEN: own actions and act ions from MS/others 

• POSSIBLE CONSEQUENCES, EFFECTS, REACTIONS 

• COMMENTS (if any) 

Collecting add it ional information shall be carried out as agreed between t he actors 

involved. 
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3.4 Responsibilities 

• Actors/Participants in Frontex activities shall follow the chain of command of the 

Operational Plan but shall inform FSC immediately when a serious incident occurs. The 

responsib le one shall report the Initial SIR/SIR/Follow up SIR to FSC. 

It e m Description Responsibility 

Accordinc to the 

respective JO 

In it ial SIR An a lert message in case an unexpected and All participants of the JO 

relevant incident that needs immediate attention 

occurs in the operational area 

SIR Filled in SIR template based on the information FSO/FOC/FCO or ICC 

provided in an in it ial SIR 

Follow up SIR Further informations based on the information FSO/FOC/FCO or ICC 

provided in the SIR 

fSC~ fsc~frontex.euroea.eu ; +48 785 001 309 

ICC: icchera@guard iacivil.org . 34 915 146 608 

LCC : ccrc@guardiacivil.org, +34 928 431 766 

FCO 

FOC 

FSO: see contact list 

In caSQ of doubts wh11th11r th11 occurr11nC9 fulfills th11 r9<1uir11m11nts of a SQrious lncid11nt do not h11sitat11 to 

contact th9 FSC dir11ctly. 

~ 
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~·Serious Incident Reporting Mechanism.1--------------------------

FROtlTEX smoo 
IMIWfllEllT 

+ 
lt'llleERS(JTJ( 

IMllAGEMEllT BOARD 

Reg tlo 

SBlnJS 
IUCllEIT/MllT 

MJffiS<J .KlGET 
IQlO'/AfIXI 00 lmTLY 
llll'!ll.VEDllf IUCIOOIT 

FCO/FOC 

/F'JJ 
K:C/LCC 

l 
RillVAllT IIDJECT 

TfMI 

·llTIUIR 
• COOICT flllTIER llrowAIDISIF 
REQISTID (BY FCO/FOC/F'JJ 00 LCC/K:c) 

• FCO/FOC/F'JJ 00 LCC/ICC; 
•SIRBYUSlttSIRTf/llUTE 
• COOICT ADIXlUW. IURXIJMTJalSAJ() 

FOLLOll lJ> SIR 
• IDTIFYTIE PARTICIPAllTS<J .Kl ABOUT TIE 
ll( IOOIT II TIEAREA RESPECTll/B.Y 

• llSTRl&JTE SIR TO lmVAllT PARTIERS 
(SBDll.lllAGOOIT, A£MIE\ Sf.I.ill, 
OTIERS), 
·l!Ulm SIR ltf OOMTIOl Ill fSC Sl!UAIDIAL 
ROOtT At() UPLOOl 01 FOSS 
• Rll<1ll' lJl SERIOUS IUCllBIT 

MfMlER Sf A ill AJ() 

OlllERACTOOS 
{IF IEGSSARY) 

42/101 

Error! Use the Home tab to apply F.Section Tttle to the text that you 

want to appear here. 

Commented [AlO]: The blanked out parts contain detailed 
information regarding the reporting mechanisms of law 
enforcement officials. Its disclosure would expose law 

enforcement officials engaged in the operation and harm the 
course of future and ongoing operations, and thus facilitate 
irregu lar migration. Therefore~ public security will be 
affected. In light of the above, the text is not disclosed 
pursuant to t he exception laid down in the first indent of 

Article 4fl)(a) of Regulation No 1049/2001 relating to the 
protection of the public interest as regards public security. 



FOR LAW EHFORCEMENT OHLY 

S. Serious Incident Report Template· EXAMPLE 

Serious Incident Repo rt 

Subject: SHOOTING CASE AT XXX 

Joint Operatio n: JOXXX 

Location: xxx 

Incident date/time: 01.01.2011/03:00 

Finding date/time: 01.01.2011/05:00 

Reporting unit/person: Frontex Coordinator 

1. Facts of the case 

What happened; when and where did it happen; who was involved/affected; why did it happen; 

with what did it happen (which means were used); 

Source of information 

2. Measures 

Action s taken: possible arranged follow up measures resulted from the incident (e.g., order of w earing bullet proof 

west, military escort reactions, suspension of officers, etc (intended, initiated, completed) 

3. Assessment 
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Brief description about possib le consequences, effects, reactions, further comments 

ANNEX 15 - FOSS (FRONTEX ONE-STOP-SHOP) 

~ I FRONTEX ONE-STOP-SHOP) 
https: I lfoss. frontex.europa .eu 

Th9 FrontQX On9-Stop-Shop {FOSS) is th9 information-sharing platform that will b9 usQ<f during th9 Joint 
OpQrat ions coordinat!ld by th!! SQa Bord9rs SQctor. 

Th9 platform has bQ9n d11Sign9d to provid9 its USQrs with an ov9rall picturQ of th9 situation at th!! QXt9rnal 
bord9rs of th9 Europ11an Union, with a SPQCific focus on th9 r9l9vant Ar!la of Op11rations. 

FOSS: Definition and functions 

By d9finition, th9 FrontQX On9-Stop-Shop (FOSS) is a WQb-baS9d and SQCUrQ portal d9sign9d to both provid9 
situational awarQnQSs and sharQ op9rational-r9lat9d information. CloS11-to-r9al-tim9 and up-to-datQ 
information is availabl9 to multipl9 USQrs, simultan90usly. 

Th9 information shar!ld in FOSS is organiz!ld and clust9rQd in sp9cific ar9as, according to th!! r9!9vant topic, 
and is r9lat9d to th9 corQ busin9ss of Front9x: co-op11ration and op11rational coordination b9tw99n M!lmb!lr 
StatQS in th9 fi9ld of bord9r SQCUrity. It is availabl9 24 hours a day to its authoriz9d USQrs. 

FOSS users 

Acc9Ss to th9 FOSS portal is limit9d to int9rnal and 9Xt9mal m9mb9rs of th9 Front9X -r9lat9d community: 
M9mb9r StatQS r11pr9s9ntativ11S, National FrontQX Points of Contact, national authoriti9s, FrontQX staff, 
d9ploy9d bordQr guard QXPQrts, as WQll as CQrtain oth9r QXp!lrtS and authoris!ld parti9s with a busin9Ss n99d 
in FrontQX activiti9S. 

All 9nd-uS9rs r9gist9r9d in FOSS havQ "basic" typ9 of acc9ss to g9n9ra l S9Ctions for unlimit!ld p11riod of tim97, 
including informat ion such as: 

FrontQX library: "Library" (L11gislation, FOSS Proc9dur9s and statistics, Financial T9mplat9s - Q.g .. 
Running Exp11ns9s of M!lans, 9tc.), 
FOSS g909ral information pag11: "Help" 
"Contacts" {FSC Duty OffiC9r, EU Ag9nci9s, National Bord9r Guard Authoriti9s, Contacts to NFPOCs, 
9tc.) 
"Media Monitoring" with FMM and Daily N9WSl9tt9r. 

7 until the deletion of a user accooot 
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::::: FR NTEX 

FOSSConueu 

from1 16 • 14, 16 • ----
Msy May 
2007 • 2012 • 

• etl••M* t'l'Sll VP 

All •bout FOSS . .. B 

The Frontex One·Stop·Shop (FOSS) is the Agency's platfom1 for sharing information ''rith Member Sta es, 
Schengen·Associated-Countries and other designated partners. 

FOSS facilitates the coooeration bel\•1een Frontex and its oartners bv makimt information ace~ 

Figure 1 : Sections available to a ll users: General documents 

In addit io n for a ll t h11 us11rs coming from th11 parti9S involv11d in t h11 ac tiviti11s of t h11 Joint Op11rations t h11 
informa tion from Pooled Resources Unit , Training Unit and information about docum11nt Alerts is also mad11 
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::::: FRONTEX Ill 
an1a newtest1YP 

- hdio l'lonitoring 

FOSS Conta cts 

S•.rch in docum.nts: 

All • bout FOSS ... 8 

f'ttlm1~ 1~.~ 

~ - ~ 

The Frootex One.Stop-Shop (FOSS) I< the Agen<:y'< platform for <hating lnfonnatlon vAth Member State<, 
Schengen·Associated·Countries and other designated partners. 

2007 • 20 12 • ross facilitates the coooeration betvreen F'rontex and its oartners bv makinP information acces.sibfe 

Figure 2: Sections available to users involved in Joint Operations. 

ALERTS: Frontex does not verify Alerts, the responsibility remains with the originator of the Alert B 

Document Alert . fors=-d POL passport New . 
\t/ediesday, J.Jne 11, 21)12 6:1; PM (Herbert Gruber FX) 0 
Document Alert · Counterfeit SPANSH Pas~port 
1uesday, JU"le 12, 1012 9:(17 AVl (Herl;,ctt Gruber FXJ 

Document Aleri . Counterfeit C£RJ\AN Visi Sticker . FRA 
MoodZ/,.>.Jre 11, 20-127:05 P/4 (Herbert Grober FX) 

Document .A.lert · Altered American Passport 
"Thursday, Jire07, 1-012 8:05 AN. (Christan Tlu.rns FX) 

Oo:ument Alert . Altered Porh..'Suese Passport 
Wediesday, .Ame 06, 2012 8:57 AM (Chn·stian Thums FX') 

Document Alert . 6lank Stolen Genmn Passport 
'flediesda-f, J.Jne 06, 2012 8:54 A!>. (Christian Th1.1ms FX') 

Document Alert .COtifXerfe1d Greek Pa>sport 
Wediesdav . .line O&. 2012 8:51 A». (Christian Tht:ms FX') 

Document Alert · Altered AUSTRALIAN Pas.sport 
1ue.sday, Jll'lf 05, 1012 2:32 PM (Herbert Gruber FX) 

Document Alffi · Counterfe-ited FINNISH P:mpcf1 

1uesday, Jt..ne 05, 1012 2:31 PM (Herbert Gruber FXJ 

Document Alert . Counterfeit Nethedands e-Passport • Lt< border ;.g.,ncy ' 

~ €> SUbscribe 

[Figur 3: Section with ,,Document alerts" 
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USE of FOSS 

In ordQr to acc9ss th" SPQcific ar9a on FOSS and th" information r9lat9d to th" rQSPQCtiv" op9ration 
coordinat9d by th" 5"a Bord9r S9Ctor, aftQr you log on, click on "OPQrational Activiti9s", th9n "S9a BordQrs 
5"ctor". 
To r9ach th" information r9lat9d to th" r9SPQCtiv" op9ration you ar" int9r9st9d in click on th" nam" of th" 
op9ration (or navigatQ from th" l9ft sid" m9nu): 

-:::::::: FRONTEX 

r,,..,,. \4 .,. T~. 14 .,. 

June June 

2007 • 21J12 • 

• JRC Thk WobSI!" k ~lcf>td bfth'1 Crl:~h;,c1b'I 
f0tfflf'/~P"""'ton~t ~Webt111:iho• 

• l riiate>\tEOIT 

e JO R'l"'rtin~ Appliation (JORA) s 

..biit f)perott:n ~rtine All!llit-olbi (Joo.A) 

ii at1IT sott ... ;uv~ that oro-<iOOs F~ex 

it'ld ts lrtemal and euanal stak~ 

QIP!lbilm of ~ine, moNeire ord 
analyzing the data related to tl»incidoots 

dui1rg ~ eOOrecycteof <1pentlon> 

0»r..iir,.,:edbyF"rontex.. 

Figure 4 . Navigation in FOSS. S9Ctions available to Guest officers taking part in one SPQcific Joint OPQration 

FOSS Users b9longing to any of the 5"a Bord9r S9Ctor FOSS User Groups havQ in addition acCQSS to the areas 
(under SQa BordQr S9Ctor): "R9porting Tools" and "lv9llow Pag9s" ·~---------------J 
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Thln<f«y. Jur.t: 11, 2012 t!l:2) 

,( ... ~~--
General Information 

Tie Sea 6ord~rs Sector {SSS) n respons11>te for: 

• Pl:i.n.ning ancl coord inatio..i of ; oint o~ratio.i:: .lt tllo oxtom:tt ~:t 
l»rder:; 

• oevelopmert of best pra:tk n in tM field of maru2ement of external 
~.aborde.ts.; 

• Implementation of pilot ptojects oo cifferent aspects of operationa.l 
coo;Jeration at the external sea borden. 

S!IS toorcnnatn acuvtuE-> 11noer three 1"1Ultiannual Programmes: 

• Eu ropo:iin P.ltrol~ Motwork (EPl'<I) Hori:zont.ll Dro9rJimmo; 
• Po:eidon Reiion o.1 Progr~unme; 
• F'ocal Point.:; 

. -;.. 
SM Presenta.o:in 

Joint Operations - the Concept 

.. 
&:i4t-estEOIT 

'¥'* 
,,+++ p+ie 

*WI! 

r. Additional documents r;::-

Joint sea Q?erauoos • lntegratea a:ct1Vltles or tne EU N-5/SPI:. ror the oontrot 
d the EU external maritime boc"dE<S in the Sf:~ifled operational areas based 
co risk analysis ••• 

read more 

oetauea 1nrormat1on oo EPN 

fPN operational o.rcas 

EPN General 

Reporting Tools 

YellO"N Page-; 

,,.. 

E 

"' 

Contacts to SSS Sectorr-

Sea Borders sector 

com.act llst <<iS-on 
f1 . 0 0 . ZOI Z) 

Figure 5 . Navigation in FOSS. Sgctions available to Guest officers taking part in one specific Joint Operation 
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Each a r9a in FOSS has its own owOQr (callQd "Ar9a of lnt9r9st Own9r" - AolO) who is r9sponsibl9 for th9 
information contaiOQd in that SJXICific ar9a. 

Error! Use the Home tab to apply F.Section Tttle to the text that you 

want to appear here. 

For Joint OJ>9rations, th9 Ar9a of lnt9r9St Own9r is th9 Front9X Proj9Ct ~nag9 • ._ _____________ 1 Commented [AlS]: The blanked out parts contain the 
1.. c.tnal'Ke ent0eocyo1 tOf Ctef secunty 
3. Emance OPerational ccooeratkn 
4. £rli.anco oxch;ingo of i nform~tion 

:i. Ert\a.l'Ke ertrcieocy ot the exctianie or 1~rorrnatron 
6. Identify passi~ risks and threats 
1. Ut:tblid 'I ;:i!"ld cxchmgo ~ pr11ctic~ 

8. Support -=-~t.abeistwnmt of ~rmU'le'nt. >ttv<:tJ.K~) 

Operational Area 

"The JO'ln: tpen:iori \lotll et u.u~ec:w.tl'U'I U'I~ rolto<Mfti i~1ra;:imoa1 ;re;;,;: 
·Opent::oml AruA "Carw.ry":L$..id11~11oftt-e C~1arytl.llna; 
·O:»e.ntiond Ana S 'M.=:UD'l~lff .. : lerrit·)ria! Wlltle>"$ a,.,<! ~n:i!uoa :~re of Ma~brri~ (with lim.'t ~to 2<1nrn frCf'll <Olli~ lme ,! 

U'odb air;pau; 
·Oce.rationd Ana C "'S«if a$f": Tenitoriil water. ·ill'ld &! ofSe.ietd • .;.: wel Hi~ W$01ct. 

Oporat;onal Plan 
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Figure 6 . Navigation in FOSS. Sgctions available to Guest officers taking part in JO EPN-Hera 2012. 

FOSS Access levels: 

OQpending on the operational need and access level granted, end-us9rs can have one of the following view 

rights: 

a) Full sgctor overview (all JOs): 

includes documents regarding all Joint OPQrations and other activiti"5 within the spQCific sgctor8 

a concerns mainly the pennanent partners within the sector 
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.Joint Sea Operations - m tegrated acrivwties of the EU /.>S/ SAC. for the 
co ntrol o f the EU external maritime borders in the specifie(J operational 
areas based on risk anatystS ••• 

Joint ()pc-mtions - Portfolio 2012 

The ~o ooer-ot ioru, portfo(io 2012 includes: 

EPH Aeneas 2012 

FPN lndc!n 2 012 

f PN tfflra 2012 

EPN~2012 

EpH Minerva 2012 

Pose1oon 201 2 sea 

fO@I Pojoh 2 01 2 Xo 

Sea ~suoe-~ lO• • 
·~~_,._ •l.lO"i .. -so-~."f:(r" 

~-~ 
~---~'l;t~oc.~'UJ 

~ :.o-.-a11,.:G"t.,ha-. 
l.!lflr.a k~<u_.. o:;io 

_o,_...,,.e_11:> .. .... 
--::<:>0s- : .:11 1 
-~·"• ..... "*')'OO. :C1~ ::.c-
~4~~~ 

~~-t-~~ ----nn• ~---~~:ll'.2!:.A:S-

~~-~-.-""'-· --

contacts to sss Sector 

,_ ________________________ _, .._.. l'!:r>td=nk!!"''" 

:=========================:::: nmtc' •j)!. ,,,, ..... 1 1 oo 2012> 

Deta11ea t.n:ronnauo n on EPN 

EPN o perationat areas 

EP ... General 

E.PN Worf<shops 

Eu.-opean Coft'!it Gua.-d function 

0..llic Se"' Region Bo.-der Control Coope..-... tion < BSRBCC) 

Compatible Operatlonal Images 

Manttme Operauonat centers 

MobHe Operanonat U01ts zo 1 2 

Pos1t1on1ng Syst em 

Pn>)ecu· n nar.ce In SB:o: I 

Previous ye.:irs octivtties 

SBS Previous Years 
Activities 

Figure 8. Navigation in FOSS. 585 activities. Full Sector overview - View for national authorities 

b) Full overvk>w of JO documents: 

Aside from the access to genera l S9Ction'. users authorized to have access to a specific operat ion, like to the 
"JO EPN-Hera" area can view and download information related to that operation only. 

includes all documents regarding the specific Joint Operation 10 

9 More details in paragraph 2 
10 Concerns mainly the partners from national authorities involved in the activities of this Joint Operation 
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~(~to 
Document Tnie Access to view 

FOSS) 

Gen9ral Information ~rontex SBS All us9rs (within the specific JO) 

Contacts details rontex SBS All USQrs 

Preparatory documMts rontex SBS NFPOC, Nat ional Permanent authorities 
(within the specific sector) 

Briefing and debriefing ~rontex SBS All USQrs 

Operational Plan rontex SBS All USQrs 

W"9kly Analytical Updates/ SC All USQrs 
oth9r analytical 

Situational Reports ~SC All USQrs 

S9rious incidents reports ~SC All USQrs 

Frontex Evaluation Report ~rontex SBS NFPOC, National Permanent authorities 

Figure 9: Document types published in FOSS in sect ions for specific Joint Operations. 

c) Standard overview of JO documents: 

documents available for Guest Officers (as "All" indicat9d in the above table) 

FOSS Users during the Joint Operations: 

FOSS users are divid9d into "User Groups": each group is grant9d a specific access lev9l that enables group 
members to view, read or upload information, d9pending on the operational n99ds. 

For each sp9Cific operation under the umbrella of the 5"a Bord9rs SQCtor user groups are divided into 
cat9g0ri95: 

a) Permanent acc"5s: 
Frontex - all staff 
Frontex Sea Bord9rs S9Ctor (SBS) 
Frontex Situation Centre {FSC) 
National Frontex Point of Contact (NFPOC) 
National Authorities 
Sp9Cific Sea Border SQCtor Contacts 

b) Temporary access: 
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ICC/LCC staff, National Officials, Commanding Officers, Guest Officers, experts of the Host MS 
and other specific contacts (if so chosen by NFPOC/National Authorities) . 

Temporary access refers only to the specific operational information. Temporary access is limited to the 
duration of the operation; officers will be granted access before their deployment begins. Access to this 
specific operational infonnation will expire after agreed period of time. By default it will expire afte r 30 days 
after the end of the deployment, depending on the decision about the level granted. 

FOSS Access authorization 

Access to FOSS is given upon request. It is granted if the requestor meets the following conditions: 

Has an operational need 

Provides required details 

Is authorized by the relevant authority 

Access is provided to individuals only, is personal, and should not be shared . 

Required details: 

Access is granted upon receipt of the following data : 
Family Name" 
Name' 
E-mail address12 (the e-mail address is the usemame used to log in to FOSS) 
SQnding Institution's name 
SQnding Institution's count ry 
Time frame during which access is requested" 

Relevant Authorities: 

1" level authorization: NFPOC (User Coordinator)/National Authorities 

2"" level authorization: "Area of Interest Owner" for Joint Operations (Frontex Project Manager). 

They agree on, and decide, the access levels to be granted to deployed officers and other experts. 

Access authorization procedure for Guest Officers: 

1. In the "Accreditation form'"4. NFPOC/National Authority approves/disapproves the access request for 
thei r Guest Officers by ticking one of the relevant boxes displayed in the mentioned fonn 15 

2 . NFPOC/National Authority sends the "Accreditation form", duly completed, to Frontex Project 
Manager. 

3 . The Project Manager sends the relevant data to the FSC User Administrator. 

Access authorization procedure for other participants 

4 . Representatives of the NFPOC /National Authority whose personnel or assets are deployed to the joint 
operation approves/disapproves the access request for their National Officia ls, Commanding Officers, 

11 The use of the real full name and surname is mandatory If a "functional access" applies, the name and surname are the 
ones of the person responsible to manage the fuoctional acoess at local level (log, regis1ration, etc ) 
11 An official business e -mail address should be provided to check incoming messages during the deployment If a 
"functional aocess" applies, The person managing the functional access at local level is responsible for the secure use of 
suc.h acc.ess and dissemination o! reL1ted information. 
ll For deployed personnel: please indicate initial and final date of deployment 
14 "Accreditation form" is attached to the Operational Plan 
IS In case of use of OPERA: If "Yes" is chosen, the following options for "type of access" are available: 

a) Standard overview of JO doc\DDents 
b) Full overview of JO documents 
c) Full sector overview (all JOs) 
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ICC/LCC staff, experts of host MS and other participants by filling in the "Specific FOSS User Access 
Request Form"16 ident ifying the joint operation to be accessed. 

Steps 2 and 3 are t he same as in the procedure for the Guest Officers. 

Below is displayed the flow diagram describing the access request mechanism. 

1 National Officials, Commanding Officers, ICC/LCC staff, experts of host MS and other participants 

2 User Coordinators 

FOSS - Description of roles & responsibilities 

User Coordinator 

This function is assigned to the relevant Member State's NFPOC I National Authority 

Responsibilities: 

Gathers user data 
Validates access 
Provides user data to t he "Area of Interest Owner" (Frontex Project Manager) 

Area of Interest Owner 

16 "Specific FOSS User Access Request Form i.s attached to the Operational Plan 
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This function is assign9d to the Project Manager in charge with the Joint Operation 

Responsibilities: 
Establishes the structural design and the layout of the Joint Operation 's specific area {FOSS Area 
of Interest); 
Uploads the content in the Joint Operation's specific area 
Authorizes the users groups and their permissions levels 
Provides all necessary information to the User Administrator 

User Administ rator's {FSC) 

This function is assign9d to FSC 

Responsibilities: 

Reg tlo 

Creates, updates, and removes user accounts 
Assigns users to a respective group 
Assign the groups to the Joint Operation's specific area 
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ANNEX 16 

User Access Request Form - FOSS 

Access t o v iew17 

To be used by FOSS Member State User Coordinator 

Request for o Access Io Change Io Termination18 

17 ~~ilt'lddowllo~ 

110.0-ore Otlly 

First Name19 

Last Name20 

Email 

Member St ate/ 
Organisation 

User Signature and 
Date 

User Group21: 

National Frontex Point of Contact 

National Authorities: 

- overview of all related activities. 

19 U• apiul ldl::ers whtn f • .,, out (pttt.mibly ekctroniu lly, 

20 U• apiul ldl::ers whtn f • .,,out(?rdmibtyt~~) 

210.0-neli:onnt u~ group which shoiM hilw xoess to vNe.the ~ion on FOSS 

Air 
Border 
Sector 

22 ~ stiort justifi:rionwhilt is your nttdto ~ :accus -i1ndWitl;U-i1reyout~you ;..-e i~ in 
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Land 0 

Please indicate if: Border 

Sector 

Return 0 

Ope rat 

ions 
Sector 

Sea 0 

Border 

Sector 

Other 0 

(e.g. 

R&D; 
Pooled 

Resour 

ces}-

please 

specify 

: 

~activities/projects and re lated 0 

content (please specify}: 

Validation/ Sign-off Date Signature 

FOSS MS User Coordinator 

FOSS Area of Interest Owner 

Data Protection Statement: these data are compiled solely for the purpose of access management to FOSS. 
Individual data are kept for one year after the access to the portal is terminated. Data subjects are entitled to 
have access to their data and to have those data correct:ect Service requests should be directed to the FOSS 
User Administrator. Any concern can be addressed to the FOSS User Administrator or the Frontex Data 

Protection Officer. 
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ANNEX 18 

Operational resources management system !Opera) 

https:Ufis.frontex.europa.eu /opera/ 

The Operational resources management system {Opera) is an integrated web-based system for the 

management of the operational resources pooled and deployed in Frontex coordinated activities. Information 

related to the availability and deployment of the resources is stored in the application and is available for the 

generation of statistics, and for automated reporting. 

The main functions of the Opera system are the following: 

To Manage cont ributions to the HR and TE Pools: Personal data (including deployment history, profiles, 

participation in Frontex training, etc) of officers nominated to the HR Pools is stored in the HR Pools 

database. MSs nominate officers and update the information in real t ime by using Opera. The content is 

fully searchable and available for the other functionalities of t he application. The same applies to the TE 

Pool database {CRATE). 

To Manage and allocate resources to Frontex Operations and Pilot Projects by: 

o Creating and storing operational details such as duration, location, type of Operation, 

operational needs in terms of HR and TE; 

o Supporting the generation of Frontex requests for availability of resources to the MSs; 

o Managing the contribution and allocation of MSs resources to a given Frontex coordinated 

activity; 

o Managing the Running Expenses of Means templates 

o Monitoring and registering the deployed resources 

To Issue secure accreditation documents: information on the allocation of HR gives the Frontex project 

manager the possibility of easily creating requests for accreditation documents for his/her Operation. 

Opera foresees also the possibility of sending a PDF document directly to the NFPoC when the document 

is created. 

To generate reports: opera gives Frontex and the MSs the possibility of generating different types of 

report in a fully automated way such as composit ion and statistics on Pools, overviews on deployments 

and registration fo officers, KP ls, reports on the deployed resources in a given Operation, other 

customisable reports. 

As of 2nd April 2012 the platform is to be used as a pilot project by Frontex and by the Member 

States/Schengen Associated Countries authorities to organise the deployment of technical equipment and 
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human resources under a specific activity (RABIT Operat ion, Joint Operat ion, Joint Return Operat ion and Pilot 

Project). 

Users, accord ing to the instructions received during the Opera Training and procedures discussed and agreed 

in the Opera workshops organised in 2012, input information concerning the available/deployed resources, 

Running Expenses of Means related financial data, and officer registrat ion details (necessary for issuing 

accred itation/participant's document s) directly through the Opera dedicated interface. 

The previous version of the Excel-based Accreditation form is replaced by the Opera system 
with the following input interface: 
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Register 

General Information 

Personal Details 

Date of birth 

I 
Nction~fity 

c:::J 
Email 

Member Stotc/S<hengen A,,.~cictcd Counby 

c:::::J 
Last N3me 

Cl 

Type of doc .... rrcnt 

Accreditation Dorument 

Function 

R>nk 

Coontrv Code Fixed Office Phone Numter Work Postal Address 

+ 00 00000 00 

Country Code Mobile Ph<ine ffurnbcr Po.:t Code Tc.,.tl'I 

• 00 000000 000000 00000 

Country 

CJ 
Travel Details Personal Equipment\ Weapons Technical Equioment Additional Information 

Arnval Departure 

Date and Time F\ght Number DateandTme Flight Number 

25/01/2012 00:00 • 12 24/02/2012 00:00 • 12 

expiry Da~e of AD 

24/02/ 2012 00:00 8 G Transportauon to p-lace of accomod3tlon IS requtred 

Mean of Transoortation Arrival airport 

Route (lrco-tit MS/BCP~) Entry 6CP/Airporl: (Ho.,t) 

Accommodation 

descri poon 

Save ll 
Operation com:>leted successful v 

aose 

Under "Travel Details", MSs shall input information about the arrival and departure dates (including indicat ion 

of approximate time of arrival), Flight details if travelling by airplane,, Mean of Transportation, Route, Arrival 

Airport, Entry SCP/Airport and Accommodation . In the event of Accommodation being provided by the Host 

MS and being unknown at the time of registration, MSs shall indicate t his in the Accommodation box by the 

text "accommodation provided by Host MS". 

The Expiry date of the Accreditation Document is automatically set as the date of departure from the 

operational area. In the event of any particular need (e.g. transportation by car, etc.), MSs can manually 
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extend the date in order to have the Accreditation Document va lid until the arrival of the officer in his/her 

Country. 

lravel Oetails Personal Equipment\ Weapons 1 echn1cal tqu1pment Addrtlonal Information 

0 weapon 

0 ves Q No 

EQuip-ment\Wevcns 

Category "ii' q.,antity °'ii' Type 'V Brand 'V Serial Number V' 

save 

Opcre:ion completed ::ucc:c:~fv lty 

I[ ciose 

Under "Personal Equipment\Weapans", MSs shall indicate if the officer is travelling to the operational area 

carrying weapons or not . If yes, MS shall also register the weapon and indicate the amount of ammunition. 

This field is mandatory. 

ravel Details Personal tqu1pment\Weapons Technical Equipment Addrt1onal Informat1on 

0 Operator/Crew 

Accepted Techniuil Equ·pment New Technical EQi..ipment 

14odel Type Serial NoTlber 

Brand 

Crew Fun:tion 

A.ddi tio!\al Technical E<iuiprrent Info 

Add 

save ll Close 

Opere'.:ion completed ~uc:ce::~fully 
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Under "Technical Equipment'', MSs shall indicate if the deployed officer is linked to a 
specific item of Technical Equipment requested and deployed through Opera (e.g. helicopter, 
vessel, etc.), or ifhe is carrying with him/her any other item of Technical Equipment. 

T av I Oet 1ils Pe onal Equipment\ Weapons Technical Eqmpme ~t Additional Information 

8 Access to FOSS 

Date From 

Enter date 

Financial Information 

01llv Grou W1g1 [CJ 

Operation com pleted successfully 

Date To Type of Acc.n 

• Enter date • 

Daily Subslrtence Allowance [<] 

Under Additional Information, MSs shall indicate if the officer shall have access to FOSS, 
and the type of access requested (including duration). Detailed information can be found in 
ANNEX 12. MSs shall also indicate the Daily Gross Wage and Daily Subsistence 
Allowances of the deployed officer for that specific operation. 
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ANNEX19 

STANDARD PLAN OF BRIEFINGillEBRIEFING 

The 1" day of their deployment the deployed NOs/ experts shall be briefed by ICC/ RCCs. They shall 
be introduced in: 

• Presentation of the Operational Plan and distribution of copies for those not provided in 
advance 

• Introduction to the national and loca l border authorities, operational area, organizational 
structure and responsibilities (incl. tasks, responsibility areas on map, ma in statistics etc.) 

• Organizational response or how the relevant border security tasks are carried out in this 
organization 

• Introduction of Local Coordinators, contact persons; advices on practical arrangements in 
the area of accommodation (Not applicable to NOs) 

• General and specific roles and tasks during their deployment. Structure and essentia l 
information on the reporting flow 

• Presentation of duty plan/working schedule for their deployment 

• Brief practica l summary about relevant national legislation for powers of border policing 
officers and instructions (supported by demonstration) for use of force in different 
situations, including self-defense (not only print-out of documents) (Not applicable to NOs) 

• Working condit ions and facilities in the specific operational area 

• All needed contact deta ils (local contact persons/Frontex coordinator, ICC/RCC, mobile 
numbers of experts currently deployed) 

• Confirmation accreditation document and armband are in their possession (Not applicable 
to NOs) 

• Any other information related to their deployment 

At the end of their deployment, the NOs/ experts shall be debriefed by ICC/RCCs. Agenda for 
debriefing will consist of at least the following topics: 

• Presentation about operational results; Organizationa l response or how the relevant border 
security tasks were carried out in this regiona l organization 

• Instant, short evaluation of the operational phase 

• Eva luation of the guest officers' /observer's performance and deployment of technical 
means 

• Reporting system/ exchange of informat ion 

• Planning and practical arrangements before/during implementation 

• Transportation/storage/carry/use of weapons/special techn ical equipment 

• Organization for transportation and departure 

• Comments, suggestions 
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In between Briefings (1" day of the ir de ployment)/ debriefings (Last day of their deployment), the 
NOs shall attend the daily JCS meeting while the experts deployed in the operational area shall ta ke 
part in loca l daily briefings provided by RCCs (Possible participation of the LCCs to the daily JCS 

meetings via videoconference) 

During the briefings/ debriefings, participants shall wear uniforms (if applicable). Daily JCS meeting 
and local daily briefing meetings/ debriefings will be attended at least by: 

• The NOs and experts deployed in the ICC/ operational area 

• Relevant staff from the hosting law enforcement authorities involved 
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ANNEX20 

GUIDELINES FOR INTERV IEWS 

Guide lines for the debriefinc of micrants for intellicenee purposes 

Guest Officers should be aware of the Hera operational plan which provides information on irregular 
migrant trends in the region and specific details on the role and responsibilities of Guest Officers. 
The interview templates to be used during the operation are annexed to the operational plan. 

Fixed questions will not necessarily provide honest responses and very often facilitators will know what the questions are 
going to be, and will instruct t he migrants to provide set answers. Fo r the same reasons country-specific questionnaires 
also have limited value. The provided interview template highlights the basic information that is requ ired for each 
interviewee; however Debriefers should personally develop their own tailo red questions during the course of the 
interview in order to get at a more accurate picture of the migration process. 

Interview templates should be conducted in English and given a specific reference number, prior to 

being emailed to the FOC, OA[and ICC debriefin .hera2012 frontex.euro a.eu) . 

The role of the Debriefing Officer is to obtain information on criminal activity. The personal data (name and family names) 
of interviewees must not be recorded on t he interview template. The J DTs/ MTs should mark in the top right-hand corner 
of the interview template how credible they believe each interview is. The JDTs/MTs should grade each interview using 
the following criteria: 

A. The information received was of a good standard, and clearly shows the routing and modus 
operandi used by the migrant; 

B. The information received is of an average standard; although incomplete, the information 
gathered gives some insight into the routing and modus operandi used by the migrant; 

C. The information received is of a poor standard, and it was not possible to establish with any 
degree of certa inty the routing or modus operandi used by the migrant. 

B: Purpose of the JOT inte rviewinc proce ss . 

Guest Debriefers are placed in host count ries to provide an addit ional resource provided by Member States to assist 
during the Frontex Joint Operation. They are seconded to enhance local capability and should not replace local Officers, 
or be expected to work independently. 

Guest Debriefers sho uld, at the very least, engage with the authorities to try to assimilate their activit ies into the rout ine 
processing of migrant arrivals, without becoming part of the official process itself. Where possible, Guest Debriefers 
should work alongside host country Debriefing Officers, who have the addit ional advantage of providing local knowledge, 
improved cooperation and shared working practices. Debriefers sho uld not duplicate the processes of the national 
authority. 

The purpose of JDT/ MTs interviews are: 

1) to gather intelligence on facilitator's detection, routes and modi operandi used by irregular 
migrants. These interviews should be sent by the JOTs/MTs to the FOC, 10 and OA as soon 
as practicable, so that the intelligence gathered can be analyzed by Frontex. This 
information is used by the ICC Coordinator in the operational area to assist in the 
deployment of means used in the detection and disruption of irregular migrant activity; 

2) to target those migrants most willing to talk about their journey, and to gain an intelligence 
picture of the methods and means by which their journeys are constructed; 

3) to identify suitable candidates for interview. The JOTs/ MTs should ensure that they know 
the history of each migrant that they propose to interview, such as the date of arrival and 
circumstances of their detection. The JOTs/MTs should seek to identify migrants from 
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minority ethnic groups, and individuals who may have been isolated or mistreated during 
their journey, as such people are often more willing to talk about their experiences; 

4) to identify potential interview candidates possible after they arrive; once arriving migrants 
integrate with others in the camp, there is a tendency for them to become more reluctant 
to cooperate with the interview process. In addit ion, the JDTs/MTs should try and interview 
severa l migrants from the same boat in order to cross-reference their stories; 

5) the JDTs/MTs should be transparent with the national authorities on the investigations that 
they carry out, and act in accordance with the ru les which govern the handling of irregular 
migrants that are laid down by the national authority. The JDTs/MTs should also avail 
themselves of any opportunities to engage in joint working with the national authorities, 
such as joint interviews, debriefing at the Border Crossing Point/seaport, or opportunities 
to participate in land/sea operations; 

6) If during the course of an interview the JOT/MT suspects that an interviewee may be a 
facilitator, this should be communicated to the national authority as soon as possible, and 
the FOC/10/ICC should be informed; 

7) to record the interview contemporaneously unless this is not pract icable or interferes with 
the conduct of the interview. If not made during the course of the interview, the written 
record should be made as soon as practicable after completion of the interview; 

8) the interviews cond ucted by the JDTs/MTs are carried out on a voluntary basis; irregu lar 
migrants are not obliged to ta lk to the JDTs/MTs. If, aftergaining the consent of the irregular 
migrant to be interviewed, he/she is unwilling to talk, or is providing limited responses, the 
JDTs/MTs should excuse them and move on to another migrant; 

9) to make it clear to the migrant that the interview will be conducted anonymously, and will 
not affect the outcome of their (asylum) case with the national authorities. 

C: Interview planninc._ ____________________________ ~-

Some conflict may arise when debriefers are given, or request, access to migrant 's mobile telephones, address books, 
diaries or other personal belongings. When migrants wish to provide this information voluntarily it is exceptionalty useful, 
but great care should be taken to comply with local legal requirements and processes. A formal process should be in place 
to ensure that such information is not lost or disposed of at the point of apprehension and, where possible~ is made 
available to debriefing and identification teams alike. 

The following tasks should be performed to adequately prepare for an interview: 

1) Ensure that all the necessary equipment is available such as stationery, pens etc, and that 
those present in the interview know their roles; 

2) Ensure that the irregu lar migrant is willing to be interviewed; 

3) Where necessary, provide for an official interpreter to be present, avoid relying on other 
migrants to act as interpreters and discount would-be interviewees with whom 
communication is problematic; 

4) Ensure that adequate personal details are available about the migrant intended for 
interview; i.e. when they arrived at the camp, when and where they were detected etc.; 

5) As far as practicable, interviews should take place in interview rooms which must be 
adequately heated, lit and ventilated . Persons being questioned or making statements 
should not be requ ired to stand. 
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D: !Health and safetyL-------------------------------­
Prior to commencing the interview, the JDTs/MTs should: 

1) establish the layout of the interview room and the procedures in place for calling for 
assistance; 

2) ensure that the interview room does not contain objects wh ich could be used as weapons; 

3) ensure that they sit closest to the exit door; 

4) if an incident occurs it must be reported to the person in charge of that area as well as to 
FOC/10/ICC; 

5) If a Guest Officer has used unarmed defensive tact ics during a violent incident, this must be 
notified to the national authority and to FOC/10/ICC. Remember that it is as important to 
report a 'near miss' as it is to report an actua l incident. 

E: ~nterview technique_L--------------------------------­

There are proven methods of obtaining reliable information during interviews, the following 

techniques are suggestions only: 

1) The Guest Officers should identify themselves to the irregu lar migrant, and explain the 
procedure to be followed and the reasons for the interview; 

2) When investigating the arriva l of an irregular migrant, adopt a chronological approach, 
going th rough each sect ion of their journey one section at a time, covering all aspects 
thoroughly before moving onto another section, probing, clarifying and reviewing as 
necessary. Switching suddenly to unrelated topics is likely to confuse the interviewee. 

Linking phrases should be used, such as "We've discussed why you left your home town, I 
now we want to discuss the first leg of your journey"; 

3) You should aim to adopt a neut ral interviewing style, rema ining calm, courteous, 
considerate and non-confrontationa l throughout. However, the behaviour of the 
interviewee and/or his response to you r questions may requ ire a different approach and 
th is should be taken into account throughout the interview; 

4) You must not try to obtain answers to questions or to e licit a statement by the use of 
oppression nor must you indicate, except in answer to a direct question, what act ion will 
be taken if the person being interviewed answers specific questions, makes a statement or 
refuses to do either; 

5) Open questions (what, why, when, where, who, how) invite explanation and encourage 
conversat ion. Closed questions can be useful to specify the information but should be used 
sparingly. You should avoid leading questions, e.g. "Was you r facilitator a fat man with a 
beard?", as they do not always elicit the true answer. However, questions designed to cla rify 
information, e.g. "Now if I understand things correctly, what you're telling me is ... ?" can aid 
comprehension and fluency. Brief interjections, e.g. "Tell me more", "Go on" are useful to 
aid the flow of information; 

6) Be flexible in your approach during the interview to allow the migrant to provide 
explanations, and be prepared to explore unexpected responses; 
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7) Do not adhere to a detailed list of specific questions, be flexible in you r question ing and be 
prepared to adapt your line of question ing in reaction to the information provided by the 
irregular migrants; 

8) Whilst having no evidential va lue in themselves, signs that a suspect is lying may ind icate 
that a particu lar line of question ing might be worth pursu ing further. Once you have 
identified a lie, do not cha llenge it stra ight away as the more details added, the more 
difficu lt it will be to retract . Challenging a lie provides new information about you r 
knowledge. Once you have decided to expose the lie, do it in a clear and confident manner 
and ask the irregu lar migrant for an explanation; 

9) At the end of the interview summarise the main points, and allow the interviewee to add 
anything or otherwise comment. Invite questions and feedback, replying honestly and as 
fully as possible . Any comment about the conduct of the interview should be seriously 
acknowledged. 

10) Although a debriefing interview should be informal in its structure, there will always be a 
basic set of information that needs to be collected, as fa r as possible. (Collect ion of any 
personal data should a lways comply with national legislation). 

Reg tlo 

Thi.s consists of: 

Coast or most recent point of departure (name of the port or geographical position) 

Where the journey started from (home town, place of residence) 

Route (GPS or Telephone card data?). Means of transport 
Time and date of departure and duration of the trip 
Day of departure (holiday, weekend or weekday) 
Contact details of agents, friends or family (addresses/telephone numbers) 
Details of facilitators on the journey 

Places of rest - staging posts during the trip and length of time in each 

Details of any documents held. If not, who kept them and where are they now? 

Nationality 
Details of travelling companions/ family members 

Reasons for migrating illegally 
Payment to facilitators (how much - the source of finances - to whom paid and how) 

Point of contact in t heir place of origin (addresses - telephone numbers - persons) 

Wa.s this the first attempt? Details of previous attempts and reasons for failure 
Intended dest ination (Who were t hey going to meet there?) 

Supporting informat ion to be collected (also when allowed by law): 

GPS data 
Maps 
Telephone numbers 
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F. ~dentification proces"'L------------------------------­
Determining nationality upon arrival i.s a extremely important part of the migrant screening process and, for t his 
information to be accu rate, an interpreter is often required. However, if subsequent debriefing establishes contrary 
nationality, thi.s information must remain entirely separate from the official process. 

Debriefers and their interpreters should not be asked to assist in the screening process and should politely decline any 
requests on the grounds that it would prejudice their position and might render the authorities open to judicial challenge. 
Should the local authorities wish to engage the interpreter separately for their own screening purposes (with the 
agreement of Frontex and the supplying Member State), then that is entirely acceptable. 

To be related to the processes of identification/ screening of nationalities of apprehended migrants. 

They should assist the Spanish authorities accordingly by conducting identification interviews with/ 

screening of illegal migrants and establishing their assumed nationality. 

Testing the apprehended migrants in order to identify them will be in 2 steps: 

• First test is the knowledge of the claimed country of origin. The illegal migrants will be asked to 
answer some basic questions: ethnicity, language, name of the tribes, name of the 
currency/money, national food dishes, way of clothing, name of the most famous person 

• Illiteracy level is very high in most of the countries where the illegal migrants come from that is 
why it is very advisable to perform the test orally 

Second deeper test is performed to determine the assumed country of origin: 

• The interview experts will listen to the language and dialect of illegal migrants and will make a 
phonetical and semantical evaluation. The migrants will be asked to give information and speak 
freely (in his mother language/dialect about the environment in wh ich he/she was living and 
growing up: houses, building, infrastructure, schools and above all the specific c,ultural 
phenomena for the area (the trad it ions there, for example how a wedd ing is celebrated, what 
holidays are there? What food/dishes are specific for his area?) 
He/she should also talk about the com munity-specific features (everyth ing he knows about the 
political situation, the constitution, the government, the police, other authorities etc). 

He/she should talk about his own hobbies and interests, what famous persons, singers, football 

teams he supports etc. 

Test resu lt/evaluation: 

• The above mentioned information given by the apprehended migrants will give the interview 
experts enough basic material to determine and judge what dialect the immigrant speaks, what 
foreign influence there is in his language (by phonetical and semantical evaluation) and from 
where/which country does the immigrant possibly originate and where he has been living lately 
(by analyzing the given cultura l-specific features) and (country-specific features) . 

The interview experts shall not be involved in the asylum process. 
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ANNEX22 

Debriefing Team: 

Report Number: 

Date: 

Reporting period : 

Team leader: 

Interpreter: 

I 

Officer /interpreter off 
duty: 

Nationality 

(Add rows if necessary) 

Notes: 

(Incident ) 

Type of evidence collected: 

Attach photos of 

boat/vessel/evidence/etc: 

Team Leaders Daily Report 

Place of deployment 

00/MM/YYYY 

Name/Surname 

Name/Surname 

Name/Surname 

1. INTERVIEWS PERFORMED 

(Brief description of the daily activity of the Team) 

Males Females Minors Total 

Total Total Total Total 

2. DEBRIEFING ACTIVITIES 
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Brief Description of the daily activity of the team other than the interviews 

3. ADDITIONAL INFORMATION/ REMARKS 

Information the team considers being important. 

4. PLAN FOR NEXT DAY 

Working day for: e.g. activities out of the center~ place of interview, etc. 
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Annex23A 

Ref. No: 

Date: 

Period covered: 

Joint Operation: 

Intelligence Officer: 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Nationality 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Reg tlo 

INTELLIGENCE OFFICER WEEKLY REPORT 

Click here to enter text. 

Click here to enter a date. 

FROM Click here to enter a date. TO Click here to enter a date. 

Choose an item. 

Click here to enter text. 

1. INTELLIGENCE GAPS 

2. FLASH NEWS 

3. REMARKS/ADDITIONAL INFORMATION 

1. WEEKLY TOT AL Of IHCIDENT S REPORTED 
Males Females Minors Total 

0 

0 

0 

0 

0 
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Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

0 0 

Notes: I Click here to enter text. 

I 2. VULNERABLE GROUPS 

I Incident National ity Pregnant 

Incident number (JORA) Choose an item. 

Incident number (JORA) Choose an item. 

Incident number (JORA) Choose an item. 

Incident number (JORA) Choose an item. 

Incident number (JORA) Choose an item. 

I 3. ILLEGAL MIGRANTS 

3.1 fil!!!!!!! 
3.2 READMISSION/ 

3.3~ 3.4 PERMIT OF STAY 
REFUSAL 

Nationality Number Nationality Number Nationality Number Nationality Number 

Choose Choose Choose an Choose an 
an item. an item. item. item. 

Choose Choose Choose an Choose an 
an item. an item. item. item. 

Choose Choose Choose an Choose an 

an item. an item. item. item. 

Choose Choose Choose an Choose an 
an item. an item. item. item. 

Choose Choose Choose an Choose an 
an item. an item. item. item. 

Choose Choose Choose an Choose an 
an item. an item. item. item. 

Choose Choose Choose an Choose an 

an item. an item. item. item. 

Choose Choose Choose an Choose an 
an item. an item. item. item. 
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THB Elderly Unaccompanied 

Minors 

I 

3.5~ 

Nationality Number 

Choose an 
item. 

Choose an 
item. 

Choose an 

item. 

Choose an 
item. 

Choose an 
item. 

Choose an 
item. 

Choose an 

item. 

Choose an 
item. 
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Choose Choose 
an item. an item. 

Choose Choose 
an item. an item. 

Nationality Number 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Click here to enter text. 

I 
Asset 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 

Choose an item. 
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3.6 TRANSFER OF MIGRANTS 

Choose an 
item. 

Choose an 
item. 
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From: Detention/Reception/ Asylum Centre To: Detention /Reception/Asylum Centre 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

Click here to enter text. Click here to enter text. 

4 FACILITATORS: JUDICIAL SENTENCES 

5 PATROLLING ASSETS I 
Planned Delivered Area 

I 
Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 

Click here to enter text. 
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Click here to enter text. 
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Annex 24 

rRONT EX 

trolling 
'1edule: 

JO EPN-Hera 
2012 

Week 52: 26 
DECEMBER • 01 
JANUARY 

Indicate patrolling time in format HH:MM 
(eg. 20:35) 

on 
duty 
plan 
ned 
in 
adv 
anc 
e 

LEG 
END 
FOR 
COL 
OUR 
s 

on 
duty 
but 
not in 
the 
area 
/other 
opera 
tional 

For patrols over midnight indicate: start -24:00 and activit 
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0:00 -end time ies 

ONLY COLOR MARKING NO TIME 
INDICATION 

in 1---+---' 

tran 
sf er 
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PLAN 
NED 
/DELI 
VERE 

D 

PLANN 
ED 

DELIV 
ERED 
PLANN 
ED 
DELIV 
ERED 
PLANN 
ED 
DELIV 
ERED 
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Star End 
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00:00 0/12 0/12 30 
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Annex 25 

;:::: FRONTEX 
Annox25 

Technical Equipment Mission Report 
JOINT Operation/RP: ..... ... ... . 

Patrolling asset: 
Mission Number: 
Date: 
Responsible ICC/lCC: 
Operational Area: 
National Official: 
Asset currently deployed at 
(..Aoil'l(rllo ..... 

Provided by Member State: 
Authority: 

-::::: F RONTEX 
Mission Data Sheet 

PatroAng asset: 

Rtgls1telion'Call Sign: 
Assets Officer in charge: ... ~~·""' 
Used communieeticn means: 
• aWl¥•-.::-.. ... GSM 

Mlssion scheduled: 

f>.Us.slon executed: 
Brieldescription ro case of deroga1ions: 
. , ....... , ................. n: 

Engine{s) s1art up: 

Take off/o ff berth: 

On ota1ion (opsarea): 

Fut! consumed· 

Engine{s) cu1 o ff: 

u:>dlngfon berlh: 

Off sta~i on: 

T 01al committed hours .ccord.ng to tt.t SFO (N\.mln): 
T 01al execu1ed hours so far (hh:rnn~ 

Reg tlo 

total hrs: 

to~ hrs: 

total (hh:rnn): 

total (hh:mon) 

total (hh:rnn): 
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Reg tlo 

S FRO NTEX 

Mission Events 

Attach a chart showing the operational area(s) and the entire track flownfsailed while 
introd"ucing a position mar11 at least each 1 hrs or occasiom1lly depending on Ille 
cruising speed. 

Maril and number AL.L identified targets detected within the operational area($) in this 
chart and descrlbe brlefty ldentlned targets according to tM number given In a 1@9end 
(e.g. crafts type, course. speed, activity). Support idemified targets with images. 

In cases "'11ere inc idents occurred outside of 1he operational areas and in cases 
where Incidents occurred on lhe way towards to the operational area and vice versa 
applies the same. 

Do not delete, tilter of cut the footage in case of any incidents. ALL the footage tallen 
In relation to any Incidents w1thln Fronlex coordina ted operations has to be rorwarded 
asap lo the designated ICC (preferably using down link capablllttes) for fUrth.er 
consideration. 

-:::::: FRONTEX 

Mission Events 

Brief description abOl.ll the mission event(s): 
. , "lrul.,....., !i.Nl-a l 1Cl1h' l'la•11 CilthfC.- ,.,.. "~•IC.) 
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ANNEX26 

Report of Participant 

All participants of the joint operation (experts, national officers, commanding officers, ICC staff and 
etc) are kindly requested to fill in this questionnaire and to send it to the Project Team via email 

[account e n.hera frontex.eu ro a.eu within 15 days afte r finalizinc the de ployment. 

The aim of th is questionnaire is not to evaluate the hosting MS, but to provide a feedback in order 
to support improving conditions for future operational activit ies. 

Name of the joint operation 

Name of the officer 

Home MS/SAC 

Period of deployment 

Place of deployment 

Question Answer 

Did you receive enough 

information about Frontex 
coordinated JO from your home 

MS/SAC? 

Was the planning and 
preparation of the JO t imely and 

thorough? 

Was the implementation of the 
JO well organized? 
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Did you have the opportunity to 
generate ideas and contribute to 

the JO during the 
implementation phase? 

What actions/practices worked 
well in the framework of the JO? 

Which actions/practices wou ld 
you consider as not that 
successful for the JO? 

Was communication with 
Frontex regu lar and sufficient 
for effective co-operation? Have 

you had sufficient feedback 
during the course of 
implementation of the JO? 

What actions/practices would 
you improve taking into 
consideration available 

human/technical recourses? 

Are there any 

comments/suggestions you 

would like to add? 

ANNEX27 
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Final Report of the Member States I Schengen Associated 

and 3 rd countries 

Joint Operation EPN- HERA 2012 

(MS/SAC/3n1 country) 

(Authority) 

~ach MS/SAC/3rd !country participating in the joint operation are invited to produce the Final Report 
bnd to send .it to the-P.roject Teal'.ll oL...tbe-joint operation via eooa.,,.i - aa= = <--­
epn.hera@frontex.eu ropa.eu within 1 month after finalizinc the deployment. (The report can be 
produced by each participating authority separately). The information requested below is just 

ind icative and the participants can send whatever they consider convenient (ie. PPT Presentation). 

The template of the Final Report provides the minimum requirements for the report. The MS/ SAC 
/3rd countries/ authorit ies are encouraged to include any additional information considered to be 

important to report. 

1. Coordination and cooperation 
Assessment of the coordination structure established during the JO: performance of Frontex 
{FX} and the hosting MS {ICC/LCC, Focal Points Sea, Police Stations, Detention Centers, BCPs, 

etc); 

Level of cooperation between FX, hosting and participating MS during the JO 

lnteragency cooperation {EMSA, CFCA, Europa/, etc) 

2. Reportinc system and the information flow 
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Assessment of the reporting system ond information flow between oll actors involved in the JO 

{FX/ICC/10/experts/assets/NO/MS/FX feedback to the MS about ongoing JO and etc) 

JORA, FOSS usage 

3. Deployed resources 
Participating authorities (if report involves few authorities) 

Technical equipment: total number, type, periods of deployment, operational oreas covered, 

patrolling hrs performed, etc 

Experts: total number, periods, locations of deployment, activity performed by of different 

profiles' experts, etc 

4. Operational results 
Results achieved by the human ond technical resources during the deployment period, e.g.: 

the number of migrants detected, deterred, intercepted, rescued, landed, identified, 
detained, repatriated; 
the number of migrants boats detected, deterred or intercepted; 
the number of facilitators identified/arrested; 
other cross-border crime identified; 
etc 

5. Practical arrancements and locist ics 
Positive and negative aspects identified prior and during the implementation of JO 

6. Additional information 

Any additional information MS/SAC/3'4 country considers to be reported 

7. Recommendations 
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ANNEX 28 

PRESS COMMUNICATION RULES 

1. General 

All authorities involved in the execution of the JO EPN-HERA 2012 will ensure full tra nspa rency of 

all actions undertaken. 

Information given to the media cannot hamper the course of the operation. 

National authorities sending border guards to JO EPN-HERA 2012 should limit their public 
statements to the general objectives of the operation, numbers and profiles of experts sent. 

Guest officers are allowed to talk to the med ia only with in the limits set by specific guidelines for 
the pa rticipating officers below. 

[A network of press offices of all involved authorit ies will be established. All contact details shall be 
sent to the press@ rontex.europa.eu a ress. 

A compiled list will be distributed to all parties involved. 

2. Communication Rules 

The communication strategy on the Border Control Operational Actions on the territory of Spain is 
common for Frontex and the Host Member State. 

Press Offices of Frontex and Spanish Authorities will be entirely responsible for coord ination of all 
matters related to interview requests, press visits to the operational area and any other press­
related matter related to JO EPN-HERA 2012 in general, as well as on the ground. 

Press Lines regarding joint border control operational issues and actions as well as specific incidents 
that might occur, are agreed by Frontex and Spanish Authorities. 

3. Tasks of press offices 
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Press visits to the JO EPN-HERA 2012 will be organised by Span ish authorities in cooperation with 
Fro ntex Informat ion and Transpa rency. 

The tasks of the press offices will incl ude: 

• Informing the med ia representatives on the Fro ntex mission and activities, as well as on the 
daily activities of JO EPN-HERA 2012. 

• Being the local Point of Contact for media request s. 
• Handling requests by the media representatives in cooperation w ith Frontex Information 

and Transpa rency 
• Arranging interviews with representatives of the Spanish Authorities and with selected 

guest officers. 
• Arranging filming opportunities, in close cooperation w ith the compete nt Span ish 

Authorities for the representatives of TV channels. 
• Media mon itoring and ana lysis of media tendencies (neutral, positive, negative) in 

cooperation wit h respective authorit ies 

• Drafting. reproducing. sending a nd distributing press releases, statements and other 
communication issues, according to the circumstances and in close cooperation with the 
competent Spanish Authorities (National Police and Guardia Civil) 

• Promoting the activities of JO EPN-HERA 2012 and presenting the results of operation in the 
area. 

4. Manacement of Press Requests 

The communication strategy regarding the Fro ntex mission and activities in general is under the 
auspices of the Agency. 

Given that journa lists need to get authorisation from the Spanish Authorities to visit the area, the 
following procedures must be kept: 

• Ind ividual and o n-the-spot med ia requests must be directed to Frontex Information and 
Transparency and adequate Span ish Authorities electronically. 

• Both Frontex Information a nd Transparency and Spanish authorit ies will inform each other 
abo ut med ia representative requests on a regula r basis. 

• The Spanish Authorities will directly coord inate the flow of national (Span ish) press requests 
received and will inform Frontex Information and Transpa rency about the planned presence 
of these media in the operationa l area. 
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• The Spanish Authorities will decide whether or not to authorise a journalist to visit the 
operational area. The Spanish Authorit ies will inform the inte rested parties and Frontex 
Information and Transparency about the decision. 

• The Spanish Authorities will host the media representative. Media representatives will be 
asked to present their press credent ials before participating in any patrolling activity 

5. Specific cuidelines for the participatinc offic.ers if approached by the media representatives: 

What you can say: 

• This is a Joint Operation coord inated by the European Agency Frontex 
• Two participating Member States (Iceland and Luxembourg) and host country Spain take 

part in the JO EPN-HERA 2012: These count ries participate either by providing experts or 
technical equipment for border control purposes. 

• I am a border guard from (name of your country) deployed to th is operation. I am assisting 
Spanish officers in border cont rol activities. I am an expert in (e.g. first line control, 
interviews etc.) 

• I am not authorised to give the media any more details - please contact the Frontex press 
office. 

What you should NOT say: 

• Do not give deta ils of the operation 
• Do not talk about the exact area covered by the operation 
• Do not give deta ils of the technical means deployed 
• Do not talk about the patrolling schedule 
• Do not discuss the migratory situation in Spain (let the Spanish authorities cover this) 
• Do not talk about the individua l incidents that may have taken place during the operation 

(let the Spanish authorities and Frontex press office handle this) 

• Do not try to answer detailed questions about what Frontex is (let Frontex press office 
handle this) 

Please refer the journalists to Frontex spokespeople for further details or call Frontex press office 
in case of doubt (you can also send a sms and we will call you back). 

6. Contact details for Frontex Information and Transparency 

lzabella Cooper 

Spokesperson 

Tel. : +48 22 544 95 35 
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Mobile: +48 667 667 292 

e-mail: press@frontex.europa.eu 

Ewa Moncure 

Press Officer 

Tel. : +48 22 544 9635 

Mob: +48 785 001 374 

e-mail : press@frontex.europa.eu 
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Guardia Civil: 

National Police : 

8. Contact details to the press offices of the participatinc Member States 

[Iceland._ __________________________________ ~ 
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Pubblic Affairs Oficers 

Icelandic Coast Guard 

Web: http://www.lhg.is 

Error! Use the Home tab to apply F.Section Tttle to the text that you 

want to appear here. 

[Luxembour~'""------------------------------------------- Commented [A28): The blanked out parts contain the 
names and contact details of actors participating in Frontex 
activities. The disclosure of such information would 
undermine the protection of the privacy and the integrity of 

the individuals, in particular in accordance with EU laws 
regarding the protection of personal data. In this regard 
those parts are not d isclosed pursuant to the exception laid 
down in Article 4(1)(b) of Regulation (EC) 1049/2001. 
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ANNEX29 

LIST OF CONTACT 

1. Frontex Headquarters 

)> [Project Management T eam H era 2012L' ---------------------­
E-mail: epn.hera@frontex eurooa eu 

E-mail: epn.hera@front ex.europa.eu 
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Frontex Situation Center (FSC) L----------------------------- Commented [A30): The blanked out parts cont ain detailed 

Duty officer: +48 22 205 9797 / +48 785 001 309 

E-mail: f sc@fro ntex.europa.eu 

> Frontex lnfonnation and Transparency I Communication Press-Media 

lzabella Cooper 

Spokesperson 

Tel.: +48 22 205 95 35 

Mobile: +48 667 667 292 

e-mail: press@frontex.europa.eu 

Ewa Moncure 

Press Officer 

Tel.: +48 22 205 9635 

Mob: +48 785 001 374 

e-mail: press@frontex.europa.eu 

Reg tlo 911101 

information related to means of communication used by law 
enforcement officials. Their disclosure would lead to possible 
abusive usage and harm the course of future and ongoing 
operations, and thus facilitate irregular migration. Therefore, 
public security will be affected. In light of t he above the text 
is not di.sdosed pursuant to the exception laid down in t he 
first indent of Artide 4(1)(a) of Regulation No 1049/2001 
relating to the protection of the public interest as regards 
public security. 



FOR LAW EHFORCEMUIT OHLY 

~· Spanish Polic 

)> Police H eadquarters Madrid 

E-mail: nfpoc.spain@polieia.es 

Phon e: +34 913226950 and (in urgent cases) +34 913226840 

Fax: +34 913226844 

Names: 

Contact person on press issues Spanish Police: 

Responsible Authority: Spanish Police Press Office 

Phone number. +34 913223319 

E-mail address: servicio prensa@policia es 

Post address: C/ Rafael Calvo 33 B :Madrid CP 28010 Spain 

Con tact person for Fuerteventura' Detention Centre (Spanish Police): 

Post address: Crtra Del Matorral s/ n Fuerteventura (Canary Islands) CP 35600 Spain 

Con tact person for Ten erife' Detention Centre (Spanish Police): 

Post address: Crtra General de! Sur km 4, 200 Tenerife (Canary Islands) CP 38004 Spain 
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INTERNATIONAL COORDINATION CENTRE (ICC) 

Guardia Civil Headquarter, Calle Guzman el Bueno, 110 CP 28003, Madrid 

E-mail: ncc-guardiacivil@guardiacivil org 

FAX: +34 91 514 6179 

Phones: 

REGIONAL COORDINATION CENTRE 

);> Las Pahnas de Gran Canaria, Sp ain 

Cent ro de Coord inaci6n Regional de Canarias 

Calle Alicante 22 

CP 35016, las Palmas de Gran Canaria - Spain 

E-mail: ccrc@guardiacivil org 

Phone: +34 928431766 Fax: +34 928391575 
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LOCAL COORDINATION CENTRE 

);> J(Operationa a rea Mauritania : Nouadhibou 

);> (Operat ional a rea Senega l): Daka r 
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ANNEX 30A 

The GIS applicat ion, together with the necessary information in a suitable format, wou ld allow 
bette r analyses to be conducted and wou ld also allow us to bette r understand the situation, such 
as the correlation between different factors related to illega l migration flows. In addition, it wou ld 

also provide better data understa nding corresponding to the main aims of the JO. 

The identified required data a re: 

• Weather and sea condition data: to be provided on a daily basis in a structured and agreed 
format (excel files generated from the prepared form, see Annex 3 1). Weather and sea 
conditions could contain the following data: 

o Genera l informat ion on weather conditions and the location to which the weather is 

related: 

Name of the region effected by the weather (possible options: Alpha, Bravo, 
Cha rlie) 

Date of weather conditions (in format: yyyymmdd) 

Weather remarks - genera l information on weather condit ions 

Sunrise - in format: hhmm (24 hou rs) 

Sunset - in format: hhmm (24 hou rs) 

o Wind and sea conditions- an outline description of weather and sea conditions should be 

given coverinc 4 periods of the day (i.e., the main changes in weather conditions du ring 

the day should be noted in Weather Rema rks). The weather conditions should be provided 

as an average for each period. The periods are 00:00-05:59, 06:00-11:59, 12:00-17:59, 

18:00-23:59. 

• Wind direction (There is a dropdown list with possible choices: 
E,W,N,S,WN,WS,EN,ES) 

• Wind speed (in m/s) 

• Wind strength (in dropdown list there a re possible choices: ca lm, light breeze, 
gentle breeze, moderate breeze, fresh breeze, strong breeze, near gale, ga le, 
strong ga le, storm, viole nt storm, hurrica ne etc) 

• Wave height - (in meters) 

• Temperature (in Celsius) 

• Warnings; wind, waves, pending storms - description 

o Data source(s) 

• Source of information o n wind condit ions 

• Source of information o n sea conditions 

• Track Loc(s): track of patrollinc assets using their identificat ion code (identification could be the 

ldAsset taken from: Table 2, see Annex).The tracking log might be kept in the following formats : 
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GPX, SHP or excel (xis - Exce l 97-2003). In the event that excel files are used to provide the 

tracking log of patrols, the format shall be the following (see Table 1. Patrol Tracking Table): 

Table 1. Patrol Traekinc Ta ble 

ldAsset Long Lat Speed Time Date 

Description of the Patrol Tracking Table (the names of columns may be changed to make them more 

user friendly, however they should not conta in spaces or forbidden signs): 

• ldAsset - place in each row the id of the asset (see: Table 2). The Id (column ldAssetof: Table 
2) shall refer to the asset whose tracking is described in Table 1. Patrol Tracking Table) 

• Long - please put longitude in WGS84 using decimal place {dd.xxxxxx) (do not use degrees 
minutes seconds but degree.decimals of degree). 

• La t - please put latitude in WGS84 using decimal place {dd.xxxxx) (do not use degrees 
minutes seconds but degree.decimals of degree). 

• Speed - put the speed of the asset at every waypoint. Units of speed are in knots. 

• Time - put the precise time when an asset was at a particular point described by the 
coordinates (if possible provide it in the following format: Hhh:mmH or "hhmm" preferably -
24 hour clock) 

• Date - put the date when the asset was at a particular point described by the coordinates 
(if possible provide it in the following format: "yyyy I mm I dd") 

The t racking log(s) of patrolling assets should be recorded at the frequency rate of waypoints of at 

least 1 waypoint per 10 minutes but not more frequent than 1 waypoint per minute. However, 

taking into accou nt reported difficulties in provid ing such frequent data, it is suggested that the 

tracking waypoint intervals for air means could be up to 1 hour. 

• Incident reports - for better real data representation, it is necessary to include more fields 
for intercepted irregular immigrants. 
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• Annex: Table 2 (Example s) 

Country Authority Assetelass 

Spanish Guardia Civ il Hel icopter 

Spanish Guardia Civ il FWAirplane 

Spanish Guardia Civ il Coastal Patrol Boat 

Spanish Guardia Civ il Coastal Patrol Boat 

Spanish Guardia Civ il Coastal Patrol Boat 

Spanish Guardia Civ il Open Patrol Vessel 

Slovakia FWAirplane 

Portugal Air Force FWAirplane 

Portugal GNR Coastal Patrol Boat 

Portugal GNR Coastal Patrol Boat 

Netherland 

s Navy Open Patrol Vessel 

Netherland 

s Navy Open Patrol Vessel 

Guardia d i 

Italy Finanza FWAirplane 

Luxemb urg Minist ry of Just ice FWAirplane 

Guardia d i Coastal Patrol 

Italy Finanza Vessel 

Coastal Patrol 

Italy Coast Guard Vessel 

Iceland Coast Guard Open Patrol Vessel 

France Navy Open Patrol Vessel 

France Custom FWAirplane 

France Custom Coastal Patrol Boat 

Reg tlo 

AssetType placeDeploymen~ 

BK-177 Almeria 

CN235 Almeria 

Almeria 

Cartagena 

Motril 

Cessna 182 Almeria 

casa Almeria 

Ribamar 

Ribamar 

ATR42 Almeria 

SW3Mertin Almeria 

BBPD 

Acheron 

F406 Almeria 

DF45 

SIROCCO 

ldAsse 

t 

------
1 

2 

3 

4 

5 

6 

7 

8 

9 

10 

11 

12 

13 

14 

15 

16 

17 

18 

19 

20 
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Annex 31 
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(Brief description of the bogus document detection including the citizen status route and local 
of detect ion.) 

DETECTION POINT #1 

(Description of the detection point) 

DETECTION POINT #2 
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(Description of the detection point) 

DETECTION POINT #3 

(Description of the detection point) 

Other Pictures and Descriptions: 
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