The report on the meeting of the European Network of Law Enforcement Technology Services (ENLETS) held on 28-29 April 2014 in Athens is set out in Annex.

The LEWP is invited to take note of this report.
European Network of Law Enforcement Technology Services (ENLETS) report to the Law Enforcement Working Party on its meeting held on 28-29 April 2014

The meeting of the ENLETS National Contact Points (NCP) under the Hellenic Presidency was held in Athens on 28-29 April 2014.

Representatives of 23 Member States (BE, BG, CZ, DK, DE, EE, IE, EL, ES, FR, IT, CY, LT, LU, HU, NL, PL, PT, RO, SK, FI, SE, UK) and Europol participated at this meeting.

The results of the meeting can be summarised as follows:

1. The meeting was opened by the Chair of COSI followed by the President of the Hellenic Center for Security Studies (KEMEA).
2. The Chair welcomed the MS delegations. The agenda was adopted as it was proposed by the Core Group, following the outcome of the previous meeting.
3. The Core Group leader (NL):
   - Informed the participants that ENLETS Work Programme for 2014-2020 was endorsed by COSI on 17 December 2013.
   - Referred to the meetings that the Core Group had with the Commission’s DG Home and DG Enterprise, Atlas, Railpol, Aquapol, Tispol, e-MOBIDIG, Radio Communications Expert Group (RCEG) and Europol.
✓ Informed the participants on the preparation of the strategic document for 2016 in the context of the Secure Societies Advisory Group.
✓ Informed the participants about the funding proposals under the ISEC/ISF and H2020 and stressed that the Group was awaiting the outcome of the funding proposal on Telecommunications and Cybercrime.

4. The Core Group support unit updated the delegations on the ISEC funded project "ENLETS disseminates best practices" (EDBP). Following the first successful meeting in Guildford, the next EDBP meeting will be held in Rome on 1-3 October 2014, after the regular ENLETS NCP meeting on 29-30 September 2014. Feedback from the experts of the group showed that the project provided added value to the MS.

5. Poland presented an analysis on emergency calls’ tracking case study that was referred at the previous meeting.

6. Europol representative briefed the group on EC3 activities concerning cybercrime and suggested that ENLETS should put efforts to familiarise end users to EC3 technologies.

7. An interactive “House of Commons” discussion took place. The delegations, responding to specific quotes, reflected thoughts on Cybercrime and its limitless reach. There was a common agreement about the lack of awareness on cybercrime among the MS.

8. Luxembourg and the Netherlands proposed the new draft rules of procedure for ENLETS relating to the governance of the network. With a few minor corrections the new version was agreed to be forwarded to MS for revision. The document will be finalised under the incoming Italian Presidency.

9. The Core Group leader presented the proposal on robotics submitted by the Netherlands under H2020, as well as the ongoing FCT-8-2014 (Fight against crime and Terrorism) call on Transnational cooperation among public end-users in security research stakeholders.

10. There was a discussion on H2020 and the role and tasks at national level aiming to increase the level of awareness about H2020. This could be achieved via the exchange of ongoing and upcoming initiatives of the NCPs that involve security research.

11. The Hellenic Center for Security Studies (KEMEA) presented its activities, as well as its current and future applications in response to the calls for proposals under H2020.
12. The unmanned Aerial Vehicle (UAV) Pilot Programme on Border Surveillance was presented by the Hellenic Police and Altus-LSA.

13. In summary, MS agreed that:
   ✓ They should all reach an agreement on coordinating the submission of proposals in response to the call for proposals under the FCT-8-2014 (Fight against crime and terrorism)
   ✓ They should improve their communication and raise awareness with regard to H2020, in line with a plan of the Core Group to be elaborated.
   ✓ Before the next ENLETS NCP meeting, a specific ENLETS website should be created, and the new rules of procedure should be agreed upon.