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  FAUXDOC 22 

COMIX 998 

NOTE 

From: German delegation 

To: Working Party on Frontiers/False documents / Mixed Committee  

(EU-Iceland/Norway/Switzerland) 

Subject: Exchange of information about data files on the issuing of passports and 

identity documents (passport / identity document registration systems) 

 

 

Annexed to document 11097/07 FAUXDOC 11 COMIX 600 was a questionnaire concerning the 

exchange of information about data files on the issuing of passports and identity documents (pass-

port / identity document registration systems). 

 

The questionnaire was answered by 28 countries. No answers were received yet from Malta and 

Norway. 

 

The purpose of this compilation is to give an overview of the available possibilities for obtaining 

information with regard to the passport/identity card registration systems according to the replies 

given by Member States. 
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Short summary of the replies: 

 

1. Is the personal data of passport/identity card holders kept in a central data file (national 

register) or in a decentralised file? 

Most of the answering Member States and Schengen associated countries use a centralized data 

register. Exceptions are decentralised systems in Germany, Italy, the Netherlands and Romania. 

 

 

2. Which data is stored in the registration system? 

- All answering Member States and Schengen associated countries store the personal data and – 

with the exception of Belgium, Denmark and France - photos of the holders in the system.  

- Most of the answering Member States and Schengen associated countries are not yet storing 

fingerprints in the system. 

Exceptions: Portugal and Sweden, Spain the fingerprint of the right hand. Iceland (no timeframe), 

Estonia, Lithuania and Poland (from June 2009) are planning to store fingerprints. UK anticipates 

the storage of fingerprints from 2009/2010. 

Many Member States and Schengen associated countries store additional data in the system like 

signature, passport number, issuing authority, issuing date and validity, registered children, 

information on parents or spouses, previous issued documents, information on the revocation, 

refusal or deposit of a passport, information on residence, or links to various certificates (birth 

certificates, marriage certificates etc.).  

 

 

3. Does the NATIONAL CONTACT POINT (NCP) for Information on TRAVEL and 

IDENTITY DOCUMENTS have access to the registration system? 

With exceptions of Cyprus, France, Germany, Ireland and the Netherlands all answering Member 

States and Schengen associated countries have direct access to the registration system. 
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4. Can the NATIONAL CONTACT POINT (NCP) provide information from the registration 

system? (If not, which other national office?) 

With the exception of Cyprus, Estonia, France, Germany, Hungary, Italy, Lithuania and Romania 

all NCP are able to provide information direct from the registration system. Nevertheless, the 

requests can be passed to the NCP for referring to the appropriate authority. The conditions vary 

from no restrictions to the necessity of a formal request to the issuing authority. 

 

The possible timeframe varies between few minutes to a few hours during the working days from 

Monday to Friday, up to two weeks. 

 

Details are listed in the following chart. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

AT 
 
A 
U 
T 

Central. Yes. Yes. No. - signature 
- passport num-
ber 
- issuing author-
ity 
- issuing date 
and validity 
- registered 
children 

3. Yes. 
 
3.1. Yes. 

3.2. No. 4. Yes. 
 
4.1. No. 

4.2. Monday to 
Friday 
8 a.m. – 4 p.m. 

BE 
 
B 
E 
L 

Central. Yes. Not for the 
moment but 
the decision 
is taken to 
add the photo 
of each per-
son regis-
trated in our 
national regis-
ter. We have 
also devel-
oped a data-
base with the 
demanders of 
passports. 
This database 
will contain 
the photo of 
the person. 

No. Our national 
register con-
tains data's 
such as the 
composition of 
the family, the 
occupation, 
addresses... 

3. Yes. 
 
3.1. Yes. 

The police 
have only 
access to 
a part of 
the data's 
stored in 
our na-
tional reg-
ister. For 
more in-
formation 
we have to 
contact 
the com-
mune 
where the 
person 
lives. 

4. Yes (see 3.2). 
 
4.1. No, but we have to 
follow the law on privacy. 

On the spot if 
the asked infor-
mation are 
stored in the 
system. One 
hour to one day 
if we have to 
contact the city 
house. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

BG 
 
B 
G 
R 

Central. Yes. Yes. No.  3. Yes. 
 
3.1. Yes. 

Yes. 4. Yes, but only in the 
cases provided for the Law 
for Bulgarian Identification 
Documents. 
 
4.1. Yes. The Law for Bul-
garian Identification 
Documents. 

14 days. 

CH 
 
C 
H 
E 

Central, 
national 
register. 

2.1. Yes. Yes. Not ap-
plicable 
yet. 

Administrative 
date, such as:  
- date of issue 
- expiry date 
- issuing author-
ity 
- Information on 
the revocation, 
refusal or de-
posit of pass-
port. 

3. Yes. 
 
3.1. Yes. 

No. 4.  In principal yes. How-
ever the legal situation for 
providing information must 
always be assessed on a 
case by case bases. For 
identity verification the 
passport number must be 
provided. 
 
4.1. As a first step a re-
quest via e-mail is suffi-
cient. For identity verifica-
tion the number of the 
passport in question must 
be communicated. If fur-
ther formalities must be 
respected, instructions will 
be given. 

Depends on the 
case and the 
legal possibility 
to exchange 
data. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

CY 
 
C 
Y 
P 

Central. Yes. Yes. No. Nationality 
Replacements 
of Identity 
Documents 
Links to various 
Certificates 
(birth certifi-
cates, marriage 
certificates etc) 
Subsequent 
changes re-
garding Per-
sonal Data: - 
Name 
-  Surname 
-  Address 
- Occupation 
- Marital status 
- Children etc 

3. No. 
Although 
the Na-
tional 
Contact 
Point has 
no direct 
access to 
the Regis-
tration 
System, 
certain 
personal 
Data (with 
the ex-
ception of 
photo) is 
download
ed from 
the Regis-
tration 
System to 
the “Po-
lice Com-
puterized 
System”, 
for use by 
the Police 
including 
the NCP. 

Yes As 
stated 
above 
(Para 3), 
the NCP 
has ac-
cess to the 
“Police 
Computer-
ized Sys-
tem” 
where 
certain 
personal 
Data (with 
the excep-
tion of 
photo) is 
downloade
d from the 
Registra-
tion Sys-
tem. 

4. Certain Personal Data 
can be verified, from the 
Police Computerised Sys-
tem, to the requesting 
country, with the exception 
of photograph. 
However, the NCP can 
contact the Ministry of Inte-
rior (responsible for the 
Registration System) and 
verify any other informa-
tion not kept in the Police 
Computerised System. 
 
4.1. Any requests for in-
formation can be passed 
to the NCP. 

Within 3 working 
hours for infor-
mation stored in 
the Police Com-
puterised Sys-
tem. 
Within one work-
ing day for all 
other informa-
tion. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

 
3.1. No. 

CZ 
 
C 
Z 
E 

Both central 
and de-
centralised 
registers 
are avail-
able. 

Yes. Yes. No. Yes – for na-
tional use. 

3. Yes. 
 
3.1. Yes. 

By mail – 
in case of 
pass-
port/identit
y card 
issued de-
central 
way (be-
fore intro-
duction of 
a central-
ised per-
sonalisa-
tion in the 
year 2000 
/ 2001). 

4. Yes, security of per-
sonal data has to be guar-
anteed. 
 
4.1. No. 

Replay at the 
day of receiving 
request (central 
register); 
in three or five 
days (de-central 
register). 

DK 
 
D 
N 
K 

Central. Yes. No. No. The authority 
which has 
issued the 
passport. 

3. Yes. 
 
3.1. Yes. 

No. 4. Yes. 
 
4.1. No. 

The information 
can be provided 
within hours. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

DE 
 
D 

Decentral-
ised. 

Yes. Yes. No. Information on 
residence. 

No. Yes, via 
third par-
ties 
(regional 
registra-
tion offices 
or the po-
lice). 

No, but requesting admini-
stration has to give infor-
mation on the reason for 
the inquiry for proving the 
legal aspects. 

During the offi-
cial working 
times from Mon-
day to Friday, 
08:00 – 16:00 
hours, within 2 
hours. 

EE 
 
E 
S 
T 

Central. Yes. Yes. Finger 
prints 
from 
June 
2009. 

Previous issued 
documents. 

3. Partly, 
only docu-
ments 
issued 
from year 
2002. 
 
3.1. Yes. 

Informa-
tion about 
the docu-
ments 
issued 
before 
2002 by 
encrypted 
e-mail. 

4. No, information from 
registration system can be 
provided by Estonian Citi-
zen and Migration Board. 
 
4.1. Yes, only inquiries for 
official purposes. 

Online inquiry 
from Monday to 
Friday. 

EL 
 
G 
R 
C 

Central. Yes. Yes. No. -- Yes. No. Yes, only authorised per-
sons. 

It varies from 
few minutes to 
few hours. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

ES 
 
E 
S 
P 

The per-
sonal data 
of passport / 
identity is 
kept in a 
central na-
tional regis-
ter. 

2. .Yes.   
 

Yes. Yes, 
finger-
print of 
the right 
hand. 

document num-
ber, date of 
issue and date 
of validity, place 
and date of 
birth, father and 
mother name, 
home address, 

Yes, 
online. 

 Yes. The form rules must 
be the official way. 

By email, imme-
diately, by offi-
cial post, the 
time required. 

FI 
 
F 
I 
N 

Central reg-
ister. 

Yes. Yes. FP's not 
yet in 
use, 
legisla-
tion un-
derway. 

Travel docu-
ment issuance 
history, elec-
tronic client 
identifier in a 
separate data-
base. 

3. Yes. 
 
3.1. Yes. 

Yes. 4. Yes. 
 
4.1. Yes, as decreed in the 
law. 

Depends on the 
urgency and 
scale of the re-
quest. 

FR 
 
F 
R 
A 

Central file 
(Fichier 
central) 

Yes. No. No. S.O 3. No. 
3.1 No. 

Yes,  
via the 
Head of 
the 1rst 
Bureau of 
DLPAJ 
(Oui, par 
le Chef du 
1er bureau 
de la 
DLPAJ) 

4. Not directly, but it is 
possible thanks to the dili-
gences of the DLPAJ 
(Pas directement, mais 
cela est possible grâce 
aux diligences de la 
DLPAJ) 
 
4.1 Yes: 
The demand must be mo-
tivated and transmitted by 
fax. 

Yes: The de-
mand must be 
motivated and 
transmitted by 
fax. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

HU 
 
H 
U 
N 

Central Yes. Yes. No. Signature 3. Yes 
3.1 Yes 

No. 4. No. 
(International Law En-
forcement Cooperation 
Center); Tel.: +36-1-443-
5557,+36-1-443-5584; 
Fax: +36-1-443-5815; ne-
bek@nebek.police.hu;inter
com@nebek.police.hu 
 
4.1No. 

It depends on 
the information. 
(1 hour – 1 day) 

IE 

 

I 

R 

L 

Central da-
tabase 

Yes. Yes. No. Details of previ-
ous passports 
and status, i.e. 
cancelled, ex-
pired, lost, sto-
len etc. Mothers 
maiden name 
and in some 
cases PRSI 
number. Photo-
graphs, details 
of witnesses 
and for minors 
we hold copies 
parents con-
sent. All sup-
porting docu-
mentation is 
scanned and 
held on the sys-

No. Arrange-
ments are 
in place 
for contact 
point to 
request 
informa-
tion from 
specific 
officers 
within the 
Passport 
office dur-
ing work-
ing hours. 
This can 
be sent by 
e-mail or 
secure fax 
depending 

4. Yes, any information 
provided to the national 
contact point may be pro-
vided to EWU colleagues 
in support of an investiga-
tion. 
4.1 The passport office 
has its established proto-
cols with the national con-
tact point. 

Depending on 
the type of query 
and the age of 
the passport, 
information can 
be provided with 
hours. Queries 
on older docu-
ments might 
take up to two 
days if older 
paper files have 
to be located. 



 

15658/1/07 REV 1 BM/cr 11 

 DG H 1A LIMITE  EN 

 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

tem 
 

on the 
informa-
tion 
sought. 

IS 
 
I 
S 
L 

Centralised. 2. See 2.1-
2.4. 
 
2.1. All the 
personal 
data con-
tained in 
passport. 

Yes. Planned
. 

Validity 
changes. De-
tails of enrol-
ment and pro-
duction. 

3. Yes. 
 
3.1. Yes 
(limited). 

No. 4. Yes (limited). 
 
4.1. No (being developed). 

Technically, 
seconds. 

IT 
 
I 
I 
A 

Decentral-
ised. 

Yes. Yes. No.  3. Yes. 
 
3.1. No. 

Yes. 4. Yes. 
 
4.1. Yes, formal direct re-
quest to the issuing office. 

Days - it widely 
depends by in-
terested office. 

LT 
 
L 
T 
U 

Central. 2. Name, 
surname, 
doc. Nr., 
personal 
Nr., date of 
issue, date 
of validity, 
issuing au-
thority, date 
of birth, sex, 
place of 
birth, na-
tionality, 

Yes. Yes 
(from 
2009-
06-28). 

Information on 
parents, kids or 
spouses per-
sonal Nr. 

3. Yes 
(without 
images, 
finger-
prints, 
status 
(married, 
divorced), 
signa-
ture). 
3.1. Yes. 

No. 4. Information with images 
is available through na-
tional contacts points or 
directly to migration units 
or resident’s register ser-
vice. (for better communi-
cation we suggest to use 
contacts points). 
4.1. Yes, an applicant 
wishing to receive informa-
tion from the Agency sub-
mits a request stating 
which information or 

(time in hours / 
days) 
Up to 12 hours. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

status (mar-
ried, di-
vorced), 
signature. 
 
2.1. Yes. 

document they would like 
to obtain; their first name, 
family name and residen-
tial address (if the appli-
cant is a natural person) or 
entity name, entity code 
and official address (if the 
applicant is a legal person) 
as well as contact informa-
tion. 
If information is requested 
by a representative of the 
applicant, they state their 
first name, family name 
and residential address, 
provide a document prov-
ing the fact of being a rep-
resentative and identify the 
applicant they act on be-
half of. 
Requests are submitted 
directly when applicants 
themselves come to the 
Agency, sent by mail, de-
livered by a messenger or 
e-mailed when identifica-
tion of the applicant is 
possible. 

LU 
 

Central Yes. Yes No. No. 3. Yes 
(MFA) 

No.  No. . / . 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

L 
U 
X 

3.1 Yes. 

LV 
 
L 
V 
A 

Central. Yes. Yes. No. Signatures. 3. Yes. 
 
3.1. Yes. 

No. 4. Yes. 
 
4.1. No. 

1) False docu-
ments – Border 
Guard Republic 
of Latvia – 
twenty-four 
hours; 
2) Authentic 
documents – 
Ministry of Inte-
rior of the Re-
public of Latvia 
Office of Citi-
zenship and 
Migration Affairs 
– from 8:00 till 
16:00 on week-
days. 

NL 
 
N 
L 
D 

decentral-
ised 

Yes. Yes. Not yet. Document data No. Contact 
Municipal-
ity 

4. Only in special cases 
with juridical consent 
4.1 Yes, see above 

Depends on 
availability  Mu-
nicipality or Em-
bassy. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

PL 
 
P 
O 
L 

Central. 2. Bio-
graphic, 
biometric. 
 
2.1. Yes. 

Yes. Yes, 
from 
28.06.09
. 

 3. Yes. 
 
3.1 Yes. 

No. 4. Yes. 
 
4.1. Yes / no: …… 

Time in hours. 

PT 
 
P 
R 
T 

Central. 2.1. Yes. Yes. Yes. Affiliation, mari-
tal status, ad-
dress, signa-
ture. 

3. The PT 
national 
contact 
point has 
direct 
access to 
i) the 
passport 
database 
(model 
2001 on-
wards) 
and to ii) 
the Resi-
dence 
Permits 
database. 
 
3.1. Yes. 

The PT 
national 
contact 
point ac-
cesses the 
ID Card 
database 
and even-
tually 
other rele-
vant docu-
ments via 
a prefer-
able con-
tact point 
at the re-
spective 
issuing 
authori-
ties. 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

RO 
 
R 
O 
U 

Decentral-
ised 

Yes. Yes. No. Passport num-
ber, place of 
residence, issu-
ing body 

3. No 
3.1 Yes, 
upon re-
quest. 

Yes, upon 
request 

4. No. 
4.1 Yes, corresponding to 
the protocol 

depending on 
the type of de-
mand, between 
1 hour and 7 
days   

SE 
 
S 
W 
E 

Central. 
 

Yes. Yes. Yes. 
(working 
on it in 
project 
e-
Border), 

Personal infor-
mation; address 
and place of 
birth (are taken 
from other sys-
tems), length, 
personal num-
ber, name, 
documents, 
date for issuing 
and expiring 
date (regarding 
passports and 
national id-
card), phone 
number and 
email ad-
dresses, signa-
ture, how the 
person was 
identified, in-
formation on 
the case officer. 

Yes. No. 4. Yes. 
 
4.1 Yes. 
The passports act and the 
passports regulation. 

Online 24/7 
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 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

SK 
 
S 
V 
K 

Central. 2.1. Yes. Yes – the 
database is 
continuously 
filled since 1. 
4. 2005. 

No.  3. Yes. 
 
3.1. Yes. 

Yes – in 
written 
form. 

4. Yes, within condition 
stipulated in Act 
No.363/2005. 
 
4.1. Yes – in written form. 

Monday–Friday  
7:30–15:30. 

SL 
 
S 
V 
N 

Central. 2.1. Yes. Yes. No.  3. Yes. 
 
3.1. Yes. 

No. 4. Yes. 
 
4.1. No. 

 

UK 
 
G 
B 
R 

Central. 2. Applica-
tion data. 
 
2.1. Yes. 

Yes. No (an-
ticipated 
2009/10
). 

Previous appli-
cations etc. 

3. Yes. 
For rou-
tine en-
quiries to 
establish 
authentic-
ity only. 
Lost or 
stolen 
enquiries 
which 
have 
arisen as 
a result of 
a hit on 
the I 24/7 
database 
should be 
made to 

Yes (Tele-
phone/fax). 

4. Yes (in order to estab-
lish authenticity). 
 
4.1. Yes, enquiries made 
to the National Document 
Fraud Unit will be subject 
to UK Data Protection and 
Human Rights legislation. 
Enquiries to the UK NCB 
Point of Contact should be 
in line with agreed Interpol 
protocols. 

1 day. 
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 DG H 1A LIMITE  EN 

 1. 
Central or 
decentra-
lised na-
tional reg-
ister file 

2.1  
Personal 
data stored 

2.2  
Face images 
stored 

2.3 
Finger-
prints 
stored 

2.4  
Any other data 
stored 

3. /  3.1  
Online 
access 
by the 
NCP 

3.2  
Any other 
access by 
the NCP 

4. /  4.1  
Existence of form rules 
for information exchange 
by the NCP (If so, 
which?) 

4.2  
Timeframe 
within informa-
tion can be 
provided? 

the desig-
nated UK 
NCB 
Point of 
Contact. 
 
3.1. Yes. 

 
 
 

    


