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NOTE 

From: French and German delegation 

To: Working Party on Information Exchange and Data Protection (DAPIX) 

Subject: Information Management Strategy (IMS) action No 2 

 Action EPRIS-ADEP 

 Draft executive summary of the evaluation report 
  

Delegations will find in annex the draft executive summary of the evaluation report of the pilot 

implementation of EPRIS-ADEP. 

The final report will be available after submission to the Commission by the end of February 2019. 
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DRAFT EXECUTIVE SUMMARY OF THE EVALUATION REPORT 

Basic data of the pilot project 

ADEP (Automation of Data Exchange Processes) is the name of action 2 of the 5th Information 

Management Strategy (IMS) action list of the Working Party on Information Exchange and Data 

Protection (DAPIX). 

Within the project ‘ADEP Pilot Implementation and Evaluation by MS’ the European Police 

Records Index System (EPRIS) has been piloted. The pilot led by France has been funded by the 

European Commission with an amount of 1.5 million Euros for the period from the 1st of July 2017 

to 31st of December 2018. In addition to France, Finland, Germany, Ireland and Spain participated 

in this pilot project, as well as Europol1. Three countries were associated as observers: Hungary, 

Belgium and Austria2. 

Business object of the pilot  

According to the project-specific communication strategy, this project is also called 

‘EPRIS-ADEP’. The scope of EPRIS-ADEP is the automation of presently manual and therefore 

labour and time-consuming processes for identifying whether certain law-enforcement-related data 

is available in one or several Member States (MS) in order to enable and facilitate the subsequent 

bilateral or multilateral information exchange. The pilot project aimed to create a technical system 

cross-checking index databases provided by each participant, containing an extract of law 

enforcement records (with pseudonymised biographical data such as family name, surname, any 

other names/alias, date of birth, place of birth, gender). The index database is located at each 

participant. The independently initiated search in the indexes of the other participants results in the 

indication of a ‘hit’ or ‘no-hit’. In case of a hit, additional data has to be requested using existing 

channels for law enforcement cooperation such as SIENA (Secure Information Exchange Network 

Application).  

                                                 

1  Europol is not a partner/beneficiary of the Grant Agreement. The before mentioned countries are 

in the following entitled as Member States (MS). 
2  Austria attended partly. 
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In case of a positive result (hit or hits), a phase 2 can be initiated by the requesting law 

enforcement officer after assessing the results obtained in phase 1. The issuance of follow-up 

requests is not mandatory. Using SIENA, a request is forwarded to the MS holding the information 

(the MS where the matching of the pseudonymised data resulted in a hit), clearly indicating that 

the request is a follow-up on an EPRIS-ADEP hit. With reference to the example in Figure 1, 

follow-up requests are therefore sent only to Finland and France. The requested MS manually 

verify the hit, which is content of the request, and send their response via SIENA to the requesting 

law enforcement officer. The relevant and available information is exchanged in accordance with 

the provisions of the Swedish Framework Decision 2006/960/JHA, without any change to the 

current procedure.  

The decentralised approach complements other EU initiatives including the interoperability 

agenda4. It increases the availability of information by complementing the centralized European 

information systems with the decentralized information systems of the MS. ADEP-Technology's 

matching algorithm, whose functionality has been proven in this pilot project, could also be 

interesting for other European systems and projects. 

EPRIS-ADEP helps to create links to other cases. Since participants can be queried more 

purposefully, it helps to limit the spread suspicion against a person (principle of limitation of 

recipients). Moreover, EPRIS-ADEP enables to shorten investigations by providing ‘real and 

workable solutions to the problems stemming from the lack of interconnectivity of decentralised 

information systems and help foster trust and cooperation between the Member States’.5 The 

technical architecture of the described system meets highest data protection and data security 

standards. Therefore, this hit/no-hit approach complies with the principle of data ownership, which 

is crucial for ensuring confidence of data. 

                                                 

4 
 Proposal for a Regulation of the European Parliament and of the Council on establishing a 

framework for interoperability between EU information systems (borders and visa) and 

amending Council Decision 2004/512/EC, Regulation (EC) No 767/2008, Council Decision 

2008/633/JHA, Regulation (EU) 2016/399 and Regulation (EU) 2017/2226; 12.12.2017, 

COM(2017) 793 final, 2017/0351 (COD) and  

 Proposal for a Regulation of the European Parliament and of the Council on establishing a 

framework for interoperability between EU information systems (police and judicial cooperation, 

asylum and migration), 12.12.2017, COM(2017) 794 final, 2017/0352 (COD) 

5  European Parliament resolution of 12 December 2018 on findings and recommendations of the 

Special Committee on Terrorism (2018/2044(INI)) 
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Moreover the envisaged main elements of ADEP 2 could be: 

 Stabilization of the software solution and processes, 

 Building trust into the system, 

 Establishing central services at Europol, 

 Involvement of more partners, 

 Clarifying legal issues, 

 Process improvement towards more automation, 

 Identification of other use cases and  

 Harmonization with other European initiatives. 

 


