








Annex A

Pre-Charge Detention Periods

The reasons why the police and CPS believe that increased detention periods are required
are as follows.

Nature of terrorist threat
The unique threat posed by terrorism means that the police have to intervene early, as soon
as they become aware of a potential terrorist group and before the terrorists have the
opportunity to achieve their goals. Arrests may therefore be effected on the weight of
intelligence rather than admissible evidence as would normally be the case. So the police
may be starting from a lower base and the evidence may need to be built up from
continued investigation once the suspect is detained which takes time.

Encryption
Heavily encrypted computer data can take far longer than 14 days to decrypt yet it may
contain enough information to charge a detained suspect or progress an investigation. At
present, if there is no realistic likelihood of decrypting the data within 14 days, the
detainee must be released. Even if placed under surveillance, this risks losing coverage of
the individual and could ultimately represent a danger to the public.

Volume of information
The volume, location and format of evidence in many terrorist cases may delay an
effective line of questioning until some time after an arrest has been made. Evidence in
terrorist cases may, for example, have to be collected from numerous properties and sites,
many of which would have to be investigated during the detention time because of the
need for early, preventative arrests. An extended detention time would allow for the proper
collection and analysis of evidence. This would ensure that questioning could be as
effective as possible.

The volume of evidence may also make it almost impossible for the police and CPS to
establish suitable charges within 14 days of making an early, preventative arrest. An
extended detention time would help the police and CPS to establish the correct charges.
This in turn would reduce post-charge custody times and may make it easier for both the
prosecution and the defence to conduct their cases fairly.

In order to illustrate the scale of evidence that can be involved in terrorist cases, a
representative of the Metropolitan Police Service at the Home Affairs Committee hearing
on 14 September, said that the investigations into the events of 7 and 21 July has yielded
38,000 exhibits which filled two warehouses, all of which need to be scrutinised. The
same investigations have required 80,000 videos of CCTV footage to be studied and 1,400
fingerprints across 160 crime scenes.

The interrogation of computer hard drives (encrypted or not), phone records and other
documents must be conducted in painstaking detail and cross-referenced against details of
other individuals to establish patterns of communication. It can therefore be several days
before detainees can be questioned about any information recovered from such analysis.
By way of example, the police estimate that it can take 12 hours properly to interrogate
and obtain all the information from a single computer hard drive (quite apart from then



assessing the relevance of that material to the investigation) One recent case involved 268
computers, 274 hard drives, 591 floppy discs, 920 CD DVDs and 47 zip discs.

In another case over 7,000 telephone records had to be checked and numerous
consequential leads followed up.

Complexity of terrorist networks
The peripatetic nature of international terrorist networks and the use of multiple identities
exacerbates this further. There may be many intertwined and interlocking strands and it
may not be possible to establish all the necessary linkages within 14 days.

International nature of terrorism
Increasingly, the terrorist threat that we face is international. Often leads will need to be
followed up from abroad and our law enforcement agencies have no control over how
quickly requests for assistance will be processed. The need to provide, and conduct
interviews through interpreters can also delay progress.

CBRN and other hazardous substances
The possibility of terrorists using CBRN materials means forensic recovery must be
undertaken with regard to the associated danger. This can delay recovery of CBRN
material and also necessitate laboratory analysis. Meanwhile, if a suspect is in detention,
the window for questioning diminishes.

Similarly, entry into premises where dangerous substances (e.g. explosives) are believed
to be present must be delayed until police are satisfied there is no danger to the public or
the officers. Sir Ian Blair has stated that one property connected to the recent
investigations in Leeds could not be entered for six days due to concern about the volatile
nature of certain types of explosives. Once inside, officers may be faced with a further
delay while any substances or devices are rendered safe and recovered.

Recovery of evidence from a crime scene
The 7 July attacks in London demonstrated how difficult it can be to recover forensic
evidence from the scene of a terrorist incident. The devastation caused by a large
explosion means it can take a considerable amount of time to determine the terrorists
methodologies. Working conditions at the crime scenes will enforce limited shifts for
forensic teams retrieving evidence, large amounts of fragmented evidence will need to be
retrieved, sifted and analysed and in some cases, access to the scene itself may be severely
restricted (as at Russell Square). If a suspect is in custody in association with such attacks,
it may be a considerable amount of time before there is a comprehensive picture which
will enable specific questioning to begin.

Other factors
The need to allow those detained time for religious observance – often several times a day
- limits the amount of progress with interviewing suspects. Similarly, the fact that when a
group of people is arrested, they will often tend all to employ the same solicitor means that
only one of them can be interviewed at any given time. Again the window of opportunity
for questioning is diminished.



Conclusion
All of the above sets out why it may not be possible to gather all the evidence in the time
currently available in terrorist cases. It is important to understand what the effect of this
can be.

The aim  must always be to ensure that a person is charged with an appropriate offence. If
it has not been possible, by the deadline that is in place, to establish all the necessary
decision, the risks are:

• A suspect is released without charge when, had the true extent of the evidence been
available, he should have been charged with a serious terrorist crime and kept in
custody. His release poses a risk to the public and undermines the fight to bring
terrorists to justice.

• A suspect is charged with a lesser offence than the full evidence, had it been
available, would warrant. This in turn creates a greater likelihood that he will be
granted bail which again poses a threat to the public.

• A suspect is charged with a more serious offence than should be the case and the
charge has to be reduced as more information comes to light, undermining the
robustness of the prosecution..


