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Proposal for a  

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL  

on the establishment of 'Eurodac' for the comparison of biometric data for the effective application of [Regulation (EU) No 604/2013 
establishing the criteria and mechanisms for determining the Member State responsible for examining an application for international 

protection lodged in one of the Member States by a third-country national or a stateless person], for identifying an illegally staying third-
country national or stateless person and on requests for the comparison with Eurodac data by Member States' law enforcement authorities 
and Europol for law enforcement purposes, and amending Regulation (EU) 1077/2011 establishing a European Agency for the operational 

management of large-scale IT systems in the area of freedom, security and justice (recast) 

Commission proposal 
(doc. 8765/1/16 REV 1) EP position 

Council's mandate for 
negotiations with the EP 

(doc. 10079/17) 

 

Proposal for a Draft European Parliament 
legislative resolution 

Draft  

REGULATION OF THE 
EUROPEAN PARLIAMENT 
AND OF THE COUNCIL on the 
establishment of 'Eurodac' for 
the comparison of fingerprints 
for the effective application of 
[Regulation (EU) No 604/2013 
establishing the criteria and 
mechanisms for determining the 
Member State responsible for 
examining an application for 
international protection lodged 
in one of the Member States by a 
third-country national or a 
stateless person]  , for 
identifying an illegally staying 
third-country national or 
stateless person  and on 

Amendment 1 
REGULATION OF THE 
EUROPEAN PARLIAMENT 
AND OF THE COUNCIL on the 
establishment of 'Eurodac' for 
the comparison of fingerprints 
for the effective application of 
[Regulation (EU) No 604/2013 
establishing the criteria and 
mechanisms for determining the 
Member State responsible for 
examining an application for 
international protection lodged 
in one of the Member States by a 
third-country national or a 
stateless person] , for identifying 
an illegally staying third-country 
national or stateless person and 

REGULATION OF THE 
EUROPEAN PARLIAMENT 
AND OF THE COUNCIL on the 
establishment of 'Eurodac' for 
the comparison of biometric data 
[…] for the effective application 
of [Regulation (EU) No 
XXX/XXX [Dublin Regulation] 
[…] establishing the criteria and 
mechanisms for determining the 
Member State responsible for 
examining an application for 
international protection lodged 
in one of the Member States by a 
third-country national or a 
stateless person], for identifying 
an illegally staying third-country 
national or stateless person and 

REPLACED IN THE NEW 4CD 
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procedure and of persons 
admitted in accordance with a 
national resettlement scheme. It is 
also necessary, in order to 
effectively apply Regulation (EU) 
No XXX/XXX [Resettlement 
Regulation], and in particular 
Article 10 thereof, to allow each 
Member State to check whether a 
third-country national or a 
stateless person has been 
admitted or refused admission by 
another Member State or has 
been admitted in accordance with 
a national resettlement scheme. 

Informal  outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 

 
 (4 ab) Eurodac should contribute to 

achieving the objectives of 
Regulation XXXX [Resettlement 
Regulation] by providing a tool for 
an efficient management of the 
admission procedure, in particular 
by facilitating the decision making 
in case a Member State conducts a 
subsequent admission procedure 
for a person who has already been  
subject to a concluded admission 
procedure of a different another 
Member State. 
(4a) For the purposes of applying 
Regulation (EU)  XXX/XXX 
[Resettlement Regulation], it is 
necessary to establish the identity 
of persons registered for the 
purpose of conducting an 
admission procedure and of 
persons admitted in accordance 
with a national resettlement 
scheme. It is also necessary, in 
order to smoothly apply Regulation 
(EU)  XXX/XXX [Resettlement 
Regulation] […] to allow each 
Member State to check whether a 
third country national or a stateless 
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as described in the Commission 
Communication of 6 April 2016 
entitled "Stronger and Smarter 
Information Systems for Borders 
and Security"19. 

(14) The Commission’s 
Communication on Stronger and 
Smarter Information Systems for 
Borders and Security21 highlights 
the need to improve the 
interoperability of information 
systems as a long-term objective, 
as also identified by the European 
Council and the Council. The 
Communication proposes to set up 
an Expert Group on Information 
Systems and Interoperability to 
address the legal and technical 
feasibility of achieving 
interoperability of the information 
systems for borders and security. 
This group should assess the 
necessity and proportionality of 
establishing interoperability with 
the Schengen Information Systems 
(SIS) and the Visa Information 
Systems (VIS), and examine if 
there is a need to revise the legal 

Amendment 14 
(14) The Commission’s In line 
with its Communication on 
Stronger and Smarter Information 
Systems for Borders and 
Security22highlights, which 
highlighted the need to improve 
the interoperability of information 
systems as a long-term objective, 
as also identified by the European 
Council and the Council, The 
Communication proposes to set the 
Commission set up an Expert 
Group on Information Systems and 
Interoperability to address the legal 
and technical feasibility of 
achieving interoperability of the 
information systems for borders 
and security. This group should 
assess the necessity and 
proportionality of establishing 
which would allow for simpler and 
quicker access to all relevant 
information and for improving the 

(14) The Commission’s 
Communication on Stronger and 
Smarter Information Systems for 
Borders and Security23 highlights 
the need to improve the 
interoperability of information 
systems as a long-term objective, as 
also identified by the European 
Council and the Council. The 
Communication proposes to set up 
an Expert Group on Information 
Systems and Interoperability to 
address the legal and technical 
feasibility of achieving 
interoperability of the information 
systems for borders and security. 
This group should assess the 
necessity and proportionality of 
establishing interoperability 
between the various Union 
information systems […]. 

REPLACED IN THE NEW 4CD 
 

 
19 COM(2016) 0205. 
21 COM(2016) 205 final 
22 COM(2016) 0205 
23 COM(2016) 205 final 
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country nationals or stateless 
persons who were admitted to 
and resided in the Union for 
several years will have obtained a 
settled status or even citizenship 
of a Member State, a period of ten 
years should be considered 
reasonable for the storage of 
biometric data from the moment 
the biometric data is taken. 

registered for admission purposes 
with another Member State or 
might subsequently apply for 
international protection in another 
Member State. Information on a 
previous positive conclusion of an 
admission procedure followed by a 
decision to grant international 
protection or a humanitarian status 
under national law allows other 
Member States conducting an 
admission procedure to verify 
whether such a decision was taken, 
which is necessary to apply the 
relevant refusal grounds provided 
for in Regulation (EU) xxx/xxx 
[Resettlement Regulation].  
 
(32aa) For the purposes of applying 
Regulation (EU) xxx/xxx  
[Resettlement Regulation] and the 
[Dublin Regulation], the biometric 
data of third country nationals or 
stateless persons admitted to the 
territory of the Member States 
should be stored in the Central 
System for [ten] years from the date 
on which they were taken. Such a 
period should be sufficient given the 
fact that the majority of such 
persons will have resided for several 
years in the Union and will have 
obtained a long term resident status 
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or even citizenship of a Member 
State. 
 

  (32b) Where a third-country 
nationals or a stateless person has 
been refused admission to a 
Member State under the 
Regulation (EU) No XXX/XXX 
[Resettlement Regulation], the 
data should be stored for a period 
of three years from the date on 
which the negative conclusion on 
admission was reached. This will 
assist with the effective 
application of these refusal 
grounds in Regulation (EU) No 
XXX/XXX [Resettlement 
Regulation]. 

 RECITALS ON RESETTLEMENT 
REPLACED IN THE NEW 4CD 
Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(32b) Where a third country 
national or a stateless person has 
been refused admission to a 
Member State under  Regulation 
(EU) XXX/XXX [Resettlement 
Regulation], the related data should 
be stored for a period of three years 
from the date on which the negative 
conclusion on admission was 
reached. It is necessary to store such 
data for that length of time in order 
to allow other Member States 
conducting an admission procedure 
to receive information, including 
any information on the marking of 
data by other Member States, from 
the Central System throughout the 
procedure to refuse admission, 
where necessary, by applying the 
refusal grounds set out in 
Regulation (EU)  XXX/XXX 
[Resettlement Regulation]. In 
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addition, data on admission 
procedures that have previously 
been discontinued because the 
third country nationals or stateless 
persons have not given or have 
withdrawn their consent should be 
stored in Eurodac in order to allow 
the other  Member States 
conducting an admission procedure 
to also reach a negative conclusion, 
where permitted by Regulation 
(EU) XXX/XXX [Resettlement 
Regulation]. 
 
(32ba) The storage of the data of 
persons registered for the purpose 
of conducting an admission 
procedure in the Central System 
should also limit the number of 
Member States that exchange those 
persons’ personal data within a 
subsequent admission procedure 
and thus it should contribute to 
ensuring compliance with the 
principle of data minimisation. 
 
(32bb) Where a hit is received by a 
Member State from Eurodac that 
can assist that Member State in 
carrying out its obligations 
necessary for the application of 
grounds for refusing admission 
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under the [Resettlement 
Regulation], the Member State of 
origin of the data which had 
previously refused to admit a third
country national or a stateless 
person should promptly exchange 
supplementary information with the 
Member State that received the hit 
in accordance with the principle of 
sincere cooperation and subject to 
the principles of data protection. 
Such exchange of data should allow 
the Member State that received the 
hit to reach a conclusion on the 
admission within the time limit set 
in [Resettlement Regulation] for 
concluding the admission 
procedure.  
 

  (32c) The obligation to collect 
and transmit biometric data of 
persons registered for the 
purpose of conducting an 
admission procedure should not 
apply when the Member State 
discontinues the procedure 
before biometric data was taken. 

RECITAL ON RESETTLEMENT 
REPLACED IN THE NEW 4CD 

 
 
Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 

(32c) The obligation to collect and 
transmit the biometric data of 
persons registered for the purpose 
of conducting an admission 
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1.  The Agency  eu
LISA  shall draw up statistics on 
the work of the Central System 
every  month  quarter, 
indicating in particular: 

   

(a) the number of data sets 
transmitted on persons referred to 
in Articles 9 10(1), 14 13(1) and 17 
14(1); 

Amendment 71 
(a) the number of data sets 
transmitted on persons referred to 
in Articles 10(1), 12a, 13(1) and 
14(1); 

(a) the number of data sets 
transmitted on persons referred to 
in Articles 10(1), 12a(1), 12d, 13(1) 
and 14(1); 

Text agreed with the exception of the 
reference to the Article on resettled 
persons’ data 
(a) the number of data sets 
transmitted on persons referred to in 
Articles 10(1), 12a, 12d, 13(1) and 
14(1); 

(b) the number of hits for 
applicants for international 
protection  persons referred to 
in Article 10(1)  who have 
 subsequently  lodged an 
application for international 
protection in another Member State 
 , who were apprehended in 
connection with the irregular 
crossing of an external border and 
who were found illegally staying in 
a Member State  ; 

 (b) the number of hits for 
persons referred to in Article 10(1); 

(b) the number of hits for persons 
referred to in Article 10(1); 

  (i) who have subsequently 
lodged an application for 
international protection in another 
Member State, 

(i) who have subsequently lodged 
an application for international 
protection in another Member State, 
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  (iii) who were apprehended in 
connection with the irregular 
crossing of an external border, and 

(ii) who were apprehended in 
connection with the irregular crossing 
of an external border, and 

  (iv) who were found illegally 
staying in a Member State; 

(iii) who were found illegally 
staying in a Member State; 

  (ba) the number of hits for 
persons referred to in Article 
12a(1): 

Confirmed by trilogue pending square 
brackets 
 (ba) the number of hits for 
persons referred to in Article 12a(1): 

  (i) who have subsequently 
lodged an application for 
international protection in 
another Member State, 

(i) who have subsequently 
lodged an application for 
international protection in another 
Member State, 

  (ii) who have been registered 
for the purpose of conducting an 
admission procedure by another 
Member State, 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(ii) who had […] a positive or 
negative conclusion of admission in 
accordance with Regulation (EU) 
XXX/XXX [Resettlement 
Regulation], 

  (iia) who have been admitted 
in accordance with a national 
resettlement scheme, 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(iia) who were admitted to the 
territory of a Member State in 
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accordance with a national 
resettlement scheme, 

  (iii) who were apprehended in 
connection with the irregular 
crossing of an external border, 
and 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
Deletion 
(iii) who were apprehended in 
connection with the irregular 
crossing of an external border, and 

  (iv) who were found illegally 
staying in a Member State; 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
Deletion 
(iv) who were found illegally 
staying in a Member State; 

  (bb) the number of hits for 
persons referred to in Article 
12d: 

Confirmed by trilogue pending square 
brackets 
 (bb) the number of hits for 
persons referred to in Article 12d: 

  (i) who have subsequently 
lodged an application for 
international protection in 
another Member State, 

(i) who have subsequently 
lodged an application for 
international protection in another 
Member State, 

  (ii) who have been registered 
for the purpose of conducting an 

Informal outcome of technical 
discussion in view of finding a 
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admission procedure in 
accordance with Regulation (EU) 
No XXX/XXX [Resettlement 
Regulation], 

compromise on resettlement related 
provisions 
(ii) who […] had a positive or 
negative conclusion of admission in 
accordance with Regulation (EU) 
XXX/XXX [Resettlement 
Regulation], 

  (iia) who have been admitted 
in accordance with a national 
resettlement scheme 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(iia) who were admitted to the 
territory of the Member States in 
accordance with a national 
resettlement scheme, 

  (iii) who were apprehended in 
connection with the irregular 
crossing of an external border, 
and 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(iii) who were apprehended in 
connection with the irregular 
crossing of an external border, and 

  (iv) who were found illegally 
staying in a Member State; 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(iv) who were found illegally 
staying in a Member State; 
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(c) the number of hits for 
persons referred to in Article 14 
13(1) who have subsequently 
lodged an application for 
international protection  who 
were apprehended in connection 
with the irregular crossing of an 
external border and who were 
found illegally staying in a Member 
State  ; 

 (c) the number of hits for 
persons referred to in Article 13(1): 

(c) the number of hits for persons 
referred to in Article 13(1): 

  (i) who have subsequently 
lodged an application for 
international protection, 

(i) who have subsequently lodged 
an application for international 
protection, 

  (ii) who have been registered 
for the purpose of conducting an 
admission procedure in 
accordance with Regulation (EU) 
No XXX/XXX [Resettlement 
Regulation], 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(ii) who have been registered for 
the purpose of conducting an 
admission procedure  and who […] 
have receivedd a positive or negative 
conclusion of admission in 
accordance with Regulation (EU) 
XXX/XXX [Resettlement 
Regulation], Replaced 

  (iia) who have been admitted 
in accordance with a national 
resettlement scheme, 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
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(iia) who were admitted in 
accordance with a national 
resettlement scheme, 

  (iii)  who were apprehended in 
connection with the irregular 
crossing of an external border, and 

(ii)  who were apprehended in 
connection with the irregular crossing 
of an external border, and 

  (iv)  who were found illegally 
staying in a Member State; 

(iii)  who were found illegally 
staying in a Member State; 

(d) the number of hits for 
persons referred to in Article 17 
14(1) who had previously lodged 
an application for international 
protection in another Member State 
 , who were apprehended in 
connection with the irregular 
crossing of an external border and 
who were found illegally staying in 
a Member State  ; 

 (d) the number of hits for 
persons referred to in Article 14(1): 

(d) the number of hits for persons 
referred to in Article 14(1): 

  (i) who had previously lodged 
an application for international 
protection in another Member 
State, 

(i) who had previously lodged an 
application for international protection 
in another Member State, 

  (ii) who had been registered 
for the purpose of conducting an 
admission procedure in 
accordance with Regulation (EU) 
No XXX/XXX [Resettlement 
Regulation], 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(ii) who had […] a positive or 
negative conclusion of admission in 
accordance with Regulation (EU) 
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XXX/XXX [Resettlement 
Regulation], 

  (iia) who have been admitted 
in accordance with a national 
resettlement scheme, 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(iia) who were admitted in 
accordance with a national 
resettlement scheme, 

  (iii) who were apprehended in 
connection with the irregular 
crossing of an external border, and 

(iii) who were apprehended in 
connection with the irregular crossing 
of an external border, and 

  (iv) who were found illegally 
staying in a Member State; 

(iv) who were found illegally 
staying in a Member State; 

(e) the number of fingerprint 
data which the Central System had 
to request more than once from the 
Member States of origin because 
the fingerprint data originally 
transmitted did not lend themselves 
to comparison using the 
computerised fingerprint 
recognition system; 

Amendment 72 
(e) the number of fingerprint 
biometric data which the Central 
System had to request more than 
once from the Member States of 
origin because the fingerprint 
biometric data originally 
transmitted did not lend themselves 
to comparison using the 
computerised fingerprint biometric 
recognition system; 

(e) the number of biometric 
[…] data which the Central System 
had to request more than once from 
the Member States of origin 
because the biometric […] data 
originally transmitted did not lend 
themselves to comparison using the 
computerised fingerprint and 
facial image recognition system; 

 (e) the number of biometric data 
which the Central System had to 
request more than once from the 
Member States of origin because the 
biometric data originally transmitted 
did not lend themselves to comparison 
using the computerised fingerprint 
and facial image recognition systems; 

(f) the number of data sets 
marked, unmarked, blocked and 
unblocked in accordance with 

 (f) the number of data sets 
marked and[…] unmarked […] in 

 (f) the number of data sets marked 
and unmarked  in accordance with 
Article 19(1) and 19 (2), (3) and (4); 
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Article 18 19(1) and (3)  17(2), 
(3) and (4)  ; 

accordance with Article 19(1) and 
19[…] (2), (3) and (4); 

(g) the number of hits for 
persons referred to in Article 18 
19(1)  and (4)  for whom hits 
have been recorded under points 
(b)  , (c)  and (d) of this Article; 

   

(h) the number of requests and 
hits referred to in Article 20 21(1); 

   

(i) the number of requests and 
hits referred to in Article 21 22(1).; 

   

(j) the number of requests 
made for persons referred to in 
Article 31; 

Amendment 73 
(j) the number and type of 
requests made for persons referred 
to in Article 31; 

 Confirmed by the fourth trilogue 
(j) the number of requests made 
for persons referred to in Article 31; 

(h) the number of hits received 
from the Central System as referred 
to in Article 26(6). 

 (k) […] the number of hits 
received from the Central System 
as referred to in Article 26(6). 

(k) the number of hits received from 
the Central System as referred to in 
Article 26(6). 

2.  The monthly statistical data 
for persons referred to in 
paragraph1(a) to (h) shall be 
published and made public by each 
month.  At the end of each year, 
 the yearly  statistical data 
 for persons referred to in 
paragraph 1(a) to (h)  shall be 
 published and made public by 
eu LISA  established in the form 

Amendment 74 
2. The monthly statistical data 
for persons referred to in paragraph 
1(a) to (h) shall contain a 
breakdown, where possible, of the 
data subjects' years of birth and 
genders, and shall be published 
and made public by each month. At 
the end of each year, the yearly 
statistical data for persons referred 

2. The monthly statistical data 
for persons referred to in paragraph 
1(a) to (k) […] shall be published 
and made public by each month. At 
the end of each year, the yearly 
statistical data for persons referred 
to in paragraph 1(a) to (k) […] shall 
be published and made public by 
eu LISA. The statistics shall 

Confirmed by the fourth trilogue 
2. The monthly statistical data for 
persons referred to in paragraph 1(a) to 
(k) shall be published each month. At 
the end of each year, the yearly 
statistical data for persons referred to 
in paragraph 1(a) to (k) shall be 
published by eu LISA. The statistical 
data shall be broken down by Member 
State. The statistical data for persons 
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of a compilation of the quarterly 
statistics for that year, including an 
indication of the number of persons 
for whom hits have been recorded 
under paragraph 1(b), (c) and (d). 
The statistics shall contain a 
breakdown of data for each 
Member State. The results shall be 
made public. 

to in paragraph 1(a) to (h) shall be 
published and made public by eu
LISA. The statistics shall contain a 
breakdown of data for each 
Member State. 

contain a breakdown of data for 
each Member State. 

referred to in paragraph 1(a) shall, 
where possible, be broken down by 
year of birth and sex. 

 Amendment 75 
3 a. The duly authorised staff 
of the European Border and Coast 
Guard Agency shall have access to 
the statistics drawn up by eu LISA 
referred to in points (a) to (h) of 
paragraph 1 of this Regulation 
and to the relevant data referred to 
in Article (12)(d) to (s), Article 
13(2)(d) to (m) and Article 
14(2)(d) to (m) of this Regulation, 
solely for the purposes laid down 
in Article 1(1)(b) of this 
Regulation and for the purposes 
laid down in Articles 11 and 37 of 
Regulation (EU) 2016/1624. 
Access shall be granted to such 
statistics and data in such a way as 
to ensure that individuals are not 
identified. The processing of those 
data shall be carried out in 
compliance with the data 

 Deletion 
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protection safeguards provided for 
in Regulation (EU) 2016/1624. 

3. At the request of the 
Commission, eu LISA shall 
provide it with statistics on specific 
aspects for research and analysis 
purposes without allowing for 
individual identification as well as 
the possibility to produce regular 
statistics pursuant to paragraph 1. 
These statistics shall be shared with 
other Justice and Home Affairs 
Agencies if they are relevant for the 
implementation of their tasks. 

 3. At the request of the 
Commission, eu LISA shall 
provide it with statistics on specific 
aspects related to the 
implementation of this 
Regulation as well as the statistics 
pursuant to paragraph 1, and 
make it available upon request to 
a Member State […]. 

3. At the request of the 
Commission, eu LISA shall provide it 
with statistics on specific aspects 
related to the application of this 
Regulation as well as the statistics 
pursuant to paragraph 1 and shall, 
upon request, make them available  
to a Member State 

  4. Eu LISA shall establish, 
implement and host a central 
repository in its technical sites 
containing the data referred to in 
paragraphs 1 to 3, for research 
and analysis purposes, which 
would not allow for the 
identification of individuals and 
would allow the authorities listed 
in paragraph 5 to obtain 
customisable reports and 
statistics. Access to the central 
repository shall be granted by 
means of secured access through 
the TESTAng with control of 
access and specific user profiles 
solely for the purpose of 
reporting and statistics. 

4. Eu LISA shall establish, 
implement and host a central 
repository in its technical sites 
containing the data referred to in 
paragraphs 1 to 3, for research and 
analysis purposes, which shall not 
allow for the identification of 
individuals and would allow the 
authorities listed in paragraph 5 to 
obtain customisable reports and 
statistics. The central repository 
shall only be accessible by means of 
a secured access through TESTA 
with control of access and specific 
user profiles solely for the purpose 
of reporting and statistics. 
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  5. Access to the central 
repository shall be granted to eu
LISA, the Commission and to the 
authorities of Member States, 
which have been listed as the 
designated authorities 
responsible for carrying out tasks 
related to the application of this 
Regulation pursuant to Article 
28(2). Access may also be granted 
to authorised users of other 
Justice and Home Affairs 
Agencies if access to the data 
hosted in the central repository is 
relevant for the implementation 
of their tasks. 

5. Access to the central 
repository shall be granted to eu
LISA, to the Commission and to the 
authorities designated by each 
Member State in accordance with 
Article 28(2). Access may also be 
granted to authorised users of other 
Justice and Home Affairs Agencies 
if such access is relevant for the 
implementation of their tasks. 

CHAPTER II  CHAPTER II  

APPLICANTS FOR 
INTERNATIONAL 

PROTECTION 

 APPLICANTS FOR 
INTERNATIONAL 

PROTECTION 

 

Article 9 10  Article 10 ARTICLE 10 replaced by the new 
proposal (see new 4CD) 

 

Collection,  and  
transmission and comparison of 

 Collection and transmission of 
biometric […] data 
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fingerprints  and facial image 
data  

1. Each Member State shall 
promptly take the fingerprints of all 
fingers  and capture a facial 
image  of every applicant for 
international protection of at least 
14  six  years of age and shall, 
as soon as possible and no later 
than 72 hours after the lodging of 
his or her application for 
international protection, as defined 
by Article [21(2)]of Regulation 
(EU) No 604/2013, transmit them 
together with the data referred to in 
Article 11 12(b) to (g)  (c) to 
(n)  of this Regulation to the 
Central System. 

 1. Each Member State shall 
promptly take the biometric data 
[…] of every applicant for 
international protection of at least 
six years of age and shall, as soon 
as possible and no later than 72 
hours after the lodging of his or her 
application for international 
protection, as defined by [Article 
21(2) of Regulation (EU) No 
XXX/XXX [Dublin Regulation] 
[…]], transmit them together with 
the data referred to in Article 12 (c) 
to (n) of this Regulation to the 
Central System. 

Replaced 

Non compliance with the 72 hour 
time limit shall not relieve Member 
States of the obligation to take and 
transmit the fingerprints to the 
Central System. Where the 
condition of the fingertips does not 
allow the taking of the fingerprints 
of a quality ensuring appropriate 
comparison under Article 25 26, 
the Member State of origin shall 
retake the fingerprints of the 
applicant and resend them as soon 
as possible and no later than 48 

 Non compliance with the 72 hour 
time limit shall not relieve Member 
States of the obligation to take and 
transmit the biometric data […] to 
the Central System. Where the 
condition of the fingertips does not 
allow the taking of the fingerprints 
of a quality ensuring appropriate 
comparison under Article 26, the 
Member State of origin shall retake 
the fingerprints of the applicant and 
resend them as soon as possible and 
no later than 48 hours after they 
have been successfully retaken. 

Non compliance with the 72 hour 
time limit shall not relieve Member 
States of the obligation to take and 
transmit the biometric data to the 
Central System. Where the condition 
of the fingertips does not allow the 
taking of the fingerprints of a quality 
ensuring appropriate comparison 
under Article 26, the Member State of 
origin shall retake the fingerprints of 
the applicant and resend them as soon 
as possible and no later than 48 hours 
after they have been successfully 
retaken. 
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hours after they have been 
successfully retaken. 

2. By way of derogation from 
paragraph 1, where it is not 
possible to take the fingerprints 
 and facial image  of an 
applicant for international 
protection on account of measures 
taken to ensure his or her health or 
the protection of public health, 
Member States shall take and send 
such fingerprints  and facial 
image  as soon as possible and no 
later than 48 hours after those 
health grounds no longer prevail. 

 2. By way of derogation from 
paragraph 1, where it is not possible 
to take the biometric data […] of 
an applicant for international 
protection on account of measures 
taken to ensure his or her health or 
the protection of public health, 
Member States shall take and send 
such biometric data […] as soon 
as possible and no later than 48 
hours after those health grounds no 
longer prevail. 

2. By way of derogation from 
paragraph 1, where it is not possible to 
take the biometric data of an 
applicant for international protection 
on account of measures taken to 
ensure his or her health or the 
protection of public health, Member 
States shall take and send such 
biometric data as soon as possible 
and no later than 48 hours after those 
health grounds no longer prevail. 

In the event of serious technical 
problems, Member States may 
extend the 72 hour time limit in 
paragraph 1 by a maximum of a 
further 48 hours in order to carry 
out their national continuity plans. 

   

3. Fingerprint data within the 
meaning of Article 11(a) 
transmitted by any Member State, 
with the exception of those 
transmitted in accordance with 
Article 10(b), shall be compared 
automatically with the fingerprint 
data transmitted by other Member 
States and already stored in the 
Central System. 
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4. The Central System shall ensure, 
at the request of a Member State 
that the comparison referred to in 
paragraph 3 covers the fingerprint 
data previously transmitted by that 
Member State, in addition to the 
data from other Member States. 

   

5. The Central System shall 
automatically transmit the hit or the 
negative result of the comparison to 
the Member State of origin. Where 
there is a hit, it shall transmit for all 
data sets corresponding to the hit 
the data referred to in Article 11(a) 
to (k) along with, where 
appropriate, the mark referred to in 
Article 18(1). 

   

3. Fingerprint data may also 
be taken and transmitted by 
members of the European Border 
[and Coast] Guard Teams or by 
Member State asylum experts 
when performing tasks and 
exercising powers in accordance 
with [Regulation on the European 
Border [and Coast] Guard and 
repealing Regulation (EC) No 
2007/2004, Regulation (EC) No 
863/2007 and Council Decision 
2005/267/EC] and [Regulation 
(EU) No. 439/2010]. 

Amendment 76 
3. Fingerprint Where 
requested by the Member State 
concerned, the biometric data may 
also be taken and transmitted by 
members of the European Border 
and Coast Guard Teams or by 
Member State asylum experts 
when performing tasks and 
exercising powers in accordance 
with [Regulation on the European 
Border [and Coast] Guard and 
repealing Regulation (EC) No 
2007/2004, Regulation (EC) No 

3. Where requested by the 
Member State concerned, the 
biometric […] data may also be 
taken and transmitted by members 
of the European Border and Coast 
Guard Teams or by Member State 
asylum experts when performing 
tasks and exercising powers in 
accordance with Regulation (EU) 
2016/1624 of the European 
Parliament and of the Council 

Confirmed by the third trilogue 
pending square brackets 
Where requested by the Member 
State concerned, the biometric data 
may also be taken and transmitted on 
behalf of that Member State by 
members of the European Border and 
Coast Guard Teams or experts of the 
asylum support teams when exercising 
powers and performing their tasks in 
accordance with Regulation (EU) 
2016/1624 and Regulation (EU) No 
XXX/XXX [EU Agency for Asylum 
Regulation]. 
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863/2007 and Council Decision 
2005/267/EC] and [Regulation 
(EU) No. 439/2010] Regulation 
(EU) 2016/1624 or by asylum 
support teams in accordance with 
[Regulation (EU) No ..... ]. 

[…] 56 and Regulation (EU) No. 
XXX/XXX [Regulation on the EU 
Agency for Asylum] […]. 

 Amendment 77 
3a. For the purposes of 
paragraph 3, the European 
Border and Coast Guard Agency 
and the European Union Agency 
for Asylum established by 
Regulation (EU) 2017/... shall set 
up and maintain a technical 
interface which allows a direct 
connection to the Central System 
of Eurodac. 

 Deletion 

Article 10 11  Article 11 ARTICLE 11 replaced by the new 
proposal (see new 4CD) 

Information on the status of the 
data subject 

 Information on the status of the 
data subject 

 

The following information shall be 
sent to the Central System in order 
to be stored in accordance with 
Article 12 17 (1) for the purpose of 

   

 
56 Regulation (EU) 2016/679 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation 

(EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council 
Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC (OJ L 251, 16.9.2016, p. 1). 
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transmission under Articles 9(5) 
 15 and 16  : 

  [( a) as soon as the Member 
State responsible has been 
determined in accordance with 
Regulation (EU) No XXX/XXX 
[Dublin Regulation] the [Member 
State conducting the procedures 
for determining the Member 
State responsible] shall update its 
data set recorded in conformity 
with Article 12 of this Regulation 
relating to the person concerned 
by adding the Member State 
responsible;] 

This text is in square brackets in the 
Council text. Therefore, Council does 
not have a mandate yet to discuss this 
text with the EP. 

(a) when an applicant for 
international protection or another 
person as referred to in  Article 
21(1)   (b), (c),  (d)  or 
(e)  of Regulation (EU) No 
[…/…] 604/2013 arrives in the 
Member State responsible 
following a transfer pursuant to a 
decision acceding to a take back 
request  notification  as 
referred to in Article  26  
thereof, the Member State 
responsible shall update its data set 
recorded in conformity with Article 
11 12 of this Regulation relating to 
the person concerned by adding his 
or her date of arrival; 

 (a) when an applicant for 
international protection or another 
person as referred to in Article 20 
[…] (1) (b), (c), (d) or (e) of 
Regulation (EU) No XXX/XXX 
[Dublin Regulation] […] arrives 
in the Member State responsible 
following a transfer pursuant to a 
take back notification as referred to 
in Article 26 thereof, the Member 
State responsible shall update its 
data set recorded in conformity 
with Article 12 of this Regulation 
relating to the person concerned by 
adding his or her date of arrival; 

(a) when an applicant for 
international protection or another 
person as referred to in Article 20 (1) 
(b), (c), (d) or (e) of Regulation (EU) 
No XXX/XXX [Dublin Regulation] 
arrives in the Member State 
responsible following a transfer 
pursuant to a take back notification as 
referred to in Article 26 thereof, the 
Member State responsible shall update 
its data set recorded in conformity 
with Article 12 of this Regulation 
relating to the person concerned by 
adding his or her date of arrival; 
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(b) when an applicant for 
international protection arrives in 
the Member State responsible 
following a transfer pursuant to a 
decision acceding to a take charge 
request according to Article 
 24  of Regulation (EU) No 
[…/…] 604/2013, the Member 
State responsible shall send a data 
set recorded in conformity with 
Article 11 12 of this Regulation 
relating to the person concerned 
and shall include his or her date of 
arrival; 

 (b) when an applicant for 
international protection arrives in 
the Member State responsible 
following a transfer pursuant to a 
decision acceding to a take charge 
request according to Article 24 of 
Regulation (EU) No XXX/XXX 
[Dublin Regulation] […], the 
Member State responsible shall 
send a data set recorded in 
conformity with Article 12 of this 
Regulation relating to the person 
concerned and shall include his or 
her date of arrival; 

(b) when an applicant for 
international protection arrives in the 
Member State responsible following a 
transfer pursuant to a decision 
acceding to a take charge request 
according to Article 24 of Regulation 
(EU) No XXX/XXX [Dublin 
Regulation], the Member State 
responsible shall send a data set 
recorded in conformity with Article 12 
of this Regulation relating to the 
person concerned and shall include his 
or her date of arrival; 

(c) when an applicant for 
international protection arrives in 
the Member State of allocation 
pursuant to Article 34 of 
Regulation (EU) No. […/…], that 
Member State shall send a data set 
recorded in conformity with Article 
12 of this Regulation relating to the 
person concerned and shall include 
his or her date of arrival and record 
that it is the Member State of 
allocation. 

 [(c) when an applicant for 
international protection arrives in 
the Member State of allocation 
pursuant to Article 36 […] of 
Regulation (EU) No. XXX/XXX 
[Dublin Regulation] […], that 
Member State shall send a data set 
recorded in conformity with Article 
12 of this Regulation relating to the 
person concerned and shall include 
his or her date of arrival and record 
that it is the Member State of 
allocation.] 

This text is in square brackets in the 
Council text. Therefore, Council does 
not have a mandate yet to discuss this 
text with the EP. 

(c) as soon as the Member State of 
origin establishes that the person 
concerned whose data was 
recorded in Eurodac in accordance 
with Article 11 of this Regulation 
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has left the territory of the Member 
States, it shall update its data set 
recorded in conformity with Article 
11 of this Regulation relating to the 
person concerned by adding the 
date when that person left the 
territory, in order to facilitate the 
application of Articles 19(2) and 
20(5) of Regulation (EU) 
No 604/2013; 

(d) as soon as the Member 
State of origin ensures that the 
person concerned whose data was 
recorded in Eurodac in accordance 
with Article 11 12 of this 
Regulation has left the territory of 
the Member States in compliance 
with a return decision or removal 
order issued following the 
withdrawal or rejection of the 
application for international 
protection as provided for in Article 
19(3) of Regulation (EU) No 
604/2013, it shall update its data set 
recorded in conformity with Article 
11 12 of this Regulation relating to 
the person concerned by adding the 
date of his or her removal or when 
he or she left the territory; 

   

(e) the Member State which 
becomes responsible in accordance 
with  Article 19(1)  of 

 (e) the Member State which 
becomes responsible in accordance 
with [Article 19(1) of Regulation 

(e) the Member State which 
becomes responsible in accordance 
with [Article 19(1) of Regulation (EU) 
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Regulation (EU) No […/…] 
604/2013 shall update its data set 
recorded in conformity with Article 
11 12 of this Regulation relating to 
the applicant for international 
protection by adding the date when 
the decision to examine the 
application was taken. 

(EU) No XXX/XXX [Dublin 
Regulation] […]] shall update its 
data set recorded in conformity 
with Article 12 of this Regulation 
relating to the applicant for 
international protection by adding 
the date when the decision to 
examine the application was taken. 

No XXX/XXX [Dublin Regulation]] 
shall update its data set recorded in 
conformity with Article 12 of this 
Regulation relating to the applicant for 
international protection by adding the 
date when the decision to examine the 
application was taken. 

Article 11 12  Article 12 ARTICLE 12 

REPLACED BY THE NEW 
PROPOSAL (see NEW 4CD) 

Recording of data  Recording of data  

Only the following data shall be 
recorded in the Central System: 

   

(a) fingerprint data;    

(b)  a facial image;    

(c) surname(s) and 
forename(s), name(s) at birth and 
previously used names and any 
aliases, which may be entered 
separately; 

Amendment 78 
(c) surname(s) and 
forename(s), name(s) at birth and 
previously used names and any 
aliases, which may be entered 
separately; 

 (c) surname(s) and forename(s), 
name(s) at birth and previously used 
names and any aliases, which may be 
entered separately; 

(d) nationality(ies); Amendment 79 
(d) nationality(ies) or 
presumed and declared 

 (d) nationality(ies) 
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nationality(ies) or status as 
stateless person in accordance 
with Article 1(1) of the 1954 
Convention relating to the Status 
of Stateless Persons; 

(e) place and date of birth;    

(bf) Member State of origin, 
place and date of the application for 
international protection; in the 
cases referred to in Article 10 11(b), 
the date of application shall be the 
one entered by the Member State 
who transferred the applicant; 

   

(cg) sex;    

(h) type and number of identity 
or travel document; three letter 
code of the issuing country and 
validity; 

 (h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date 
[…]; 

(h) where available, type and 
number of identity or travel document; 
three letter code of the issuing country 
and expiry date […]; 

  (ha) where available, a 
scanned colour copy of an 
identity or travel document along 
with an indication of its 
authenticity, and if not available, 
another document which 
facilitates the identification of the 
third country national or 
stateless person along with an 
indication of its authenticity; 

(ha) where available, a scanned 
colour copy of an identity or travel 
document along with an indication 
of its authenticity or, where 
unavailable, another document 
which facilitates the identification of 
the third country national or 
stateless person along with an 
indication of its authenticity; 
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(di) reference number used by 
the Member State of origin; 

   

(j) unique application number 
of the application for international 
protection pursuant to Article 22(2) 
of Regulation (EU) No. […/…]; 

 [(j) unique application number 
of the application for international 
protection pursuant to Article 22(2) 
of Regulation (EU) No. XXX/XXX 
[Dublin Regulation] […];] 

This text is in square brackets in the 
Council text. Therefore, Council does 
not have a mandate yet to discuss this 
text with the EP. 

  [(ja) the Member State 
responsible in accordance with 
Article 11( a);] 

This text is in square brackets in the 
Council text. Therefore, Council does 
not have a mandate yet to discuss this 
text with the EP. 

(k) the Member State of 
allocation in accordance with 
Article 11(c); 

 [(k) the Member State of 
allocation in accordance with 
Article 11(c);] 

This text is in square brackets in the 
Council text. Therefore, Council does 
not have a mandate yet to discuss this 
text with the EP. 

(el) date on which the 
fingerprints  and/or facial 
image  were taken; 

 (l) date on which the 
biometric data […] were taken; 

(l) date on which the biometric 
data were taken; 

(fm) date on which the data were 
transmitted to the Central System; 

   

(gn) operator user ID;    

(ho) where applicable in 
accordance with Article 10 11(a) or 
(b), the date of the arrival of the 
person concerned after a successful 
transfer; 
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 (p) where applicable in 
accordance with Article 10 11(b), 
the date of the arrival of the person 
concerned after a successful 
transfer;  

   

(q) where applicable in 
accordance with Article 11(c), the 
date of the arrival of the person 
concerned after a successful 
transfer; 

 [(q) where applicable in 
accordance with Article 11(c), the 
date of the arrival of the person 
concerned after a successful 
transfer;] 

This text is in square brackets in the 
Council text. Therefore, Council does 
not have a mandate yet to discuss this 
text with the EP. 

(i) where applicable in accordance 
with Article 10(c), the date when 
the person concerned left the 
territory of the Member States; 

   

(jr) where applicable in 
accordance with Article 10 11(d), 
the date when the person concerned 
left or was removed from the 
territory of the Member States; 

   

(ks) where applicable in 
accordance with Article 10 11(e), 
the date when the decision to 
examine the application was taken. 

   

 Amendment 80 
(sa)  details of family members 
of minors, which are relevant for 
family tracing and reunification 
such as their names, family link to 
the minor and, where available, 

 Deletion 
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their passport or identification 
card numbers. 
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 Amendment 81 

CHAPTER IIA: 
RESETTLED THIRD

COUNTRY NATIONALS 
OR STATELESS PERSONS 

CHAPTER IIA 

PERSONS REGISTERED 
FOR THE PURPOSE OF 

CONDUCTING AN 
ADMISSION PROCEDURE 

AND ADMITTED IN 
ACCORDANCE WITH A 

NATIONAL RESETTLEMENT 
SCHEME 

REPLACED BY THE NEW 
PROPOSAL (see NEW 4CD) 

REPLACED 

  

Section 1 
PERSONS REGISTERED FOR 

THE PURPOSE OF 
CONDUCTING AN ADMISSION 

PROCEDURE 

 

 Amendment 82 
ARTICLE 12A Article 12a 

Article 12a 

 COLLECTION AND TRANSMISSION 
OF FINGERPRINTS AND FACIAL 

IMAGE DATA 

COLLECTION AND TRANSMISSION 
OF BIOMETRIC DATA 

Collection and transmission of 
biometric data 
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 1. Each Member State shall 
promptly take the fingerprints of 
all fingers and capture a facial 
image of every resettled third
country national or stateless 
person of at least six years of age, 
upon their arrival on its territory, 
and shall transmit the fingerprints 
and facial image, together with the 
other data referred to in Article 10 
of Regulation (EU) .../..., to the 
Central System. 

1. Each Member State shall 
take and transmit to the Central 
System the biometric data of 
every person of at least six years 
of age together with the data 
referred to in Article 12c (c) to (l) 
of this Regulation as soon as 
possible from the registration 
referred to in Article 10 (2) of 
Regulation (EU) No XXX/XXX 
[Resettlement Regulation] and at 
the latest before reaching the 
conclusion on admission referred 
to in Article 10 (4) of Regulation 
(EU) No XXX/XXX 
[Resettlement Regulation]. That 
obligation shall not apply if a 
Member State can reach that 
conclusion without a comparison 
of biometric data, where such a 
conclusion is negative. 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
1. Each Member State shall 
take and transmit to the Central 
System the biometric data of every 
person of at least six years of age 
together with the data referred to in 
Article 12c (c) to (l) of this 
Regulation as soon as possible from 
the registration referred to in 
Article 10 (2) of Regulation (EU)  
XXX/XXX [Resettlement 
Regulation] and at the latest before 
reaching the conclusion on 
admission referred to in Article 10 
(4) of Regulation (EU) XXX/XXX 
[Resettlement Regulation]. That 
obligation shall not apply if a 
Member State can reach that 
conclusion without a comparison of 
biometric data, where such a 
conclusion is negative. 
 
 

 2. By way of derogation from 
paragraph 1, where it is not 
possible to take the fingerprints, 
the facial image or both of a 
resettled third country national or 

Non compliance with sub
paragraph 1 shall not relieve 
Member States of the obligation 
to take and transmit the 
biometric data to the Central 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
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stateless person on account of 
measures taken to ensure his or 
her health or the protection of 
public health, Member States shall 
take and send such fingerprints, 
facial image or both as soon as 
possible and no later than 48 
hours after those health grounds 
no longer prevail. 

System. Where the condition of 
the fingertips does not allow the 
taking of the fingerprints of a 
quality ensuring appropriate 
comparison under Article 26, the 
Member State of origin shall 
retake the fingerprints of that 
person and resend them as soon 
as possible after they have been 
successfully retaken. 

Non compliance with the deadline 
set out in the first subparagraph 1 
shall not relieve Member States of 
the obligation to take biometric data 
and transmit them to the Central 
System. Where the condition of the 
fingertips does not allow the taking 
of the fingerprints of a quality 
ensuring appropriate comparison 
under Article 26, the Member State 
of origin shall retake the 
fingerprints of a person registered 
for the purpose of conducting an 
admission procedure and resend 
them as soon as possible after they 
have been successfully retaken. 
Where it is not possible to take the 
biometric data of a person 
registered for the purpose of 
conducting an admission procedure 
on account of measures taken to 
ensure his or her health or the 
protection of public health, Member 
States shall take and send such 
biometric data as soon as possible 
after those health grounds no longer 
prevail. 

  2. Where requested by the 
Member State concerned, the 
biometric data may, for the 
purpose of Regulation (EU) 
XXX/XXX [Resettlement 
Regulation], be taken and 

Informal outcome of technical 
discussions: 
 
Where requested by the Member 
State concerned, the biometric data 
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transmitted to the requesting 
Member State by another 
Member State, the [European 
Union Agency for Asylum], or a 
relevant international 
organisation. 

may, for the purpose of Regulation 
(EU) XXX/XXX [Resettlement 
Regulation], be taken and 
transmitted to the requesting 
Member State by another Member 
State, the [European Union Agency 
for Asylum], or a relevant 
international organisation. 
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  3. The processing by an 
international organisation shall 
be governed by an agreement 
concluded between the Union or 
the requesting Member State and 
the international organisation 
including adequate safeguards 
for the protection of personal 
data in line with the requirements 
set out in Article 28(3) of 
Regulation (EU) No 2016/679 and 
this Regulation. 

Informal outcome of technical 
discussions: 
deletion 

  Where an agreement is concluded 
between the requesting Member 
State and international 
organisation, that Member States 
shall provide the Commission 
with a copy of the agreement. 

Informal outcome of technical 
discussions: 
Where an agreement is concluded 
between the requesting Member 
State and international organisation 
for the purposes of paragraph 2, 
that Member States shall provide 
the Commission with a copy of the 
agreement. 

  3a. For the purpose of this 
Article, [European Union Agency 
for Asylum (EUAA)] and 
international organisations 
referred to in paragraph 3 shall 
not have access to EURODAC. 

Informal outcome of technical 
discussions: 
deletion 

  Article 12b Confirmed by trilogue 
Article 12b 
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  Information on the status of the 
data subject 

Information on the status of the data 
subject 

  The following information shall 
be sent to the Central System in 
order to be stored in accordance 
with Article 17 (1a) for the 
purpose of transmission under 
Articles 15 and 16: 

The following information shall be 
sent to the Central System in order 
to be stored in accordance with 
Article 17 (1a) for the purpose of 
transmission under Articles 15 and 
16: 

  (a) in case of a person in 
relation to whom a positive 
conclusion on admission was 
reached, as soon as the Member 
State of origin reached that 
conclusion, that Member State 
shall update the data set relating 
to the person concerned and 
recorded in accordance with 
Article 12c(m) by adding the date 
of the positive conclusion; 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(a) in the case of a person for 
whom a positive conclusion on 
admission was reached, the Member 
State of origin shall, as soon as it 
reaches that conclusion, update the 
data set relating to the person 
concerned and recorded in 
accordance with Article 12c(m) by 
adding the date on which the 
positive conclusion was reached; 
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  (b) in case of a person in 
relation to whom a negative 
conclusion on admission was 
reached, as soon as the Member 
State of origin reached that 
conclusion, that Member State 
shall update the data set relating 
to the person concerned and 
recorded in accordance with 
Article 12c(n) by adding the date 
of the negative conclusion; 

Informal Rapporteur’s proposal in 
view of finding a compromise on 
resettlement related provisions 
(b) in the case of a person for 
whom a negative conclusion on 
admission was reached, the Member 
State of origin shall, as soon as it 
reaches that conclusion, update the 
data set relating to the person 
concerned, recorded in accordance 
with Article 12c(n) by adding the 
date on which the negative 
conclusion was reached and 
whether the person concerned was 
refused admission for one of the 
grounds referred to in  Article 6 (1) 
(f) of Regulation (EU) xxx/xxx 
[Resettlement Regulation]; 
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  (c) in case of a person in 
relation to whom the admission 
procedure was discontinued due 
to lack of consent as referred to in 
Article 6a of Regulation (EU) 
XXX/XXX (Resettlement 
Regulation), as soon as the 
Member State of origin 
discontinues the procedure, that 
Member State shall update the 
data set relating to the person 
concerned and recorded in 
accordance with Article 12c(o) by 
adding the date of the 
discontinuation. 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
 
(c) in the case of a person for 
whom the admission procedure was 
discontinued due to the fact that 
that person did not give consent or 
withdrew his or her  consent, as 
referred to in Article 6a of 
Regulation (EU) XXX/XXX 
[Resettlement Regulation], the 
Member State of origin shall, as 
soon as it discontinues the admission 
procedure, update the data set 
relating to the person concerned and 
recorded in accordance with Article 
12c(o) by adding the date of the 
discontinuation. 

 Amendment 83 
Article 12b 

Article 12c Article 12c 

 Recording of data Recording of data Recording of data 

 Only the following data shall be 
recorded in the Central System: 

Only the following data shall be 
recorded in the Central System: 

Only the following data shall be 
recorded in the Central System: 

 (a) fingerprint data; (a) fingerprint data; (a) fingerprint data; 
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 (b) a facial image; (b) a facial image; (b) a facial image; 

 (c) surname(s) and forename(s), 
name(s) at birth and previously 
used names and any aliases, 
which may be entered separately; 

(c) surname(s) and 
forename(s), name(s) at birth and 
previously used names and any 
aliases, which may be entered 
separately; 

 (c) surname(s) and forename(s), 
name(s) at birth and previously 
used names and any aliases, which 
may be entered separately; 

 (d) nationality(ies); (d) nationality(ies); (d) nationality(ies); 

 (e) place and date of birth (e) place and date of birth;  (e) place and date of birth; 

 (f) Member State of resettlement, 
place and date of the registration; 

(f) Member State of origin, 
place and date of the registration 
in accordance with Article 10 (2) 
of Regulation (EU) No XXX/XXX 
[Resettlement Regulation]; 

Confirmed by trilogue pending square 
brackets 
(f) Member State of origin, 
place and date of the registration in 
accordance with Article 10 (2) of 
Regulation (EU) XXX/XXX 
[Resettlement Regulation]; 

 (g) sex; (g) sex; (g) sex; 

 (h) where applicable, the type and 
number of identity or travel 
document; three letter code of the 
issuing country and validity; 

(h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date; 

(h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date; 
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  (ha) where available, a 
scanned colour copy of an 
identity or travel document along 
with an indication of its 
authenticity, and if not available, 
another document which 
facilitates the identification of the 
third country national or 
stateless person along with an 
indication of its authenticity; 

(ha) where available, a scanned 
colour copy of an identity or travel 
document along with an indication 
of its authenticity, and if not 
available, another document which 
facilitates the identification of the 
third country national or stateless 
person along with an indication of 
its authenticity; 

 (i) reference number used by the 
Member State of origin; 

(i) reference number used by 
the Member State of origin; 

(i) reference number used by 
the Member State of origin; 

 (j) date on which the fingerprints 
and/or facial image were taken; 

(j) date on which the 
biometric data were taken; 

(j) date on which the biometric 
data were taken; 

 (k) date on which the data were 
transmitted to the Central System; 

(k) date on which the data 
were transmitted to the Central 
System; 

(k) date on which the data were 
transmitted to the Central System; 

 (l) operator user ID; (l) operator user ID; (l) operator user ID; 

  (m) in accordance with Article 
12b(a), the date of the positive 
conclusion; 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
 
(m) […] the date of the positive 
conclusion as referred to in 
Regulation (EU) XXX/XXX 
[Resettlement Regulation]; 
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  (n) in accordance with Article 
12b(b), the date of the negative 
conclusion as referred to in 
Article 6(1) and (2) of Regulation 
(EU) No XXX/XXX 
[Resettlement Regulation; 

Rapporteur's suggestion: 
(n)  the date of the negative 
conclusion […] as referred to in 
Regulation (EU) XXX/XXX 
[Resettlement Regulation]   and the 
ground on which admission was 
refused under Regulation (EU) 
xxx/xxx [Resettlement Regulation]; 
 

  (o) in accordance with Article 
12b(c), the date of the 
discontinuation of the admission 
procedure as referred to in 
Regulation (EU) No XXX/XXX 
[Resettlement Regulation]. 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
(o) […] the date on which the 
admission procedure was 
discontinued as referred to in 
Regulation (EU) XXX/XXX 
[Resettlement Regulation]. 

  Section 2 Section 2 

  Persons admitted in accordance 
with a national resettlement 

scheme 

Persons admitted in accordance 
with a national resettlement scheme 

  Article 12d Article 12d 
 

  Collection and transmission of 
biometric data 

Collection and transmission of 
biometric data 
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  Each Member State shall take 
and transmit to the Central 
System the biometric data of 
every person of at least six years 
of age together with the data 
referred to in Article 12f (c) to 
(m) of this Regulation as soon as 
possible and at the latest upon the 
granting of international 
protection or of a humanitarian 
status under national law. 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
Each Member State shall take […] 
the biometric data of every person 
of at least six years of age and 
transmit such data to the Central 
System, together with the data 
referred to in Article 12f (c) to (m) of 
this Regulation as soon as 
international protection or a 
humanitarian status under national 
law was granted and no later than 
72 hours thereafter. 

  Non compliance with sub
paragraph 1 shall not relieve 
Member States of the obligation 
to take and transmit the 
biometric data to the Central 
System. Where the condition of 
the fingertips does not allow the 
taking of the fingerprints of a 
quality ensuring appropriate 
comparison under Article 26, the 
Member State of origin shall 
retake the fingerprints of that 
person and resend them as soon 
as possible after they have been 
successfully retaken. 

Informal outcome of technical 
discussion in view of finding a 
compromise on resettlement related 
provisions 
Non compliance with the deadline 
set out in the first subparagraph 
shall not relieve Member States of 
the obligation to take and transmit 
the biometric data to the Central 
System. Where the condition of the 
fingertips does not allow the taking 
of the fingerprints of a quality 
ensuring appropriate comparison 
under Article 26, the Member State 
of origin shall retake the 
fingerprints of a person admitted in 
accordance with a national 
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resettlement scheme and resend 
them as soon as possible after they 
have been successfully retaken. 
By way of derogation from the 
second subparagraph, where it is 
not possible to take biometric data 
of a person admitted in accordance 
with a national resettlement scheme 
on account of measures taken to 
ensure his or her health or the 
protection of public health, Member 
States shall take and send such 
fingerprints, facial image or both as 
soon as possible and no later than 48 
hours after those health grounds no 
longer prevail. 
 

  Article 12e Informal Rapporteur’s proposal in 
view of finding a compromise on 
resettlement related provisions 
Deletion 

  Information on the status of the 
data subject 

Informal Rapporteur’s proposal in 
view of finding a compromise on 
resettlement related provisions 
Deletion 

  The date on which international 
protection or a humanitarian 
status under national law was 
granted shall be sent to the 
Central System in order to be 

Informal Rapporteur’s proposal in 
view of finding a compromise on 
resettlement related provisions 
Deletion 
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stored in accordance with Article 
17 (1b) for the purpose of 
transmission under Articles 15 
and 16. 

  Article 12f Text of the whole article Confirmed by 
trilogue pending square brackets in 
letter (m) 

Article 12f 

  Recording of data Recording of data 

  Only the following data shall be 
recorded in the Central System: 

Only the following data shall be 
recorded in the Central System: 

  (a) fingerprint data; (a) fingerprint data; 

  (b) a facial image; (b) a facial image; 

  (c) surname(s) and 
forename(s), name(s) at birth and 
previously used names and any 
aliases, which may be entered 
separately; 

(c) surname(s) and forename(s), 
name(s) at birth and previously 
used names and any aliases, which 
may be entered separately; 

  (d) nationality(ies); (d) nationality(ies); 

  (e) place and date of birth; (e) place and date of birth; 

  (f) Member State of origin, 
place and date of the registration; 

(f) Member State of origin, 
place and date of the registration; 

  (g) sex; (g) sex; 
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  (h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date; 

(h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date; 

  (ha) where available, a 
scanned colour copy of an 
identity or travel document along 
with an indication of its 
authenticity, and if not available, 
another document which 
facilitates the identification of the 
third country national or 
stateless person along with an 
indication of its authenticity; 

(ha) where available, a scanned 
colour copy of an identity or travel 
document along with an indication 
of its authenticity, and if not 
available, another document which 
facilitates the identification of the 
third country national or stateless 
person along with an indication of 
its authenticity; 

  (i) reference number used by 
the Member State of origin; 

(i) reference number used by 
the Member State of origin; 

  (j) date on which the 
biometric data were taken; 

(j) date on which the biometric 
data were taken; 

  (k) date on which the data 
were transmitted to the Central 
System; 

(k) date on which the data were 
transmitted to the Central System; 

  (l) operator user ID; (l) operator user ID; 

  (m) date on which 
international protection or a 
humanitarian status under 
national law was granted. 

Confirmed by trilogue pending square 
brackets 
(m) date on which international 
protection or a humanitarian status 
under national law was granted. 



150 

CHAPTER III  CHAPTER III  

THIRD-COUNTRY 
NATIONALS OR 

STATELESS PERSONS 
APPREHENDED IN 

CONNECTION WITH THE 
IRREGULAR CROSSING 

OF AN EXTERNAL 
BORDER 

 THIRD COUNTRY 
NATIONALS OR 

STATELESS PERSONS 
APPREHENDED IN 

CONNECTION WITH 
THE IRREGULAR 
CROSSING OF AN 

EXTERNAL BORDER 

 

Article 14 13  Article 13 ARTICLE 13 REPLACED BY THE 
NEW PROPOSAL (NEW 4CD) 

Collection and transmission of 
fingerprint data  and facial 

image data  

 Collection and transmission of 
biometric […] data 

Collection and transmission of 
biometric data 

1. Each Member State shall 
promptly take the fingerprints of all 
fingers  and capture a facial 
image  of every third country 
national or stateless person of at 
least 14  six  years of age who 
is apprehended by the competent 
control authorities in connection 
with the irregular crossing by land, 
sea or air of the border of that 
Member State having come from a 
third country and who is not turned 

 1. Each Member State shall 
promptly take the biometric data 
[…] of every third country national 
or stateless person of at least six 
years of age who is apprehended by 
the competent control authorities in 
connection with the irregular 
crossing by land, sea or air of the 
border of that Member State having 
come from a third country and who 
is not turned back or who remains 
physically on the territory of the 

1. Each Member State shall 
promptly take the biometric data of 
every third country national or 
stateless person of at least six years of 
age who is apprehended by the 
competent control authorities in 
connection with the irregular crossing 
by land, sea or air of the border of that 
Member State having come from a 
third country and who is not turned 
back or who remains physically on the 
territory of the Member States and 
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back or who remains physically on 
the territory of the Member States 
and who is not kept in custody, 
confinement or detention during 
the entirety of the period between 
apprehension and removal on the 
basis of the decision to turn him or 
her back. 

Member States and who is not kept 
in custody, confinement or 
detention during the entirety of the 
period between apprehension and 
removal on the basis of the decision 
to turn him or her back. 

who is not kept in custody, 
confinement or detention during the 
entirety of the period between 
apprehension and removal on the basis 
of the decision to turn him or her back. 

2. The Member State 
concerned shall, as soon as possible 
and no later than 72 hours after the 
date of apprehension, transmit to 
the Central System the following 
data in relation to any third country 
national or stateless person, as 
referred to in paragraph 1, who is 
not turned back: 

   

(a) fingerprint data;    

 (b) a facial image;    

(c) surname(s) and 
forename(s), name(s) at birth and 
previously used names and any 
aliases, which may be entered 
separately; 

Amendment 84 
(c) surname(s) and 
forename(s), name(s) at birth and 
previously used names; 

 (c) surname(s) and forename(s), 
name(s) at birth and previously used 
names and any aliases, which may be 
entered separately; 

(d) nationality(ies); Amendment 85 
(d) nationality(ies) or 
presumed and declared 
nationality(ies) or status as 
stateless person in accordance 

 (d) nationality(ies) 
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with Article 1(1) of the 1954 
Convention relating to the Status 
of Stateless Persons; 

(e) place and date of birth    

(bf) Member State of origin, 
place and date of the apprehension; 

   

(cg) sex;    

 Amendment 86 
(ga) details of family members 
of minors, which are relevant for 
family tracing and reunification 
such as their names, family link to 
the minor and, where available, 
their passport or identification 
card numbers; 

 Deletion 

(h) type and number of identity 
or travel document; three letter 
code of the issuing country and 
validity; 

 (h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date 
[…]; 

(h) where available, type and 
number of identity or travel document; 
three letter code of the issuing country 
and expiry date; 

  (ha) where available, a 
scanned colour copy of an 
identity or travel document along 
with an indication of its 
authenticity, and if not available, 
another document which 
facilitates the identification of the 
third country national or 

(ha) where available, a scanned 
colour copy of an identity or travel 
document along with an indication 
of its authenticity or, where 
unavailable, another document 
which facilitates the identification of 
the third country national or 
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stateless person along with an 
indication of its authenticity; 

stateless person along with an 
indication of its authenticity; 

(di) reference number used by 
the Member State of origin; 

   

 Amendment 87 
(ia) return decision taken, or 
removal order issued, by the 
Member State of origin; 

 Deletion 

(ej) date on which the 
fingerprints  and/or facial 
image  were taken; 

 (j) date on which the 
biometric data […] were taken; 

(j) date on which the biometric 
data were taken; 

(fk) date on which the data were 
transmitted to the Central System; 

   

(gl) operator user ID.;    

(m) where applicable in 
accordance with paragraph 6, the 
date when the person concerned 
left or was removed from the 
territory of the Member States. 

   

3. By way of derogation from 
paragraph 2, the data specified in 
paragraph 2 relating to persons 
apprehended as described in 
paragraph 1 who remain physically 
on the territory of the Member 
States but are kept in custody, 
confinement or detention upon 
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their apprehension for a period 
exceeding 72 hours shall be 
transmitted before their release 
from custody, confinement or 
detention. 

4. Non compliance with the 
72 hour time limit referred to in 
paragraph 2 of this Article shall not 
relieve Member States of the 
obligation to take and transmit the 
fingerprints to the Central System. 
Where the condition of the 
fingertips does not allow the taking 
of fingerprints of a quality ensuring 
appropriate comparison under 
Article 25 26, the Member State of 
origin shall retake the fingerprints 
of persons apprehended as 
described in paragraph 1 of this 
Article, and resend them as soon as 
possible and no later than 48 hours 
after they have been successfully 
retaken. 

 4. Non compliance with the 
72 hour time limit referred to in 
paragraph 2 of this Article shall not 
relieve Member States of the 
obligation to take and transmit the 
biometric data […] to the Central 
System. Where the condition of the 
fingertips does not allow the taking 
of fingerprints of a quality ensuring 
appropriate comparison under 
Article 26, the Member State of 
origin shall retake the fingerprints 
of persons apprehended as 
described in paragraph 1 of this 
Article, and resend them as soon as 
possible and no later than 48 hours 
after they have been successfully 
retaken. 

4. Non compliance with the 72
hour time limit referred to in 
paragraph 2 of this Article shall not 
relieve Member States of the 
obligation to take and transmit the 
biometric data to the Central System. 
Where the condition of the fingertips 
does not allow the taking of 
fingerprints of a quality ensuring 
appropriate comparison under Article 
26, the Member State of origin shall 
retake the fingerprints of persons 
apprehended as described in paragraph 
1 of this Article, and resend them as 
soon as possible and no later than 48 
hours after they have been 
successfully retaken. 

5. By way of derogation from 
paragraph 1, where it is not 
possible to take the fingerprints 
 and facial image  of the 
apprehended person on account of 
measures taken to ensure his or her 
health or the protection of public 
health, the Member State 
concerned shall take and send such 

 5. By way of derogation from 
paragraph 1, where it is not possible 
to take the biometric data […] of 
the apprehended person on account 
of measures taken to ensure his or 
her health or the protection of 
public health, the Member State 
concerned shall take and send such 
biometric data […] as soon as 

5. By way of derogation from 
paragraph 1, where it is not possible to 
take the biometric data of the 
apprehended person on account of 
measures taken to ensure his or her 
health or the protection of public 
health, the Member State concerned 
shall take and send such biometric 
data as soon as possible and no later 
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fingerprints  and facial image  
as soon as possible and no later 
than 48 hours after those health 
grounds no longer prevail. 

possible and no later than 48 hours 
after those health grounds no longer 
prevail. 

than 48 hours after those health 
grounds no longer prevail. 

In the event of serious technical 
problems, Member States may 
extend the 72 hour time limit in 
paragraph 2 by a maximum of a 
further 48 hours in order to carry 
out their national continuity plans. 

   

6. As soon as the Member 
State of origin ensures that the 
person concerned whose data was 
recorded in Eurodac in accordance 
with paragraph (1) has left the 
territory of the Member States in 
compliance with a return decision 
or removal order, it shall update its 
data set recorded in conformity 
with paragraph (2) relating to the 
person concerned by adding the 
date of his or her removal or when 
he or she left the territory. 

   

7. Fingerprint data may also 
be taken and transmitted by 
members of the European Border 
[and Coast] Guard Teams when 
performing tasks and exercising 
powers in accordance with 
[Regulation on the European 
Border [and Coast] Guard and 

Amendment 88 
7. Fingerprint Where 
requested by the Member State 
concerned, the biometric data may 
also be taken and transmitted by 
members of the European Border 
and Coast Guard Teams when 
performing tasks and exercising 

7. Where requested by the 
Member State concerned, the 
biometric […] data may also be 
taken and transmitted by members 
of the European Border and Coast 
Guard Teams when performing 
tasks and exercising powers in 

Confirmed by the third trilogue 
7. Where requested by the Member 
State concerned, the biometric data 
may also be taken and transmitted on 
behalf of that Member State by 
members of the European Border and 
Coast Guard Teams or experts of the 
asylum support teams when exercising 
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repealing Regulation (EC) No 
2007/2004, Regulation (EC) No 
863/2007 and Council Decision 
2005/267/EC]. 

powers in accordance with 
[Regulation on the European 
Border [and Coast] Guard and 
repealing Regulation (EC) No 
2007/2004, Regulation (EC) No 
863/2007 and Council Decision 
2005/267/EC] Regulation (EU) 
2016/1624 and by asylum support 
teams in accordance with 
[Regulation (EU) ..... ]. 

accordance with Regulation (EU) 
2016/1624 […]. 

powers and performing their tasks in 
accordance with Regulation (EU) 
2016/1624 and Regulation (EU) No 
XXX/XXX  [EU Agency for Asylum 
Regulation]. 

Article 15    

Recording of data    

1. The data referred to in Article 
14(2) shall be recorded in the 
Central System. 

   

Without prejudice to Article 8, data 
transmitted to the Central System 
pursuant to Article 14(2) shall be 
recorded solely for the purposes of 
comparison with data on applicants 
for international protection 
subsequently transmitted to the 
Central System and for the 
purposes laid down in Article 1(2). 

   

The Central System shall not 
compare data transmitted to it 
pursuant to Article 14(2) with any 
data previously recorded in the 
Central System, or with data 

   



157 

subsequently transmitted to the 
Central System pursuant to Article 
14(2). 

2. As regards the comparison of 
data on applicants for international 
protection subsequently 
transmitted to the Central System 
with the data referred to in 
paragraph 1, the procedures 
provided for in Article 9(3) and (5) 
and in Article 25(4) shall apply. 

   

Article 16    

Storage of data    

1. Each set of data relating to a 
third country national or stateless 
person as referred to in Article 
14(1) shall be stored in the Central 
System for 18 months from the date 
on which his or her fingerprints 
were taken. Upon expiry of that 
period, the Central System shall 
automatically erase such data. 

   

2. The data relating to a third
country national or stateless person 
as referred to in Article 14(1) shall 
be erased from the Central System 
in accordance with Article 28(3) as 
soon as the Member State of origin 
becomes aware of one of the 
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following circumstances before the 
18 month period referred to in 
paragraph 1 of this Article has 
expired: 

 (a) the third country 
national or stateless person has 
been issued with a residence 
document; 

   

 (b) the third country 
national or stateless person has left 
the territory of the Member States; 

   

 (c) the third country 
national or stateless person has 
acquired the citizenship of any 
Member State. 

   

3. The Central System shall, as 
soon as possible and no later than 
after 72 hours, inform all Member 
States of origin of the erasure of 
data for the reason specified in 
paragraph 2(a) or (b) of this Article 
by another Member State of origin 
having produced a hit with data 
which they transmitted relating to 
persons referred to in Article 14(1). 

   

4. The Central System shall, as 
soon as possible and no later than 
after 72 hours, inform all Member 
States of origin of the erasure of 
data for the reason specified in 
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paragraph 2(c) of this Article by 
another Member State of origin 
having produced a hit with data 
which they transmitted relating to 
persons referred to in Article 9(1) 
or 14(1). 

CHAPTER IV  CHAPTER IV  

THIRD COUNTRY 
NATIONALS OR 

STATELESS PERSONS 
FOUND ILLEGALLY 

STAYING IN A MEMBER 
STATE 

 THIRD COUNTRY 
NATIONALS OR 

STATELESS PERSONS 
FOUND ILLEGALLY 

STAYING IN A MEMBER 
STATE 

 

Article 17 14  Article 14 ARTICLE 14 REPLACED BY THE 
NEW PROPOSAL (see NEW 4CD) 

Comparison  Collection and 
transmission  of fingerprint 
 and facial image  data 

 Collection and transmission of 
biometric […] data 

Collection and transmission of 
biometric data 

1. With a view to checking whether 
a third country national or a 
stateless person found illegally 
staying within its territory has 
previously lodged an application 
for international protection in 
another Member State, a Member 
State may transmit to the Central 
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System any fingerprint data 
relating to fingerprints which it 
may have taken of any such third
country national or stateless person 
of at least 14 years of age together 
with the reference number used by 
that Member State. 

As a general rule there are grounds 
for checking whether the third
country national or stateless person 
has previously lodged an 
application for international 
protection in another Member State 
where: 

   

 (a) the third country 
national or stateless person 
declares that he or she has lodged 
an application for international 
protection but without indicating 
the Member State in which he or 
she lodged the application; 

   

 (b) the third country 
national or stateless person does 
not request international protection 
but objects to being returned to his 
or her country of origin by claiming 
that he or she would be in danger, 
or 

   

 (c) the third country 
national or stateless person 
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otherwise seeks to prevent his or 
her removal by refusing to 
cooperate in establishing his or her 
identity, in particular by showing 
no, or false, identity papers. 

2. Where Member States take part 
in the procedure referred to in 
paragraph 1, they shall transmit to 
the Central System the fingerprint 
data relating to all or at least the 
index fingers and, if those are 
missing, the prints of all the other 
fingers, of third country nationals 
or stateless persons referred to in 
paragraph 1. 

   

1. Each Member State shall 
promptly take the fingerprints of all 
fingers and capture a facial image 
of every third country national or 
stateless person of at least six  years 
of age who is found illegally 
staying within its territory.   

 1. Each Member State shall 
promptly take the biometric data 
[…] of every third country national 
or stateless person of at least six 
years of age who is found illegally 
staying within its territory. 

1. Each Member State shall 
promptly take the biometric data of 
every third country national or 
stateless person of at least six years of 
age who is found illegally staying 
within its territory. 

2. The Member State 
concerned shall, as soon as possible 
and no later than 72 hours after the 
date of apprehension, transmit to 
the Central System the following 
data in relation to any third country 
national or stateless person, as 
referred to in paragraph 1: 
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(a) fingerprint data;    

(b) a facial image;    

(c) surname(s) and 
forename(s), name(s) at birth and 
previously used names and any 
aliases, which may be entered 
separately; 

   

(d) nationality(ies); Amendment 89 
(d) nationality(ies) or 
presumed and declared 
nationality(ies) or status as 
stateless person in accordance 
with Article 1(1) of the 1954 
Convention relating to the Status 
of Stateless Persons; 

 (d) nationality(ies) 

(e) place and date of birth    

(f) Member State of origin, 
place and date of the apprehension; 

   

(g) sex;    

 Amendment 90 
(ga) details of family members 
of minors, which are relevant for 
family tracing and reunification 
such as their names, family link to 
the minor and, where available, 

 Deletion 
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their passport or identification 
card numbers; 

(h) type and number of identity 
or travel document; three letter 
code of the issuing country and 
validity; 

 (h) where available, type and 
number of identity or travel 
document; three letter code of the 
issuing country and expiry date 
[…]; 

(h) where available, type and 
number of identity or travel document; 
three letter code of the issuing country 
and expiry date […]; 

  (ha) where available, a 
scanned colour copy of an 
identity or travel document along 
with an indication of its 
authenticity, and if not available, 
another document which 
facilitates the identification of the 
third country national or 
stateless person along with an 
indication of its authenticity; 

(ha) where available, a scanned 
colour copy of an identity or travel 
document along with an indication 
of its authenticity or, where 
unavailable, another document 
which facilitates the identification of 
the third country national or 
stateless person along with an 
indication of its authenticity; 

(i) reference number used by 
the Member State of origin;  

   

 Amendment 91 
(ia) return decision taken, or 
removal order issued, by the 
Member State of origin; 

 Deletion 

(j) date on which the 
fingerprints and/or facial image 
were taken; 

 (j) date on which the 
biometric data […] were taken; 

(j) date on which the biometric 
data were taken; 

(k) date on which the data were 
transmitted to the Central System; 
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(l) operator user ID;    

(m)  where applicable in 
accordance with paragraph 6, the 
date when the person concerned 
left or was removed from the 
territory of the Member States 

   

 Amendment 92 
2a. Member States may 
derogate from the provisions of 
paragraph 1 and 2 in respect of 
illegally staying third country 
nationals who entered the Union 
by legally crossing the external 
border and have overstayed the 
authorised period of stay by a 
period of no more than 15 days. 

 Deletion 
 

3. The fingerprint data of a 
third country national or a stateless 
person as referred to in paragraph 1 
shall be transmitted to the Central 
System solely for the purpose of 
comparison  and compared  
with the fingerprint data of 
applicants for international 
protection  persons 
fingerprinted for the purposes of 
Article 9 10(1), 14 13(1) and 17 
14(1)  transmitted by other 
Member States and already 
recorded in the Central System. 

 3. […] Deletion 
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The fingerprint data of such a third
country national or a stateless 
person shall not be recorded in the 
Central System, nor shall they be 
compared with the data transmitted 
to the Central System pursuant to 
Article 14(2). 

   

4. Non compliance with the 
72 hour time limit referred to in 
paragraph 3 of this Article shall not 
relieve Member States of the 
obligation to take and transmit the 
fingerprints to the Central System. 
Where the condition of the 
fingertips does not allow the taking 
of fingerprints of a quality ensuring 
appropriate comparison under 
Article 26, the Member State of 
origin shall retake the fingerprints 
of persons apprehended as 
described in paragraph 1 of this 
Article, and resend them as soon as 
possible and no later than 48 hours 
after they have been successfully 
retaken. 

Amendment 93 
4. Non compliance with the 
72 hour time limit referred to in 
paragraph 3 of this Article shall not 
relieve Member States of the 
obligation to take and transmit the 
biometric data to the Central 
System. Where the condition of the 
fingertips does not allow the taking 
of fingerprints of a quality ensuring 
appropriate comparison under 
Article 26, the Member State of 
origin shall retake the fingerprints 
of persons apprehended as 
described in paragraph 1 of this 
Article, and resend them as soon as 
possible and no later than 48 hours 
after they have been successfully 
retaken. 

4. Non compliance with the 
72 hour time limit referred to in 
paragraph 2 […] of this Article 
shall not relieve Member States of 
the obligation to take and transmit 
the biometric data […] to the 
Central System. Where the 
condition of the fingertips does not 
allow the taking of fingerprints of a 
quality ensuring appropriate 
comparison under Article 26, the 
Member State of origin shall retake 
the fingerprints of persons 
apprehended as described in 
paragraph 1 of this Article, and 
resend them as soon as possible and 
no later than 48 hours after they 
have been successfully retaken. 

4. Non compliance with the 72
hour time limit referred to in 
paragraph 2 of this Article shall not 
relieve Member States of the 
obligation to take and transmit the 
biometric data to the Central System. 
Where the condition of the fingertips 
does not allow the taking of 
fingerprints of a quality ensuring 
appropriate comparison under Article 
26, the Member State of origin shall 
retake the fingerprints of persons 
apprehended as described in paragraph 
1 of this Article, and resend them as 
soon as possible and no later than 48 
hours after they have been 
successfully retaken. 

5. By way of derogation from 
paragraph 1, where it is not 
possible to take the fingerprints and 
facial image of the apprehended 
person on account of measures 

 5. By way of derogation from 
paragraph 1, where it is not possible 
to take the biometric data […] of 
the apprehended person on account 
of measures taken to ensure his or 

5. By way of derogation from 
paragraph 1, where it is not possible to 
take the biometric data of the 
apprehended person on account of 
measures taken to ensure his or her 
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taken to ensure his or her health or 
the protection of public health, the 
Member State concerned shall take 
and send such fingerprints and 
facial image as soon as possible and 
no later than 48 hours after those 
health grounds no longer prevail. 

her health or the protection of 
public health, the Member State 
concerned shall take and send such 
biometric data […] as soon as 
possible and no later than 48 hours 
after those health grounds no longer 
prevail. 

health or the protection of public 
health, the Member State concerned 
shall take and send such biometric 
data as soon as possible and no later 
than 48 hours after those health 
grounds no longer prevail. 

In the event of serious technical 
problems, Member States may 
extend the 72 hour time limit in 
paragraph 2 by a maximum of a 
further 48 hours in order to carry 
out their national continuity plans. 

   

6. As soon as the Member 
State of origin ensures that the 
person concerned whose data was 
recorded in Eurodac in accordance 
with Article 13(1) of this 
Regulation has left the territory of 
the Member States in compliance 
with a return decision or removal 
order, it shall update its data set 
recorded in conformity with 
paragraph 2 of this Article relating 
to the person concerned by adding 
the date of his or her removal or 
when he or she left the territory. 

 6. As soon as the Member 
State of origin ensures that the 
person concerned whose data was 
recorded in Eurodac in accordance 
with paragraph 1 […] has left the 
territory of the Member States in 
compliance with a return decision 
or removal order, it shall update its 
data set recorded in conformity 
with paragraph 2 […] relating to the 
person concerned by adding the 
date of his or her removal or when 
he or she left the territory. 

6. As soon as the Member State 
of origin ensures that the person 
concerned whose data was recorded in 
Eurodac in accordance with 
paragraph 1 has left the territory of 
the Member States in compliance with 
a return decision or removal order, it 
shall update its data set recorded in 
conformity with paragraph 2 relating 
to the person concerned by adding the 
date of his or her removal or when he 
or she left the territory. 

4. Once the results of the 
comparison of fingerprint data 
have been transmitted to the 
Member State of origin, the record 
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of the search shall be kept by the 
Central System only for the 
purposes of Article 28. Other than 
for those purposes, no other record 
of the search may be stored either 
by Member States or by the Central 
System. 

5. As regards the comparison of 
fingerprint data transmitted under 
this Article with the fingerprint data 
of applicants for international 
protection transmitted by other 
Member States which have already 
been stored in the Central System, 
the procedures provided for in 
Article 9(3) and (5) and in Article 
25(4) shall apply. 
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referred to in Article 9 10(1), or 14 
13(1)  or 14(1)  . Those 
Member States of origin shall also 
mark the corresponding data sets. 

transmitted relating to persons 
referred to in Article 10(1), 13(1) or 
14(1). Those Member States of 
origin shall also mark the 
corresponding data sets. 

having produced a hit with data 
which they transmitted relating to 
persons referred to in Article 10(1), 
13(1) or 14(1). Those Member 
States of origin shall also mark the 
corresponding data sets. 

produced a hit with data which they 
transmitted relating to persons referred 
to in Article 10(1), 12c, 13(1) or 14(1). 
Those Member States of origin shall 
also mark the corresponding data sets. 
 
 

2. The data of beneficiaries of 
international protection stored in 
the Central System and marked 
pursuant to paragraph 1 of this 
Article shall be made available for 
comparison for the purposes laid 
down in Article 1(2)(1)(c) for a 
period of three years after the date 
on which the data subject was 
granted international protection. 

Amendment 107 
The data of beneficiaries of 
international protection stored in 
the Central System and marked 
pursuant to paragraph 1 of this 
Article shall be made available for 
comparison for the purposes laid 
down in Article 1(1)(c) for a period 
of three years after the date on 
which the data subject was granted 
international protection until such 
data are automatically erased 
from the Central System in 
accordance with Article 17(4). 

2. The data of beneficiaries of 
international protection stored in 
the Central System and marked 
pursuant to paragraph 1 of this 
Article shall be made available for 
comparison for the purposes laid 
down in Article 1(1)(c) until such 
data is automatically erased from 
the Central System in accordance 
with Article 17(4) […]. 

2. The data of beneficiaries of 
international protection stored in the 
Central System and marked pursuant 
to paragraph 1 of this Article shall be 
made available for comparison for the 
purposes laid down in Article 1(1)(c) 
until such data is automatically 
erased from the Central System in 
accordance with Article 17(4). 

Where there is a hit, the Central 
System shall transmit the data 
referred to in Article 11 12(a) to (k) 
 (b) to (s)  for all the data sets 
corresponding to the hit. The 
Central System shall not transmit 
the mark referred to in paragraph 1 
of this Article. Upon the expiry of 
the period of three years, the 
Central System shall automatically 

 […] Confirmed by trilogue 
Deletion 
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block such data from being 
transmitted in the event of a request 
for comparison for the purposes 
laid down in Article 1(2) (1)(c), 
whilst leaving those data available 
for comparison for the purposes 
laid down in Article 1(1)(a) until 
the point of their erasure. Blocked 
data shall not be transmitted, and 
the Central System shall return a 
negative result to the requesting 
Member State in the event of a hit. 

   Informal proposal by the Rapporteur 
in view of finding a compromise on 
resettlement related provisions 
2a. The Central System shall 
automatically block the data of 
persons referred to in Article 12a(1) 
from comparison for the purposes 
laid down in Article 1(1)(a), (b) or 
(c), for as long as none of the data 
categories listed in Article 12c(m), 
(n) or (o), as applicable, have been 
recorded in the Central System. In 
the event of a hit with such blocked 
data, the Central System shall 
return a negative result to the 
requesting Member State. Those 
data shall, however, be available for 
comparison for the purposes laid 
down in Article 1(1)(aa)  until such 
time as they have been erased. 
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2b. The Central System shall 
automatically block the data of 
persons referred to in Article 13(1) 
and 14(1) from comparison for the 
purposes laid down in Article 
1(1)(aa). In the event of a hit with 
such blocked data, the Central 
System shall return a negative result 
to the requesting Member State. 

3. The Member State of origin 
shall unmark or unblock data 
concerning a third country national 
or stateless person whose data were 
previously marked or blocked in 
accordance with paragraphs 1 or 2 
of this Article if his or her status is 
revoked or ended or the renewal of 
his or her status is refused under 
[Articles 14 or 19 of Directive 
2011/95/EU]. 

 3. The Member State of origin 
shall unmark […] data concerning a 
third country national or stateless 
person whose data were previously 
marked […] in accordance with 
paragraphs 1 or 2 of this Article if 
his or her status is revoked or ended 
or the renewal of his or her status is 
refused under [Articles 14 or 19 of 
Directive 2011/95/EU]. 

To be confirmed by trilogue 
3. The Member State of origin 
shall unmark […] data concerning a 
third country national or stateless 
person whose data were previously 
marked […] in accordance with 
paragraphs 1 or 2 of this Article if his 
or her status is […] withdrawn under 
Articles 14 or 20 of Regulation No 
(EU) XXX/XXX [Qualification 
Regulation].  

4. For the purposes laid down 
in Article 1(1)(b), the Member 
State of origin which granted a 
residence document to an illegally 
staying third country national or 
stateless person whose data were 
previously recorded in the Central 
System pursuant to Article 13(2) 
and 14(2) shall mark the relevant 
data in conformity with the 
requirements for electronic 
communication with the Central 
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System established by  eu LISA. 
That mark shall be stored in the 
Central System in accordance with 
Article 17(2) and (3) for the 
purpose of transmission under 
Article 15 and 16. The Central 
System shall, as soon as possible 
and no later than 72 hours, inform 
all Member States of origin of the 
marking of data by another 
Member State of origin having 
produced a hit with data which they 
transmitted relating to persons 
referred to in Articles 13(1) or 
14(1). Those Member States of 
origin shall also mark the 
corresponding data sets. 

5. The data of illegally staying 
third country nationals or stateless 
persons stored in the Central 
System and marked pursuant to 
paragraph 4 of this Article shall be 
made available for comparison for 
the purposes laid down in Article 
1(1)(c) until such data is 
automatically erased from the 
Central System in accordance with 
Article 17(4). 

   

CHAPTER VI VII  CHAPTER VII  





























































































































244 

 2.  The operational 
management of DubliNet shall 
consist of all the tasks necessary 
to ensure its availability five days 
a week during normal business 
hours. 

2. The operational 
management of DubliNet shall 
consist of all the tasks necessary 
to ensure the availability of 
DubliNet, five days a week during 
normal business hours. 

2. The operational 
management of DubliNet shall 
consist of all the tasks necessary to 
ensure the availability of DubliNet, 
five days a week during normal 
business hours. 

 3.  Eu-LISA shall be 
responsible for the following 
tasks relating to DubliNet: 

3. eu-LISA shall be 
responsible for the following tasks 
relating to DubliNet: 

3. eu LISA shall be responsible 
for the following tasks relating to 
DubliNet: 

 (a)  providing technical 
support to Member States by way 
of a helpdesk, five days a week 
during normal business hours, 
including in relation to problems 
concerning communication, 
email encryption and decryption, 
and problems arising from the 
signature of forms; 

(a) technical support to 
Member States by way of a 
helpdesk five days a week during 
normal business hours, including 
problems relating to 
communications, email 
encryption and decryption, and 
problems arising from signature 
of forms. 

(a) technical support to Member 
States by way of a helpdesk five days 
a week during normal business 
hours, including problems relating 
to communications, email 
encryption and decryption, and 
problems arising from signature of 
forms. 

 (b)  providing IT security 
services; 

(b) provision of IT security 
services for DubliNet; 

(b) provision of IT security 
services for DubliNet; 

 (c)  managing, registering and 
renewing digital certificates used 
for encrypting and signing 
DubliNet e-mail messages; 

(c) management, registration 
and renewal of the digital 
certificates used for encrypting 
and signing DubliNet e-mail 
messages; 

(c) management, registration 
and renewal of the digital 
certificates used for encrypting and 
signing DubliNet e mail messages; 

 (d)  the technical evolution of 
DubliNet; 

(d) technical evolution of 
DubliNet; 

(d) technical evolution of 
DubliNet; 

 (e)  contractual matters. (e) contractual matters. (e) contractual matters. 
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 4.  Eu-LISA shall ensure, in 
cooperation with the Member 
States, that at all times the best 
available and most secure 
technology and techniques, 
subject to a cost-benefit analysis, 
are used for DubliNet. 

4. The Agency shall ensure, 
in cooperation with the Member 
States, that at all times the best 
available and most secure 
technology and techniques, 
subject to a cost-benefit analysis, 
are used for DubliNet. 

4. The Agency shall ensure, in 
cooperation with the Member 
States, that at all times the best 
available and most secure 
technology and techniques, subject 
to a cost benefit analysis, are used 
for DubliNet. 

 Amendment 151 
CHAPTER VIIIa 

 CHAPTER IXa 

 AMENDMENTS TO 
REGULATION (EU) NO 
1077/2011 

 AMENDMENTS TO 
REGULATION (EU) NO 1077/2011 

 Amendment 152 
Article 40 b 

Article 40b Article 40b 

 Regulation (EU) No 1077/2011 is 
amended as follows: 

Amendments to Regulation (EU) 
No 1077/2011 

Amendments to Regulation (EU) No 
1077/2011 

  Regulation (EU) No 1077/2011 is 
amended as follows: 

Regulation (EU) No 1077/2011 is 
amended as follows: 

 (1)  In Article 1(2), the 
following subparagraph is added: 

1. Article 1(2) is replaced by 
the following text: 

1. Article 1(2) is replaced by the 
following text: 

 "The Agency shall also be 
responsible for the operational 
management of a separate secure 
electronic transmission channel 
between the authorities of 
Member States, known as the 

"2. The Agency shall be 
responsible for the operational 
management of the second-
generation Schengen Information 
System (SIS II), the Visa 
Information System 

“2. The Agency shall be responsible 
for the operational management of 
the second generation Schengen 
Information System (SIS II), [the 
Visa Information System (VIS)], 
Eurodac, [the Entry Exit System 
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'DubliNet' communication 
network, established by Article 18 
of Commission Regulation (EC) 
No 1560/2003, for the exchange 
of information under Regulation 
(EU) No... *59[Dublin IV]. 

(VIS),Eurodac, [the Entry Exit 
System (EES) established by 
XXX/XXX [EES Regulation]], 
and the DubliNet network 
established by Article 18 of 
Commission Regulation (EC) No 
1560/200360 (DubliNet)." 

(EES) established by XXX/XXX 
[EES Regulation]], and the 
DubliNet network established by 
Article 18 of Commission 
Regulation (EC) No 1560/200361 
(DubliNet).” 

 (2)  The following Article is 
inserted: 

2. In Regulation 1077/2011, 
after Article 5 the following 
Article is added: 

  
2. The following Article is inserted: 

 "Article 5a "Article 5c "Article 5a 

 Tasks relating to DubliNet Tasks relating to DubliNet   
Tasks relating to DubliNet 

 1.  In relation to DubliNet, 
the Agency shall perform: 

1. In relation to DubliNet, the 
Agency shall perform: 

1. In relation to DubliNet, the 
Agency shall perform: 

 (a)  the tasks conferred on it 
by Article [...] of Regulation 
(EU).../...[Eurodac]; 

(a) the tasks conferred on it by 
Regulation (EU) No XXX/XXX 
[Dublin Regulation]; 

  
(a)  the tasks conferred on it by 
Article 40a of Regulation 
(EU).../...[Eurodac]; 

 
59 Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing the 

criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-country 
national (OJ L 222, 5.9.2003, p. 3).”. 

60 Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing 
the criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-
country national (OJ L 222, 5.9.2003, p. 3). 

61 Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing 
the criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-
country national (OJ L 222, 5.9.2003, p. 3). 
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 (b)  tasks relating to training 
on the technical use of 
DubliNet.". 

(b) tasks relating to training 
on the technical use of DubliNet." 

(b) tasks relating to training on 
the technical use of DubliNet." 

CHAPTER VIII    

AMENDMENTS TO 
REGULATION (EU) 

NO 1077/2011 

   

Article 38    

Amendments to Regulation (EU) 
No 1077/2011 

   

Regulation (EU) No 1077/2011 is 
amended as follows: 

   

(1) Article 5 is replaced by the 
following: 

   

"Article 5    

Tasks relating to Eurodac    

In relation to Eurodac, the Agency 
shall perform: 

   

(a) the tasks conferred on it by 
Regulation (EU) No 603/2013 of 
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the European Parliament and of the 
Council of 26 June 2013 on the 
establishment of 'Eurodac' for the 
comparison of fingerprints for the 
effective application of Regulation 
(EU) No 604/2013 establishing the 
criteria and mechanisms for 
determining the Member State 
responsible for examining an 
application for international 
protection lodged in one of the 
Member States by a third country 
national or a stateless person), and 
on requests for the comparison with 
Eurodac data by Member States' 
law enforcement authorities and 
Europol for law enforcement 
purposes62; and 

(b) tasks relating to training on the 
technical use of Eurodac."» 

   

(2) Article 12(1) is amended as 
follows: 

   

(a) points (u) and (v) are replaced 
by the following: 

   

"(u) adopt the annual report on the 
activities of the Central System of 
Eurodac pursuant to Article 40(1) 
of Regulation (EU) No 603/2013; 

   

 
62 OJ L 180, 29.6.2013, p. 1.; 
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(v) make comments on the 
European Data Protection 
Supervisor's reports on the audits 
pursuant to Article 45(2) of 
Regulation (EC) No 1987/2006, 
Article 42(2) of Regulation (EC) 
No 767/2008 and Article 31(2) of 
Regulation (EU) No 603/2013 and 
ensure appropriate follow up of 
those audits;";» 

   

(b) point (x) is replaced by the 
following: 

   

"(x) compile statistics on the work 
of the Central System of Eurodac 
pursuant to Article 8(2) of 
Regulation (EU) No 603/2013;";» 

   

(c) point (z) is replaced by the 
following: 

   

"(z) ensure annual publication of 
the list of units pursuant to Article 
27(2) of Regulation (EU) No 
603/2013;";» 

   

(3) Article 15(4) is replaced by the 
following: 

   

"4. Europol and Eurojust may 
attend the meetings of the 
Management Board as observers 
when a question concerning SIS II, 
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in relation to the application of 
Decision 2007/533/JHA, is on the 
agenda. Europol may also attend 
the meetings of the Management 
Board as observer when a question 
concerning VIS, in relation to the 
application of Decision 
2008/633/JHA, or a question 
concerning Eurodac, in relation to 
the application of Regulation (EU) 
No 603/2013, is on the agenda.";» 

(4) Article 17 is amended as 
follows: 

   

(a) in paragraph 5, point (g) is 
replaced by the following: 

   

"(g) without prejudice to Article 17 
of the Staff Regulations, establish 
confidentiality requirements in 
order to comply with Article 17 of 
Regulation (EC) No 1987/2006, 
Article 17 of Decision 
2007/533/JHA, Article 26(9) of 
Regulation (EC) No 767/2008 and 
Article 4(4) of Regulation (EU) No 
603/2013;";» 

   

(b) in paragraph 6, point (i) is 
replaced by the following: 

   

"(i) reports on the technical 
functioning of each large scale IT 
system referred to in Article 

   




























