Proposal for a

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL

on the establishment of 'Eurodac' for the comparison of biometric data for the effective application of [Regulation (EU) No 604/2013
establishing the criteria and mechanisms for determining the Member State responsible for examining an application for international
protection lodged in one of the Member States by a third-country national or a stateless person], for identifying an illegally staying third-
country national or stateless person and on requests for the comparison with Eurodac data by Member States' law enforcement authorities
and Europol for law enforcement purposes, and amending Regulation (EU) 1077/2011 establishing a European Agency for the operational
management of large-scale IT systems in the area of freedom, security and justice (recast)

Commission proposal
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EP position
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(doc. 10079/17)

Proposal for a Draft European Parliament Draft
legislative resolution
REGULATION OF THE Amendment 1 REGULATION OF THE
EUROPEAN PARLIAMENT REGULATION OF THE EUROPEAN PARLIAMENT REPLACED IN THE NEW 4CD
AND OF THE COUNCIL on the | EUROPEAN PARLIAMENT AND OF THE COUNCIL on the

establishment of 'Eurodac' for
the comparison of fingerprints
for the effective application of
[Regulation (EU) No 604/2013
establishing the criteria and
mechanisms for determining the
Member State responsible for
examining an application for
international protection lodged
in one of the Member States by a
third-country national or a
stateless person] > , for
identifying an illegally staying
third-country national or
stateless person <X] and on

AND OF THE COUNCIL on the
establishment of 'Eurodac' for
the comparison of fingerprints
for the effective application of
[Regulation (EU) No 604/2013
establishing the criteria and
mechanisms for determining the
Member State responsible for
examining an application for
international protection lodged
in one of the Member States by a
third-country national or a
stateless person] , for identifying
an illegally staying third-country
national or stateless person and

establishment of 'Eurodac' for
the comparison of biometric data
[...] for the effective application
of [Regulation (EU) No
XXX/XXX [Dublin Regulation]
[...] establishing the criteria and
mechanisms for determining the
Member State responsible for
examining an application for
international protection lodged
in one of the Member States by a
third-country national or a
stateless person], for identifying
an illegally staying third-country
national or stateless person and




requests for the comparison with
Eurodac data by Member
States' law enforcement
authorities and Europol for law
enforcement purposes; ané

on requests for the comparison
with Eurodac data by Member
States' law enforcement
authorities and Europol for law
enforcement purposes, and
amending Regulation (EU) No
1077/2011 (recast)

on requests for the comparison
with Eurodac data by Member
States' law enforcement
authorities and Europol for law
enforcement purposes, and

amending Regulation (EU) No
1077/2011 [...] (recast)

THE EUROPEAN PARLIAMENT
AND THE COUNCIL OF THE
EUROPEAN UNION,

THE EUROPEAN PARLIAMENT
AND THE COUNCIL OF THE
EUROPEAN UNION,

THE EUROPEAN PARLIAMENT
AND THE COUNCIL OF THE
EUROPEAN UNION,

THE EUROPEAN PARLIAMENT
AND THE COUNCIL OF THE
EUROPEAN UNION,

Having regard to the Treaty on the
Functioning of the European
Union, and in particular Articles 78
2)(e), B> 79(2)(c), & 87(2)(a)
and 88(2)(a) thereof,

Amendment 2

Having regard to the Treaty on the
Functioning of the European
Union, and in particular Articles 78
(2)(d) and (e), 79(2)(c), 87(2)(a)
and 88(2)(a) thereof,

REPLACED IN THE NEW 4CD

Having regard to the proposal from
the European Commission

Having regard to the proposal from the

After transmission of the draft
legislative act to the national
Parliaments,

European Commission

After transmission of the draft
legislative act to the national
Parliaments,

Having regard to the opinion of
the European Economic and
Social Committee,

Having regard to the opinion of the
European Economic and Social
Committee,




Having regard to the opinion of the
European Data Protection
Supervisor,

Acting in accordance with the
ordinary legislative procedure,

Whereas: Whereas:

(1) A number of substantive
changes are to be made to Seunesd

Reguiﬁm—@@)—Ne—B?-ﬁé@OOO—ef

eppheston——at——ihe——>P>ubla
Cenventien’ [© Regulation (EU)
No 603/2013 of the European
Parliament and of the Council® <X

[N IV TR LY.

L e et 3 e ]

Regulation (EU) No 603/2013 of the European Parliament and of the Council of 26 June 2013 on the establishment of 'Eurodac' for the comparison of fingerprints for the
effective application of Regulation (EU) No 604/2013 establishing the criteria and mechanisms for determining the Member State responsible for examining an application
for international protection lodged in one of the Member States by a third-country national or a stateless person and on requests for the comparison with Eurodac data by



. In the interests of clarity, these
> that <] Regulations should be
recast.

2 A  common policy on
asylum, including a Common
European Asylum System, is a
constituent part of the European
Union's objective of progressively
establishing an area of freedom,
security and justice open to those
who, forced by circumstances, seek
international protection 1in the
Union.

(2) A common policy on asylum,
including a Common FEuropean
Asylum System, is a constituent part
of the European Union's objective of
progressively establishing an area of
freedom, security and justice open to
those who, forced by circumstances,
seek international protection in the
Union.

Member States' law enforcement authorities and Europol for law enforcement purposes, and amending Regulation (EU) No 1077/2011 establishing a European Agency for

the operational management of large-scale IT systems in the area of freedom, security and justice (OJ L 180, 29.6.2013, p. 1).
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4 For the purposes of
applying Regulation (EU) No
[.../...] : b
and—efthe—Couneil'lof 26 Tune
2842 establishing the criteria and
mechanisms for determining the
Member _State responsible for
— licati or
international protection lodged in
one of the Member States bv a

third-country national or a stateless
person”, it is necessary to establish

the identity of applicants for
international protection and of
persons apprehended in connection
with the unlawful crossing of the
external borders of the Union. It 1s
also desirable, in order effectively
to apply Regulation (EU) No
[.../...], and in particular
Articles[..] and [..]) thereof, to
allow each Member State to check
whether a third-country national or
stateless person found illegally
staying on its territory has applied
for international protection in
another Member State.

4) For the purposes of applying
Regulation (EU) No XXX/XXX
[Dublin Regulation] [...]
establishing the criterta and
mechanisms for determining the
Member State responsible for
examining an application for
international protection lodged in
one of the Member States by a third-
country national or a stateless
person, it is necessary to establish
the 1dentity of applicants for
international protection and of
persons apprehended in connection
with the unlawful crossing of the
external borders of the Union. It is
also desirable, in order effectively
to apply Regulation (EU) No
XXX/XXX [Dublin Regulation]
[...], and in particular Articles [...]
and [...]) thereof, to allow each
Member State to check whether a
third-country national or stateless
person found illegally staying on its
territory has applied for
international protection in another
Member State. [It is also necessary,

Confirmed pending square on political
level on 20 December 2023

4) For the purposes of applying
Regulation (EU) No XXX/XXX
[Asylum and Migration
Management]  establishing  the
criteria and  mechanisms  for
determining the Member State
responsible  for examining an
application for international protection
registered in one of the Member States
by a third-country national or a
stateless person, it is necessary to
establish the identity of applicants for
mternational protection and of persons
apprehended in connection with the
unlawful crossing of the external
borders of the Union. It is also
desirable, in order effectively to apply
Regulation (EU) No XXX/XXX
[Asylum and Migration
Management], and in particular
Article 26(1)(b) thereof, to allow each
Member State to check whether a
third-country national or stateless

See page 31 of this Official Journal.




in order to effectively apply
Regulation (EU) No XXX/XXX
[Dublin Regulation], and in
particular Articles 9b and 20(1)(e)
thereof, to allow each Member
State to check whether a third-
country national or a stateless
person found illegally staying on
its territory who applies for
international protection has been
admitted by another Member
State in accordance with
Regulation (EU) No XXX/XXX
[Resettlement Regulation] or
admitted in accordance with a
national resettlement scheme.]

person found illegally staying on its
territory has applied for international
protection in another Member State.

RECITAL ON RESETTLEMENT
REPLACED IN THE NEW 4CD




Amendment 3
(4a)

It is necessary that all
Member States register in

Eurodac information on

Confirmed
Deleted and merged with recital 4-a

resefttled third-country

nationals and stateless

persons for the purposes of

identifying secondary

movements of  such

persons.
(4a) For the purposes of RECITAL ON RESETTLEMENT
applying Regulation (EU) No
XXX/XXX [Resettlement REPLACED IN THE NEW 4CD

Regulation], it is necessary to
establish the identity of persons
registered for the purpose of
conducting an admission




procedure and of persons
admitted in accordance with a
national resettlement scheme. It is
also necessary, in order to
effectively apply Regulation (EU)
No XXX/XXX [Resettlement
Regulation], and in particular
Article 10 thereof, to allow each
Member State to check whether a
third-country national or a
stateless person has been
admitted or refused admission by
another Member State or has
been admitted in accordance with
a national resettlement scheme.




Amendment 4

(4b) The registration in
Eurodac of information on
resettled third-country nationals
or stateless persons is designed to
ensure that such persons enjoy, in

Confirmed

Deleted - to be merged with recitals
(4-a), (4a) and (23)




accordance with [Regulation
XXX/XXX], the same level of
protection and the same rights
applicable to other beneficiaries of
international  profection as
regards the processing of their
data. This should also
enable Member States fo verify
whether or not a third-country
national or stateless person has
already been resettled in another
Member State in accordance with
Regulation XXX/XXX. Where a
third-country national or stateless
person has already been resetiled,
it should be possible to establish
the Member State of resettlement
and to monitor any secondary
movements.

Biometrics ¢ constitute an
important element in establishing
the exact identity of such persons.
It is necessary to set up a system for
the comparison of their fingerprint

= and facial image < data.

Amendment 5

(5) Biometrics constitute an
important element in establishing
the exact identity of such persons
because they ensure  high
accuracy of identification. It is
necessary to set up a system for the
comparison of their biometric data.

5) Biometrics constitute an
important element in establishing
the exact identity of such persons. It
is necessary to set up a system for
the comparison of their biometric

[...] data.

(6)  To that end, it is necessary
to set up a system known as
'Eurodac’, consisting of a Central
System, which will operate a

(6)  To that end, it is necessary to
set up a system known as 'Eurodac’,
consisting of a Central System,
which will operate a computerised

PLACED IN THE NEW 4CD
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computerised central database of
fingerprint = and facial image <
data, as well as of the electronic
means of transmission between the
Member States and the Central
System, hereinafter the
"Communication Infrastructure".

central database of biometric |[...]
data, as well as of the electronic
means of transmission between the
Member States and the Central
System, hereinafter the
"Communication Infrastructure".

(7)  For the purposes of applying
and implementing Regulation (EU)

No. XXX/XXX [Dublin
Regulation] [...] it is also necessary
to ensure that a separate secure
communication infrastructure
exists, which Member State's
competent authorities for asylum
can use for the exchange of
information on applicants for
international ~ protection.  The
DubliNet network established by
Commission Regulation (EC)
1560/2003° ('DubliNet') should be
such_|[...] secure electronic means
of transmission [...], and it should
be managed and operated by the
European Agency for the
operational management of large-
scale IT systems in the area of
freedom, security and justice
established by Regulation (EU)
No 1077/2011 of the European

Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing
the criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-

country national (OJ L 222, 5.9.2003, p. 3).
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Parliament and of the Council’
("eu-LISA"). It is also necessary
to modify the Regulation (EU) No.
1077/2011 in order to reflect this
new task entrusted to eu-LISA.

(9) In 2015, the refugee and
migration crisis brought to the fore
challenges faced by some Member
States with taking fingerprints of
illegally staying third-country
nationals or stateless persons who
attempted to avoid the procedures
for determining the Member State
responsible for examining an
application ~ for  international
protection. The Communication of
the Commission of 13 May 2015,
titled "A European Agenda on
Migration"® noted that "Member
States must also implement fully the

Amendment 6

licati o onal
preteetton—he Communication of
the Commission of 13 May 2015,
titled "A European Agenda on

Confirmed

(9) [...] The Communication of the
Commission of 13 May 2015, titled
"A European Agenda on Migration"25
noted that "Member States must also
implement fully the rules on taking
migrants' fingerprints at the borders"
and further proposed that "the
Commission will also explore how
more biometric identifiers can be used
through the Eurodac system (such as
using facial recognition techniques
through digital photos)".

8

Regulation (EU) No 1077/2011 establishing a European Agency for the operational management of large-scale IT systems in the area of freedom, security and justice

(OJ L 286, 1.11.2011, p. 1).
COM(2015) 240 final, 13.5.2015
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!

rules  on  taking  migrants
fingerprints at the borders” and
further  proposed that "The
Commission will also explore how
more biometric identifiers can be
used through the Eurodac system
(such as using facial recognition

Migration"? noted that "Member
States must also implement fully

the rules on taking migrants'
fingerprints at the borders" and
further = proposed that "the

Commission will also explore how
more biometric identifiers can be

techniques through digital | used through the Eurodac system
photos)". (such as using facial recognition
techniques through digital
photos)".
(10) To assist Member States | Amendment 7 (10) To assist Member States | Confirmed
overcome .challenges .relatmg to 10) T st Member_S overcome challenges [...], whel'fe it (10) For the purposes of obtaining
non-compliance with the ) 2. 1s impossible to take the fingerprints hi . . .
. | et e : . igh accuracy identification,
fingerprinting process, this : A of the third-country national or .
. : Hreteotphatee—sar——he ) fingerprints should always be
Regulation also permits the s ] .~ | stateless person because his or her < e .
. C .. Hnserprnting—proeess—HHs . ] ... | preferred over facial images. To this
comparison of a facial 1mage Reculati 1 . q fingertips are damaged, either P T e
without fingerprints as a last resort, P . . intentionally or not, or amputated, .
e e : et et ekt | ) ) all attempts to ensure that fingerprints
where it 1s impossible to take the [ . | 5 . lasts this Regulation also permits the e lrisen fm (i dmiecrhiea
fingerprints of the third-country e . " | comparison of a facial image : - -

- Setropethose shpieesiibo e dabo b | ) before a comparison using a facial
national or stateless person because 5 . £ tho thied ‘ without fingerprints. Member imace onlv can be carried out. To
his or her fingertips are damaged, onalor 1 . States should exhaust all attempts to assift Mgmber States overc-ome
either intentionally or not, or|,. ., . ) ensure that fingerprints can be taken S n o 5

tated. Member States should I T T STE & the data-subiect befor challenges, where it is impossible to
amputated. Member States sho el 1 | from the data-subject before a | o gt fingerprints of the third-

exhaust all attempts to ensure that
fingerprints can be taken from the
data-subject before a comparison
using a facial image only can be
carried out where non-compliance
based on reasons not relating to the
conditions of the individual's
fingertips are given. Where facial
images are used in combination

amputated—For the purposes of
obtaining high accuracy
identification, fingerprints should
always be preferred over facial
images. Member States should
exhaust all attempts to ensure that
fingerprints can be taken from the
data-subject before a comparison
using a facial image only can be

comparison using a facial image
only can be carried out [...].

country national or stateless person
because his or her fingertips are
damaged, either intentionally or not,
or amputated, this Regulation should
permit the comparison of a facial
image without fingerprints.

13



carried out. To assist Member
States  overcome  challenges,
where it is impossible fo take the
fingerprints of the third-country
national or stateless person
because his or her fingertips are
damaged, either intentionally or
noft, or amputated, this Regulation
should also permit the comparison
of a facial image without
fingerprints. where——non-
complianee—based—on—reasons—not

£ the identification.
Where the physical impossibility to
give fingerprints is of a temporary
nature, that fact should be
recorded and the fingerprinting
process should be carried out at a
later stage when the physical
integrity of the fingertips is
restored.

Amendment 8

(11)  The return of third-country
nationals or stateless persons who
do not have a right to stay in the
Union, i1n accordance with

(11)  The retumn of third-country
nationals or stateless persons who
do not have a right to stay in the

Union, in accordance  with
fundamental rights as general

14



international law, including refugee
protection and human rights
obligations, and in compliance with
the provisions of Directive
2008/115/EC?, is an essential part
of the comprehensive efforts to
address  migration and, 1
particular, to reduce and deter
irregular migration. To increase the
effectiveness of the Union system
to return 1llegally staying third-
country nationals is needed in order
to maintain public trust in the
Union migration and asylum
system, and should go hand in hand
with the efforts to protect those in
need of protection.

fundamental rights as general
principles of Union law as well as
mternational law, including refugee
protection, the principle of non-
refoulement and human rights
obligations, and in compliance with
the provisions of Directive
2008/115/EC!°, is an essential
important part of the
comprehensive efforts to address
migration in a fair and efficient
way and, in particular, to reduce
and deter urregular migration. To
increase the effectiveness of the
Union system to return illegally
staying third-country nationals or
stateless persons 1s needed in order
to maintain public trust in the
Union migration and asylum
system, and should go hand in hand
with the efforts to protect those in
need of protection.

principles of Union law as well as
international law, including refugee
protection and human rights
obligations, and in compliance with
the provisions of Directive
2008/115/EC!, is an essential part
of the comprehensive efforts to
address migration and, in particular,
to reduce and deter irregular
migration. To  increase the
effectiveness of the Union system to
return  illegally staying third-
country nationals or stateless
persons is needed in order to
maintain public trust in the Union
migration and asylum system, and
should go hand mm hand with the
efforts to protect those in need of
protection.

as general principles of Union law as
well as international law, including
refugee protection, the principle of
non-refoulement and human rights
obligations, and in compliance with
the  provisions of  Directive
2008/115/EC!2, is an important part
of the comprehensive efforts to
address migration in a fair and
efficient way and, in particular, to
reduce and deter uregular migration.
To increase the effectiveness of the
Union system to return illegally
staying third-country nationals or
stateless persons is needed in order to
maintain public trust in the Union
migration and asylum system, and
should go hand in hand with the
efforts to protect those in need of
protection.

(12) National authorities in the
Member States experience
difficulties in identifying illegally
staying third-country nationals who

Amendment 9

(12) National authorities in the
Member States experience

(12) National authorities in the
Member States experience
difficulties in identifying illegally
staying third-country nationals or

Confirmed

(12) National authorities in the
Member States experience difficulties

country nationals, OJ L 348, 24,12,2008, p. 98.

10

country nationals, OJ L 348, 24,12,2008, p. 98.

11

country nationals, OJ L 348, 24,12.2008, p. 98.

country nationals, OJ L 348, 24,12,2008, p. 98.

Directive of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-
Directive of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-
Directive of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-

- Directive of the European Parliament and of the Council of 16 December 2008 on common standards and procedures in Member States for returning illegally staying third-
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use deceptive means to avoid their
identification and to frustrate the
procedures for re-documentation in
view of therr return and
readmission. It 1s therefore
essential to ensure that information
on third-country nationals or
stateless persons who are found to
be staying illegally in the EU are
collected and transmitted to
Eurodac and are compared also

with  those  collected and
transmitted for the purpose of
establishing the identity of
applicants for international
protection and of third-country
nationals apprehended n
connection with the unlawful

crossing of the external borders of
the Union, in order to facilitate
their 1identification and re-
documentation and to ensure their
return and readmission, and to
reduce identity fraud. It should also
contribute to reducing the length of
the administrative procedures
necessary for ensuring return and
readmission of 1illegally staying
third-country nationals, including
the period during which they may
be kept in administrative detention
awaiting removal. It should also
allow identifying third countries of
transit, where the illegally staytng

difficulties in identifying illegally
staying third-country nationals
| l ) ¥
the procedures for ro
deeunentation or sfateless persons
m view of their return and
readmission. It 1is  therefore
essential to ensure that information
on third-country nationals or
stateless persons who are found to
be staying illegally in the Union
are collected and transmitted to
Eurodac and are compared also
with  those  collected and
transmitted for the purpose of
establishing the identity of
applicants for mnternational
protection and of third-country
nationals or stateless persons
apprehended in connection with the
unlawful crossing of the external
borders of the Union, in order to
facilitate their identification and re-
documentation and to ensure their
return and readmission, and to
reduce identity fraud. It should also
contribute to reducing the length of
the administrative  procedures
necessary for ensuring return and
readmission of illegally staying
third-country nationals or stateless
persons, including the period
during which they may be kept in

stateless persons who use
deceptive means to avoid their
identification and to frustrate the
procedures for re-documentation in
view of their return and
readmission. It is therefore essential
to ensure that information on third-
country nationals or stateless
persons who are found to be staying
illegally in the EU are collected and
transmitted to FEurodac and are
compared also with those collected
and transmitted for the purpose of
establishing the identity of
applicants for international
protection and of third-country
nationals or stateless persons
apprehended in connection with the
unlawful crossing of the external
borders of the Union, in order to
facilitate their identification and re-
documentation and to ensure their
return and readmission, and to
reduce identity fraud. It should also
contribute to reducing the length of
the  administrative  procedures
necessary for ensuring return and
readmission of 1illegally staying
third-country nationals or stateless
persons, including the period
during which they may be kept in
administrative detention awaiting
removal. It should also allow
1dentifying third countries of transit,

m identifying illegally staying third-
counfry nationals [...] or stateless
persons in view of their return and
readmission. It is therefore essential to
ensure that information on third-
country nationals or stateless persons
who are found to be staying illegally
m the Union are collected and
transmitted to FEurodac and are
compared also with those collected
and transmitted for the purpose of
establishing the identity of applicants
for international protection and of
third-country nationals or stateless
persons apprehended in connection
with the unlawful crossing of the
external borders of the Union, in order
to facilitate their identification and re-
documentation and to ensure their
return and readmission, and to reduce
identity fraud. It should also contribute
to reducing the Ilength of the
administrative procedures necessary
for ensuring return and readmission of
illegally staying third-country
nationals or stateless persons,
including the period during which they
may be kept in administrative
detention awaiting removal. It should
also allow identifying third countries
of transit, where the illegally staying
third-country national or stateless
person may be readmitted.

16



administrative detention awaiting
removal. It should also allow
identifying third countries of
transit, where the illegally staying
third-country national or stateless
person may be readmitted. This
should be without prejudice to the
operation and use of the Schengen
Information System (SIS), which
remains the primary system fo
ensure cooperation and
information exchange on return.

where the illegally staying third-
country national or stateless
person may be readmitted.

Amendment 10

(12a) Member States should be
able to derogate [from the
provisions of Article 14 in respect
of illegally staying third-country
nationals who entered the Union
by legally crossing the external
border where they have overstayed
their authorised period of stay by a
period of no more than 15 days.

(12a) With a view to facilitating
the procedures for the
identification and the issuance of
travel documents for return
purposes of illegally staying
third-country nationals or
stateless persons, a scanned
colour copy of an identity or
travel document should be
recorded in the Central System

17



where available, along with an
indication of its authenticity. If
such identity or travel document
is not available, only one other
available document identifying
the third-country national or
stateless person should be
recorded in the Central System
along with an indication of its
authenticity.

In order to facilitate the
procedures for the identification
and the issuance of travel
documents for return purposes of
illegally staying third-country
nationals or stateless persons,
and in order not to populate the
system with counterfeit
documents, only documents
validated as authentic or whose
authenticity cannot be
established due to the absence of
security features, should be kept
in the system.

should be recorded in Eurodac
where available, along with an
indication of its authenticity. If
such identity or travel document is
not available, only one other
available document identifying the
third-country national or stateless
person should be recorded in
Eurodac along with an indication of
its authenticity.

In order to facilitate the procedures
for the identification and the
issuance of travel documents for
return purposes of illegally staying
third-country nationals or stateless
persons, and in order not to
populate the system with
counterfeit documents, only
documents validated as authentic
or whose authenticity cannot be
established due to the absence of
security features, should be kept in
the system.

(13) 1In its Conclusions of 8
October 2015 on the future of
return policy, the Council endorsed
the initiative announced by the
Commission to explore an
extension of the scope and purpose
of Eurodac to enable the use of data

Amendment 11

(13) In its Conclusions of 8
October 2015 on the future of
return policy, the Council endorsed
the 1initiative announced by the
Commission to explore an
extension of the scope and purpose

(13) In 1its Conclusions of 8
October 2015 on the future of return
policy, the Council endorsed the
mitiative  announced by the
Commission to  explore an
extension of the scope and purpose
of Eurodac to enable the use of data

(13) In its Conclusions of 8 October
2015 on the future of return policy, the
Council endorsed the initiative
announced by the Commission to
explore an extension of the scope and
purpose of Eurodac to enable the use
of data for return purposes'®. Member

16 EU Action Plan on return, COM(2015) 453 final.
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for return purposes'’. Member | of Eurodac to enable the use of data | for return purposes!’. Member | States should have the necessary tools
States should have the necessary | for return purposes'®. Member | States should have the necessary | at their disposal to be able to control
tools at their disposal to be able to | States should have the necessary | tools at their disposal to be able to | [...] illegal migration to the Union
detect illegal migration to and | tools at their disposal to be able to | detect illegal migration to and | and to detect secondary movements
secondary movements of illegally | detect illegal migration to #he | secondary movements of illegally | and illegally staying third-country
staying third-country nationals in | Union and to identify secondary | staying third-country nationals or | nationals and stateless persons in the
the Union. Therefore, the data in | movements and illegally staying [ stateless persons in the Union. | Union. Therefore, the data in Eurodac
Eurodac should be available, | third-country nationals and | Therefore, the data in Eurodac | should be available, subject to the
subject to the conditions set out in | stateless persons in the Union. | should be available, subject to the | conditions set out in this Regulation,
this Regulation, for comparison by | Therefore, the data in Eurodac | conditions set out in this | for comparison by the designated
the designated authorities of the | should be available, subject to the [ Regulation, for comparison by the | authorities of the Member States.
Member States. conditions set out in this | designated authorities of the
Regulation, for comparison by the | Member States.
designated authorities of the
Member States.
Amendment 12 Confirmed on political level on 20
(13 a) The European Border and L 2
Coast  Guard  Agency, as (13a) The European Border and
established by Regulation (EU) Coast Guard Agency, as established
2016/1624 of the EFEuropean by Regulation (EU) 2016/1624 of
Parliament and of the Council’®, the European Parliament and of
plays a key role in the Union’s the Councill’, supports Member
efforts for a better management of States in their efforts to better
external  borders, and the manage the external borders and
prevention of illegal immigration control illegal immigration. The
and  secondary  movements. European Union Agency for
Consequently, the European Asylum as established by
13 EU Action Plan on return, COM(2015) 453 final.
14 EU Action Plan on return, COM(2015) 453 final.
15 EU Action Plan on return, COM(2015) 453 final.
17 Regulation (EU) 2016/1624 of the European Parliament and the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation

(EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council
Regulation (EC) No 2007/2004 and Council Decision
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Border and Coast Guard Agency
should be provided with access to
Eurodac data in order to be able to
undertake risk analyses fto the
highest possible standard and to
assist Member States with return-
related tasks. Those data should
be processed in compliance with
the data proftection safeguards
provided for in that Regulation.

Amendment 13

(13 b) As one of the tasks of the
European Border and Coast
Guard Agency and the European
Union Agency for Asylum,
referred to in this Regulation, is
the taking and ftransmitting of
biometric data, the European
Border and Coast Guard Agency
and the European Union Agency
Jor Asylum should be provided
with their own interfaces so that
they no longer need to rely on
national infrastructures. In the
long run, those interfaces could be
used as a single search interface,

Regulation (EU) 2021/2303 of the European Parliament and of the Council of 15 December 2021 on the European Union Agency for Asylum and repealing Regulation (EU)
No 439/2010, OJ L 468, 30.12.2021, p.1-54
Regulation (EU) 2021/2303 of the European Parliament and of the Council of 15 December 2021 on the European Union Agency for Asvlum and repealing Regulation (EU)
No 439/2010, OJ L 468, 30.12.2021, p.1-54
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as described in the Commission
Communication of 6 April 2016
entitled '"'Stronger and Smarter
Information Systems for Borders
and Security"".

(14) The Commission’s
Communication on Stronger and
Smarter Information Systems for
Borders and Security?! highlights
the need to improve the
interoperability of information
systems as a long-term objective,
as also identified by the European
Council and the Council. The
Communication proposes to set up
an Expert Group on Information
Systems and Interoperability to
address the legal and technical
feasibility of achieving
interoperability of the information
systems for borders and security.
This group should assess the
necessity and proportionality of
establishing interoperability with
the Schengen Information Systems
(SIS) and the Visa Information
Systems (VIS), and examine if
there is a need to revise the legal

Amendment 14

(14) Fhe—Commission’s In line
with its Communication on
Stronger and Smarter Information
Systems  for  Borders and
Security**highlights, which
highlighted the need to improve
the interoperability of information
systems as a long-term objective,
as also identified by the European
Council and the Council, The
Commuttication proposcs to sct the
Commission set up an Expert
Group on Information Systems and
Interoperability to address the legal
and technical feasibility of
achieving interoperability of the
information systems foer—berders
assess the  necessity and
onali c Llishi
which would allow for simpler and
quicker access to all relevant
information and for improving the

(14) The Commission’s
Communication on Stronger and
Smarter Information Systems for
Borders and Security?® highlights
the need to improve the
interoperability of  information
systems as a long-term objective, as
also identified by the European
Council and the Council. The
Communication proposes to set up
an Expert Group on Information
Systems and Interoperability to
address the legal and technical
feasibility of achieving
interoperability of the information
systems for borders and security.
This group should assess the
necessity and proportionality of
establishing interoperability
between the various Union
information systems [...].

REPLACED IN THE NEW 4CD

19 COM(2016) 0205.
21 COM(2016) 205 final
2 COM(2016) 0205
» COM(2016) 205 final
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framework for law enforcement
access to EURODAC.

quality of service that the relevant
databases provide to their users.
Therefore, technological solutions
should be developed to ensure the
mteroperability of Eurodac with
the Schengen Information Systems
(SIS)and, the Visa Information
Systems (VIS), and—examine—if
aeeess—to—Euredaer—FEuropol, and
any new relevant information
systems developed in the area of
Jreedom, security and justice, in
order fo enhance effective
cooperation  among  Member
States in managing external
borders and combatting serious
crime. In particular, an
assessment should be made as to
whether interoperability should be
established between Eurodac and
the Entry-Exist-System (EES) in
order to allow consultation
between the EES and Eurodac of
the data of third-country nationals
or stateless persons having
exceeded the maximum duration
of authorised stay.

Amendment 15

(14a) Eu-LISA should establish
a secure communication channel
between the EES ceniral system

Deletion
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and the Eurodac central system in
order to enable interoperability
between them. It is necessary fo
connect the two central systems to
allow for the transfer to Eurodac
of the biometric data of a third-
country national registered in the
EES where registration of those
biometric data are required by this
Regulation.

(15) It is essential in the fight
against terrorist offences and other
serious criminal offences for the
law enforcement authorities to
have the fullest and most up-to-date
information if they are to perform
their tasks. The information
contained in Eurodac is necessary
for the purposes of the prevention,
detection or investigation of
terrorist offences as referred to in
Council  Framework  Decision

2002/475/JHAe-f-l-3-k1904009-eﬁ
M or of other
serious criminal offences as

referred to in Council Framework
Decision 2002/584/THA efd2-dune

saman s s ot s s s s sen e
waﬁeﬁ&ndthesuﬁendﬁ

Amendment 16

(15) Itis essential in the fight
against terrorist offences and other
serious criminal offences for the
law enforcement authorities to
have the fullest and most up-to-
date information if they are to
perform their tasks. The
information contained in Eurodac
1s necessary for the purposes of the
prevention, detection e
vestigation, investigation or
prosecution of terrorist offences as
referred to in Directive (EU)
2017/... of the European
Parliament and of the Council
[combating terrorism and
replacing Council Framework
Decision 2002/475/THA and
amending Council Decision

u Council Framework Decision 2002/475/JHA of 13 June 2002 on combating terrorism (OJ L 164, 22.6.2002, p. 33.
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States” Therefore, the data in
Eurodac should be available,
subject to the conditions set out in
this Regulation, for comparison by
the designated authorities of
Member States and the European
Police Office (Europol).

2005/671/JHAJ* or of other
serious criminal offences as
referred to in Council Framework
Decision 2002/584/JHA? .
Therefore, the data in Eurodac
should be available, subject to the
conditions set out in this
Regulation, for comparison by the
designated authorities of Member
States and the European Police
Office (Europol).

(16) The powers granted to law
enforcement authorities to access
Eurodac  should be without
prejudice to the right of an
applicant for international
protection to have his or her
application processed in due course
in accordance with the relevant law.
Furthermore, any subsequent
follow-up after obtaining a 'hit'
from Eurodac should also be
without prejudice to that right.

(17) The Commission ewtknes
X outlined <XI n its
Communication to the Council and
the European Parliament of 24

=AY

el VICINDE

OJL 190, 18.7.2002, p.
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November 2005 on improved
effectiveness, enhanced
interoperability and  synergies
among European databases in the
area of Justice and Home Affairs
that authorities responsible for
internal security could have access
to Eurodac in well-defined cases,
when there is a substantiated
suspicion that the perpetrator of a
terrorist or other serious criminal
offence  has applied  for
international protection. In that
Communication the Commission
also found that the proportionality
principle requires that Eurodac be
queried for such purposes only if
there 1is an overriding public
security concern, that is, if the act
committed by the criminal or
terrorist to be 1identified is so
reprehensible that it justifies
querying a database that registers
persons with a clean criminal
record, and it concluded that the
threshold for authorities
responsible for internal security to
query Eurodac must therefore
always be significantly higher than
the threshold for querying criminal
databases.

(18) Moreover, Europol plays a
key role with respect to cooperation

(18) Moreover, Europol plays a
key role with respect to cooperation
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between Member States'
authorities in the field of cross-

border crime investigation in
supporting  Union-wide crime
prevention, analyses and
investigation. Consequently,

Europol should also have access to
Eurodac within the framework of
its tasks and m accordance with

between Member States' authorities
in the field of cross-border crime
investigation in supporting Union-
wide crime prevention, analyses and
ivestigation. Consequently,
Europol should also have access to
Eurodac within the framework of its
tasks and in accordance with
Regulation (EU) 2016/794 of the

between Member States' authorities in
the field of cross-border crime
mvestigation in supporting Union-
wide crime prevention, analyses and
mvestigation. Consequently, Europol
should also have access to Eurodac
within the framework of its tasks and
i accordance with Regulation (EU)
2016/794 of the European

Eurodac data by Europol should be
allowed only in specific cases,
under specific circumstances and
under strict conditions.

(19)  Requests for comparison of
Eurodac data by Europol should be
allowed only in specific cases,
under specific circumstances and
under strict conditions, in line with
the principles of necessity and
proportionality  enshrined in
Article 52(1) of the Charter of
Fundamental Rights of the
European  Union and as
interpreted by the Court of Justice

of the European Union™.

Council Decision 2009/371/JHA ef European Parliament and of the | Parliament and of the Council.
2000 ostab b hna—the Council®” [...].

Eufopeti———=_Loliee——=CO{Hee

——)

(19) Requests for comparison of | Amendment 17 Confirmed

(19) Requests for comparison of
Eurodac data by Europol should be
allowed only in specific cases, under
specific circumstances and under
strict conditions, in line with the
principles of necessity and
proportionality enshrined in Article
52(1) of the Charter of
Fundamental Rights of the
European Union and as interpreted

[ ]
o

Council Decision 2009/371/JHA of 6 April 2009 establishing the European Police Office (Europol) (OJ L 121, 15.5.2009, p. 37).

Regulation (EU) 2016/794 of the European Parliament and of the Council of 11 May 2016 on the European Union Agency for Law Enforcement Cooperation

(Europol) and replacing and repealing Council Decisions 2009/371/JHA, 2009/934/JHA, 2009/935/JHA, 2009/936/JHA and 2009/968/JHA [ ...]
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Judgment of the Court of Justice of 8 April 2014, Digital Rights Ireland Ltd v Minister for Communications, Marine and Natural Resources and Others and Kdirntner

Landesregierung and Others, Joined cases C-293/12 and C-594/12, ECLI:EU:C:2014:238;Judgment of the Court of Justice of 21 December 2016, Tele2 Sverige AB v.
Post-och telestyrelsen and Secretary of State for the Home Department v. Tom Watson and Others, Joined cases C-203/15 and C-698/15, ECLI:EU:C:2016:970.
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by the Court of Justice of the
European Union>!.

(20) Since Eurodac was
originally established to facilitate
the application of the Dublin
Convention, access to Eurodac for
the purposes of preventing,
detecting or investigating terrorist
offences or other serious criminal
offences constitutes a change of the
original purpose of Eurodac, which
interferes with the fundamental
right to respect for the private life
of individuals whose personal data
are processed in Eurodac. = In line
with the requirements of Article
52(1) of the Charter of
Fundamental Rights of the
European Union, ¢ ssany such
interference must be in accordance
with the law, which must be
formulated with sufficient
precision to allow individuals to
adjust their conduct and it must
protect mdividuals against
arbitrariness and indicate with
sufficient clarity the scope of
discretion  conferred on  the
competent authorities and the
manner of its exercise. Any

Amendment 18

(20)  Since Eurodac was
originally established to facilitate
the application of the Dublin
Convention, access to Eurodac for
the purposes of preventing,
detecting R,
investigating  or  prosecuting
terrorist offences or other serious
criminal offences constitutes a
change further development of the
original purpose of Eurodac :
bl iart » ]
fH‘E“ ]M; o m_” li_t als };E.EE
Euredae. In line with the
requirements of Article 52(1) of
the Charter of Fundamental
Rights of the FEuropean Unions
dpe——beh——ateriorobee,. Gy
interference with the fundamental
right to respect for the private life
of individuals whose personal data
are processed in Eurodac must be
in accordance with the law, which
must be formulated with sufficient

Confirmed

(20) Since Eurodac was originally
established to facilitate the application
of the Dublin Convention, access to
Eurodac for the purposes of
preventing, detecting or investigating
terrorist offences or other serious
criminal offences constitutes a
further development to the original
purpose of Eurodac. In line with the
requirements of Article 52(1) of the
Charter of Fundamental Rights of the
European Union, any interference
with the fundamental right to
respect for the private life of
individuals whose personal data are
processed in Eurodac must be in
accordance with the law, which must
be formulated with sufficient
precision to allow individuals to
adjust their conduct and it must
protect individuals against
arbitrariness and indicate with
sufficient clarity the scope of
discretion conferred on the competent
authorities and the manner of its
exercise. Any interference must be

31

Judgment of the Court of Justice of 8 April 2014, Digital Rights Ireland Ltd v Minister for Communications, Marine and Natural Resources and Others and Kirntner

Landesregierung and Others, Joined cases C-293/12 and C-594/12, ECLI:EU:C:2014:238;Judgment of the Court of Justice of 21 December 2016, Tele2 Sverige AB v.
Post-och telestyrelsen and Secretary of State for the Home Department v. Tom Watson and Others, Joined cases C-203/15 and C-698/15, ECLI:EU:C:2016:970.
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. al < interest and
proportionate to the legitimate
objective it aims to achieve.

precision to allow individuals to
adjust their conduct and it must
protect individuals against
arbitrariness and indicate with
sufficient clarity the scope of
discretion conferred on the
competent authorities and the
manner of 1its exercise. Any
interference must be necessary to
genuinely meet an objective of
general interest and proportionate
to the legitimate objective it aims to
achieve.

(21) Even though the original
purpose of the establishment of
Eurodac did not require the facility
of requesting comparisons of data
with the database on the basis of a
latent fingerprint, which is the
dactyloscopic trace which may be
found at a crime scene, such a
facility 1s fundamental in the field
of police cooperation. The
possibility to compare a latent
fingerprint with the fingerprint data
which is stored in Eurodac in cases
where there are reasonable grounds
for believing that the perpetrator or
victim may fall under one of the
categories covered by this
Regulation will provide the
designated authorities of the
Member States with a very
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valuable tool in preventing,
detecting or investigating terrorist
offences or other serious criminal
offences, when for example the
only evidence available at a crime
scene are latent fingerprints.

other serious criminal offences, when
for example the only evidence
available at a crime scene are latent
fingerprints.

(22) This Regulation also lays
down the conditions under which
requests for comparison of
fingerprint data with Eurodac data
for the purposes of preventing,
detecting or investigating terrorist
offences or other serious criminal
offences should be allowed and the
necessary safeguards to ensure the
protection of the fundamental right
to respect for the private life of
individuals whose personal data are
processed 1 Eurodac. The
strictness of those conditions
reflects the fact that the Eurodac
database registers fingerprint data
of persons who are not presumed to
have committed a terrorist offence
or other serious criminal offence.

Amendment 19

(22) This Regulation also lays
down the conditions under which
requests for comparison of
Hnserprnt biometric or
alphanumeric data with Eurodac
data for the purposes of preventing,
detecting or investigating terrorist
offences or other serious criminal
offences should be allowed and the
necessary safeguards to ensure the
protection of the fundamental right
to respect for the private life of
individuals whose personal data are

processed in  Eurodac. The
strictness of those conditions
reflects the fact that the Eurodac
database  registers  fingerprint

biometric and alphanumeric data
of persons who are not presumed to
have committed a terrorist offence
or other serious criminal offence.
Law enforcement authorities and
Europol do not always have the
biometric data of the suspect,
perpetrator or victim whose case
they are investigating, which can

(22) This Regulation also lays
down the conditions under which
requests for comparison of
biometric or alphanumeric |[...]
data with Eurodac data for the
purposes of preventing, detecting or
investigating terrorist offences or
other serious criminal offences
should be allowed and the necessary
safeguards to ensure the protection
of the fundamental right to respect
for the private life of individuals
whose personal data are processed
in Eurodac. The strictness of those
conditions reflects the fact that the
Eurodac database registers
biometric and alphanumeric |[...]
data of persons who are not
presumed to have committed a
terrorist offence or other serious
criminal offence. It is
acknowledged that law
enforcement authorities will not
always have the biometric data of
the perpetrator or victim whose
case they are investigating, which
may hamper their ability to check

(22) This Regulation also lays
down the conditions under which
requests  for  comparison  of
biometric or alphanumeric data
with Eurodac data for the purposes of
preventing, detecting, or investigating
terrorist offences or other serious
criminal offences should be allowed
and the necessary safeguards to ensure
the protection of the fundamental
right to respect for the private life of
individuals whose personal data are
processed in Eurodac. The strictness
of those conditions reflects the fact
that the Eurodac database registers
biometric and alphanumeric data of
persons who are not presumed to have
committed a terrorist offence or other
serious criminal offence. It is
acknowledged that law enforcement
authorities and Europol do not
always have the biometric data of
the suspect or victim whose case
they are investigating, which may
hamper their ability to check
biometric matching databases such
as Eurodac. It is important to equip
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hamper their ability to check
biometric matching databases
such as Eurodac. In order fto
contribute  further fto  the
investigations carried out by those
authorities and Europol, searches
based on alphanumeric data
should be allowed in Eurodac in
such cases, in particular where
those authorities and FEuropol
possess evidence of the personal
details or identity documents of
the suspect, perpetrator or victim.

biometric matching databases
such as Eurodac. It is important
to equip law enforcement
authorities and Europol with the
necessary tools to prevent, detect
and investigate terrorist offences
or other serious criminal offences
where it is necessary to do so.
Allowing for the possibility to

search Eurodac based on
alphanumeric data will
contribute further to

investigations carried out by law
enforcement authorities and
Europol, in particular in cases
where no biometric evidence can
be found, but where they may
possess evidence of the personal
data or identity documents of the
perpetrator or of the victim.

law enforcement authorities and
Europol with the necessary tools to
prevent, detect and investigate
terrorist offences or other serious
criminal offences where it is
necessary to do so. In order to
contribute further to the
investigations carried out by those
authorities and Europol, searches
based on alphanumeric data should
be allowed in Eurodac, in particular
in cases where no biometric
evidence can be found, but where
those authorities and Europol
possess evidence of the personal
details or identity documents of the
suspect or victim.

(22a) The challenge of
maintaining security in an open
Europe has been put to a huge test
in recent years. In view of the fact
that threats are becoming more
varied and more international, as
well as increasingly cross-border
and cross-sectorial in nature, the
EU must do its utmost to help
Member States protect citizens.
Therefore, the expansion of the
scope and simplification of law
enforcement access to Eurodac

Confirmed on political level on 20
December 2023

(22a) The expansion of the scope
and simplification of law
enforcement access to Eurodac
should help Member States dealing
with the increasingly complicated
operational situations and cases
involving cross-border crimes and
terrorism with direct impact on the
security situation in the EU. The
conditions of access to Eurodac for
the purposes of the prevention,

30



should help Member States
dealing with the increasingly

complicated operational
situations and cases involving
cross-border crimes and

terrorism with direct impact on
the security situation in the EU.
The conditions of access to
Eurodac for the purposes for the
prevention, detection or
investigation of terrorist offences
or of other serious criminal
offences should also allow the law
enforcement authorities of the
Member States to tackle the cases
of suspects wusing multiple
identities. For this purpose,
obtaining a hit during a
consultation of a relevant
database prior to acceding
Eurodac should not prevent such
access. It may also be a useful tool
to respond to the threat from
radicalised persons or terrorists
who may seek to re-enter the EU
under the guise of an asylum-
seeker. A broader and simpler
access of law enforcement
authorities of the Member States
to Eurodac may,
while guaranteeing the full

respect of the fundamental rights,
enable Member States to use all
existing tools to ensure that
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people live in an area of freedom,
security and justice.

(23) With a view to ensuring
equal treatment for all applicants
and beneficiaries of international
protection, as well as in order to
ensure consistency with the current
Union asylum acquis, in particular
with Directive 2011/95/EU of the
European Palhament and of the
Council

Regulation

-t-e—e*teﬁd—t-he—seepH-f this
Regulation s=—gideimto=inelude

X includes X1 applicants for
subsidiary protection and persons

Amendment 20

(23) With a view to ensuring
equal treatment for all applicants
and beneficiaries of international
protection, as well as in order to
ensure consistency with the current
Union asylum acquis, in particular
with Directive 2011/95/EU of the
European Parliament and of the
Council®® and with [Regulation
XXX/XXX] establishing a Union
Resettlement Framework
and Regulation (EU) No [.../...],
this Regulation includes in ifs
scope applicants for subsidiary
protection and persons eligible for
subsidiary protection #—s—seepe,
as well as persons granted
international protection on the

basis of  resettlement in
accordance with [Regulation
XXX/XXX].

(23) With a view to ensuring
equal treatment for all applicants
and beneficiaries of international
protection, as well as in order to
ensure consistency with the current
Union asylum acquis, in particular
with Directive 2011/95/EU of the
European Parliament and of the
Council** and Regulation (EU) No
XXX/XXX [Dublin Regulation]
[...], this Regulation includes
applicants for subsidiary protection
and persons eligible for subsidiary
protection 1n its scope.

Confirmed on political level on 20
December 2023

Confirmed by trilogue pending square
brackets

(23) With a view to ensuring equal
treatment for all applicants and
beneficiaries of international
protection, as well as in order to
ensure consistency with the current
Union asylum acquis, in particular
with .

Regulation (EU) No XXX/XXX
[Qualification Regulation] of the
European Parliament and of the
Council, Regulation (EU)
XXX/XXX establishing a [Union
Resettlement Framework] and
Regulation (EU) No XXX/XXX
[Asylum and Migration
Management], this Regulation
includes in its scope applicants for

32 Directive 2011/95/EU of the European Parliament and of the Council of 13 December 2011 on standards for the qualification of third-country nationals or stateless persons as

337,20.12.2011. p. 9).
33

beneficiaries of international protection. for a uniform status for refugees or for persons eligible for subsidia

beneficiaries of international protection, for a uniform status for refugees or for persons eligible

34

rotection. and for the content of the protection granted (OJ L
Directive 2011/95/EU of the European Parliament and of the Council of 13 December 2011 on standards for the qualification of third-country nationals or stateless persons as

Directive 2011/95/EU of the European Parliament and of the Council of 13 December 2011 on standards for the qualification of third-country nationals or stateless persons as

beneficiaries of international protection, for a uniform status for refugees or for persons eligible for subsidiary protection, and for the content of the protection granted (OJ L

337,20.12.2011, p. 9).
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eligible for subsidiary protection
B in its scope X .

(24) It 1s also necessary to
require the Member States
promptly to take and transmit the
fingerprint data of every applicant
for international protection and of
every third-country national or
stateless person  who is
apprehended in connection with the
irregular crossing of an external

Amendment 21

(24) It 1s also necessary to
require the Member States
promptly to take and transmit the
fingerprint biometric data of every
applicant for international
protection, of every resettled third-
country national or stateless
person in accordance with
[Regulation XXX/XXX] and of
every third-country national or
stateless ~ person  who is
apprehended in connection with the
irregular crossing of an external
border of a Member State or is
found to be staying illegally in a
Member State, if they are at least
six years of age.

(24) Itisalso necessary to require
the Member States promptly to take
and transmit the biometric [...] data
of every applicant for international
protection and of every third-
country national or stateless person
who is apprehended in connection
with the irregular crossing of an
external border of a Member State
or is found to be staying illegally in
a Member State, if they are at least
six years of age.
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implementing the Schengen
Agreement.
(25) Inview of strengthening the | Amendment 22 (25) Inview of strengthening the | (25) In view of strengthening the
prf)tectlon of unaccompamed (25) Tnview of strengthening the protection of unaccompamed protection of all chl.ldren fal!mg
minors who have not applied for | : . minors who have not applied for | under the scope of this Regulation,
. . . protection of all migrant and | . . . . . . .
international protection and those . . . international protection and those | including unaccompanied minors
refugee  children, including

children who may become
separated from their families, it 1s
also necessary to take fingerprints
and a facial image for storage in the
Central System to help establish the
identity of a child and assist a
Member State to trace any family
or links they may have with another
Member State. Establishing family
links is a key element in restoring
family unity and must be is closely
linked to the determination of the
best interests of the child and
eventually, the determination of a
durable solution.

unaccompanied minors who have
not applied for international
protection and those children who
may become separated from their
families, it is also necessary to take
. : ] ccial;

biometric data for storage in the
Central System te-help-establish-the
identity—of—a—ehild and assist a

Member State to trace any family
or links they may have with another
Member State. Biometric data
should be taken for that sole
purpose, and should be processed
and used accordingly. Establishing
family links is a key element in
restoring family unity and must be
closely linked to the determination
of the best interests of the child and
eventually, the determination of a
dusable sustainable solution. In
the performance of those tasks,
Member States should observe the
principles laid down in the United
Nations Convention on the Rights
of the Child of 1989. Improved
identification  procedures  for

children who may become
separated from their families, it 1s
also necessary to take biometric
data [...] for storage in the Central
System to help establish the identity
of a child and assist a Member State
to trace any family or links they may
have with another Member State.
Establishing family links is a key
element in restoring family unity
and must be closely linked to the
determination of the best interests of
the child and eventually, the
determination of a durable solution.

who have not applied for international
protection and those children who
may become separated from their
families, it is also necessary to take
biometric data for storage in
Eurodac to help establish the identity
of children and assist a Member State
in tracing any family or links they may
have with another Member State, as
well as in assisting a Member State
in tracing missing children,
including for law enforcement
purposes, by complementing the
existing instruments, in particular
SIS. Effective identification
procedures will assist Member
States in guaranteeing the adequate
protection of children. Establishing
family links is a key element in
restoring family unity and must be
closely linked to the determination of
the best interests of the child and
eventually, the determination of a
sustainable solution in accordance
with national practices following a
needs assessment by the competent
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missing children should assist
Member States in guaranteeing
that adequate protection of
children is ensured. To that end,
Member  States, upon the
identification of a missing child or
of a child who is the victim of
crime, should promptly contact the
competent national child
protection  authorities, which
should undertake a needs
assessment with a view to finding
a sustainable solution for the child
in accordance with his or her best
inferesfs.

(25a) All minors from the age of
six years old and above, including
unaccompanied minors, should
be accompanied at the time their
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biometric data is being captured
for the purposes of Eurodac by a
[legal representative, guardian]
or a person trained to safeguard
the best interest of the child and
his or her general well-being. The
official responsible for taking the
biometric data of a minor should
also receive training so that
sufficient care is taken to ensure
an adequate quality of
fingerprints of the minor and to
guarantee that the process is
child-friendly so that the minor,
particularly a very young minor,
feels safe and can readily
cooperate with the process for
having his or her biometric data
taken.
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Amendment 23

(26) The best interests of the
minor should be a primary
consideration for Member States
when applying this Regulation.
Where the requesting Member
State establishes that Eurodac data
pertain to a child, these those data
may only be used for law
enforcement purposes, in
particular those relating fto the

= prevention, detection and

investigation of child trafficking
and other serious crimes against
children, by the requesting
Member State and in accordance
with that State's laws applicable to
minors and in accordance with the
obligation to give primary
consideration to the best interests
of the child.

(27) It 1s necessary to lay down
precise rules for the transmlssmn of

data to the Central
System, the recordm of such

(27) It 1s necessary to lay down
precise rules for the transmission of
such biometric [...] data to the
Central System, the recording of
such biometric [...] data and of
other relevant personal data in the

37



data and of other relevant
B personal <X] data in the Central
System, their storage, their
comparison w1th other fingerprint
= and facial = data, the
transmission of the results of such
comparison and the marking and
erasure of the recorded data. Such
rules may be different for, and
should be specifically adapted to,
the situation of different categories
of third-country nationals or
stateless persons.

Central System, their storage, their
comparison with other biometric
[...] data, the transmission of the
results of such comparison and the
marking and erasure of the recorded
data. Such rules may be different
for, and should be specifically
adapted to, the situation of different
categories of third-country
nationals or stateless persons.

(28) Member States should
ensure the transmission of
fingerprint = and facial image <
data of an appropriate quality for
the purpose of comparison by
means of the comy uterised
fingerprint and
recognition system All authorltles
with a right of access to Eurodac
should invest in adequate training
and in the necessary technological
equipment. The authorities with a
right of access to Eurodac should
inform the European Agency for
the operational management of
large-scale IT systems in the area of
freedom, security and justice
established by Regulation (EU)

(28) Member States should
ensure the  transmission  of
biometric [...] data of an
appropriate quality for the purpose
of comparison by means of the
computerised fingerprint and facial
recognition system. All authorities
with a right of access to Eurodac
should invest in adequate training
and in the necessary technological
equipment. The authorities with a
right of access to Eurodac should
inform [...]’® eu-LISA [...] of
specific difficulties encountered
with regard to the quality of data, in
order to resolve them.

3 [.]
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No 1077/2011 of the European
Parliament and of the Council®’

(the=—degeney= X> "eu-LISA" X )

of specific difficulties encountered
with regard to the quality of data, in
order to resolve them.

(29) The fact that 1t 1s
temporarily  or  permanently
impossible to take and/or to
transm1t fingerprint = and faci
mage < data, due to reasons such
as insufficient quality of the data
for  appropriate  comparison,
technical problems, reasons linked
to the protection of health or due to
the data subject being unfit or
unable to have h1s or her
ﬁngerprmts > or facial image
taken owing to cucumstances
beyond his or her control, should
not  adversely  affect  the
examination of or the decision on
the application for international
protection lodged by that person.

(29) The fact that 1t 1s
temporarily or  permanently
impossible to take and/or to transmit
biometric [...] data, due to reasons
such as insufficient quality of the
data for appropriate comparison,
technical problems, reasons linked
to the protection of health or due to
the data subject being unfit or
unable to have his or her biometric
data [...] taken owing to
circumstances beyond his or her
control, should not adversely affect
the examination of or the decision
on the application for international
protection lodged by that person.

Amendment 24

(30) In order to ensure that all
the persons referred to in Article

(30) Member States should refer
to the Commission's Staff Working
Document on Implementation of the
Eurodac Regulation as regards the

3 Regulation (EU) No 1077/2011 establishing a European Agency for the operational management of large-scale IT systems in the area of freedom. security and justice (OJL

286, 1.11.2011, p. 1).
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the obligation to take fingerprints
adopted by the Council on 20 July
2015%7, which sets out a best

practice approach to taking
fingerprints of imregular third-
country nationals. Where a

Member State's national law allows
for the taking of fingerprints by
force or coercion as a last resort,
those measures must fully respect
the EU Charter of Fundamental
Rights. Third-country nationals
who are deemed to be vulnerable
persons and minors should not be
coerced into  giving  their
fingerprints or facial image, except
in duly justified circumstances that
are permitted under national law.

10(1), 12a, 13(1) and 14(1) are
registered in Eurodac, Member
States should refer to the
Commuission's  Staff  Working
Document on Implementation of
the Eurodac Regulation as regards
the obligation to take fingerprints
adopted by the Council on 20 July
2015%%, which sets out a best
practice approach to taking
fingerprints of 1rregular third-
country nationals or stafeless
persons. When carrying out that
process, Member States should
also take account of the guidelines
established by the European
Union Agency for Fundamental
Rights in its focus paper of May
2015 entitled "Fundamental
rights  implications of the
obligation to provide fingerprints
Jor Eurodac"”. Where a Member
State's national law allows for the
taking of fingerprints by force or
coercion as a last resort, those
measures must fully respect the
Charter of Fundamental Rights
cected—e—be—rerable—prersons
) .. heis & . _

obligation to take fingerprints
which [...] the Council invited the
Member States to follow on 20
July 2015%, which sets out a best
practice  approach to taking
fingerprints of uregular third-
country nationals or stateless
persons. Where a Member State's
national law allows for the taking of
fingerprints by force or coercion as
a last resort, those measures must
fully respect the EU Charter of
Fundamental Rights. Third-country
nationals or stateless persons who
are deemed to be vulnerable persons
and minors should not be coerced
mnto giving their fingerprints or
facial image, except in duly justified
circumstances that are permitted
under national law. In this context,
detention should only be used as a
means of last resort in order to
determine or verify a third-
country national's or stateless
person's identity.

obligation to take fingerprints which
the Council invited the Member States
to follow on 20 July 2015. It sets out a
best practice approach to taking
fingerprints. Where relevant,
Member States should also take into
account the Checklist to act in
compliance with fundamental rights
when obtaining fingerprints for
Eurodac of the European Union
Agency for Fundamental Rights
which aims to assist them with
complying with fundamental rights
obligations when taking
fingerprints.

3 COM(2015) 150 final, 27.5.2015
38 COM(2015) 0150.
39 SWD(2015) 150 final, 27.5.2015
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pernnttedundernatonaldaw of 1he
European Union. Where a minor,
in particular an unaccompanied
or separated minor, refuses to give
his or her fingerprints or facial
image and there are reasonable
grounds for believing that there
are child safeguarding or
proftection risks, that minor should
be referred to the competent
national child profection
authorities, national referral
mechanisms, or both. Those
authorities should undertake an
assessment of the minor’s special
needs in accordance with the
relevant law with a view 1o finding
a sustainable solution for the
minor in full respect of the best
interests of the child.
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(31) Hits obtained from Eurodac
should be verified by a trained
fingerprint expert in order to ensure
the accurate determination of
responsibility under Regulation

Amendment 25

(31) Hits obtained from Eurodac
should be verified by a trained
fingerprint expert in order to ensure
the accurate determination of
responsibility under Regulation

(31) Hits obtained from Eurodac
should be verified by a trained
fingerprint expert, where
necessary, in order to ensure the
accurate determination of
responsibility under Regulation
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identification of the third-country
national or stateless person < and
the exact identification of the
criminal suspect or victim of crime
whose data might be stored in
Eurodac. = Hits obtained from
Eurodac based on facial images
should also be verified where there
1s doubt that the result relates to the
same person. <

(EU) No [.../...], the exact
identification of the third-country
national or stateless person and the
exact identification of the criminal
suspect or victim of crime whose
data might be stored in Eurodac.
Hits obtained from Eurodac based
on facial images should also be
verified where—there—ts—doubt—that
by an official ftrained in
accordance with national practice,
in  particular where the
comparison is made with a facial
image only. Where a fingerprint
and facial image comparison is
carried out simultaneously and a
hit is received for both biometric
data sets, Member States may
check and verify the facial image
result, if needed.

(EU) No XXX/XXX [Dublin
Regulation] [...];: the exact
identification of the third-country
national or stateless person and the
exact identification of the criminal
suspect or victim of crime whose
data might be stored in Eurodac.
Hits obtained from Eurodac based
on facial images should also be
verified by an official trained in
accordance with national
practice, particularly where the
comparison is made with a facial
image only. Where a fingerprint
and facial image comparison is
carried out simultaneously and a
hit result is received for both
biometric data sets, Member
States may check and verify the
facial image result, if needed [...].

Regulation (EU) No XXX/XXX
[Asylum and Migration
Management], the exact
identification of the third-country
national or stateless person and the
exact identification of the criminal
suspect or victim of crime whose data
might be stored in Eurodac.

Check by a trained expert should be
considered necessary where there is
doubt that the result of the
comparison of the fingerprint data
relates to the same person, in
particular  where the data
corresponding to a fingerprint hit
belong to a person of different sex or
where the facial image data do not
correspond to the facial feature of
the person whose biometric data
were taken.

Hits obtained from Eurodac based on
facial images should also be checked
by an_expert trained in accordance
with national practice, where the
comparison is made with facial
image data only.

Where a fingerprint and facial
image data comparison is carried
out simultaneously and hits are
returned for both biometric data
sets, Member States should be able

43



to check the result of the
comparison of the facial image data.

(32) Third-country nationals or
stateless persons who have
requested international protection
in one Member State may heve-the
option—et o fIy f0 & requesting
international protection in another
Member State for many years to
come. Therefore, the maximum
period during which fingerprint
= and facial image < data should
be kept by the Central System
should be of considerable length.
Given that most third-country
nationals or stateless persons who
have stayed in the Union for several
years will have obtained a settled
status or even citizenship of a
Member State after that period, a
period of ten years should be
considered a reasonable period for
the storage of fingerprint = and
facial image < data.

Amendment 26

(32) The maximum period
during which biometric data of
third-country nationals or stateless
persons who have requested
mnternational protection in—ene

kept-by—the-Central-Systemnshould

reef can be
kept by the Central System should
be limited to the extent strictly

necessary and  should  be
proportionate, in line with the
principle  of  proportionality

enshrined in Article 52(1) of the
Charter and as interpreted by the
the Court of Justice. Given that
most third-country nationals or
stateless persons who have stayed
in the Union for several years will
have obtained a settled status or
even citizenship of a Member State
after that period, a period of tes five
years should be considered a

(32) Third-country nationals or
stateless  persons who  have
requested international protection in
one Member State may try to
request international protection in
another Member State for many
years to come. Therefore, the
maximum period during which
biometric [...] data should be kept
by the Central System should be of
considerable length. Given that
most third-country nationals or
stateless persons who have stayed in
the Union for several years will
have obtained a settled status or
even citizenship of a Member State
after that period, a period of ten
years should be considered a
reasonable period for the storage of
biometric [...] data.

Confirmed pending square brackets

(32) Third-country nationals or
stateless persons who have requested
international  protection in one
Member State may try to request
international protection in another
Member State for many vyears to
come. The maximum period during
which biometric data of third-
country nationals or stateless persons
who have requested international
protection can be kept by the
Central System should be limited to
the extent strictly necessary and
should be proportionate, in line
with the principle of
proportionality enshrined in Article
52(1) of the Charter and as
interpreted by the Court of Justice.
Given that most third-country
nationals or stateless persons who
have stayed in the Union for several
years will have obtained a settled
status or even citizenship of a Member
State after that period, a period of_10
years should be considered a
reasonable period for the storage of
biometric and alphanumeric data.
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reasonable period for the storage of

fingerprnt—and—faeinl—image

biometric data.

Amendment 27

(32a) In its conclusions on
Statelessness of 4 December 20135,
the Council and the
Representatives of the
Governments of the Member
States recalled the Union's pledge
of September 2012 that all
Member States were fo accede to
the 1954 Convention relating to
the Status of Stateless Persons and
were fo consider acceding to the
1961 Convention on  the
Reduction of Statelessness.

Confirmed on political level on 20
December 2023 (32 a) In its
conclusions on Statelessness of 4
December 2015, the Council and the
Representatives of the Governments
of the Member States recalled the
Union's pledge of September 2012
that all Member States were fo accede
fo the 1954 Convention relating to the
Status of Stateless Persons and were
fo consider acceding to the 1961
Convention on the Reduction of
Statelessness.

(32a) Persons admitted in
accordance with Regulation (EU)
No XXX/XXX [Resettlement
Regulation] or a national
resettlement scheme may try to
subsequently register for
admission with another Member
State, or subsequently apply for
international  protection in
another Member State.
Therefore, the maximum period
during which biometric data
should be kept in the Central
System should be of considerable
length. Given that most third

RECITALS ON RESETTLEMENT
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country nationals or stateless
persons who were admitted to
and resided in the Union for
several years will have obtained a
settled status or even citizenship
of a Member State, a period of ten
years should be considered
reasonable for the storage of
biometric data from the moment
the biometric data is taken.
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(32b) Where a third-country

nationals or a stateless person has

ok REPLACED IN THE NEW 4CD
been refused admission to a
Member State under the | fHformal—ountcome—of —technical
Regulation (EU) No XXX/XXX | disetssion—in—view—of —finding—ea
[Resettlement Regulation], the | compromise—on—resettlementrelated
data should be stored for a period | provisions
of three years from the date on (32b)— Where—a— third country
which the negative conclusion on | p o001 o0 o ctateless person—has
admission was reached. This will | poan  ofused—admission—to—a
assist with the effective Member—State—under— Regulation
application of these refusal (EU)— XXX/XXX—|Resettlement
grounds in Regulation (EU) No Regulation]; the related data should
XXX/XXX [Resettlement | po ctored fora period-of three years
Regulation]. from-the date-on-which-the negative
Lasi Lmissi
hed_Jti !
latafor thatd hof fime I
to—allow—other —Member—States
Jaeti Imissi 1
ve_inf ion_ ineludi
inf . ! Ki ¢
databy other Member States. from
the Central Svstem threugheut the
] . Lmission.
I ) i I
fersal ] .
Resulati EU) OOXX
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principle of data minimisation.

(32bb) Wi hit ivedd
Member—State from Eurodac-that
: ! Mem S .
- - blicati
: ! licati ¢
s T fersi Imissi
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(32¢) The obligation to collect
and transmit biometric data of
persons registered for the
purpose of conducting an
admission procedure should not
apply when the Member State
discontinues the procedure
before biometric data was taken.

RECITAL ON RESETTLEMENT
REPLACED IN THE NEW 4CD
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procedure—should—not—apply—where

unauthorised movements of third-
country nationals or stateless
persons who have no right to stay
in the Union, and of taking the
necessary measures for
successfully enforcing effective
return and readmission to third
counfries 1in accordance with
Directive 2008/115/EC* and the
right to protection of personal data,
a period of five years should be
considered a necessary period for
the storage of fingerprint and facial
data.

preventing and monitoring
unauthorised movements of third-
country nationals or stateless
persons who have no right to stay
mn the Union, and of taking the
necessary measures for
successfully enforcing effective
return and readmission to third
countries in accordance with
Directive 2008/115/EC* and the
right to protection of personal data,
a period of five years should be
considered a necessary period for

the storage of fingerprint-and-facial

biometric and alphanumeric data.

. .
" . | 1 ll ¢

(33) Imn wview of successfully | Amendment 28 (33) In view of successfully |(33) In wview of successfully

preventing and monitoring (33) In view of successfully preventing and monitoring | preventing and monitoring

unauthorised movements of third-
country nationals or stateless
persons who have no right to stay in
the Union, and of taking the
necessary measures for
successfully enforcing effective
return and readmission to third
countries 1in accordance with
Directive 2008/115/EC* and the
right to protection of personal data,
a period of five years should be
considered a necessary period for
the storage of biometric [...] data.

unauthorised movements of third-
country nationals or stateless persons
who have no right to stay in the Union,
and of taking the necessary measures
for successfully enforcing effective
return and readmission to third
countries in accordance with Directive
2008/115/EC* and the right to
protection of personal data, a period of
five years should be considered a
necessary period for the storage of
biometric and alphanumeric data.

(34) The storage period should
be shorter in certain special
situations where there is no need to
keep fingerprint = and facial <
data = and all other personal
data & for that length of time.
Fingerprint = and facial image <

Amendment 29

(34) The storage period should
be shorter in certain special
situations where there is no need to

keep Hncerprnt—and—iaeinl

biometric data and all other

(34) The storage period should
be shorter in certain special
situations where there is no need to
keep biometric [...] data and all
other personal data for that length
of time. Biometric [...] data and all
other personal data belonging to a

(34) The storage period should be
shorter in certain special situations
where there is no need to keep
biometric data and all other personal
data for that length of time. Biometric
data and all other personal data
belonging to a third-country national

49 OJL 348, 24.12.2008, p.98
4 OJ L 348. 24.12.2008, p.98
2 OJ L 348. 24.12.2008, p.98
3 OJ L 348.24.12.2008, p.98
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on. should be erased
immediately once third-country
nationals or stateless persons
obtain citizenship of a Member
State.

personal data for that length of
time. Eingerprint-and-facialimage
Biometric data and all other
personal data belonging to a third-
country national or a stateless
person  should be  erased
immediately and permanently
once third-country nationals or
stateless persons obtain citizenship
of a Member State.

third-country  national or a
stateless person should be erased
immediately once third-country
nationals or stateless persons obtain
citizenship of a Member State.

(35) It is appropriate to store
data relating to those data sub'ects
whose fingerprints = faci

mages < were initially recorded n
Eurodac upon lodging their
applications  for  international
protection and who have been
granted international protection in
a Member State in order to allow
data recorded upon lodging an
application ~ for  international
protection to be compared against
them.

(35) Itisappropriate to store data
relating to those data subjects
whose biometric data [...] were
initially recorded in Eurodac upon
lodging their applications for
international protection and who
have been granted international
protection in a Member State in
order to allow data recorded upon
lodging an  application  for
international protection to be
compared against them.

(36) Fhe—Agenex [® eu-
LISA <X] has been entrusted with
the Commission's tasks relating to
the operational management of
Eurodac in accordance with this
Regulation and with certain tasks
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relating to the Communication
Infrastructure as from the date on
which she=degeney (O eu-LISA <X
took up its responsibilities on 1
December 2012. Fhe—rAsenes

emended-geesrdinely= In addition,
Europol should have observer
status at the meetings of the
Management Board of he=desenes
X eu-LISA <X when a question in
relation to the application of this
Regulation concerning access for
consultation of Eurodac by
designated authorities of Member
States and by Europol for the
purposes of the prevention,
detection or investigation of
terrorist offences or of other serious
criminal offences is on the agenda.
Europol should be able to appoint a
representative to the FEurodac
Advisory Group of X eu-

LISA <X the-Arzeney.
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(37) It is necessary to lay down
clearly the respective
responsibilities of the Commission
and X eu-LISA <X] the-Aseney in
respect of the Central System and
the Communication Infrastructure,
and of the Member States, as
regards data processing, data
security, access to, and correction
ofs recorded data.

Amendment 30
(37) It 1s necessary to lay down
clearly the respective

responsibilities of the Commission
and eu-LISA, in respect of the
Central System and, the
Communication Infrastructure and
interoperability with other
information systems, and of the
Member States, as regards data
processing, data security, access to,
and correction of recorded data.

(37) It is necessary to lay down
clearly the respective
responsibilities of the Commission
and eu-LISA, in respect of the
Central System  and  the
Communication Infrastructure, and
of the Member States, as regards
data processing, data security,
access to, and rectification [...] of
recorded data.

(38) It is necessary to designate
the competent authorities of the
Member States as well as the
National Access Point through
which the requests for comparison
with Eurodac data are made and to
keep a list of the operating units
within the designated authorities
that are authorised to request such
comparison for the specific
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purposes of the prevention,
detection or investigation of
terrorist offences or of other serious
criminal offences.

(39) Requests for comparison
with data stored in the Central
System should be made by the
operating  units  within  the
designated authorities to the
National Access Point, through the
verifying authority, and should be
reasoned. The operating units
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within the designated authorities
that are authorised to request
comparisons with Eurodac data
should not act as a verifying
authority. The verifying authorities
should act independently of the
designated authorities and should
be responsible for ensuring, in an
independent manner, strict
compliance with the conditions for
access as established in this
Regulation. The verifying
authorities should then forward the
request, without forwarding the
reasons for it, for comparison
through the National Access Point
to the Central System following
verification that all conditions for
access are fulfilled. In exceptional
cases of urgency where -early
access 1s necessary to respond to a
specific and actual threat related to
terrorist offences or other serious
criminal offences, the verifying
authority should process the
request immediately and only carry
out the verification afterwards.

(40) The designated authority
and the verifying authority may be
part of the same organisation, if
permitted under national law, but
the verifying authority should act
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independently when performing its
tasks under this Regulation.

(41) For the purposes of
protection of personal data, and to
exclude systematic comparisons
which should be forbidden, the
processing of Eurodac data should
only take place in specific cases
and when it is necessary for the
purposes of preventing, detecting
or investigating terrorist offences
or other serious criminal offences.
A specific case exists in particular
when the request for comparison is
connected to a specific and
concrete situation or to a specific
and concrete danger associated
with a terrorist offence or other
serious criminal offence, or to
specific persons in respect of whom
there are serious grounds for
believing that they will commit or
have committed any such offence.
A specific case also exists when the
request for comparison is
connected to a person who is the
victim of a terrorist offence or other
serious criminal offence. The
designated authorities and Europol
should thus only request a
comparison with Eurodac when
they have reasonable grounds to
believe that such a comparison will
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provide information that will
substantially assist them in
preventing, detecting or

investigating a terrorist offence or
other serious criminal offence.

investigating a terrorist offence or
other serious criminal offence.

(42) In addition, access should
be allowed only on condition that
comparisons with the national
fingerprint  databases of the
Member State and with the
automated fingerprinting
identification systems of all other
Member States under Council
Decision 2008/615/JTHA ef=md=dane

3 - — WAL,

bet = e
besdes—essme’ did not lead to the
establishment of the identity of the

data subject. That condition
requires the requesting Member
State to conduct comparisons with
the automated fingerprinting
identification systems of all other
Member States under Decision
2008/615/JTHA which are
technically available, unless that

Amendment 31

(42) In addition, access should
be allowed only on condition that
comparisons-with a prior search in
the national fingerprint and facial
image databases of the Member
State and with in the automated
fingerprinting identification
systems of all other Member States

under Council Decision
2008/615/THA* did-netlead-to-the
blic]  tho idontite of 4]
data—subjeet has been conducted.
That condition requires the
requesting Member State to
conduct comparisons with the
automated fingerprinting
identification systems of all other
Member States under Decision
2008/615/THA which are
technically available, unless that
Member State can justify that there

(42) In addition, access should
be allowed only on condition that a
prior search in [...] the national
biometric [...] databases of the
Member State and in [...] the
automated fingerprinting
identification systems of all other
Member States under Council
Decision 2008/615/JHA*” has been
conducted [...]. That condition
requires the requesting Member
State to conduct comparisons with
the automated fingerprinting
identification systems of all other
Member States under Decision
2008/615/JTHA which are
technically available, unless that
Member State can justify that there
are reasonable grounds to believe
that it would not lead to the
establishment of the identity of the
data subject. Such reasonable

Confirmed on political level on 20
December 2023

(42) In addition, access should be
allowed on condition that a prior
search in [...] the national biometric
[...] databases of the Member State
and in [...] the automated
fingerprinting identification systems
of all other Member States under
Council Decision 2008/615/JHA has
been conducted, unless the
consultation of CIR in accordance
with Article 22(2) of Regulation
2019/818 indicates that the data ot
the person concerned is stored in
Eurodac. That condition requires the
requesting Member State to conduct
comparisons with the automated
fingerprinting identification systems
of all other Member States under

45

6.8.2008. p. 1).
Council Decision 2008/615/JTHA of 23 June 2008 on the stepping up of cross-border cooperation, particularly in combating terrorism and cross-border crime (OJ L 210,
6.8.2008, p. 1).
Council Decision 2008/615/JHA of 23 June 2008 on the stepping up of cross-border cooperation, particularly in combating terrorism and cross-border crime (OJ L 210,
6.8.2008. p. 1).
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Member State can justify that there
are reasonable grounds to believe
that it would not lead to the
establishment of the identity of the
data subject. Such reasonable
grounds exist in particular where
the specific case does not present
any operational or investigative
link to a given Member State. That
condition requires prior legal and
technical  implementation  of
Decision 2008/615/JHA by the
requesting Member State in the
area of fingerprint data, as it should
not be permitted to conduct a
Eurodac check for law enforcement
purposes where those above steps
have not been first taken.

are reasonable grounds to believe
that it would not lead to the
establishment of the identity of the
data subject. Such reasonable
grounds exist in particular where
the specific case does not present
any operational or investigative
link to a given Member State. That
condition requires prior legal and
technical  implementation  of
Decision 2008/615/JHA by the
requesting Member State in the
area of fingerprint data, as it should
not be permitted to conduct a
Eurodac check for law enforcement
purposes where those above steps
have not been first taken.

grounds exist in particular where
the specific case does not present
any operational or investigative
link to a given Member State. That
condition requires prior legal and
technical  implementation  of
Decision 2008/615/JHA by the
requesting Member State in the area
of fingerprint data, as it should not
be permitted to conduct a Eurodac
check for law enforcement
purposes where those above steps
have not been first taken.

(43)  Prior to searching Eurodac,
designated authorities should also,
provided that the conditions for a
comparison are met, consult the

Visa Information System under
Council Decision 2008/633/THA of

Amendment 32

43)  [..]
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2008/633/FHA-

deleted

(44)  For the purpose of efficient
comparison and exchange of
personal data, Member States
should fully implement and make
use of the existing international
agreements as well as of Union law
concerning the exchange of
personal data already in force, in
particular of Decision
2008/615/THA.

(44) For the purpose of efficient
comparison and exchange of personal
data, Member States should fully
implement and make use of the
existing international agreements as
well as of Union law concerning the
exchange of personal data already in
force, in particular of Decision
2008/615/JHA.

gnaled g orities of Me el ales and
OJL 218, 13.8.2008, p. 129).
/] ac1o]
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(45) While the non-contractual
liability of the Union in connection
with the operation of the Eurodac
system will be governed by the
relevant provisions of the Treaty on
the Functioning of the European
Union (TFEU), it is necessary to
lay down specific rules for the non-
contractual liability of the Member
States in connection with the
operation of the system.

(46)  Since the objective of this
Regulation, namely the creation of
a system for the comparison of

fingerprint = and facial image <
data to assist the implementation of
Union asylum X and

migration <X policy, cannot, by its
very nature, be sufficiently
achieved by the Member States and
can therefore be better achieved at
Union level, the Union may adopt
measures in accordance with the
principle of subsidiarity as set out
in Article 5 of the Treaty on

(46) Since the objective of this
Regulation, namely the creation of
a system for the comparison of
biometric [...] data to assist the
implementation of Union asylum
and migration policy, cannot, by its
very nature, be sufficiently
achieved by the Member States and
can therefore be better achieved at
Union level, the Union may adopt
measures in accordance with the
principle of subsidiarity as set out
in Article 5 of the Treaty on
European Union (TEU). In
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European Union (TEU). In
accordance with the principle of
proportionality, as set out in that
Article, this Regulation does not go
beyond what is necessary in order
to achieve that objective.

accordance with the principle of
proportionality, as set out in that
Article, this Regulation does not go
beyond what 1s necessary in order
to achieve that objective.

proportionality, as set out in that
Article, this Regulation does not go
beyond what is necessary in order to
achieve that objective.

(47) [Directive [2016/.../...] of
the European Parliament and of the
Council ef=mdueiobeimtbbamai=the

) or—of—indiduete—iih

sueh——date’’] applies to the
processing of personal data by the
Member States carried out in
application of this Regulation
unless such processing is carried
out by the designated or verifying
B> competent <X] authorities of the
Member States for the purposes of
the prevention,
B> investigation, <XI detection or
svesaaeon = prosecution < of
terrorist offences or of other serious
criminal offences = including the
safeguarding against and the
prevention of threats to public
security < .

(47) Directive  (EU)2016/680
[...]of the European Parliament and
of the Council®® applies to the
processing of personal data by the
Member States carried out in
application of this Regulation
unless such processing is carried
out by the designated or verifying
competent authorities of the
Member States for the purposes of
the prevention, investigation,
detection or prosecution of terrorist
offences or of other serious
criminal offences including the
safeguarding against and the
prevention of threats to public
security.

(47) Regulation (EU)2016/679 of the
European Parliament and of the
Council applies to the processing of
personal data by the Member States
carried out in application of this
Regulation unless such processing is
carried out by the designated or
verifying competent authorities of the
Member States for the purposes of the
prevention, investigation, detection or
prosecution of terrorist offences or of
other serious criminal offences
including the safeguarding against and
the prevention of threats to public
security.

. Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on

the free movement of such data (OJ L 281, 23.11.1995, p. 31).

3 Directive (EU) 2016/680 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of
personal data by competent authorities for the purposes of the prevention, investigation, detection or prosecution of criminal offences or the execution of criminal
penalties, and on the free movement of such data, and repealing Council Framework Decision 2008/977/JHA (OJ L 119, 4.5.2016, p. 89).
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(48) X The national provisions
adopted pursuant to Directive
[2016/... /EU] of the European
Parliament and of the Council [of
... 2016] on the protection of
individuals with regard to the
processing of personal data by
competent authorities for the
purposes of prevention,
investigation, detection or
prosecution of criminal offences or
the execution of criminal penalties,
and the free movement of such data
apply to X1 &the processing of
personal data by the
X> competent <X] authorities of the
Member States for the purposes of

the prevention,
X investigation, <X] detection or
smvestsaation = prosecution & of

terrorist offences or of other serious
criminal offences pursuant to this
Regulation sheuld-be-subjeet=te=a

(48) The national provisions
adopted pursuant to Directive
(EU)2016/680 [ ...]of the European
Parliament and of the Council of 27
April 2016 on the protection of
individuals with regard to the
processing of personal data by
competent authorities for the
purposes of prevention,
investigation, detection or
prosecution of criminal offences or
the execution of criminal penalties,
and the free movement of such data
apply to the processing of personal
data by competent authorities of the
Member States for the purposes of
the prevention, investigation,
detection or prosecution of terrorist
offences or of other serious
criminal offences pursuant to this
Regulation.
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(49) The puin

[2016/.../..] SSH4e4=E regarding
the protection of the rights and
freedoms of individuals, notably
their right to B> the protection of
personal data concerning them <X]
paveey, with regard to the
processing of personal data should

= = - ill
particular as far as certain sectors
are concerned.

(49) The rules set out 1n
Regulation 2016/679 regarding the
protection of the rights and
freedoms of individuals, notably
their right to the protection of
personal data concerning them ,
with regard to the processing of
personal data should be specified in
respect of the responsibility for the
processing of the data, of
safeguarding the rights of data
subjects and of the supervision of
data protection, in particular as far
as certain sectors are concerned.
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(50) Transfers of personal data
obtained by a Member State or
Europol pursuant to this Regulation
from the Central System to any
third country or international
organisation or private entity
established in or outside the Union

Amendment 33

(50) Transfers of personal data
obtained by a Member State or
Europol pursuant to this Regulation
from the Central System to any
third country or international
organisation or private entity

(50) Transfers of personal data
obtained by a Member State or
Europol pursuant to this Regulation
from the Central System to any
third country or international
organisation or private entity
established in or outside the Union
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should be prohibited, in order to
ensure the right to asylum and to
safeguard applicants for
international  protection  from
having their data disclosed to a
third country. This implies that
Member States should not transfer
information obtained from the
Central System concerning: = the
name(s); date of birth;
nationality; < the Member State(s)
of origin & or Member State of
allocation; the details of the
1dentity or travel document; < ; the
place and date of application for
international protection; the
reference number used by the
Member State of origin; the date on
which the fingerprints were taken
as well as the date on which the
Member State(s) transmitted the
data to Eurodac; the operator user
ID; and any information relating to
any transfer of the data subject
under [Regulation (EU) No
604/2013]. That prohibition should
be without prejudice to the right of
Member States to transfer such data
to third countries to which
[Regulation (EU) No 604/2013]
applies [ mm accordance with
Regulation (EU) No
[.../2016]respectively with the
national rules adopted pursuant to

established in or outside the Union
should be prohibited, in order to
ensure the right to asylum and to
safeguard applicants for
mternational  protection  and
resettled third-country nationals
and  stateless  persons in
accordance with  [Regulation
XXX/XXX] from having their data
disclosed to a third country. This
mmplies that Member States should
not transfer information obtained

from the Central  System
concerning: the name(s); date of
birth; nationality; the Member

State(s) of origin or Member State
of allocation or the Member State
of resettlement; the details of the
identity or travel document; the
place and date of resettlement or of
the application for international
protection; the reference number
used by the Member State of
origin; the date on which the
fingerprints were taken as well as
the date on which the Member
State(s) transmitted the data to
Eurodac; the operator user ID; and
any information relating to any
transfer of the data subject under
[Regulation (EU) No 604/2013].
That prohibition should be without
prejudice to the right of Member
States to transfer such data to third

should be prohibited, in order to
ensure the right to asylum and to
safeguard applicants for
international ~ protection  from
having their data disclosed to a
third country. This implies that
Member States should not transfer
information obtained from the
Central System concerning: the
name(s); date of birth; nationality;
the Member State(s) of origin [or
Member State of allocation;] the
details of the identity or travel
document; the place and date of
application  for  international
protection; the reference number
used by the Member State of origin;
the date on which the biometric
data[...]were taken as well as the
date on which the Member State(s)
transmitted the data to Eurodac; the
operator wuser ID; and any
information relating to any transfer
of the data subject under Regulation
(EU) No XXX/XXX [Dublin
Regulation] [...]. That prohibition
should be without prejudice to the
right of Member States to transfer
such data to third countries to
which  Regulation (EU) No
XXX/XXX [Dublin Regulation]
[...] applies in accordance with
Regulation (EU) No 2016/679 and
[...] with the national rules adopted

entity established in or outside the
Union should be prohibited, in order
to ensure the right to asylum and to
safeguard persons whose data are
processed under this Regulation
from having their data disclosed to a
third country. This implies that
Member States should not transfer
information obtained from Eurodac
concerning: the name(s); date of birth;
nationality; the Member State(s) of
origin or Member State of relocation
or the Member State of
resettlement; the details of the
identity or travel document; the place
and date of resettlement or of the
application for international
protection; the reference number used
by the Member State of origin; the
date on which the biometric data
were taken as well as the date on
which the  Member  State(s)
transmitted the data to Eurodac; the
operator user ID; and any information
relating to any transfer of the data
subject under Regulation (EU)
XXX/XXX [Asylum and Migration
Management]. That prohibition
should be without prejudice to the
right of Member States to transfer
such data to third countries to which
Regulation (EU) No XXX/XXX
[Asylum and Migration
Management] applies in accordance
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Directive [2016/.../EU] <],
order to ensure that Member States
have the possibility of cooperating
with such third countries for the
purposes of this Regulation.

countries to which [Regulation
(EU) No 604/2013] applies [in
accordance with Regulation (EU)
No [.../2016] respectively with the
national rules adopted pursuant to
Directive [2016/.../EU] |, in order

pursuant to Directive 2016/680/EU
[...], in order to ensure that
Member States have the possibility
of cooperating with such third
countries for the purposes of this
Regulation.

with Regulation (EU) No 2016/679
and with the national rules adopted
pursuant to Directive 2016/680/EU,
in order to ensure that Member States
have the possibility of cooperating
with such third countries for the

to ensure that Member States have purposes of this Regulation.

the possibility of cooperating with

such third countries for the

purposes of this Regulation.
(51) Im individual cases, | Amendment 34 (51) Im mndividual cases, (G1)  As a derogation to. ——
. . . . . . i that no personal data obtained by a
information obtained from the 5s1) In dividual information obtained from the -
Central System may be shared with ( ) : marvicua A8, | Central System may be shared with alanber _>tale_pwswant _to this

information obtained from the | Regulation should be transferred or

a third-country in order to assist
with the identification of a third-
country national in relation to
his/her return. Sharing of any
personal data must be subject to
strict conditions. Where such
information 1s  shared, no
information shall be disclosed to a
third-country relating to the fact
that an application for international
protection has been made by a
third-country national where the
country the individual is being
readmitted to, 1s also the
individual's country of origin or
another third-country where they
will be readmitted. Any transfer of
data to a third-country for the
identification of a third-country
national must be in accordance

Central System may be shared with
a third-country in order to assist
with the identification of a third-
country national or a stateless
person 1n relation to his/her return.
Sharing of any personal data must
be subject to strict conditions.
Where such information is shared,
no information shall be disclosed to
a third-country relating to the fact
that an application for international
protection has been made by a
third-country national or a stateless
person where the country the
individual is being readmitted to, 1s
also the individual's country of
origin or another third-country
where they will be readmitted. Any
transfer of data to a third-country
for the identification of a third-

a third-country in order to assist
with the identification of a third-
country national or a stateless
person in relation to his/her return.
Sharing of any personal data must
be subject to strict conditions.
Where such information is shared,
no information shall be disclosed to
a third-country relating to the fact
that an application for international
protection has been made by a
third-country  national or a
stateless person where the country
the individual is being readmitted
to, 1s also the individual's country
of origin or another third-country
where they will be readmitted. Any
transfer of data to a third-country
for the identification of a third-
country national or stateless

made available to anv third coun it

should be possible to transfer such
personal data fo a third country where
such a transfer is subject to strict

conditions and is necessary in individual
cases _in__order to__assist _with the

identification of a third-country national
in_relation to his or her return. Sharing
of any personal data should be subject to
strict  conditions. = Where  such
information is shared, no information
should be disclosed to a third-country
relating to the fact that an application for
international protection has been made
by that third-country national. The
transfer of any personal data to third

countries should be carried out in

accordance _with the provisions of
Regulation 2016/679 and be

conducted with the agreement of the
Member _State _of origin. The third
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country national or a stateless
person must be in accordance with
the provisions of Chapter V of
Regulation (EU) No. [679/2016].

person must be in accordance with
the provisions of Chapter V of
Regulation (EU) No. 679/2016

[...]
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(52) National SUpPervisory
authorities should monitor the
lawfulness of the processing of
personal data by the Member
States, and the supervisory
authority set up by Decision
2009/371/JHA should monitor the
lawfulness of data processing
activities performed by Europol.

(52) National Supervisory
authorities should monitor the
lawfulness of the processing of
personal data by the Member
States, and the European Data
Protection Supervisor |...] should
monitor the lawfulness of data
processing activities performed by
Europol in accordance with
Regulation (EU) 2016/794.

(53) Regulation (EC)
No 45/2001 of the European
Parliament and of the Council e&$

Deeember—2000-on—the—protecton

(53) Regulation (EC)
No 45/2001 of the European
Parliament and of the Council®*,
and in particular Articles 21 and 22
thereof concerning confidentiality
and security of processing, applies
to the processing of personal data

data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p. 1).

Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal
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deta”’ and mpartlcular Artlcles 21
and 22  thereof concerning
confidentiality and security of
processing, applies to the
processing of personal data by
Union institutions, bodies, offices
and agencies carried out 1in
application of this Regulation.
However, certain points should be
clarified 1in respect of the
responsibility for the processing of
data and of the supervision of data
protection, bearing in mind that
data protection is a key factor in the
successful operation of Eurodac
and that data security, high
technical quality and lawfulness of
consultations are essential to
ensure the smooth and proper
functioning of Eurodac as well as to
facilitate  the application of
[Regulation (EU) No 604/2013].

by Union institutions, bodies,
offices and agencies carried out in
application of this Regulation.
However, certain points should be
clarified 1in respect of the
responsibility for the processing of
data and of the supervision of data
protection, bearing in mind that
data protection is a key factor in the
successful operation of Eurodac
and that data security, high
technical quality and lawfulness of
consultations are essential to ensure
the smooth and proper functioning
of Eurodac as well as to facilitate
the application of Regulation (EU)
No XXX/XXX [Dublin
Regulation] [...].

(54) The data sub'ect should be

purpose fo which hlS or her data
will be processed within Eurodac,

(54) The data subject should be
informed in particular of the
purpose for which his or her data
will be processed within Eurodac,

3 Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection of individuals with regard to the processing of personal
data by the Community institutions and bodies and on the free movement of such data (OJ L 8, 12.1.2001, p. 1).
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including a description of the aims
of Regulation (EU) [.../...]
De=60d2fd2s and of the use to
which law enforcement authorities
may put his or her data.

including a description of the aims
of Regulation (EU) XXX/XXX
[Dublin Regulation] [...], and of
the use to which law enforcement
authorities may put his or her data.

(55) It 1s appropriate that
national supervisory authorities
monitor the lawfulness of the
processing of personal data by the
Member  States, whilst the
European Data Protection
Supervisor, as referred to 1in
Regulation (EC) No 45/2001,
should monitor the activities of the
Union institutions, bodies, offices
and agencies in relation to the
processing of personal data carried
out in application of this
Regulation.

Replaced in new 4CD

(56) The European Data
Protection Supervisor was
consulted in accordance with
Article 28(2) of Regulation (EC)
No 45/2001 and delivered an
opinion on 21 September 2016.
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(57) Member States, the
European Parliament, the Council
and the Commission should ensure
that the national and European
supervisory authorities are able to
supervise the use of and access to
Eurodac data adequately.

(58) It 1s appropriate to monitor
and evaluate the performance of
Eurodac at regular intervals,
including in terms of whether law
enforcement access has led to
indirect  discrimination  against
applicants for international
protection, as raised 1in the
Commission's evaluation of the
compliance of this Regulation with
the Charter of Fundamental Rights
of the European Union ('the
Charter'). Fhe—Aseney [ eu-
LISA <X] should submit an annual
report on the activities of the
Central System to the European
Parliament and to the Council.

(58) It 1s appropriate to monitor
and evaluate the performance of
Eurodac at regular intervals [...].
eu-LISA should submit an annual
report on the activities of the
Central System to the European
Parliament and to the Council.

(59) Member States should
provide for a system of effective,
proportionate  and  dissuasive
penalties  to  sanction  the

unlawful < processing of data
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entered in the Central System
contrary to the purpose of Eurodac.

(60) It is necessary that Member
States be informed of the status of
particular asylum procedures, with
a view to facilitating the adequate
application of Regulation (EU) No
604/2013.

(60) It is necessary that Member
States be informed of the status of
particular asylum procedures, with
a view to facilitating the adequate
application of Regulation (EU) No
XXX/XXX [Dublin Regulation]
[...]

(61) This Regulation respects
the fundamental rights and
observes the principles recognised
in particular by the Charter. In
particular, this Regulation seeks to
ensure full respect for the
protection of personal data and for
the right to seek international
protection, and to promote the
application of Articles 8 and 18 of
the Charter. This Regulation should
therefore be applied accordingly.

(62) In accordance with Articles
1 and 2 of Protocol No 22 on the
position of Denmark, annexed to
the TEU and to the TFEU,
Denmark is not taking part in the
adoption of this Regulation and is
not bound by it or subject to its
application.
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(63) [In accordance with Article
3 of Protocol No 21 on the position
of the United Kingdom and Ireland
in respect of the area of freedom,
security and justice, annexed to the
Treaty on European Union and to
the Treaty on the Functioning of the
European Union, those Member
States have notified their wish to
take part in the adoption and
application of this Regulation] OR

(63)

[

]

Confirmed on political level on 20
December 2023

Deleted
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64 [..]

65) [..]

©66) [...]
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(67) Inaccordance with Article 3
of Protocol No 21 on the position of
the United Kingdom and Ireland in
respect of the area of freedom,
security and justice, annexed to the
Treaty on European Union and to
the Treaty on the Functioning of the
European Union, the United
Kingdom has notified, by letter of
17 November 2016, its wish to take
part in the adoption and application
of this Regulation.
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(69) It 1s appropriate to restrict
the territorial scope of this
Regulation so as to align it on the
territorial scope of Regulation (EU)

(69) It 1s appropriate to restrict
the territorial scope of this
Regulation so as to align it on the
territorial scope of Regulation (EU)
No XXX/XXX [Dublin
Regulation] [...],

Confirmed on political level on 20
December 2023

(69) It is appropriate to restrict the
territorial scope of this Regulation so
as to align it on the territorial scope of
Regulation (EU) No XXX/XXX
[Asylum and Migration
Management Regulation], with the
exception of the provisions related to
data collected to assist with the
application of Regulation (EU)
XXX/XXX [Resettlement
Regulation] under the conditions set
out in this Regulation.

HAVE ADOPTED THIS
REGULATION:

HAVE ADOPTED THIS
REGULATION:

CHAPTERI CHAPTERI
GENERAL PROVISIONS GENERAL PROVISIONS
Article 1 Article 1 Article 1 REPLACED IN THE NEW
4CD
Purpose of "Eurodac" Purpose of "Eurodac"

1. A system known as "Eurodac" is - S “—
hereby established, the purpose of hereby—estabhshed—theppose—ot
which shall be to; whieh-shall-be-to:
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(a) assist in determining which
Member State is to be responsible

(a) assist in determining which
Member State is to be responsible

pursuant to Regulation (EU) No pursuant to Regulation (EU) No - t‘, . EHe &7
[.../...] 6dimids: fOr examining an XXX/XXX [Dublin Regulation]
application ~ for  international [...] for examining an application | {&)——8ssist—in—determining—whieh
protection lodged in a Member for international protection lodged | Member—State—is—to—be—respensible
State by a third-country national or in a Member State by a third- | pesseeni—e—Regulaton—EL)—No
a stateless person, and otherwise to country national or a stateless | AN —fAsyhum—and—Migration
facilitate the application of person, and otherwise to facilitate | Adanagement——Regulation]——ox
Regulation (EU) No [.../...] the application of Regulation (EU) | examining—ean——appheation—for
6842042 under the conditions set No XXX/XXX [Dublin | ntemnational—protection—todged—in—a
out in this Regulations; Regulation] [...] under the | Member—State—by—a—third-country
conditions set out in this | Batienal—er—a—stateless—person—and
Regulation; e&emme—te—fae&k-ta—te—ﬂae—apphea&eﬁ
AR AN A
Fosvhim——and——Heration
ManasementResulation]under—the
i il lation:
Amendment 35 (aa) assist in the application of Prowszon on Resettlement replaced
(aa) assist with the Regulation (EU) No XXX/XXX  thenew 4CD
. . . [Resettlement Regulation] under
identification of  secondary " . -
. the conditions set out in this
movements  of  third-country

nationals or stateless persons
reseftled in accordance with
[Regulation XXX/XXX];

Regulation;

(b)  assist with the control of
illegal immigration to and
secondary movements within the
Union and with the identification of
illegally staying third-country
nationals for determining the
appropriate measures to be taken

Amendment 36

(b) assist with the control of
illegal  1mmigration to and
secondarmovaments—aathinthe
Union and with the identification of
secondary movements and of

(b) assist with the control of
illegal  immigration to and
secondary movements within the
Union and with the identification of
illegally staying third-country
nationals and stateless persons for
determining  the  appropriate
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illegally staying third-country
nationals and stateless persons for
determining  the  appropriate

measures to be taken by Member
States, including remeval—and
. c &
swiprher e
appropriate, removal and return of
illegally staying third-country
nationals and stateless persons, or
granting  permanent resident
status,

measures to be taken by Member
States, including removal and
returns of persons staying
illegally [...].

2= () This=Resuleton—alse lays
down the conditions under which
Member States' designated
authorities and the European Police
Office (Europol) may request the

Amendment 37

(©) lay down the conditions
under which Member States'
designated authorities end—the
o P oo et
may request the comparison of
biometric data and alphanumeric
data with those stored in the
Central  System  for law
enforcement purposes for the
prevention, detection or
investigation of terrorist offences
or of other serious criminal
offences. This Regulation shall
also lay down the conditions under
which the European Police Office
(Europol) may request
comparisons with Eurodac data
Jor the purpose of preventing,
detecting or investigating terrorist

(c) lay down the conditions
under which Member States'
designated authorities and the
European Police Office (Europol)
may request the comparison of
biometric or alphanumeric |...]
data with those stored in the Central
System for law enforcement
purposes for the prevention,
detection or investigation of
terrorist offences or of other serious
criminal offences.
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offences or other serious criminal

offences  falling  within ifs
mandate.

22. Without prejudice to the | Amendment 38 2. Without prejudice to the

processing of data intended for : T processing of data intended for Confirmed Lo e brackets

Eurodac by the Member State of 2', Without prejudice to the. Eurodac by the Member State of ' T

L processing of data intended for . . p

origin in databases setup underthe | o o T T Ty L Ut of | Origin in databases set up under the T—Witheut—prefudiee—to—the

latter's national law, fingerprint JRPTEI d:tabases set up under the latter's national law, biometric |...] pteeessmg—ef—dam—uﬁeﬂded—fei-

data and other personal data may be lattir's national law pﬁ P data and other personal data may be E{-u-edeebyut-he-Membe;—State-e#eﬂgm

processed in Eurodac only for the . Jo ’ | processed in Eurodac only for the | #databases—set-up—under—thelatter's

o . fingerprints and facial image data . ) . . . . )

purposes set out in this Regulation and other versonal data mav be | ParPoses set out in this Regulation ﬂ&Heﬁal—}a%bfomeMe-dﬂm—m&d—et-hef

and [Article 34(1) of Regulation | P ) y and Article [32, 33 and 48(1)(b)] | personel—date—may—be—processed—in
processed in Eurodac only for the . ) ]

(EU) No 604/2013]. o - | [...] of Regulation (EU) No |Euredae-onlyfor-the-purpeses-set-out
purposes set out in this Regulation XXX/XXX [Dublin Reeulati nthis Reculat 1 in Reculati
and [Article 34(1) of Regulation [Dublin Regulation]

(EU) No-604/2013 ....]. The data of | I ﬁ.g) ) ;gﬁ;;gg; [’*]s’l“’” and
minors may be wused by the ’
Member States for the purposes of
assisting them in the identification
and ftracing of missing children
and of establishing family links of
unaccompanied minors.
Article 2

Article 2

Obligation to take fingerprints
and a facial image

Obligation to take biometric
data [...]

Obligation to take biometric data

1. Member States are obliged
to take the fingerprints and facial
image of persons referred to in
Article 10(1), 13(1) and 14(1) for
the purposes of Article 1(1)(a) and

Amendment 39

1. Sclepppeet st s beed
te talce ih; ﬁﬁ_gﬁf*ﬁ_ﬁ; _E_'ﬁ;l fﬂ“.ﬂl
Asrtiele 1013 -and 14D)-The

1. Member States are obliged
to take the biometric data [...] of
persons referred to in Article 10(1),
12a(1),12d, 13(1) and 14(1) for the
purposes of Article 1(1)(a), (aa)

Confirmed on political level on 20
December 2023
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(b) of this Regulation and shall
immpose on the data-subject the
requirement to provide his or her
fingerprints and a facial image and

inform them as such in accordance
with Article 30 of this Regulation.

persons referred to in Articles
10(1), 13(1) and 14(1) shall be
registered. Therefore, Member
States shall take those person’s
biometric data for the purposes of
Article 1(1)(a) and (b) of this
Regulation and shall impose on the
data-subject the requirement to
provide his or her fingerprints-and
a—taeial+mage biometric data and
inform #hess him or her as such in
accordance with Article 30 of this
Regulation. Member States shall,
at all times, respect the dignity and
physical integrity of the person
during the Jfingerprinting
procedure and when capturing his
or her facial image.

and (b) of this Regulation and shall
mmpose on the data-subject the
requirement to provide his or her
biometric data [...] and inform
them as such in accordance with
Article 30 of this Regulation.

Confirmed by second trilogue
(pending agreement on reference to
the Article on resettled persons' data)

1. Member States are obliged to
take the biometric data of persons
referred to in Article 10(1), 12a, 12d,
13(1) and 14(1) for the purposes of
Article 1(1)(a), 1(b) and (c) of this
Regulation and shall impose on those
persons the requirement to provide
their biometric data and inform them
in accordance with Article 30 of this
Regulation.

(Last sentence of EP text moved to next
paragraph)

2. Taking fingerprints and
facial 1mages of minors from the
age of six shall be carried out in a
child-friendly and child-sensitive
manner by officials trained
specifically to enrol minor's
fingerprints and facial images. The
minor shall be informed in an age-
appropriate manner using leaflets
and/or mfographics and/or
demonstrations specifically
designed to explain the
fingerprinting and facial image
procedure to minors and they shall
be accompanied by a responsible

Amendment 40

2. Taking biometric data [...]
of minors from the age of six shall
be carried out in a child-friendly
and child-sensitive manner by
officials trained specifically to
enrol minor's fingerprints and to
capture facial images. [...] Minors
shall be accompanied by a
responsible adult, [guardian or
legal representative| at the time
their biometric data [...] are taken.
At all times Member States must
respect the dignity and physical
integrity of the minor during the

Confirmed by second trilogue

2. Member States shall, at all times,
respect the dignity and physical
integrity of the person during the
fingerprinting procedure and when
capturing his or her facial image.

80



fingerprinting procedure and when
capturing a facial image.

Amendment 41

3. In order to ensure that all
the persons referred to in Articles
10(1), 13(1) and 14(1) are
registered in accordance with
paragraph 1, Member States may
introduce, where appropriate,
well-justified administrative
sanctions, in accordance with their
> | national law and with full respect
" | for the Charter of Fundamental
Rights of the European Union, for
non-compliance with the
.
8P 3 ; I L .
Asrtiele—Thesesanetions process of
taking biometric data. Member
States shall ensure that an
opportunity for counselling has
been provided to those persons in
order 1o persuade them fo
cooperate with the procedure and

3. Member States shall [...]
introduce administrative sanctions
including the possibility to use
means of coercion, in accordance
with their national law, for non-
compliance ~ with  providing
biometric data [...] in accordance
with paragraph 1 of this Article.
These sanctions shall be effective,
proportionate and dissuasive. [...]
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fo inform them of the possible
implications of non-compliance.
The administrative sanctions shall
be effective, proportionate and
dissuasive. Ia—this—~eontext:
detention—showld Defention shall
only be used as a means of last
resort and for as short a period as
possible and necessary in order to
determine or verify a third-country
national's  identity and, in
particular, where there is a risk of
absconding. Where a decision is
taken fto detain a third-county
national or a stateless person,
competent national authorities
shall carry out an assessment in
each individual case in order fto
verify whether the detention
complies with all legal and
procedural safeguards to prevent
arbitrary detention.
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4. Without  prejudice  to
paragraph 3 of this Article, where
enrolment of the fingerprints or
facial image i1s not possible from
third-country nationals who are
deemed to be vulnerable persons
and from a minor due to the
conditions of the fingertips or face,
the authorities of that Member
State shall not use sanctions to
coerce the taking of fingerprints or
a facial image. A Member State
may attempt to re-take the
fingerprints or facial image of a
minor or vulnerable person who
refuses to comply, where the reason
for non-compliance is not related to
the conditions of the fingertips or
facial image or the health of the
individual and where it i1s duly
justified to do so. Where a minor, in
particular an unaccompanied or
separated minor refuses to give
their fingerprints or a facial image
and there are reasonable grounds to

Amendment 42

4. Without  prejudice  to
paragraph 3 of this Article, where
enrolment of the fingerprints or
facial image is not possible from
third-country nationals or stateless
persons who are deemed to be
vulnerable persons and—frem—a
sner due to the conditions of the
fingertips or face, the authorities of
that Member State shall not use

sanctions te—eeeree—the—talang—of
St Lot peaa )

non-compliance with
obligation fto provide biometric
data. A Member State may attempt
to re-take the fingerprints or facial
image of a vulnerable person who
refuses to comply, where the reason
for non-compliance is not related to
the conditions of the fingertips or
facial image or the health of the
mndividual and where it 1s duly
JllStlfied to do so. %ete—a—miﬂei—m

4. Without  prejudice  to
paragraph 3 of this Article, where
enrolment of biometric data[...] s
not possible from third-country
nationals or stateless persons who
are deemed to be vulnerable
persons and from a minor due to the
conditions of the fingertips or face,
the authorities of that Member State
shall not use sanctions to coerce the
taking of biometric data [...]. A
Member State may attempt to re-
take the biometric data [...] of a
minor or vulnerable person who
refuses to comply, where the reason
for non-compliance is not related to
the conditions of the fingertips or
facial image or the health of the
individual and where it 1s duly
justified to do so. Where a minor, in
particular an unaccompanied or
separated minor refuses to give
their biometric data [...] and there
are reasonable grounds to suspect
that there are child safeguarding or

suspect that there are child ated—sminor_reh .| protection risks, the minor shall be
safeguarding or protection risks, heirfi nts-orafacial referred to the mnational child
the minor shall be referred to the Lthoroares blocs 1 protection authorities and /or
national child protection authorities | Les ] Lild national referral mechanisms.
and /or national referral ; i - rotect sl
mechanisms. | norshallbe_referred—toil ’

ol hild i )

4. Without prejudice to paragraphs 3
and 3a of this Article, where it is
impossible to take the biometric data
of a third-country national or stateless
person who is deemed to be a
vulnerable person, dueto the
condition of that person’s fingertips
or face, and where that person did
not intentionally bring about the
condition, the authorities of that

Member State shall not employ
administrative measures for
ensuring compliance with the

obligation to provide biometric
data.
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ot o netionalsoforsal
meehanisms.

applied in accordance with the
national practice of the Member
State concerned and in accordance

with the safeguards laid down in
the Charter of Fundamental Rights
of the European Union, in the
Convention for the Protection of
Human Rights and Fundamental
Freedoms and in the United
Nations Convention on the Rights
of the Child.

Amendment 43

5. The procedure for taking
fingerprints and a facial
image shall be determined and
applied i accordance with the
national practice of the Member
State concerned and in accordance
with the safeguards laid down in
the Charter of Fundamental Rights
of the European Union and in the
Convention for the Protection of
Human Rights and Fundamental
Freedoms and—n—the—United

Nations—Convention—on—theRishis
of the-Child.

5. The procedure for taking
biometric data [...] shall be
determined and applied in
accordance with the national
practice of the Member State
concerned and in accordance with
the safeguards laid down in the
Charter of Fundamental Rights of
the FEuropean Union, in the
Convention for the Protection of
Human Rights and Fundamental
Freedoms and in the United Nations
Convention on the Rights of the
Child.

Amendment 44
Article 2a

Special provisions relating to
minors

1. The biometric data of
minors from the age of six shall be
taken by officials ftrained
specifically to enrol minor's
fingerprints and to capture facial
images in full respect of the best
interests of the child, the
principles established by the
United Nations Convention on the

84



Rights of the Child in a child-
Jriendly and child-appropriate
and gender-appropriate manner.
The minor shall be informed in an
age-appropriate manner, both
orally and in writing, using
leaflets and infographics and
demonstrations specifically
designed 1o explain the
fingerprinting and facial image
procedure to minors in a language
he or she can understand. The
minor shall be accompanied by a
responsible adult or legal
guardian throughout the time his
or her biometric data are taken. At
all times Member States shall
respect the dignity and physical
integrity of the minor during the
fingerprinting procedure and
when capturing a facial image.
Member States shall not use
coercion to compel the taking of
Jfingerprints of minors. Detention
of minors shall be prohibited.
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2. Where the enrolment of
the fingerprints or facial image of
a minor is not possible due to the
conditions of the fingertips or
face, Article 2(3) shall apply.
Where the fingerprints or facial
image of a minor are retaken, the
Member State concerned shall
proceed in accordance with
paragraph 1 of this Article. Where
a minor, in particular an
unaccompanied or separated
minor, refuses to give his or her
fingerprints or a facial image and
there are reasonable grounds for
believing that there are child
safeguarding or protection risks,
as assessed by an official trained
specifically to deal with minors,
the minor shall be referred to the
competent national child
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profection authorities,
the national referral mechanisms
or both.

3. For the purposes laid down
in Article 13(1) and Article 14(1),
each set of data relating to a minor
shall be stored in the Central
System for five years from the date
on which his or her biometric data
were taken.
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4. Without prejudice to
national criminal law, in
particular relating fo the age of
criminal responsibility, where a
request under Article 1(1)(c)
concerns the data of a minor, it
shall be accompanied by evidence
of the relevance of those data for
the prevention, detection or
investigation of child trafficking
or other serious crimes against
children.

5. Member States shall
record in the Schengen
Information System (SIS) the
biometric data of children who
have gone missing from reception
Jacilities as missing persons.
Missing children identified by
Member States’ law enforcement
authorities based on a hit
pursuant to Article 26 of this
Regulation shall be promptly
referred to the competent national
child protection authorities,
which shall undertake a needs
assessment with a view fo finding
a sustainable solution for the
child in accordance with his or
her best interests.

Article Article 3

o
oo
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Definitions Definitions
1. For the purposes of this
Regulation:
(a) 'applicant for international Confirmed on political level on 20

protection' means a third-country
national or a stateless person who
has made an application for
international protection as defined
mm Article 2(h) of Directive
2011/95/EU 1n respect of which a
final decision has not yet been
taken:

December 2023(a)  'applicant  for
international protection' means a third-
country national or a stateless person
who has made an application for
international protection as defined in
Article  3(7) 2)—efDirective
20H495/EY  Regulation (EU) No
XXX/XXX [Qualification
Regulation] in respect of which a final
decision has not yet been taken;

Amendment 45

(aa) 'resettled
national or stateless person
means a third-country national or
stateless person who, following a
reseftlement procedure in
accordance with national law or
with  [Regulation XXX/XXX],
arrives on the fterritory of the
Member State of resettlement.

third-country

s

(aa) a 'person registered for
the purpose of conducting an
admission procedure' means a
person who has been registered
for the purpose of conducting a
resettlement or humanitarian
admission procedure in
accordance with Article 10 (2) of
Regulation (EU) No XXX/XXX
[Resettlement Regulation];

Provision on resettlement replaced in
the new 4CD

(ab) a 'person admitted in
accordance with a national
resettlement scheme' means a
person resettled by a Member
State outside the framework of
Regulation (EU) No XXX/XXX

Provision on resettlement replaced in
the new 4CD
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[Resettlement Regulation], if that
person is granted international
protection as defined in Article
2(1) of Regulation (EU) No
XXX/XXX [Qualification
Regulation] or a humanitarian
status under national law as
defined in Article 2(2)(c) of
Regulation (EU) No XXX/XXXX
[Resettlement Regulation] in
accordance with the rules
governing the national
resettlement scheme;

Provision on resettlement replaced in
the new 4CD

(b) 'Member State of origin'
means:

(b)  '"Member State of origin'
means:

(1) in relation to a person
covered by Article 8 10(1), the
Member State which transmits the
personal data to the Central System
and receives the results of the
comparison;

Confirmed on political level on 20
December 2023

(1) in relation to a person covered
by Article 10(1), the Member State
which transmits the personal data to
Eurodac and receives the results of the
comparison;
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Amendment 46

(ia) in relation to a person
covered by Article 12a, the
Member State which transmits the
personal data to the Central
System and receives the results of
the comparison;

Provision on resettlement repalced in
the new 4CD

(1) in relation to a person
covered by Article &4 13(1), the
Member State which transmits the
ersonal data to the Central System

i the

(1) in relation to a person
covered by Article ## 14(1), the
Member State which transmits the
personal data to the Central System
and receives the results of the
comparison;

(iv) in relation to a person
covered by Article 12a(1), the
Member State which transmits
the personal data to the Central
System and receives the results of
the comparison;

Provision on resettlement replaced in
the new 4CD
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) in relation to a person
covered by Article 12d, the
Member State which transmits
the personal data to the Central
System and receives the results of
the comparison;

Provision on resettlement repalced in
the new 4CD

(c) ‘third-country national’
means any person who is not a
citizen of the Union within the
meaning of Article 20(1) of the
Treaty and who is not a national of
a State which participates in this

(c) ‘third-country national’
means any person who is not a
citizen of the Union within the
meaning of Article 20(1) of the
Treaty and who is not a national of
a State which participates in this

(©) ‘third-country national’ means
any person who is not a citizen of the
Union within the meaning of Article
20(1) of the Treaty and who is not a
national of a State which participates
in this Regulation by virtue of an

Regulation by virtue of an Regulation by virtue of an | agreement with the Union;
agreement with the FEuropean agreement with the [...] Union;

Union;

(d) ‘'illegal stay' means the | Amendment 47 (d) 'illegal stay' means the [ (d) 'illegal stay' means the
presence on the territory of a @ 'llegal stay’ means the presence on the territory of a | presence on the territory of a Member

Member State, of a third-country
national who does not fulfill, or no
longer fulfils the conditions of
entry as set out in Article 5 of the
Schengen Borders Code or other
conditions for entry, stay or
residence in that Member State;

presence on the territory of a
Member State, of a third-country
national or stateless person who
does not fulfil, or no longer fulfils
the conditions of entry as set out in
Article 5 of the Schengen Borders
Code or other conditions for entry,
stay or residence in that Member
State;

Member State, of a third-country
national or a stateless person who
does not fulfil, or no longer fulfils
the conditions of entry as set out in
Article 5 of the Schengen Borders
Code or other conditions for entry,
stay or residence in that Member
State:

State, of a third-country national or a
stateless person who does not fulfil,
or no longer fulfils the conditions of
entry as set out in Article 5 of the
Schengen Borders Code or other
conditions for entry, stay or residence
in that Member State;

(ee) 'beneficiary of international
protection' means a third-country
national or a stateless person who
has been granted international

Confirmed on political level on 20
December 2023

(e) 'beneficiary of international
protection' means a means a person
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protection as defined in Article 2(a)
of Directive 2011/95/EU;

(éf)  'hit' means the existence of
a match or matches established by
the Central System by comparison
between fingerprint data recorded
in the computerised central
database and those transmitted by a
Member State with regard to a
person, without prejudice to the
requirement that Member States
shall immediately check the results
of the comparison pursuant to
Article 25 26(4);

Amendment 48

® 'hit' means the existence of
a match or matches established by
the Central System by comparison
between fingerprint biometric data
recorded in the computerised
central database and those
transmitted by a Member State with
regard to a person, without
prejudice to the requirement that
Member States shall immediately
check the results of the comparison
pursuant to Article 26(4);

® 'hit' means the existence of
a match or matches established by
the Central System by comparison
between biometric [...] data
recorded in the computerised
cenfral database and those
transmitted by a Member State with
regard to a person, without
prejudice to the requirement that
Member States shall immediately
check the results of the comparison
pursuant to Article 26(4);

(eg) 'National Access Point'
means the designated national
system which communicates with
the Central System;
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(#h) =Awmemes= [ 'eu-LISA' X
means the [X European ]
Agency [ for the operational
management of  large-scale
information systems in the area of
freedom, security and justice X1
established by Regulation (EU)
No 1077/2011;

(g1) 'Europol' means  the
European Police Office established
by Decision 2009/371/JHA;

(1) '"Europol’ means the
European Police Office established
by Regulation (EU) 2016/794

[...]:

(k1) 'Eurodac data' means all
data stored in the Central System in
accordance with Article & 12
Article #4 13(2) = and Article

2

Amendment 49

()] 'Eurodac data' means all
data stored in the Central System in
accordance with Article 12, Article
12a, Article 13(2) and Article
14(2);

) 'Eurodac data' means all
data stored in the Central System in
accordance with Article 12, Article
12a, Article 12d, Article 13(2) and
Article 14(2) ;

(k) 'law enforcement' means
the prevention, detection or
investigation of terrorist offences
or of other serious criminal
offences;

Amendment 50

(k) 'law enforcement' means
the prevention, detection, e
investigation or prosecution of
terrorist offences or of other
serious criminal offences;

(This amendment applies
throughout the text. Adopting it
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will necessitate corresponding
changes throughout.)

(#))  ‘'terrorist offences' means
the offences under national law
which correspond or are equivalent
to those referred to in Articles 1 to
4 of Framework Decision
2002/475/THA;

Amendment 51

) 'terrorist offences’ means
the offences under—nationaltlaw
which-correspond-or-are-equiralent
Fe—the oot e
4-of referred to in Articles 3 to 12
of Directive (EU) 2017/... of the
European Parliament and of the
Council [on combating terrorism
and replacing Council Framework
Decision  2002/475/JHA  and
amending  Council  Decision
2005/671/JHA].

(m) 'serious criminal offences'
means the forms of crime which
correspond or are equivalent to
those referred to in Article 2(2) of
Framework Decision
2002/584/JHA, if they are
punishable under national law by a
custodial sentence or a detention
order for a maximum period of at
least three years;
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(0) 'facial image data ' means
digital images of the face with
sufficient image resolution and
quality to be used in automatic
biometric matching;

Amendment 52

(oa) ‘biometric data’ means
Jfingerprint data and facial image
data;

(This amendment applies
throughout the text. Adopting it
will necessitate corresponding
changes throughout.)

®) ‘biometric data’ means
fingerprint data and facial image
data for the purposes of this
Regulation;

Amendment 53

(ob) 'stateless person' means a
person who is not considered to
be a national of any State under
the operation of its law.

Amendment 54

(oc) 'alphanumeric data’
means data represented by letters,
digits, special characters, spaces
and punctuation marks;

() ‘alphanumeric data’
means data represented by
letters, digits, special characters,
space and punctuation marks;

Amendment 55

(od) 'residence document’
means a residence document as
defined in point (...) of Article of
Regulation ... [COD(2016)0133;

(r) ‘residence document’
means any authorisation issued
by the authorities of a Member
State authorising a third-country
national or a stateless person to
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Dublin IV];

stay on its territory, including the
documents substantiating the
authorisation to remain on the
territory under  temporary
protection arrangements or until
the circumstances preventing a
removal order from being carried
out no longer apply, with the
exception of visas and residence
authorisations issued during the
period required to determine the
Member State responsible as
established in Regulation (EU)
No XXX/XXX [Dublin
Regulation] or during the
examination of an application for
international protection or an

territory, including the documents
substantiating the authorisation to
remain on the territory under
temporary protection arrangements
or until the circumstances
preventing a removal order from
being carried out no longer apply,
with the exception of visas and
residence authorisations issued
during the period required to
determine the Member State
responsible as established in
Regulation (EU) No XXX/XXX
[Asylum and Migration Management
Regulation] or during the
examination of an application for
international protection or an

application for a residence | application for a residence permit;
permit;
Amendment 56 (s) 'Interface Control | Confirmed by second trilogue
rs ' 3
(oe) 'interface control . Document' means the -technlcal ) tinterface control document'
document'’ means a technical document that specifies the

document that specifies the
necessary requirements with
which the national access points
referred to in Article 4(3) are fo
comply in order to be able to
communicate electronically with
the Central System, in particular
by detailing the form and possible
content of the information fo be
exchanged between the Central
System and the national access

necessary requirements to which
the National Access Points must
adhere, to be able to
communicate electronically with
the Central system, in particular
by detailing the format and
possible content of  the
information exchanged between
the Central system and the
National Access Points.

means a technical document that
specifies the necessary requirements
with which the National access
points or the Europol access point
are to comply in order to be able to
communicate electronically with the
Eurodac, in particular by detailing
the format and possible content of
the information to be exchanged
between the Eurodac and the
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points.

2. The terms defined in Article [..]=
of  Directive [2016/.../EU[
9546dee shall have the same
meaning in this Regulation in so far
as personal data are processed by
the authorities of the Member
States for the purposes laid down in
Atrticle 1(1)(a) of this Regulation.

2. The terms defined in Article
4 of [...] Regulation (EU)
2016/679 shall have the same
meaning in this Regulation in so far
as personal data are processed by
the authorities of the Member
States for the purposes laid down in
Article 1(1)(a) of this Regulation.

3. Unless stated otherwise, the
terms defined in Article [..]2 of
Regulation (EU) No [.../...]
6042043 shall have the same
meaning in this Regulation.

3. Unless stated otherwise, the
terms defined in Article 2 of
Regulation (EU) No XXX/XXX
[Dublin Regulation] [...] shall
have the same meaning in this
Regulation.

4. The terms defined in Article [...]
2 of Directive
[2016/.../EU] —rapansasde Dioaasaay
200SOLLHLA shall have the same
meaning in this Regulation in so far
as personal data are processed by
the B> competent <X] authorities of
the Member States for the purposes
laid down in Article 1£3(1)(c) of
this Regulation.

4. The terms defined in
Article 3 of Directive (EU)
2016/680 [...] shall have the same
meaning in this Regulation in so far
as personal data are processed by
the competent authorities of the
Member States for the purposes laid
down in Article 1(1)(c) of this
Regulation.
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Article

('Y
[FN

Article 4

ARTICLE 4 REPLACED BY THE
AMENDED PROPOSAL (see NEW
4CD)

System architecture and basic
principles

System architecture and basic
principles

1. Eurodac shall consist of:

central
("Central

(a) a computerised
fingerprint  database
System") composed of:

(a) a [...] Central System [...]
composed of:

(1) a Central Unait,

(11) a Business Continuity Plan
and System;

(b) a communication
infrastructure between the Central
System and Member States that
provides eR——eReFrpted—i sttt
nebwerli—dedicated—te = a secure
and encrypted communication
channel for < Eurodac data
("Communication Infrastructure").

2. The EURODAC
Communication Infrastructure will
be using the existing 'Secure Trans
European Services for Telematics
between Administrations' (TESTA)
network. A separate virtual private

Amendment 57

2. The EURODAC
Communication Infrastructure will
be using the existing 'Secure Trans
European Services for Telematics
between Administrations' (TESTA)

2. The EURODAC
Communication Infrastructure will
be using the existing 'Secure Trans
European Services for Telematics
between Administrations' (TESTA
ng) network. In order to ensure




network  dedicated to  the [ network. A-separate—srtaal-private | confidentiality, personal data | sebvedc—In—eorder—to—ensure
EURODAC shall be established on | netwetle——dedieated——+te——the | transmitted to or from Eurodac | eenfidentiality, —persenal—data
the existing TESTA private virtual | EHRODAC shall be-established-ean | shall be encrypted. [...] teansmitted—to—or from Furodae
network to ensure the logical | the-existine TESTA-private—virtual ~ri-becrerypred——}
separation of EURODAC data | retverl—to—ensure—the—losieal
from other data. separation—ef—EURODAC—data
- : In order to ensure
confidentiality, personal data
transmitted to or from Eurodac
shall be encrypted.
23,  Each Member State shall Amendment 58 Confirmed-br-second-tritosue
have a single National Access | 3. Each Member State shall Each MemberStateshalll el
Point. have a single National Access National A Doint E L shall
Pomt. Europol shall have its own ; irole . !' .
access point.
24.  Data on persons covered by Amendment 59 4. Data on persons covered by | Fo-be-confirmedby-trilosHe
Articles 2 10(1), #4 13(1) and +* | 4. Data on persons covered by | Articles 10(1), 12a(1), 12d, 13(1) 1 B ! ed1
14(1) which are processed in the | Articles 10(1), 72a, 13(1) and 14(1) | and 14(1) which are processed i | , .. les 1001} L2a 124131 |
Central System shall be processed | which are processed in the Central | the Central System shall be 14(1)—14a— " Twhich-ase-ps 1
on behalf of the Member State of | System shall be processed on | processed on behalf of the Member | . ]’ g’ tral S Lall 1
origin under the conditions set out | behalf of the Member State of | State of origin under the conditions | __ 1 behelfof the Mombes
in this Regulation and separated by | origin under the conditions set out | set out in this Regulation and Stateofoies lor{l LG
appropriate technical means. in this Regulation and separated by | separated by appropriate technical Cinthis Reculat | atedl
appropriate technical means. means. opriat Lieal
45. The rules  governing
Eurodac shall also apply to
operations carried out by the
Member States as from the
transmission of data to the Central
System until use is made of the
results of the comparison.
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Article#£ 5

Article 5

Operational management

Operational management

1. R — e X eu-
LISA <X] shall be responsible for
the operational management of
Eurodac.

The operational management of
Eurodac shall consist of all the
tasks necessary to keep Eurodac
functioning 24 hours a day, 7 days
a week in accordance with this
Regulation, in particular the
maintenance work and technical
developments necessary to ensure
that the system functions at a
satisfactory level of operational
quality, in particular as regards the
time required for interrogation of
the Central System. A Business
Continuity Plan and System shall
be developed taking into account
maintenance needs and unforeseen
downtime of the system, including
the impact of business continuity
measures on data protection and
security.

Fhe—Ageneyr [ 2. eu-LISA X

shall ensure, in cooperation with
the Member States, that at all times
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the best available and most secure
technology and techniques, subject
to a cost-benefit analysis, are used
for the Central System.

Amendment 60

Eu-LISA shall be permitted to use
real personal data of the Eurodac
production system for testing
purposes, in accordance with
Regulation (EU)2016/679, and in
strict compliance with Article 17
of the Staff Regulationss in
respect of every person involved in
the testing only in the following
circumstances:

Amendment 61

In such cases, the security
measures, access confrol and

In such cases, the security
measures, access control and
logging activities at the testing
environment shall be equal to the

55

the Conditions of Employment of Other Servants of the European Union (OJ L 56, 4.3.1968, p.1).

Council Regulation (EEC, Euratom, ECSC) No 259/68 of the Council of 29 February 1968 laying down the Staff Regulations of Officials of the European Union and
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logging activities at the testing
environment shall be equal to the
ones for the Eurodac production
system. Real personal data adopted
for testing shall be subject to
stringent conditions and rendered
anonymous in such a way that the
data-subject i1s no  longer
identifiable. Once the purpose for
which the testing was carried out
has been achieved or the tests have
been completed, such real
personal data shall be immediately
and permanently erased from the
testing environment. Eu-LISA
shall ensure that relevant
guarantees are provided in respect
of the accessing of data by
external contractors, in
accordance with Articles 24 fo 28
of Regulation (EU) 2016/679.

ones for the Eurodac production
system. Real personal data adopted
for testing shall be rendered
anonymous in such a way that the
data-subject i1s no  longer
identifiable, where such data can
be anonymised.

23  Fhe——Aseneyx [ eu-
LISA <X] shall be responsible for
the following tasks relating to the
Communication Infrastructure:

(a) supervision;

(b)  security;

(c) the coordination of
relations between the Member
States and the provider.
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Amendment 62

(ca) interoperability with other
information systems.

24 The Commission shall be
responsible for all tasks relating to
the Communication Infrastructure
other than those referred to in
paragraph 2 3, in particular:

(a) the implementation of the
budget;

(b)  acquisition and renewal;

(c) contractual matters.

[..

]

46.  Without prejudice to Article
17 of the Staff Regulations, e
demeney [ eu-LISA X1  shall
apply  appropriate  rules of
professional secrecy or other
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equivalent duties of confidentiality
to all its staff required to work with
Eurodac data. This obligation shall
also apply after such staff leave
office or employment or after the
termination of their duties.

Article 6

Article 6

Member States' designated
authorities for law enforcement

purposes

Member States' designated
authorities for law enforcement

purposes

1. For the purposes laid down
in Article 1€X1)(c), Member
States  shall  designate  the
authorities that are authorised to
request comparisons with Eurodac
data pursuant to this Regulation.
Designated authorities shall be
authorities of the Member States
which are responsible for the
prevention, detection or
ivestigation of terrorist offences
or of other serious criminal
offences. Designated authorities
shall not include agencies or units
exclusively  responsible for
intelligence relating to national
security.

Amendment 63

1. For the purposes laid down
m Article 1(1)(c), Member States
shall designate the authorities that
are  authorised to  request
comparisons with Eurodac data
pursuant to this Regulation.
Designated authorities shall be
authorities of the Member States
which are responsible for the
prevention, detection or
investigation of terrorist offences
or of other serious criminal

offences. Designated—aunthorities
. genet

ol ) | F - onal

seeurty:

1. For the purposes laid down
in Article 1(1)(c), Member States
shall designate the authorities that
are  authorised to  request
comparisons with Eurodac data
pursuant to this Regulation.
Designated authorities shall be
authorities of the Member States
which are responsible for the
prevention, detection or
investigation of terrorist offences or
of other serious criminal offences.

[...]
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2. Each Member State shall
keep a list of the designated
authorities.

Amendment 64

2. Each Member State shall
keep a list of the designated
authorities and communicate it
without delay to the Commission
and to eu-LISA. Eu-LISA shall
publish a consolidated list of those
designated authorities in the
Official Journal of the European
Union. Where that list has been
amended, eu-LISA shall annually
publish an updated consolidated
list online.

3. Each Member State shall
keep a list of the operating units
within the designated authorities
that are authorised to request
comparisons with Eurodac data
through the National Access Point.

Article 7 Article 7
Member States' verifying Member States' verifying
authorities for law enforcement authorities for law enforcement
purposes purposes

1. For the purposes laid down
in Article 1&3(1)(c), each Member
State shall designate a single
national authority or a unit of such
an authority to act as its verifying
authority. The verifying authority
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shall be an authority of the Member
State which is responsible for the
prevention, detection or
investigation of terrorist offences
or of other serious criminal
offences.

The designated authority and the
verifying authority may be part of
the same organisation, if permitted
under national law, but the
verifying  authority shall act
independently when performing its
tasks under this Regulation. The
verifying  authority shall be
separate from the operating units
referred to in Article £ 6(3) and
shall not receive instructions from
them as regards the outcome of the
verification.

Member States may designate
more than one verifying authority
to reflect their organisational and
administrative  structures, n

accordance with their
constitutional or legal
requirements.

2. The verifying authority
shall ensure that the conditions for
requesting comparisons of
fingerprints with Eurodac data are
fulfilled.

Amendment 65

The verifying authority shall
ensure that the conditions for
requesting comparisons of

fincerprnts biometric  or

2. The verifying authority
shall ensure that the conditions for
requesting comparisons of
biometric or alphanumeric data

[...] with Eurodac data are fulfilled.
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alphanumeric data with Eurodac
data are fulfilled.

Only duly empowered staff of the
verifying authority shall be
authorised to receive and transmit a
request for access to Eurodac in
accordance with Article 32 20.

Only duly empowered staff of the
verifying authority shall be authorised
to receive and transmit a request for
access to Eurodac in accordance with
Article 20.

Only the verifying authority shall
be authorised to forward requests
for comparison of fingerprints
= and facial images < to the
National Access Point.

Amendment 66

Only the verifying authority shall
be authorised to forward requests
for comparison of finserprnts-and
faetal—imases biomefrics or

alphanumeric data to the National
Access Point.

Only the verifying authority shall
be authorised to forward requests
for comparison of biometric or
alphanumeric data [...] to the
National Access Point.

Only the verifying authority shall be
authorised to forward requests for
comparison of  biometric or
alphanumeric data to the National
Access Point.

Article 28 Article 8
Europol Europol
1. For the purposes laid down | Amendment 67 L. For the purposes laid down | Confirmed by the third trilogue:
in Article 1£3(1)(c), Europol shall 1 For the purposes laid down in Article 1(1)(c), Europol shall 1. For the p N

designate a specialised unit with
duly empowered Europol officials
to act as its verifying authority,
which shall act independently of
the designated authority referred to
in paragraph 2 of this Article when
performing 1its tasks under this
Regulation and shall not receive
mstructions from the designated
authority as regards the outcome of

m Article 1(1)(c), Europol shall
designate a—specialised—unit—with

designate a specialised unit with
duly empowered Europol officials
to act as its verifying authority,
which shall act independently of the
designated authority referred to in
paragraph 2 of this Article when
performing its tasks under this
Regulation and shall not receive
mstructions from the designated
authority as regards the outcome of

Article  1(1)(d), Europol shall
designate one or more of its
operating units as the 'Europol
designated authority' that are
authorised to request comparisons
with Eurodac data through the
Europol Access Point in order to
support and strengthen action by
Member States in preventing,
detecting or investigating terrorist
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the verification. The wunit shall
ensure that the conditions for
requesting comyp arisons of

fingerprints = and ;

with Eurodac data are fulﬁlled
Europol shall designate in
agreement with any Member State
the National Access Point of that
Member State  which shall
communicate its requests for
comparison of fingerprint = a
facial 1ma age <= data to the Central
System.

ﬂae—Geﬂtfa-l—Systea& an authonty

which is authorised to request
comparisons with Eurodac data
through its designated Europol
access point in order to prevent,
detect and investigate [terrorist
offences or other serious criminal
offences. The designated authority
shall be an operating unit of
Europol.

the verification. The unit shall
ensure that the conditions for
requesting comparisons of
biometric or alphanumeric data
[...] with Eurodac data are fulfilled.
Europol  shall designate in
agreement with any Member State
the National Access Point of that
Member State  which  shall
communicate its requests for
comparison of biometric or
alphanumeric [...] data to the
Central System.

2. For the purposes laid down
in Article 142+ (1)(¢), Europol shall
designate an operating unit that is
authorised to request comparisons
with Eurodac data through its
designated National Access Point.
The designated authority shall be
an operating unit of Europol which
is competent to collect, store,
process, analyse and exchange
information to support and

Amendment 68

2. For the purposes laid down
m Article 1(1)(c), Europol shall
designate an eperatine specialised
unit {hat—ls—aﬂt-heﬂsed—te—fequest
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strengthen action by Member
States in preventing, detecting or
investigating terrorist offences or
other serious criminal offences
falling within Europol's mandate.

with duly empowered Europol
officials as the Europol access
point.The Europol access point
shall verify that the conditions to
request comparisons with
Eurodac data laid down in Article
22 are fulfilled. The Europol
access point shall act
independently when performing
its tasks under this Regulation and
shall not receive instructions from
the designated authority referred
fo in paragraph 1 as regards the
outcome of the verification.

Amendment 69

2a. Europol shall designate an
operating unit in charge of
collecting, storing, processing,
analysing and exchanging the
data on child victims of trafficking
in human beings. The operating
unit shall be authorised to request
comparisons with Eurodac data in
order fo support and strengthen
Member  States’ action in
preventing, detecting or
investigating child trafficking,
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child labour or sexual
exploitation.

Amendment 70
Article 8 a

European Border and Coast
Guard

In accordance with Article 40(8)
of Regulation (EU) 2016/1624,
the members of the European
Border and Coast Guard Agency
or teams of staff involved in
return-related tasks as well as the
members of the migration
management support teams shall,
within their mandate, have the
right fo access and search data
entered in Eurodac. They shall
access the data by using the
technical interface set up and
maintained by the European
Border and Coast Guard Agency
as referred to in Article 10(3a) of
this Regulation.

ARTICLE 9 replaced by the new
proposal (see new 4CD)
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resettlementscheme;
(iii) who were apprehended in | fuformal—outcome—of—technical
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Artiele 38 19(H-and- G- =1H2);
(3rand (41

(gy  the number of hits for
persons—referred—to—inArticle 18
19(H-=--and(4-<=—for-whemhits
have—been—recorded—underpeoints
by=(e)and(dof thisArticle:
h—the number-of requests—and
hitsreferred-to-in-Article 20 2HH);

(1) the number of requests and
hits referred to in Article 2:22(b=:
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CHAPTER 1 CHAPTER
APPLICANTS FOR APPEICANTS FOR
INTERNATIONAL EINFERNATHONAL
PROTECTION PROTECHON
Artiele 210 Artiele 10 ARTICLE 10 replaced by the new
proposal (see new 4CD)
Collecti ! o ¢
bieli}et‘l ie T e | dat&
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EH)Ne-6842013 transmit them
together with the data referred to in
Article H—12—te—g=+(c)to
()< of this Regulation to the
Central System-
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Artiele 4011 Artiele ARTICLE 11 replaced by the new
proposal (see new 4CD)

36 Regulation (EU) 2016/679 of the European Parliament and of the Council of 14 September 2016 on the European Border and Coast Guard and amending Regulation

(EU) 2016/399 of the European Parliament and of the Council and repealing Regulation (EC) No 863/2007 of the European Parliament and of the Council, Council
Regulation (EC) No 2007/2004 and Council Decision 2005/267/EC (OJ L 251, 16.9.2016, p. 1).
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=>15-and16-=

a)——when—an—appheant—for
) onal i |

person—as—referredto—in—=-Article
241 b) (o) (d)bor
fe)y=—of Regulation—H—Ne
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ARTICLE 12

REPLACED BY THE NEW
PROPOSAL (see NEW 4CD)
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B> (p) where applicable in
accordance with Article $8-Hb);
the date of the arrival of the person
coneerned—after—a——steecesstud
transfer<d
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Amendment 81 CHAPTER HA REPLACED ~BY THE NEW
CHAPTER LL4: PROPOSAL (see NEW 4CD)
RESETTLED THIRD- PERSONSREGISTERED REPEACED
COUNTRY NATIONALS FORTFHEPURPOSEOF
ORSTATELESS PERSONS CONDUCHNGAN
ADMISSION-PROCEDURE
ANBADNVHTFFEDIN
ACCORPANCE-WTHA
NAHONALRESEFFEMENT
Sectiond
PERSONSREGISTEREDFOR
FHEPURPOSE-OF
CONDHETINGAN-ADMSSION
PROCEDUYRE
Atendment 82 Apticle]2a
I 12 Artiele 1 2a
OFFINGERPRINTSAND-FACIAL OF BIOMETFRIC PATA biometric-data
PMAGE-DATA
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CHAPTERIH CHAPTERIH
FHIRD-COUNTRY THRD- COUNTRY
NATHONALS OR NAHONALS OR
STATELESS PERSONS STATELESS PERSONS
APPREHENDEDIN APPREHENDEDIN
CONNECHONWATHTHE CONNECHON-WITH
IRREGULAR CROSSING THEIRREGUEAR
OFANEXTERNAL CROSSING OFAN
BORDER EXTERNALBORDER
Artiele 443 Artiete 13 ARTICLE 13 REPLACED BY THE

NEW PROPOSAL (NEW 4CD)

Collection and transmission of
fingerprint data X> and facial
image data <]

Collection and transmission of
biometric [...] data

Collecti 1 - ¢
bi ied

Ivtake the fi . £ all Ivtake_the_bi ied Ivtake_the_bi ied e
: & of f hird ] ) ity na Eﬁ.“} every —third-countr m”,ieﬂﬂl ot
S | | c PEESe et )
1 14 2 gix <o c ] : & Pi Gecoy | a8 Pi oy
. hended_bvil I . . Pete . . .
| boritiosi . . ’ Hreg , . & g
b the | ing by land. £ 93 . ) .
- of the_bord £ . g | v £=¢
MemberS hav ; . | bacl ]3 . ) . .
hird Lwhoo | becicall | . e g . - flj : ) |
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()  Mcmber State ol origin,
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ARTICLE 14 REPLACED BY THE
NEW PROPOSAL (see NEW 4CD)

Collecti 1 o £
bi ied
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CHAPTER V CHAPTERV
> PROCEDURE FOR | Amendment 94 PROCEDURE FOR PROCEDURE FOR
COMPARISON OF DATA PROCEDURE FOR COMPARISON OF DATA COMPARISON OF DATA
FOR APPLICANTS FOR | CcOMPARISON OF DATA | FORAPPLICANTS FOR FOR APPLICANTS FOR
INTERNATIONAL FOR APPLICANTS FOR INTERNATIONAL INTERNATIONAL
PROTECTION AND INTERNATIONAL PROTECTION AND PROTECTION AND THIRD-
THIRD-COUNTRY PROTECTION, THIRD-COUNTRY COUNTRY NATIONALS AND
NATIONALS RESETTLED THIRD- NATIONALS AND STATELESS PERSONS
APPREHENDED COUNTRY NATIONALS STATELESS PERSONS APPREHENDED CROSSING
CROSSING THE BORDER AND STATELESS APPREHENDED THE BORDER
IRREGULARLY OR PERSONS AND THIRD- | CROSSING THE BORDER IRREGULARLY OR
ILLEGALLY STAYINGIN | COUNTRY NATIONALS IRREGULARLY OR ILLEGALLY STAYING IN
THE TERRITORY OF A APPREHENDED ILLEGALLY STAYING IN THE TERRITORY OF A
MEMBER STATE & CROSSING THE BORDER | THE TERRITORY OF A MEMBER STATE AND
IRREGULARLY OR MEMBER STATE BENEFICIARIES OF
ILLEGALLY STAYING IN TEMPORARY
THE TERRITORY OF A PROTECTION
MEMBER STATE
Article 15 Article 15
X> Comparison of fingerprint Comparison of Comparison-of biometric-data
and facial image data <X] biometric|...]data
2l.  Fingerprint = and facial | Amendment 95 1. Biometric [..-] data | Lextemreed swith theeveeptionof the
image & data swithinethe=raeaiing 1 F Biometric aud trgnsmitted by any.Member O e
efAstele—Ha) transmitted by any frcial data transmitted by with the exception of those | persons—data
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Member State, with the exception
of those transmitted in accordance
with Article 28 11(b) = and (c) <,
shall be compared automatically
with  the  fingerprint  data
transmitted by other Member
States and already stored in the
Central System X in accordance
with Article 8 10(1), #=% 13(1) and
+ 14(1) .

any Member State, with the
exception of those transmitted in
accordance with Article 11(b) and
(c), shall be compared
automatically with the fingerprint
data transmitted by other Member
States and already stored in the
Central System in accordance with
Artiele Articles 10(1), 12a, 13(1)
and 14(1).

transmitted in accordance with
Article 11(b) and (c), shall be
compared automatically with the
biometric [...] data transmitted by
other Member States and already
stored in the Central System in
accordance with Article 10(1),
12a(1), 12d, 13(1) and 14(1).

ARTICLE 15(1) REPLACED BY
THE NEW PROPOSAL (NEW 4CD)

42,  The Central System shall
ensure, at the request of a Member
State, that the comparison referred
to in paragraph & 1 B of this
Article X1 covers the fingerprint
= and facial 1image &  data
previously transmitted by that
Member State, in addition to the
X fingerprint XI = and facial
image < data from other Member
States.

2. The Central System shall
ensure, at the request of a Member
State, that the comparison referred
to in paragraph 1 of this Article
covers the biometric [...] data
previously transmitted by that
Member State, in addition to the
biometric [...] data from other
Member States.

2. Eurodac shall ensure, at the
request of a Member State, that the
comparison referred to in paragraph 1
of this Article covers the biometric
data previously transmitted by that
Member State, in addition to the
biometric data from other Member
States.

£3.  The Central System shall
automatically transmit the hit or the
negative result of the comparison to
the Member State of origin
= following the procedures set out
in Article 26(4) < . Where there is

Amendment 96

3. The Central System shall
automatically transmit the hit or the
negative result of the comparison to
the Member State of origin
following the procedures set out in

3. The Central System shall
automatically transmit the hit or the
negative result of the comparison to
the Member State of origin
following the procedures set out in
Article 26(4). Where there i1s a hit,

Text agreed with the exception of the
reference to the Article on resettled
persons’data

3. Eurodac shall automatically
transmit the hit or the negative result
of the comparison to the Member State
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a hit, it shall transmit for all data
sets corresponding to the hit the
data referred to in Article defas=te
&8 = 12, 13(2) and 14(2) < along
with, where appropriate, the mark
referred to in Article £8 19(1)
= and (4) < . @ Where a negative
hit result 1s received, the data
referred to in Article 12, 13(2) and
14(2) shall not be transmitted. <

Article 26(4). Where there 1s a hit,
it shall transmit for all data sets
corresponding to the hit the data
referred to in Astiele Articles 12,
12b, 13(2) and 14(2) along with,
where appropriate, the mark
referred to in Article 19(1) and (4).
Where a negative hit result is
received, the data referred to in
Avtiele Articles 12, 12b, 13(2) and
14(2) shall not be transmitted.

it shall transmit for all data sets
corresponding to the hit the data
referred to mn Article 12, 12¢, 12f,
13(2) and 14(2) along with, where
appropriate, the mark referred to in
Article 19(1) and (4). Where a
negative [...] result is received, the
data referred to in Article 12, 12c,
12f, 13(2) and 14(2) shall not be
transmitted.

of origin following the procedures set
out in Article 26(4). Where there is a
hit, it shall transmit for all data sets
corresponding to the hit the data
referred to in Article 12, 255 12¢, 12f,
13(2) and 14(2) along with, where
appropriate, the mark referred to in
Article 19(1) and (4). Where a
negative result is received, the data
referred to i Article 12, 12¢, 12f,
13(2), 14(2), 14a(2) and 14¢(2) shall
not be transmitted.

4. Where evidence of a hit is
received by a Member State from
Eurodac that can assist that
Member State to carry out its
obligations under Article 1(1)(a),
that evidence shall take precedence
over any other hit received.

4. Where [...] a hit is received
by a Member State from Eurodac
that can assist that Member State to
carry out its obligations under
Article 1(1)(a), that evidence shall
take precedence over any other hit
received.

4. Where a hit is received by a
Member State from Eurodac that can
assist that Member State to carry out
its obligations under Article 1(1)(a),
that evidence shall take precedence
over any other hit received.

Article 16

Article 16

Article 16

Comparison of facial image data

Amendment 97

Comparison of facial image data
only

Comparison of facial image data

Confirmed by the fourth trilogue

Comparison of facial image data

(1)  Where the condition of the
fingertips does not allow for the
taking of fingerprints of a quality
ensuring appropriate comparison
under Article 26 or where a person
referred to in Article 10(1), 13(1)
and 14(1) refuses to comply with

(1) Where the condition of the
fingertips does not allow for the
taking of fingerprints of a quality
ensuring appropriate comparison
under Article 26 [...], a Member
State shall [...] camry out a

Confirmed by the fourth trilogue

1. Where the condition of the
fingertips does not allow for the taking
of fingerprints of a quality ensuring
appropriate comparison under Article
26 or where no fingerprints are
available for comparison, a Member
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the fingerprinting process, a
Member State may carry out a
comparison of facial image data as
a last resort.

comparison of facial image data

[..]

State shall carry out a comparison of
facial image data.

Facial image data and data relating
to the sex of the data-subject may
be compared automatically with
the facial image data and personal
data relating to the sex of the data-
subject transmitted by other
Member States and already stored
in the Central System in
accordance with Article 10(1),
13(1) and 14(1) with the exception
of those transmitted in accordance
with Article 11(b) and (c).

Amendment 98

(2)  Facial image data and data
relating to the sex of the data-
subject may be compared
automatically with the facial image
data and personal data relating to
the sex of the data-subject
transmitted by other Member
States and already stored in the
Central System 1n accordance with
Articles 10(1), 12a, 13(1) and 14(1)
with the exception of those
transmitted in accordance with
Article 11(b) and (c).

2. Facial image data and data
relating to the sex of the data-
subject may be  compared
automatically with the facial image
data and personal data relating to
the sex of the data-subject
transmitted by other Member States
and already stored in the Central
System in accordance with Article
10(1), 12a(1), 12d, 13(1) and 14(1)
with the exception of those
transmitted in accordance with
Article 11(b) and (c).

PROVISION REPLACED BY THE
NEW PROPOSAL (NEW 4CD)

The Central System shall ensure, at
the request of a Member State that
the comparison referred to in
paragraph 1 of this Article covers
the facial image data previously
transmitted by that Member State,
in addition to the facial image data
from other Member States.

Eurodac shall ensure, at the request of
a Member State that the comparison
referred to in paragraph 1 of this
Article covers the facial 1mage
previously transmitted by that
Member State, in addition to the facial
image data from other Member States.
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Amendment 99

(4) The Central System shall
automatically transmit the hit or the
negative result of the comparison to
the Member State of origin
following the procedures set out in
Article 26(4). Where there 1s a hit,
it shall transmit for all data sets
corresponding to the hit the data
referred to in Astiele Articles 12,
12b, 13(2) and 14(2) along with,
where appropriate, the mark
referred to in Article 34 19(1)
and (4). Where a negative hit result
is received, the data referred to in
Astiele Articles 12, 12b, 13(2) and
14(2) shall not be transmitted.

4 The Central System shall
automatically transmit the hit or the
negative result of the comparison to
the Member State of origin
following the procedures set out in
Article 26(5) [...]. Where there 1s a
hit, 1t shall transmit for all data sets
corresponding to the hit the data
referred to in Article 12, 12¢, 12f,
13(2) and 14(2) along with, where
appropriate, the mark referred to in
Article 19 [...] (1) and (4). Where a
negative [...] result is received, the
data referred to in Article 12, 12c¢,
12f, 13(2) and 14(2) shall not be
transmitted.

5) Where [...] a hit 1s received
by a Member State from Eurodac
that can assist that Member State to
carry out its obligations under
Article 1(1)(a), that evidence shall
take precedence over any other hit
received.
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CHAPTER ¥ ﬂ CHAPTER VI
AR S O DATA STORAGE,
A RAALLOA 4L ADVANCED DATA
Rl > DATA ERASURE AND
STORAGE, ADVANCED MARKING OF DATA
DATA ERASURE AND
MARKING OF DATA =1
Article 7 Article 17

Data storage

Data storage

1. B For the purposes laid down in
Article 10(1), <X] Eeach set of data
B relating to an applicant for
international protection X1 , as
referred to in Article 4=k 12, shall be
stored in the Central System for ten
years from the date on which the
fingerprints were taken.

Amendment 100

1. For the purposes laid down
i Article 10(1), each set of data
relating to an applicant for
mternational protection, as referred
to in Article 12, shall be stored in
the Central System for fes five
years from the date on which the
fingerprints were first taken.

1. For the purposes laid down
in Article 10(1), each set of data
relating to an applicant for
international protection, as referred
to in Article 12, shall be stored in
the Central System for ten years
from the date on which the
biometric data [...] were taken.

Confirmed on political level on 20
December 20231. For the
purposes laid down in Article 10(1),
each set of data relating to an applicant
for international protection, as referred
to in Article 12, shall be stored in
Eurodac for ten years from the date on
which the biometric data were taken.

Amendment 101

la. Forthe purposes laid down
in Article 12a, each set of data
relating fto a resettled third-
country national or stateless
person shall be kept in the Central

la. For the purposes laid
down in Article 12a(1), each set of
data relating to a third-country
national or stateless person for
whom a Member State intends to
conduct an admission procedure
in accordance with Regulation

PROVISION ON RESETITLEMENT
REPLACED IN THE NEW 4CD
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System for five years from the date
on which the fingerprints were
taken.

(EU) XXX/XXX (Resettlement
Regulation), as referred to in
Article 12c, shall be stored in the
Central System for ten years
from the date on which the
biometric data were taken.

1b. For the purposes laid
down in Article 12d, each set of
data relating to a third-country
national or stateless person to be
admitted in accordance with a
national resettlement scheme, as
referred to in Article 12f, shall be
stored in the Central System for
ten years from the date on which
the biometric data were taken.

PROVISION ON RESETTLEMENT
REPLACED IN THE NEW 4CD

2. For the purposes laid down
in Article 13(1), each set of data
relating to a third-country national
or stateless person as referred to in
Article 13(2) shall be stored in the
Central System for five years from
the date on which his or her
fingerprints were taken.

Amendment 102

2. For the purposes laid down
m Article 13(1), each set of data
relating to a third-country national
or stateless person as referred to in
Article 13(2) shall be stored in the
Central System for a period limited
to the duration of a measure taken
upon the third-country national or
stateless person which shall not be
more than five years from the date
on which his or her fingerprints
were first taken.

2. For the purposes laid down
in Article 13(1), each set of data
relating to a third-country national
or stateless person as referred to in
Article 13(2) shall be stored in the
Central System for five years from
the date on which his or her
biometric data [...] were taken.

2. For the purposes laid down in
Article 13(1), each set of data relating
to a third-country national or stateless
person as referred to in Article 13(2)
shall be stored in Eurodac for five
years from the date on which his or her
biometric data [...] were taken.

3. For the purposes laid down
in Article 14(1), each set of data

Amendment 103

3. For the purposes laid down
in Article 14(1), each set of data

3. For the purposes laid down in
Article 14(1), each set of data relating
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relating to a third-country national
or stateless person as referred to in
Article 14(2) shall be stored in the
Central System for five years from
the date on which his or her
fingerprints were taken.

3. For the purposes laid down
i Article 14(1), each set of data
relating to a third-country national
or stateless person as referred to in
Article 14(2) shall be stored in the
Central System for a period limited
to the duration of a measure taken
upon the third-country national or
stateless person which shall not be
more than five years from the date
on which his or her fingerprints
were first taken.

relating to a third-country national
or stateless person as referred to in
Article 14(2) shall be stored in the
Central System for five years from
the date on which his or her
biometric data [...] were taken.

to a third-country national or stateless
person as referred to in Article 14(2)
shall be stored in Eurodac for five
years from the date on which his or her
biometric data [...] were taken.

3a. Data relating to a person
in relation to whom a negative
conclusion on admission was
reached, as referred to in Article
12b(b), shall be stored in the
Central System for three years
from the date on which the
conclusion on admission was
reached.

PROVISION ON RESETTLEMENT
REPLACED IN THE NEW 4CD

3b. Data relating to a person
in relation to whom the admission
procedure was discontinued, as
referred to in Article 12b(c), shall
be stored in the Central System
for three years from the date of
discontinuation.

PROVISION ON RESETTLEMENT
REPLACED IN THE NEW 4CD

24.  Upon expiry of the pesed
X> data storage  periods <X]
referred to in paragraphs 1 = fo

gtorage periods referred to 1in
paragraphs 1 to 3a of this Article,

4. Upon expiry of the data

PROVISION REPIACED BY THE
NEW PROPOSAL (NEW 4CD)
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3 <& X of this Article X1 , the

the  Central  System  shall

Central System shall automatibally automatically erase the data of the | reference—to—the—parasraphs—on

erase the data X of the data- data-subjects from the Central | resettled persons—data

subjects XI from the Central System. 1 U : £ 4 1

System. = iodsroferred :
bl oty dapth ittt
Hretona S rtent

Article +% 18 Article 18
Adsanee O Advanced X data Advanced data erasure
erasure
1. Data relating to a person [ Amendment 104 1. Data relating to a person | Confirmed on political level on 20

who has acquired citizenship of any
Member State before expiry of the
period referred to in Article
+217(1) =2, (2) or (3) & shall be
erased from the Central System in
accordance with Article 2% 28(4) as
soon as the Member State of origin
becomes aware that the person
concerned has acquired such
citizenship.

1. Data relating to a person
who has acquired citizenship of any
Member State before expiry of the
period referred to in Article 17(1) ,
(2) or (3) shall be erased from the
Central System in accordance with
Article 28(4)—as—seon—as. The
Member State of origin beeemes
aware—that shall be informed
immediately if the person
concerned has acquired such
citizenship in order to erase the
data.

who has acquired citizenship of any
Member State before expiry of the
period referred to in Article 17(1),
(1a), (1b), (2) or (3), (3a) or (3b)
shall be erased from the Central
System 1n accordance with Article
28(4) as soon as the Member State
of origin becomes aware that the
person concerned has acquired such
citizenship.

December 2023

1. Data relating to a person who has
acquired the citizenship of a
Member State of origin before the
expiry of the period referred to in
Article 17(1), (1a), (1b), (2), ex (3),
(3a) or (3b) shall be erased from the
Eurodac without delay by that
Member State in accordance with
Article 28(3).

Data relating to a person who has
acquired the citizenship of another
Member State before the expiry of
the period referred to in Article

17(1), (1a), (1b), (2), &¥(3), (3a) or
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2. The Central System shall,
as soon as possible and no later
than after 72 hours, inform all
Member States of origin of the
erasure of data in accordance with
paragraph 1 by another Member
State of origin having produced a
hit with data which they
transmitted relating to persons

icle 2 10(1), o= 34

Amendment 105

2. The Central System shall,
as soon as possible and no later
than after 72 hours, inform all
Member States of origin of the
erasure of data in accordance with
paragraph 1 by another Member
State of origin having produced a
hit with data which they
transmitted relating to persons
referred to in Astiele Articles 10(1),
12a, 13(1) or 14(1).

2. The Central System shall, as
soon as possible and no later than
after 72 hours, inform all Member
States of origin of the erasure of
data in accordance with paragraph 1
by another Member State of origin
having produced a hit with data
which they transmitted relating to
persons referred to in Article 10(1),
12a(1), 12d, 13(1) or 14(1).
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reasons-other-than-thesereferred-to
in-Article12b(c)-shall ) 1

the dateof di " tion-

ARTICLE 19 REPLACED BY THE

NEW PROPOSAL (NEW 4CD)

Marking-and blockingofdata

—_—_—

+— For-thepurpeseslaid-dovwanin
theMember—State—of o —whach
crantednternatonalproteetion—or#
Frumnanitariar—statas—rder—rational
taw—as-applicable. to-a-an-applieant
SOFHEFH IO PFROFECHOR—PErson
whese-data—were-previouslyrecorded
e oSt
B ]
Systemestablished-byeunHISA—That
mare—shall-be—stored—in—the—Central
Sistett— i —deestdiiee —aithaticle
HH-gnd 17 {1a)for—the—purpese—of
Hansnnson-bhderaticle S and 16-
et
possible—and-—nolater—than—72heuss;
HrteraH M ember Stateob ot of
He—rrke—et—dat—br—another
Mlemher—State—of —ortsi—haviie
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CHAPTER M VII CHAPTER VII
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PROCEDURE FOR PROCEDURE FOR
COMPARISON AND DATA COMPARISON AND DATA
TRANSMISSION FOR LAW TRANSMISSION FOR
ENFORCEMENT LAW ENFORCEMENT
PURPOSES PURPOSES
Article 2 20 Article 20

Procedure for comparison of
fingerprint data with Eurodac

Amendment 108

Procedure for comparison of

Procedure for comparison of
biometric or alphanumeric

Procedure for comparison of
biometric or alphanumeric data

data Socernring biomelric or [...]data with Eurodac data with Eurodac data
alphanumeric data with Eurodac
data
1. For the purposes laid down | Amendment 109 1. For the purposes laid down | Confirmed by second trilogue

in Article 1&23(1)(c), the designated
authorities referred to in Articles &
6(1) and Z §(2) may submit a
reasoned electronic request as
provided for mn Article 28 21(1)
together with the reference number
used by them, to the verifying
authority for the transmission for
comparison of fingerprint = and
facial image <= data to the Central
System via the National Access
Pomnt. Upon receipt of such a
request, the verifying authority
shall verify whether all the
conditions for requesting a
comparison referred to in Articles

1. For the purposes laid down
mn Article 1(1)(c), the designated
authorities referred to in Articles
6(1) and—823 may submit a
reasoned electronic request as
provided for i Article 21(1)
together with the reference number
used by them, to the verifying
authority for the transmission for
comparison of fincerprnt—and
facial—mage  biometric  or
alphanumeric data to the Central
System, via the National Access
Pomt. Upon receipt of such a
request, the verifying authority
shall verify whether all the

in Article 1(1)(c), the designated
authorities referred to in Articles
6(1) and 8(2) may submit a
reasoned electronic request as
provided for m Article 21(1)
together with the reference number
used by them, to the verifying
authority for the transmission for
comparison of biometric data or
alphanumeric [...] data to the
Central System via the National
Access Poimnt. Upon receipt of such
a request, the verifying authority
shall verify whether all the
conditions for requesting a
comparison referred to in Articles

1. For the purposes laid down in
Article  1(1)(c), the designated
authorities referred to in Articles 6(1)
and 8(Z) may submit a reasoned
electronic request as provided for in
Article 21(1) and in Article 22(1)
together with the reference number
used by them, to the verifying
authority for the transmission for
comparison of biometric data or
alphanumeric data to Eurodac via the
National Access Point or Europol
Access Point. Upon receipt of such a
request, the verifying authority shall
verify whether all the conditions for
requesting a comparison referred to in
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conditions for requesting a
comparison referred to in Articles
21 or 22, as appropriate, are
fulfilled.

21 or 22, as appropriate, are
fulfilled.

2. Where all the conditions for
requesting a comparison referred to
in Articles 28 21 or 2¢ 22 are
fulfilled, the verifying authority
shall transmit the request for
comparison to the National Access
Point which will process it to the
Central System in accordance with
Articles S43J=and=(S3 = 15 and
E for the purpose of
comparison with the

B fingerprint X1 = and facial
ﬁ data transmitted to the
Central System pursuant to Articles

8 10(1), end =4 1363 = (1) and

Amendment 110

2. Where all the conditions for
requesting a comparison referred to
in Articles 21 or 22 are fulfilled, the
verifying authority shall transmit
the request for comparison to the
National Access Point which will
process it to the Central System in
accordance with Articles 15 and 16
for the purpose of comparison with
the . S
biometric or alphanumeric data
transmitted to the Central System
pursuant to Articles 10(1), 12a, 13
(1) and 14(1).

2. Where all the conditions for
requesting a comparison referred to
in Articles 21 or 22 are fulfilled, the
verifying authority shall transmit
the request for comparison to the
National Access Point which will
process it to the Central System in
accordance with Articles 15 and 16
for the purpose of comparison with
the biometric or alphanumeric
[...] data transmitted to the Central
System pursuant to Articles 10(1),
12a(1), 12d, 13 (1) and 14(1).

Amendment 111

2a. For the purposes laid down
in  Article 1(1)(c),  Europol's
designated authority may submit a
reasoned electronic request as
provided for in Article 22(1) for
the comparison of biometric data
or alphanumeric data to the
Europol access point referred to in
Article 8(2). Upon receipt of such
a request, the Europol access
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point shall verify whether all the
conditions for requesting a
comparison referred fo in Article
22 are fulfilled. Where all the
conditions referred to in Article 22
are fulfilled, the duly authorised
staff of the Europol access point
shall process the request. The
Eurodac data requested shall be
fransmitted to the operating unit
referred to in Article 8(1) in such
a way as fo ensure the security of
the data.

24 In exceptional cases of
urgency where there is a need to
prevent an imminent danger
associated with a terrorist offence
or other serious criminal offence,
the verifying authority may
transmit the fingerprint data to the
National Access Point for
comparison immediately upon
receipt of a request by a designated

Amendment 112

4. In exceptional cases of
urgency where there is a need to
prevent an imminent danger
associated with a terrorist offence
or other serious criminal offence,
the verifying authority may
transmit the fngerpunt biometric
or alphanumeric data to the

4. In exceptional cases of
urgency where there is a need to
prevent an imminent danger
associated with a terrorist offence or
other serious criminal offence, the
verifying authority may transmit the
biometric or alphanumeric [...]
data to the National Access Point for
comparison immediately upon
receipt of a request by a designated
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authority and only verify ex-post
whether all the conditions for
requesting a comparison referred to
in Article 28 21 or Article 2= 22 are
fulfilled, including whether an

exceptional case of urgency
actually existed. The ex-post
verification shall take place

without undue delay after the
processing of the request.

National Access Pomt for
comparison immediately upon
receipt of a request by a designated
authority and only verify ex-post
whether all the conditions for
requesting a comparison referred to
in Article 21 or Article 22 are
fulfilled, including whether an

exceptional case of wurgency
actually existed. The ex-post
verification shall take place

without undue delay after the
processing of the request.

authority and only verify ex-post
whether all the conditions for
requesting a comparison referred to
in Article 21 or Article 22 are
fulfilled, including whether an
exceptional case of urgency actually
existed. The ex-post verification
shall take place without undue delay
after the processing of the request.

45.  Where an ex-post
verification determines that the
access to Eurodac data was not
justified, all the authorities that
have accessed such data shall erase
the information communicated
from Eurodac and shall inform the
verifying authority of such erasure.

Article I

Article 21

Conditions for access to Eurodac
by designated authorities

Conditions for access to Eurodac
by designated authorities

1. For the purposes laid down
in Article le(1)(c), designated
authorities may submit a reasoned
electronic  request for the
comparison of fingerprint data with
the data stored in the Central

Amendment 113

1. For the purposes laid down
m Article 1(1)(c), designated
authorities may submit a reasoned
electronic  request for the

1. For the purposes laid down
in  Article 1(1)(c), designated
authorities may submit a reasoned
electronic  request for  the
comparison of biometric or
alphanumeric [...] data with the




System within the scope of their
powers only if comparisons with
the following databases did not
lead to the establishment of the
identity of the data subject:

comparison of finserprnt

biometric or alphanumeric data
with the data stored in the Central
System within the scope of their
powers only if eemparisons—with
the—followine—databases—did—anot
terrd——He—ebbdror e
sebetbe ot thedata bt prior

check has been conducted in:

data stored in the Central System
within the scope of their powers
only if a prior check has been
conducted in [...]:

national fingerprint databases;

national [...]databases; and

the automated fingerprinting
identification systems of all
other Member States under
Decision 2008/615/JHA where
comparisons are technically
available, unless there are
reasonable grounds to believe
that a comparison with such
systems would not lead to the
establishment of the identity of
the data subject. Such
reasonable grounds shall be
included in the reasoned
electronic request for
comparison with Eurodac data
sent by the designated authority
to the verifying authority; and

Amendment 114

- the automated
fingerprinting identification
systems of all other Member States
under Decision 2008/615/JHA

the  automated  fingerprinting
identification systems of all
other Member States under
Decision 2008/615/JHA where
comparisons are technically
available, wunless there are
reasonable grounds to believe
that a comparison with such
systems would not lead to the
establishment of the identity of
the data subject. Such reasonable
grounds shall be included in the
reasoned electronic request for
comparison with Eurodac data
sent by the designated authority
to the verifying authority;[...]

the Visa Information System
provided that the conditions for
such a comparison laid down in

[..]
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Decision 2008/633/JHA are
met;

and where the  following
cumulative conditions are met:

(a) the comparison is necessary
for the purpose of the prevention,
detection or investigation of
terrorist offences or of other serious
criminal offences, which means
that there is an overriding public
security concern which makes the
searching of the  database
proportionate;

(b)  the comparison is necessary
in a specific case (i.e. systematic
comparisons shall not be carried
out); and

(b)  the comparison is necessary
in a specific case or to specific
persons [...]; and

(c) there  are  reasonable
grounds to consider that the
comparison  will  substantially
contribute to the prevention,
detection or investigation of any of
the criminal offences in question.
Such reasonable grounds exist in
particular where there 1is a
substantiated suspicion that the
suspect, perpetrator or victim of a
terrorist offence or other serious
criminal offence falls in a category
covered by this Regulation.
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2. Requests for comparison
with Eurodac data shall be limited

Amendment 115

2. Requests for comparison
with Eurodac data shall be limited

to searching with fingerprnt—or
faetal—image  biometric  or

alphanumeric data.

2. Requests for comparison
with Eurodac data for the purposes
of Article 1(1)(c) shall be carried
out[...|with biometric or
alphanumeric [...] data.

Article 2£ 22

Article 22

Conditions for access to Eurodac
by Europol

Conditions for access to Eurodac
by Europol

1. For the purposes laid down
in Article 1&3(1)(c), Europol's
designated authority may submit a
reasoned electronic request for the
comparison of fingerprint data with
the data stored in the Central

1. For the purposes laid down
in  Article 1(1)(c), Europol's
designated authority may submit a
reasoned electronic request for the
comparison of biometric or
alphanumeric [...] data with the
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System within the limits of
Europol's mandate and where
necessary for the performance of
Europol's tasks only if comparisons
with fingerprint data stored in any
information processing systems
that are technically and legally
accessible by Europol did not lead
to the establishment of the identity
of the data subject and where the
following cumulative conditions
are met:

data stored in the Central System
within the limits of Europol's
mandate and where necessary for
the performance of Europol's tasks
only if comparisons with biometric
or alphanumeric [...] data stored
in any information processing
systems that are technically and
legally accessible by Europol did
not lead to the establishment of the
identity of the data subject and
where the following cumulative
conditions are met:

(a) the comparison is necessary
to support and strengthen action by
Member States in preventing,
detecting or investigating terrorist
offences or other serious criminal
offences falling under Europol's
mandate, which means that there is
an overriding public security
concern which makes the searching
of the database proportionate;

(b)  the comparison is necessary
in a specific case (i.e. systematic
comparisons shall not be carried
out); and

(b)  the comparison is necessary
in a specific case or to specific
persons [...]; and

(c)  there are  reasonable
grounds to consider that the
comparison  will  substantially
contribute to the prevention,
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detection or investigation of any of
the criminal offences in question.
Such reasonable grounds exist in
particular where there 1s a
substantiated suspicion that the
suspect, perpetrator or victim of a
terrorist offence or other serious
criminal offence falls in a category
covered by this Regulation.

2. Requests for comparison
with Eurodac data shall be limited
to comparisons of fingerprint

Amendment 116

2. Requests for comparison
with Eurodac data shall be limited

2. Requests for comparison
with Eurodac data for the purposes
of Article 1(1)(c) shall be carried

= facial image < data. fo comparisons of & ( ana [OUt With [...] Diometric or
frcial— biometric  or alphanumeric [...] data.
alphanumeric data

3. Processing of information

obtained by  Europol from
comparison with Eurodac data
shall be subject to the authorisation
of the Member State of origin. Such
authorisation shall be obtained via
the Europol national unit of that
Member State.

Amendment 117

3a.  Europol may request
Jurther information from the
Member State concerned in
accordance with Regulation (EU)
2016/794.
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Amendment 118

3b. The processing of personal
data as a result of the access
referred to in paragraph 1 shall be
carried out in compliance with the
data  protection safeguards
provided for in Regulation (EU)
2016/794. Europol shall keep
records of all searches and access
fo the Central System and shall
make that documentation
available, upon request, to the
Data Protection Officer appointed
pursuant to Regulation (EU)
2016/794 and to the European
Data Protection Supervisor for the
purpose  of  verifying  the
lawfulness of the data processing.

Amendment 119

3c.  Personal data obtained as
a result of a search in the Central
System shall not be transferred or
made available fto any third
country, international
organisation or private entity
established in or outside the Union
unless such a transfer is strictly
necessary and proportionate in
cases falling within FEuropol's
mandate. Any such transfer shall
be carried out in accordance with
Chapter V of Regulation (EU)
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2016/794 and subject to the
consent of the Member State of
origin.

Article 2= 23

Article 23

Communication between the
designated authorities, the
verifying authorities and the
National Access Points

Communication between the
designated authorities, the
verifying authorities and the
National Access Points

1. Without prejudice to Article

26 27, all communication between
the designated authorities, the
verifying authorities and the
National Access Points shall be
secure and take place
electronically.

2. For the purposes laid down
in Article 1€3(1)(c), fingerprints
shall be digitally processed by the
Member States and transmitted in
the data format referred-to E) as set

order to ensure that the comparison
can be carried out by means of the
computerised fingerprint
recognition system.

2. For the purposes laid down
in Article 1(1)(c), searches with
biometric or alphanumeric data
[...] shall be digitally processed by
the Member States and transmitted
in the data format as set out in the
agreed Interface Control Document,
in order to ensure that the
comparison can be carried out with
other data stored in the Central
System.
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CHAPTER M VIII

CHAPTER VIII

DATA PROCESSING, DATA DATA PROCESSING,
PROTECTION AND DATA PROTECTION AND
LIABILITY LIABILITY
Article s 24 Article 24
Responsibility for data Responsibility for data
processing processing
1. The Member State of origin 1. The Member State of origin
shall be responsible for ensuring shall be responsible for ensuring that:
that:
(a) fingerprints = and facial (a) biometric data and the | Confirmed on political level on 20

1mages < are taken lawfully;

other data referred to in Article
12, Article 12a, Article 12d,
Article 13(2) and Article 14(2)
[...]are taken lawfully;

December 2023 2023

(a)  biometric data and the other

data referred to in Articles 12,
Article 12c¢, Article 12f, Article
13(2), Article 14(2), Article 14a(2)
and 14¢(2)_[...]are taken lawfully;

(b) fingerprint data and the
other data referred to in Article &=
12, Article 34 13(2) and Article +2%
14(2) are lawfully transmitted to
the Central System;

Amendment 120

(b) fingerprint data and the
other data referred to in Article 12,
Article 12b, Article 13(2) and
Article  14(2) are lawfully
transmitted to the Central System;

(b) biometric [...] data and the
other data referred to in Article 12,
Article 12a, Article 12d, Article
13(2) and Article 14(2) are lawfully
transmitted to the Central System;

(b) biometric data and the other
data referred to in Article 12, Article
12¢, 12f, Article 13(2),Article 14(2),
14a(2) and 14¢(2) are lawfully
transmitted to the Eurodac;
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(c) data are accurate and up-to-date
when they are transmitted to the
Central System;

(d)  without prejudice to the
responsibilities of > eu-LISA X
the=Adeeney data in the Central
System are lawfully recorded,
stored, corrected and erased;

(d)  without prejudice to the
responsibilities of eu-LISA, data in
the Central System are lawfully
recorded, stored, rectified |[...Jand
erased;

e the results of fingerprint
= and facial 1mage & data
comparisons transmitted by the
Central System are lawfully
processed.

(e) the results of biometric |...]
data comparisons transmitted by the
Central System are lawfully
processed.

2. In accordance with Article
34 36, the Member State of origin
shall ensure the security of the data
referred to in paragraph 1 before
and during transmission to the
Central System as well as the
security of the data it receives from
the Central System.

3. The Member State of origin
shall be responsible for the final
identification of the data pursuant
to Article 28 26(4).

4. Them——tmenes O eu-
LISA <XI shall ensure that the

Central System 1is operated in
accordance with the provisions of
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this Regulation. In particular, ke
Aseney O eu-LISA <X shall:

(a) adopt measures ensuring
that persons working with the
Central System process the data
recorded  therein  only in
accordance with the purposes of
Eurodac as laid down in Article 1;

(b)  take the necessary measures
to ensure the security of the Central
System in accordance with Article
24 36;

=L =

() ensure that only persons
authorised to work with the Central
System have access thereto,
without  prejudice  to  the
competences of the European Data
Protection Supervisor.

Fhe-Azeney X eu-LISA <X] shall
inform the European Parliament
and the Council as well as the
European Data Protection
Supervisor of the measures it takes
pursuant to the first subparagraph.

Article s 25

Article 25

Transmission

Transmission
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1. Fingerprints ~ shall  be
digitally processed and transmitted
in the data format sefessed=te X> as
set out<Xl in = the agreed
Interface Control Document <
#Aanexl As far as necessary for the
efficient operation of the Central

System, the———tmmeney [ eu-
LISA <XI shall establish the
technical requirements for

transmission of the data format by
Member States to the Central
System and vice Versa. dehe=dsenes
> eu-LISA <X shall ensure that
the fingerprint data = and facial
images <& transmitted by the
Member States can be compared by
the computerised fingerprint = and
facial < recognition system.

1. Biometric data and other
personal data [ ...] shall be digitally
processed and transmitted in the
data format as set out in the agreed
Interface Control Document. As far
as necessary for the efficient
operation of the Central System, eu-
LISA shall establish the technical
requirements for transmission of the
data format by Member States to the
Central System and vice versa. eu-
LISA shall ensure that the
biometric [...] data transmitted by
the Member States can be compared
by the computerised fingerprint and
facial recognition system.

1. Biometric data and other
personal data shall be digitally
processed and transmitted in the data
format as set out in the agreed
Interface Control Document. As far as
necessary for the efficient operation of
Eurodac, eu-LISA shall establish the
technical requirements for
transmission of the data format by
Member States to Eurodac and vice
versa. eu-LISA shall ensure that the
biometric data transmitted by the
Member States can be compared by
the computerised fingerprint and facial
recognition system.

2. Member  States  shall
transmit the data referred to in
Article 3% 12, Article +4 13(2) and
Article &= 14(2) electronically. The
data referred to in Article d=k 12,
and Article 24 13(2) = and Article
14(2) < shall be automatically
recorded in the Central System. As
far as necessary for the efficient
operation of the Central System,

the—Aseney X eu-LISA <X shall

establish the technical Central Svstem. eu-LISA shall shall establish the technical | and 140(2_) shall be automatically
requirements to ensure that data establish y tile technical requirements to ensure that data can | tecorded in Euroda.c. As fél' as
can be properly electronically be properly electronically | necessary for the efficient operation of

Amendment 121

2. Member  States  shall
transmit the data referred to in
Article 12, Article 12b, Article
13(2) and  Article 14(2)
electronically. The data referred to
in Article 12, Article 12b, Article
13(2) and Article 14(2) shall be
automatically recorded in the
Central System. As far as necessary
for the efficient operation of the

2. Member States shall
transmit the data referred to in
Article 12, Article 12a, Article
12d, Article 13(2) and Article 14(2)
electronically. The data referred to
in Article 12, Article 12¢, Article
12f, Article 13(2) and Article 14(2)
shall be automatically recorded in
the Central System. As far as
necessary for the efficient operation
of the Central System, eu-LISA

Confirmed on political level on 20
December 2023 2023

2. Member States shall transmit
the data referred to in Article 12,
Article 12¢, 12f, Article 13(2),Article
14(2), Article 14a(2) and 14¢(2)
electronically. The data referred to in
Article 12, Article 12c, Article 12f,
Article 13(2), Article 14(2), 14a(2)
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transmitted from the Member
States to the Central System and
vice versa.

requirements to ensure that data
can be properly electronically
transmitted from the Member
States to the Central System and
vice versa

transmitted from the Member States
to the Central System and vice
versa.

Eurodac, eu-LISA shall establish the
technical requirements to ensure that
data can be properly electronically
transmitted from the Member States to
Eurodac and vice versa

3. The reference number
referred to in Articles ey 12(1),
D LB 2 1469
= (2)(1) < and 2 20(1) shall make
it possible to relate data
unambiguously to one particular
person and to the Member State
which is transmitting the data. In
addition, it shall make it possible to
tell whether such data relate to a
person referred to in Article £
10(1), 24 13(1) or £ 14(1).

Amendment 122

3. The reference number
referred to in Articles 12(1), 125(i),
13(2)(1), 14 (2)(1) and 20(1) shall
make it possible to relate data
unambiguously to one particular
person and to the Member State
which is transmitting the data. In
addition, 1t shall make it possible to
tell whether such data relate to a
person referred to in Articles 10(1),
12a, 13(1) or 14(1).

3. The reference  number
referred to in Articles 12(1), 12¢(i),
121(i), 13(2)(1), 14 (2)(1) and 20(1)
shall make it possible to relate data
unambiguously to one particular
person and to the Member State
which i1s transmitting the data. In
addition, 1t shall make 1t possible to
tell whether such data relate to a
person referred to in Article 10(1),
13(1) or 14(1).

Confirmed on political level on 20
December 2023

3. The reference number referred
to in Articles 12(1), 12¢(i), 12f(i),
13(2)(1), 14 (2)(1), 14a(2)(1), 14c(2)(k)
and 20(1) shall make it possible to
relate data unambiguously to one
particular person and to the Member
State which is transmitting the data. In
addition, it shall make it possible to
tell whether such data relate to a
person referred to in Articles 10(1),
12a, 12d, 13(1),14(1), 14a(l) or
14¢(1).

4. The reference number shall
begin with the identification letter
or letters by which—ia-geeesdanee
e T T e T S e
& the Member State transmitting
the data 1is 1dentified. The
identification letter or letters shall
be followed by the identification of
the category of person or request.
"1" refers to data relating to persons
referred to in Article 2 10(1), "2" to
persons referred to in Article 34
| 13(1), "3" to persons referred to in

Amendment 123

4. The reference number shall
begin with the identification letter
or letters by which the Member
State transmitting the data 1is
identified. The identification letter
or letters shall be followed by the
identification of the category of
person or request. "1” refers to data
relating to persons referred to in
Article 10(1), "2" to persons
referred to in Article 13(1), "3” to

4. The reference number shall
begin with the identification letter
or letters by which the Member
State transmitting the data 1is
identified. The identification letter
or letters shall be followed by the
identification of the category of
person or request. "1” refers to data
relating to persons referred to in
Article 10(1), "2" to persons
referred to m Article 13(1), "3” to
persons referred to in Article 14(1),
"4" to requests referred to in Article

Confirmed on political level on 20
December 2023

4. The reference number shall
begin with the identification letter or
letters by which the Member State
transmitting the data is identified. The
identification letter or letters shall be
followed by the identification of the
category of person or request. "1”
refers to data relating to persons
referred to in Article 10(1), "2" to
persons referred to in Article 13(1),
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Article £ 14(1), "4" to requests
referred to in Article 28 21, "5" to
requests referred to in Article 2 22
and "9" to requests referred to n
Article 28 30.

persons referred to in Article 14(1),
"4" to requests referred to in Article
21, "5" to requests referred to in
Article 22 ,"9" to requests referred
to in Article 30, and “6” to
requests referred to in Article 12a.

21, "5" to requests referred to in
Article 22 ,"9" to requests referred
to in Article 30, "6" to persons
referred to in Article 12a, "7" to
persons referred to in Article 12d.

5. Fhe——odAgenex [ eu-
LISA <XI shall establish the
technical procedures necessary for
Member States to ensure receipt of
unambiguous data by the Central
System.

6. The Central System shall
confirm receipt of the transmitted
data as soon as possible. To that

end, the—dmeney X eu-LISA X
shall establish the necessary

technical requirements to ensure
that Member States receive the
confirmation receipt if requested.

Article 25 2

Article 26

Carrying out comparisons and
transmitting results

Carrying out comparisons and
transmitting results

1. Member States shall ensure
the transmission of fingerprint data

1. Member States shall ensure
the transmission of biometric |...]

199



of an appropriate quality for the
purpose of comparison by means of

al < recognition system. As far

as necessary to ensure that the
results of the comparison by the
Central System reach a very high
level of accuracy, #he——demenei
B eu-LISA <X shall define the
appropriate quality of transmitted
fingerprint data. The Central
System shall, as soon as possible,
check the uah \ of the ﬁn erprint

and = data

facial image < data do not lend
themselves to comparison using the
comy puterised fingerprint ﬁ
ial < recognition system, the

Central System shall inform the
Member State concerned. That

Member State shall thentransm1t

data of the approprlate quahty
using the same reference number as

facial image <

data of an appropriate quality for the
purpose of comparison by means of
the computerised fingerprint and
facial recognition system. As far as
necessary to ensure that the results
of the comparison by the Central
System reach a very high level of
accuracy, eu-LISA shall define the
appropriate quality of transmitted
biometric [...] data. The Central
System shall, as soon as possible,
check the quality of the biometric
[...] data transmitted. If the
biometric [...] data do not lend
themselves to comparison using the
computerised fingerprint and facial
recognition system, the Central
System shall inform the Member
State concerned. That Member State
shall then transmit biometric [...]
data of the appropriate quality using
the same reference number as the
previous set of biometric [...] data.

2. The Central System shall
carry out comparisons in the order
of arrival of requests. Each request
shall be dealt with within 24 hours.
A Member State may for reasons
connected with national law
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require particularly urgent
comparisons to be carried out
within one hour. Where such time-
limits cannot be respected owing to
circumstances which are outside
the #Agenmests [X eu-LISA's X
responsibility, the Central System
shall process the request as a matter
of priority as soon as those
circumstances no longer prevail. In
such cases, as far as is necessary for
the efficient operation of the
Central System, dhe-temeney O eu-
LISA <X shall establish criteria to
ensure the priority handling of
requests.

3. As far as necessary for the
efficient operation of the Central
System, Hhe——twmenes [ eu-
LISA X shall establish the
operational procedures for the
processing of the data received and
for transmitting the result of the
comparison.

4. The  result of the
comparison > of fingerprint data
carried out pursuant to Article
15<&X] shall be immediately
checked in the receiving Member
State by a fingerprint expert as
defined in accordance with its
national rules, specifically trained

Amendment 124

4. The  result of  the
comparison of fingerprints and
Jfacial image carried out pursuant to
Article 15 shall be immediately
checked in the receiving Member
State by a fingerprint and facial
identification expert as defined in

4. The result of the comparison
of fingerprint data carried out
pursuant to Article 15 shall be
immediately checked 1 the
receiving Member State, where
necessary by a fingerprint expert as
defined in accordance with its
national rules, specifically trained in
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mm the types of fingerprint
comparisons provided for in this
Regulation. For the purposes laid
down 1in Article 1(1)(a) and (b) of
this Regulation, final identification
shall be made by the Member State
of origin in cooperation with the
other Member States concerneds
PSSO — O G
Resulation(t-Ne-6042043.

accordance with its national rules,
specifically trained in the types of
fingerprint and facial image
comparisons provided for in this
Regulation. For the purposes laid
down in Article 1(1)(a), (aa) and
(b) of this Regulation, final
identification shall be made by the
Member State of origin in
cooperation with the other Member
States concerned.

the types of fingerprint comparisons
provided for in this Regulation.
Where the Central System
returns a hit based on fingerprint
and facial image data Member
States may check and verify the
facial image result if needed. For
the purposes laid down in Article
1(1)(a) and (b) of this Regulation,
final identification shall be made by
the Member State of origin in
cooperation with the other Member
States concerned.

immediately check #he result of the
comparison of fingerprint data carried
out pursuant to Article 15.

Where, following a comparison of
both fingerprint and facial image
data with data recorded in the
computerised central database,
Eurodac returns a fingerprint hit and
a facial image hit, Member States
may check the result of the
comparison of the facial image data.

For the purposes laid down in Article
1(1)(a), (b) and (c) of this Regulation,
final identification shall be made by
the Member State of origin in
cooperation with the other Member
States concerned.

5. The result of the
comparison of facial image data
carried out pursuant to Article 16
shall be immediately checked and
verified in the receiving Member
State. For the purposes laid down in
Article 1(1)(a) and (b) of this
Regulation, final identification
shall be made by the Member State
of origin in cooperation with the
other Member States concerned.

Amendment 125

The result of the comparison of
facial 1mage data carried out
pursuant to Article 16 shall be
immediately checked and verified
i the receiving Member State,
where necessary by a specially
frained expert and in accordance
with its national rules. For the
purposes laid down in Article
I1(1)(a), (aa) and (b) of this
Regulation, final identification
shall be made by the Member State

5. The result of the comparison
of facial image data carried out
pursuant to Article 15, where a hit
based on a facial image is received
only, and Article 16 shall be
immediately checked and verified
in the receiving Member State. For
the purposes laid down in Article
1(1)(a) and (b) of this Regulation,
final identification shall be made by
the Member State of origin in
cooperation with the other Member
States concerned.

Confirmed on political level on 20
December 2023 5.  The result of
the comparison of facial image data
carried out pursuant to Article 15,
where a hit based on a facial image
is received only, and Article 16 shall
be immediately checked and verified
in the receiving Member State by an
expert frained in accordance with
national practice. For the purposes
laid down in Article 1(1)(a), (5) and (c)
of this Regulation, final identification
shall be made by the Member State of
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of origin in cooperation with the
other Member States concerned.

Information received from the
Central System relating to other
data found to be unreliable shall be
erased as soon as the unreliability
of the data is established.

86.  Where final identification
in accordance with paragraph 4
reveals that the result of the
comparison received from the
Central  System  does not
corresj ond to the fingerprint 5
data sent for
companson Member States shall
immediately erase the result of the
comparison and communicate this
fact as soon as poss1b1e and no later

6. Where final identification in
accordance with paragraph 4 and 5
reveals that the result of the
comparison received from the
Central System does not correspond
to the biometric [...] data sent for
comparison, Member States shall
immediately erase the result of the
comparison and communicate this
fact as soon as possible and no later
than after three working days to eu-
LISA and inform them of the
reference number of the Member
State of origin and the reference
number of the Member State that
received the result.
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Article 7

Article 27

Communication between
Member States and the Central
System

Communication between
Member States and the Central
System

Data transmitted from the Member
States to the Central System and
vice versa shall use the
Communication Infrastructure. As
far as is necessary for the efficient
operation of the Central System,
the=dsenex: X eu-LISA <X shall
establish the technical procedures
necessary for the wuse of the
Communication Infrastructure.

Article 3£ 28

Article 28

Access to, and correction or
erasure of, data recorded in
Eurodac

Access to, and rectification |[...]
or erasure of, data recorded in
Eurodac

1. The Member State of origin shall
have access to data which it has
transmitted and which are recorded

im the Central System i
accordance with this Regulation.

No Member State may conduct
searches of the data transmitted by
another Member State, nor may it
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receive such data apart from data
resulting from the 1
referred to in Article

16 <

2. The authorities of Member States
which, pursuant to paragraph 1 of
this Article, have access to data
recorded in the Central System
shall be those designated by each
Member State for the purposes laid
down in Article 1(1)(a) and (b).
That designation shall specify the
exact unit responsible for carrying
out tasks related to the application
of this Regulation. Each Member
State  shall  without delay
communicate to the Commission
and he-demeney 0O eu-LISA Xl a
list of those units and any
amendments thereto. Fhe—Arzenes
X eu-LISA <X shall publish the
consolidated list in the Official
Journal of the European Union.
Where there are amendments
thereto, #he—=Aseneyr [ eu-
LISA <X shall publish once a year
an updated consolidated list online.

Amendment 126

2. The authorities of Member
States which, pursuant to paragraph
1 of this Article, have access to data
recorded in the Central System
shall be those designated by each
Member State for the purposes laid
down in Article 1(1)(a), (@a) and
(b). That designation shall specify
the exact unmit responsible for
carrying out tasks related to the
application of this Regulation.
Each Member State shall without
delay  communicate to the
Commission and eu-LISA a list of
those units and any amendments
thereto. eu-LISA shall publish the
consolidated list in the Official
Journal of the European Union.
Where there are amendments
thereto, eu-LISA shall publish once
a year an updated consolidated list
online.

3. Only the Member State of origin
shall have the right to amend the
data which it has transmitted to the
Central System by correcting or
supplementing such data, or to

3. Only the Member State of
origin shall have the right to amend
the data which it has transmitted to
the Central System by rectifying
[...]Jor supplementing such data, or
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erase them, without prejudice to
erasure carried out in pursuance of

to erase them, without prejudice to

erasure carried out in pursuance of
Article 18.

4. If a Member State or she=degenei
X eu-LISA <X] has evidence to
suggest that data recorded in the
Central System are factualls

No , ]. < advise the
Member State of origin as soon as
possible.

4. If a Member State or eu-
LISA has evidence to suggest that
data recorded in the Central System
are factually inaccurate, it shall,
without prejudice to the notification
of a personal data breach pursuant
to Article 33 of Regulation (EU) No
2016/679 [...],advise the Member
State of origin as soon as possible.

If a Member State has evidence to
suggest that data were recorded in
the Central System in breach of this
Regulation, it shall advise B eu-
LISA X  éhem——_emeney, the
Commission and the Member State
of origin as soon as possible. The
Member State of origin shall check
the data concemed and, if
necessary, amend or erase them
without delay.

5. Fhe=dAgenex [ eu-LISA &I
shall not transfer or make available

to the authorities of any third
country data recorded in the
Central System. This prohibition
shall not apply to transfers of such

5. eu-LISA shall not transfer or
make available to the authorities of
any third country data recorded in
the Central System. This prohibition
shall not apply to transfers of such
data to third countries to which
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data to third countries to which

Regulation (EU) No
[.../...] 6044z applies.

Regulation (EU) No XXX/XXX
[Dublin Regulation] [...] applies.

Article 28 2

Article 29

Keeping of records

Keeping of records

1. Fhe=Agenex [ eu-LISA X
shall keep records of all data

processing operations within the
Central System. These records
shall show the purpose, date and
time of access, the data transmitted,
the data used for interrogation and
the name of both the unit entering
or retrieving the data and the
persons responsible.

2. The records referred to in
paragraph 1 of this Article may be
used only for the data protection
monitoring of the admissibility of
data processing as well as to ensure
data security pursuant to Article 34.
The records must be protected by
appropriate  measures  against
unauthorised access and erased
after a period of one year after the

storaie iperiod referred to in Article
1941 o0 2o A1 1.2/1)
unless they

has expired, are
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required for monitoring procedures
which have already begun.

required for monitoring procedures
which have already begun.

3. For the purposes laid down in
Article 1(1)(a) _and (b), each
Member State shall take the
necessary measures in order to
achieve the objectives set out in
paragraphs 1 and 2 of this Article in
relation to its national system. In
addition, each Member State shall
keep records of the staff duly
authorised to enter or retrieve the
data.

Amendment 127

3. For the purposes laid down
in Article 1(1)(a), (aa) and (b), each
Member State shall take the
necessary measures in order to
achieve the objectives set out in
paragraphs 1 and 2 of this Article in
relation to its national system. In
addition, each Member State shall
keep records of the staff duly
authorised to enter or retrieve the
data.

ARTICLE 14 REPLACED BY THE
NEW PROPOSAL (see NEW 4CD)

Article =& 3

Article 30

Rights X of information <X] of
the data subject

Rights of information of the data
subject

Rights of information

1. A person covered by Article 8
10(1), Article3£ 13(1) or Article &2
14(1) shall be informed by the
Member State of origin in writing,
and where necessary, orally, in a
language that he or she understands
or 1s reasonably supposed to

Amendment 128

1. A person covered by
Articles 10(1), 12a, Article 13(1) or
Article 14(1) shall be informed by
the Member State of origin in
writing, and where necessary,
orally, in a language that he or she

1. In accordance with
Chapter III of Regulation (EU)
No. 2016/679, a [...] person
covered by Article 10(1), Article
13(1) or Article 14(1) shall be
informed by the Member State of
origin 1 writing, and where

Confirmed on political level on 20
December 2023

1. A person covered by Arficles
10(1), 12a, 12d, Article 13(1),Article
14(1), Article 14a(1) or Article 14¢(1)
shall be informed by the Member State
of origin in writing, and where
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understands or is reasonably
supposed to understand in a
concise, transparent, intelligible
and easily accessible form, using
clear and plain language , of the
following:

necessary, orally, in a language that
he or she understands or 1is
reasonably supposed to understand
in a concise, transparent, intelligible
and easily accessible form, using
clear and plain language, of the
following:

(a) the 1dentity of the controller
within the meaning of Article =4es
of Directive [../../EU 95464 and
of his or her representative, if any

(a) the identity and contact
details of the controller within the
meaning of Article 4(7) of
Regulation (EU) No. 2016/679
[...] and of his or her representative,
if any and the contact details of the
data protection officer;

(b)  the purpose for which his or
her data will be processed in
Eurodac, including a description of
the aims of Regulation (EU) No
6042042 in accordance

= Article 6 < thereof and an
explanation in intelligible forms
ueine-elear-and-plam—tansuase: of
the fact that Eurodac may be
accessed by the Member States and
Europol for law enforcement

purposes;

Amendment 129

(b)  the purpose for which his or
her data will be processed in
Eurodac, including a description of
the aims of Regulation (EU) No
[.../...], m accordance with Article
6 thereof and, where applicable, of
the aims of Regulation (EU)
XXX/XXX, and an explanation in
mtelligible form of the fact that
Eurodac may be accessed by the
Member States and Europol for law
enforcement purposes;

(b)  the purpose for which his or
her data will be processed in
Eurodac and the legal basis of
processing, including a description
of the aims of Regulation (EU) No
XXX/XXX [Dublin Regulation]
[...], in accordance with Article 6
thereof and an explanation in
intelligible form of the fact that
Eurodac may be accessed by the
Member States and Europol for law
enforcement purposes;
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Amendment 130

(c) the recipients-er-eategesies
ofrecipients-ofthe-data-of the data;

(d) in relation to a person
covered by Article 2 10(1) or +4
13(1) , the obligation
to have his or her fingerprints
taken;

Amendment 131

(d) i relation to a person
covered by Astiele Arficles 10(1)
of, 12a, 13(1) or 14(1) , the
obligation to have his or her
fingerprints taken;

(d) in relation to a person
covered by Article 10(1) or 13(1) or
14(1), the obligation to have his or
her biometric data [...] taken;

relatmg to him or her, and the right
to request that inaccurate data
relatmg to him or her be

processed X personal XI data
selaane—te X concerning <X] him
or her be erased or restricted, as
well as the right to receive
information on the procedures for

Amendment 132

® the existence of the right to
object to the processing of
personal data, to request from the
controller access to data relating to
him or her, and the right to request
that inaccurate data relating to him
or her be rectified and the
completion of incomplete personal
data or that unlawfully processed
personal data concerning him or
her be erased or restricted, as well
as the right to receive information
on the procedures for exercising
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exercising those rights including
the contact details of the controller
and the =edemed supervisory
authorities referred to in Article 28

32(1=

those rights including the contact
details of the controller and the
supervisory authorities referred to
mn Article 32(1);

controller and the supervisory
authorities referred to in Article 32(1);

(g) the right to lodge a
complaint to the supervisory
authority.

(2) the right to
complaint to  the
supervisory authority.

lodge a
national

Confirmed by the fourth trilogue

(g)  the right to lodge a complaint
to the supervisory authority.

2. Inrelation to a person covered by
Article 8 10(1) or &4 13(1) = and
14(1) < , the information referred
to in paragraph 1 of this Article
shall be provided at the time when
his or her fingerprints are taken.

Amendment 133

2. In relation to a person covered by
Astiele Articles 10(1), 12a, 13(1)
and 14(1), the information referred
to in paragraph 1 of this Article
shall be provided at the time when
his or her fingerprints are taken.

2. In relation to a person
covered by Article 10(1) or 13(1)
and 14(1), the information referred
to 1n paragraph 1 of this Article shall
be provided at the time when his or
her biometric data [...] are taken.

Confirmed on political level on 20
December 2023

2. In relation to a person covered by
Articles 10(1), 12a, 12d, 13(1)14(1),
14a(1) and 14c¢(l), the information
referred to in paragraph 1 of this
Article shall be provided at the time
when his or her biometric data are
taken.
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Where a person covered by Article
8 10(1), Article &4 13(1) and
Article # 14(1) 1s a muinor,
Member States shall provide the
information in an age-appropriate
manner.

Amendment 134

Where a person covered by Article
10(1), Article 12a, Article 13(1)
and Article 14(1) is a minor,
Member States shall ensure that
that person understands the
procedure by providing the
information in an age-appropriate
manner, both orally and in writing,
using  leaflets, infographics,
demonstrations, or a combination
of all three, which are specifically
designed 1o explain the
fingerprinting and facial image
procedure to minors..

Where a person covered by Article
10(1), Article 13(1) and Article
14(1) 1s a minor, Member States
shall provide the information in an
age-appropriate  manner using
leaflets and/or infographics
and/or demonstrations
specifically designed to explain
the procedure to capture
biometric data to minors.

3. A common leaflet, containing at
least the information referred to in
paragraph 1 of this Article and the

referred to
_______ 6(2) <of Regulation
(EU) No [.../...] 6842843 shall be
drawn up in accordance with the
procedure referred to in Article

44(2) of that Regulation.

3. A common leaflet,
containing at least the information
referred to in paragraph 1 of this
Article and the information referred
to in Article 6(2)of Regulation (EU)
No XXX/XXX [Dublin
Regulation] [...] shall be drawn up
in accordance with the procedure
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referred to in Article 44(2) of that
Regulation.

The leaflet shall be clear and

language that the person concerned
understands or is reasonably
supposed to understand.

The leaflet shall be established in
such a manner as to enable Member
States to complete it with
additional Member State-specific
information. This Member State-
specific information shall include
at least the rights of the data
sub'ect the possibility of essnstenee

supemsory uthontles as well as
the contact details of th oﬁice of

natlonal superv1sory authorities.

Amendment 135

The leaflet shall be established in
such a manner as to enable Member
States to complete it with
additional Member State-specific
information. This Member State-
specific information shall include
at least the possible administrative
sanctions under national law fo
which a person may be subject in
case of non-compliance with the
" | fingerprinting process or the
process for capturing facial
images, the rights of the data
subject, the  possibility of
information and assistance by the
national supervisory authorities, as
well as the contact details of the
office of the controller and of the
data protection officer, and the
national supervisory authorities.

Article 31

Article 31
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X> Right of access to,
rectification and erasure of
personal data <X]

Right of access to, rectification
and erasure of personal data

Right of access to, rectification,
completion, erasure and restriction
of the processing of personal data

41. For the purposes laid down in
Article l(l)ggz ggg_i ggg of this

Regulation, 2

efDireetine=0SMLIL © the data

subject's rnights of access,
rectification and erasure shall be
exercised 1n accordance ,with
Chapter III of Regulation (EU) No.
[.../2016] and applied as set out in
this Article < .

Amendment 136

1. For the purposes laid down
m Article 1(1)(a), (aa) and (b) of
this Regulation, the data subject's
rights of access, rectification and
erasure shall be exercised 1in
accordance ,with Chapter III of
Regulation (EU) No. [.../2016] and
applied as set out in this Article.

1. For the purposes laid down
in Article 1(1)(a) and (b) of this
Regulation, the data subject's rights
of access, rectification and erasure
shall be exercised in accordance
,with Chapter III and Articles 77
and 79 of Regulation (EU) No.
2016/679 [...] and applied as set out
in this Article.

1. For the purposes laid down in
Article 1(1)(a), (b), and (c¢) of this
Regulation, the data subject's rights of

access, rectification, _completion,
erasure and restriction of the

processing shall be exercised in
accordance with Chapter III of
Regulation (EU) No. 2016/679 and

applied as set out in this Article.

il i Leobliced
Bireetime—0SMeEC. [ 2. The
right of access of XI the data
subject > m each Member
State <X] shall hewe > include <X
the right to obtain communication
of the data relating to him or her
recorded in the Central System and
of the Member State which
transmitted them to the Central
System. Such access to data may be
granted only by a Member State.

Amendment 137

2. The right of access of the
data subject im each Member
State shall include the right to
obtain communication of the data
relating to him or her recorded in
the Central System and of the
Member State which transmitted
them to the Central System. Such
access to data may be granted only
by a Member State. For the
purposes laid down in Article 1(1),
in each Member State, any person
may request that data which are

ARTICLE 14 REPLACED BY THE NEW
PROPOSAL (see NEW 4CD)
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Jactually inaccurate be corrected
or that data recorded unlawfully
be erased. The Member State that
transmitted such data shall correct
or erase it without excessive delay,
in accordance with national law
and practice.

Astiele—1y- #f the nights of
eosreetion X rectification <XI and
erasure are exercised in a Member
State other than that, or those,
which transmitted the data,

the authorities of that Member
State shall contact the authorities of
the Member State or States which
transmitted the data so that the
latter may check the accuracy of the
data and the lawfulness of their

2. If the rights ofrectification and
erasure are exercised in a Member
State other than that, or those, which
transmitted the data,

the authorities of that Member State
shall contact the authorities of the
Member State or States which
transmitted the data so that the latter
may check the accuracy of the data and
the lawfulness of their transmission
and recording in Eurodac.
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transmission and recording in the
Central System.

Aeitele=kel 4l it emerges that data
recorded in the Central System are
factually inaccurate or have been
recorded unlawfully, the Member
State which transmitted them shall
eesseet O rectify X1 or erase the
data in accordance with Article 2%
28(3). That Member State shall
confirm n wntm to the data

T 1eS Hml Cl [m DIC sing
ot IZ) personal <Xl data relatmg
toh1morher

3. If it emerges that data
recorded in the Central System are
factually inaccurate or have been
recorded unlawfully, the Member
State which transmitted them shall
rectify or erase the data in
accordance with Article 28(3). That
Member State shall confirm in
writing to the data subject that it has
taken action to [...] rectify,
complete, erase or restrict the
processing of personal data relating
to him or her.

g = T e R
Astiele—)- if the Member State
which transmitted the data does not
agree that data recorded in the
Central System are factually
inaccurate or have been recorded

unlawfully, it shall explam n

+ e—delay why it is not
prepared to correct or erase the
data.

4. If the Member State which
transmitted the data does not agree
that data recorded in the Central
System are factually inaccurate or
have been recorded unlawfully, it
shall explain in writing to the data
subject why 1t is not prepared to
rectify [...] or erase the data.

That Member State shall also
provide the data subject with
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information explaining the steps
which he or she can take if he or she
does not accept the explanation
provided. This shall include
information on how to bring an
action or, if appropriate, a
complaint before the competent
authorities or courts of that
Member State and any financial or
other assistance that is available in
accordance  with the laws,
regulations and procedures of that
Member State.

85. Any request under paragraphs &
1l and & 2 X of this Article for
access, rectification or erasure <XI
shall contamn all the necessary
particulars to identify the data
subject, including fingerprints.
Such data shall be used exclusively
to permit the exercise of the
X data  subject's X rights
referred to in paragraphs 4 1 and &
2 and shall be erased immediately
afterwards.

5. Any request under
paragraphs 1 and 2 of this Article for
access, rectification or erasure shall
contain all the necessary particulars
to 1dentify the data subject,
including biometric data [...].
Such data shall be used exclusively
to permit the exercise of the data
subject's rights referred to in
paragraphs 1 and 2 and shall be
erased immediately afterwards.

+86. The competent authorities of
the Member States shall cooperate
actively to enforce promptly the
X> data subject's <XI rights e
R P AR AP RS G e

X> for rectification and erasure <X
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+7. Whenever a person requests
X access to X data relating to
him or her s=—geccidanee—iitl
pesessaph—_d  the competent
authority shall keep a record in the
form of a written document that
such a request was made and how it
was addressed, and shall make that
document available to the national
supervisory authorities without
delay.

7. Whenever a person requests access
to data relating to him or her, the
competent authority shall keep a
record i the form of a written
document that such a request was
made and how it was addressed, and
shall make that document available to
the national supervisory authorities
without delay.

&The national supervisory authority
of the Member State which
transmitted the data and the

national supervisory authority of
the Member State in which the data
subject 1s present shall eeskst=ane,
where 1equested el ies
e S QT X provide
information to the data subject
concerning the exercise of <X] his

8. The national supervisory
authority of the Member State
which transmitted the data and the
national supervisory authority of the
Member State in which the data
subject 1s present shall, where
requested, provide information to
the data subject concerning the
exercise of his or her right to request
from the data controller access,
rectification, completion, erasure or
restriction of the processing of

8. The national supervisory
authority of the Member State which
transmitted the data and the national
supervisory authority of the Member
State in which the data subject is
present shall, where requested,
provide information to the data subject
concerning the exercise of his or her
right to request from the data
controller  access,  rectification,
completion, erasure or restriction of
the processing of personal data
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or her right to = request from the
data controller access, <& eesreet
X rectification, <XI

= completion, < D —— ]
X erasure <X = or restriction of
the processing of &
X> personal <] data
X> concerning him or her X .
Both—R R X> The XI
supervisory  authorities  shall
cooperate fe=—this—end = I
accordance with Chapter VII of
Regulation (EU) [.../2016] < .

personal data concerning him or her.
The supervisory authorities shall
cooperate in accordance with
Chapter VII of Regulation (EU)
2016/679 [...].

concerning him or

supervisory authorities shall cooperate
in accordance with Chapter VII of

Regulation (EU) 2016/679.

her. The
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Article 28 32

Article 32

Supervision by the national
supervisory authorities

Supervision by the national
supervisory authorities

each Member State shall provide

that £The =satesal supervisory
authority or authorities X> of each
Member  State <XI  designated

pursuant to Article ® 41 < 2849
of Directive 95M464E6 = referred
to m Article [46(1)] of Regulation
(EU) [.../2016] < shall monitor

: = the
lawfulness of the processings
. o oo of

Amendment 138

1. each FEach Member State
shall provide that The supervisory
authority or authorities of each
Member State designated pursuant
to Article 41 of Directive referred
to 1 Article [46(1)] of Regulation
(EU) [.../2016] shall monitor the
lawfulness of the processing of
personal data by the Member State
in question for the purposes laid out
m Article 1(1)(a), (aa) and (b),

1. Each Member State shall
provide that [...] the national
supervisory authority or authorities
of each Member State [...] referred
to m Article 51[...] (1) of
Regulation (EU) 2016/679 [...]
shall monitor the lawfulness of the
processing of personal data by the
Member State in question for the
purposes laid out in Article 1(1)(a)
and (b), including their transmission
to the Central System.

Text agreed with the exception of the
reference to the square bracketed part
on resettled persons’data

1. Each Member State shall provide
that the mnational supervisory
authority or authorities of each
Member State referred to in Article 51
(1) of Regulation (EU) 2016/679 shall
monitor the lawfulness of the
processing of personal data by the
Member State in question for the
purposes laid out in Article 1(1)(a), (5)
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personal data by the Member State
in question X> for the purposes laid
out in Article 1(1)(a) and (b) X1,
including their transmission to the
Central System.

including their transmission to the
Central System.

2. Each Member State shall ensure
that its national supervisory
authority has access to advice from
persons with sufficient knowledge
of fingerprint data.

2. Each Member State shall
ensure that its national supervisory
authority has access to advice from
persons with sufficient knowledge
of biometric [...] data.

Article 3

Article 33

Supervision by the European
Data Protection Supervisor

Supervision by the European
Data Protection Supervisor

1. The European Data Protection
Supervisor shall ensure that all the
personal data processing activities
concerning Eurodac, in particular

by B eu-LISA <X] the-Agenex, are

carried out in accordance with
Regulation (EC) No 45/2001 and
with this Regulation.

2. The European Data Protection
Supervisor shall ensure that an
audit of the Ageneys [ eu-
LISA's X personal data
processing activities is carried out
in accordance with international
auditing standards at least every
three years. A report of such audit
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shall be sent to the European
Parliament, the Council, the
Commission, X eu-LISA <X &he
“wemey, and the  national
supervisory  authorities.  Fhe
#Agenex X eu-LISA X shall be
given an opportunity to make
comments before the report is
adopted.

Article 22 34

Article 34

Cooperation between national
supervisory authorities and the
European Data Protection
Supervisor

Cooperation between national
supervisory authorities and the
European Data Protection
Supervisor

1. The national supervisory
authorities and the European Data
Protection Supervisor shall, each
acting within the scope of their
respective competences, cooperate
actively in the framework of their
responsibilities and shall ensure
coordinated supervision of
Eurodac.

2. Member States shall ensure that
every year an audit of the
processing of personal data for the
purposes laid down in Article
1&l)(c) i1s carried out by an
independent body, in accordance

with Article 3342 35(1), including
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an analysis of a sample of reasoned
electronic requests.

The audit shall be attached to the
annual report of the Member States

referred to in Article 486 42(8).

3. The national supervisory
authorities and the European Data
Protection Supervisor shall, each
acting within the scope of their
respective competences, exchange
relevant information, assist each
other in carrying out audits and
inspections, examine difficulties of
interpretation or application of this
Regulation, study problems with
the exercise of independent
supervision or in the exercise of the
rights of data subjects, draw up
harmonised proposals for joint
solutions to any problems and
promote awareness of data
protection rights, as necessary.

4. For the purpose laid down in
paragraph 3, the  national
supervisory authorities and the
European Data Protection
Supervisor shall meet at least twice
a year. The costs and servicing of
these meetings shall be for the
account of the European Data
Protection Supervisor. Rules of

Amendment 139

4. For the purpose laid down
i  paragraph 3, the national
supervisory authorities and the
European Data Protection
Supervisor shall meet at least twice
a year. The costs and servicing of
these meetings shall be for the
account of the European Data
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procedure shall be adopted at the
first meeting. Further working
methods shall be developed jointly
as necessary. A joint report of
activities shall be sent to the
European Parliament, the Council,

the Commission and #he—Asenes
X> eu-LISA <Xl every two years.

Protection Supervisor. Rules of
procedure shall be adopted at the
first meeting. Further working
methods shall be developed jointly
as necessary. A joint report of
activities, assessing the
application of the data protection
provisions of this Regulation, as
well as the necessity and
proportionality of access fo
Eurodac for law enforcement
purposes, shall be sent to the
European Parliament, the Council,
the Commission and eu-LISA
every years.

meeting. Further working methods
shall be developed jointly as
necessary. A joint report of activities
shall be sent to the FEuropean
Parliament, the Council, the
Commission and the Management
Authority every two years. This report
shall include a chapter of each
Member State prepared by the
National Supervisory Authority of
that Member State.

Article 22 35

Article 35

Protection of personal data for
law enforcement purposes

Protection of personal data for
law enforcement purposes

21. The B supervisory authority
or authorities of each Member State
referred to in Article [39(1)] of

1. The supervisory authority or
authorities of each Member State
referred to in Article 41(1)[...] of

1. The supervisory authority or
authorities of each Member State
referred to in Article 41(1) of Directive
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Directive [2016/... /EU] shall X
monitorsae of the lawfulness of the
processing of personal data under
this Regulation by the Member
States for the purposes laid down in
Article 1(21)(c) of this Regulation,
including their transmission to and
from Eurodac=—shet=-be—atssad=att

- s B s B e ph

Directive (EU)2016/680 [...] shall
monitor the lawfulness of the
processing of personal data under
this Regulation by the Member
States for the purposes laid down in
Article 1(1)(c) of this Regulation,
including their transmission to and
from Eurodac.

22. The processing of personal data
by Europol pursuant to this
Regulation shall be in accordance
with Decision 2009/371/JHA and
shall be supervised by an
independent external data
protection supervisor. Articles 30,
31 and 32 of that Decision shall be
applicable to the processing of
personal data by Europol pursuant
to this Regulation. The independent
external data protection supervisor
shall ensure that the rights of the
individual are not violated.

2. The processing of personal
data by Europol pursuant to this
Regulation shall be in accordance
with Regulation (EU) 2016/794
[...] and shall be supervised by the
European Data Protection
Supervisor [...]. [...]

43 Personal data obtained pursuant
to this Regulation from Eurodac for
the purposes laid down in Article
1(21)(c) shall only be processed for
the purposes of the prevention,
detection or investigation of the
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specific case for which the data
have been requested by a Member
State or by Europol.

24 > Without prejudice to Article
[23 and 24] of Directive [2016/
.../EU], &I Zthe Central System,
the designated and verifying
authorities and Europol shall keep
records of the searches for the
purpose of permitting the national
data protection authorities and the
European Data Protection
Supervisor to  monitor the
compliance of data processing with
Union data protection rules,
including for the purpose of
maintaining records in order to
prepare the annual reports referred
to in Article 4o 42(8). Other than
for such purposes, personal data, as
well as the records of the searches,
shall be erased in all national and
Europol files after a period of one
month, unless the data are required
for the purposes of the specific
ongoing criminal investigation for
which they were requested by a
Member State or by Europol.

4. Without prejudice to Article
[23 and 24] of Directive (EU)
2016/680,the Central System, the
designated and verifying authorities
and Europol shall keep records of
the searches for the purpose of
permitting the national data
protection authorities and the
European Data Protection
Supervisor to  monitor  the
compliance of data processing with
Union data protection rules,
including for the purpose of
maintaining records in order to
prepare the annual reports referred
to in Article 42(8). Other than for
such purposes, personal data, as
well as the records of the searches,
shall be erased in all national and
Europol files after a period of one
month, unless the data are required
for the purposes of the specific
ongoing criminal investigation for
which they were requested by a
Member State or by Europol.

Article s 3

Article 36

Data security

Data security
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1. The Member State of origin shall
ensure the security of the data
before and during transmission to
the Central System.

2. Each Member State shall, in
relation to all data processed by its
competent authorities pursuant to
this  Regulation, adopt the
necessary measures, including a
security plan, in order to:

2. Each Member State shall, in
relation to all data processed by its
competent authorities pursuant to
this Regulation, adopt the necessary
measures, including a data security
plan, in order to:

(a)  physically protect the data,
including by making contingency
plans for the protection of critical
infrastructure;

(b) deny unauthorised
access = data-pr

to = data-processing
equipment and < national
installations in which the Member
State carries out operations in
accordance with the purposes of
Eurodac 1pme

land

- c at tran - o
the installation);

contro

(c)  prevent the unauthorised
reading, copying, modification or
removal of data media (data media
control);
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(d)  prevent the unauthorised
input of data and the unauthorised
inspection, modification or erasure
of stored personal data (storage
control);

(ef) prevent the unauthorised
processing of data in Eurodac and
any unauthorised modification or
erasure of data processed in
Eurodac (control of data entry);

((2) ensure that persons
authorised to access Eurodac have
access only to the data covered by
their access authorisation, by
means of individual and unique
user IDs and confidential access
modes only (data access control);

(gh) ensure that all authorities
with a right of access to Eurodac
create profiles describing the
functions and responsibilities of
persons who are authorised to

access, enfter, update, erase and
search the data, and make those

(h)  ensure that all authorities
with a right of access to Eurodac
create profiles describing the
functions and responsibilities of
persons who are authorised to

access, enter, update, erase and
search the data, and make those
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profiles and any other relevant
information which those authorities
may require for supervisory
purposes available to the national
supervisory authorities referred to
in B> Chapter VI of of Regulation
(EU) No. [.../2016] X Astrete—2&
Sl iseatiemmtiibotse]| and in
X Chapter VI ofArticle of
Directive [2016/.../EU] X
X Article [..] of Directive
[2016/.../EU] <X] 25 of Esamewesk
Deeisian 200Sblbdld  Without
delay at their request (personnel
profiles);

profiles and any other relevant
information which those authorities
may require for supervisory
purposes available to the national
supervisory authorities referred to
in Article 51 [...] of Regulation
(EU) No. 2016/679 [...] and in
[...]Article 41 of Directive (EU)
2016/680 |[...] without delay at their
request (personnel profiles);

(k1) ensure that it is possible to
verify and establish to which
bodies personal data may be
transmitted using data
communication equipment
(communication control);

(#)  ensure that it is possible to
verify and establish what data have
been processed in Eurodac, when,
by whom and for what purpose
(control of data recording);

(k) prevent the unauthorised
reading, copying, modification or
erasure (O deletion <X] of personal
data during the transmission of
personal data to or from Eurodac or
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during the transport of data media,
in particular by means of
appropriate encryption techniques
(transport control);

(n) monitor the effectiveness of
the security measures referred to in
this paragraph and take the
necessary organisational measures
related to internal monitoring in
order to ensure compliance with
this Regulation (self-auditing) and
to automatically detect within 24
hours any relevant events arising
from the application of measures
listed in points (b) to !
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that might indicate the occurrence
of a security incident.

3. Member States shall inform e
eEeRei X> eu-LISA X of
security incidents detected on their
systems = without prejudice to the
notification and communication of
a personal data breach pursuant to
[Articles 31 and 32] of Regulation
(EU) No [.../2016] respectively
[Articles 28 and 29] < . Fhe
Ageney [ eu-LISA X1 shall
inform the Member States, Europol
and the European Data Protection
Supervisor in case of security
incidents. The Member States

concerned, #he—Aseney X eu-

LISA<X] and Europol shall
collaborate during a security
incident.

Amendment 140

3. Member States shall inform
eu-LISA of security incidents
detected on their systems without
prejudice to the notification and
communication of a personal data
breach pursuant to [Articles 34-and
32 33 and 34] of Regulation (EU)

28-and294679/2016. In particular,
data subjects shall be notified by
eu-LISA without undue delay
when a securily incident is likely
fo result in a high risk to their
rights and freedoms. eu-LISA shall
inform the Member States, Europol
and the European Data Protection
Supervisor in case of security
mcidents. The Member States
concerned, eu-LISA and Europol
shall collaborate during a security
mcident.

3. Member States shall inform
eu-LISA of security incidents
detected on their systems without
prejudice to the notification and
communication of a personal data
breach pursuant to Articles 33 [...]
and 34 [...] of Regulation (EU) No
2016/679 and Articles 30 and 31 of
Directive (EU) 2016/680 [...]
respectively [...]. eu-LISA shall
inform the Member States, Europol
and the European Data Protection
Supervisor in case of security
incidents. The Member States
concerned, eu-LISA and Europol
shall collaborate during a security
incident.

3. Member States and Europol
shall inform eu-LISA of security
incidents detected on their systems
related to Eurodac without prejudice
to the notification and communication
of a personal data breach, pursuant to
Articles 33 and 34 of Regulation (EU)
No 2016/679 and Articles 30 and 31
of Directive (EU) 2016/680, as well as
34 and 35 of Regulation 2016/794
respectively. Eu-LISA shall inform
without undue delay the Member
States, Europol and the European Data
Protection Supervisor in case of
security incidents detected on their
systems related to Eurodac without
prejudice to [Article 37 and 38 of
Regulation 45/2001]. The Member
States concermned, eu-LISA and
Europol shall collaborate during a
security incident.

4. Fhe—dgeney [ eu-LISA X

shall take the necessary measures
in order to achieve the objectives
set out in paragraph 2 as regards the
operation of Eurodac, including the
adoption of a security plan.

4. The—dgeney [X eu-LISA X]

shall take the necessary measures in
order to achieve the objectives set
out in paragraph 2 as regards the
operation of Eurodac, including the
adoption of a data security plan.

4. eu-LISA shall take the necessary
measures in order to achieve the
objectives set out in paragraph 2 as
regards the operation of Eurodac,
including the adoption of a data
security plan.
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4a. [European Union Agency
for Asylum] shall take necessary
measures in order to implement
Article 12a (2) of this Regulation,
including the adoption of a data
security plan referred to in
paragraph 2.

Confirmed on political level on 20
December 2023 4a. The European
Union Agency for Asylum shall take
necessary measures in order to
implement Article 12a (4) of this
Regulation, including the adoption
of a data security plan referred to in
paragraph 2.

Article 25 37

Article 37

Prohibition of transfers of data
to third countries, international
organisations or private entities

Prohibition of transfers of data
to third countries, international
organisations or private entities

Prohibition of transfers of data to
third countries, international
organisations or private entities

1. Personal data obtained by a
Member State or Europol pursuant
to this Regulation from the Central
System shall not be transferred or
made available to any third country,
international ~ organisation  or
private entity established in or
outside the Union. This prohibition
shall also apply if those data are
further processed at national level
or between Member States within
the meaning of [Article [...]26&3 of
Directive [2016/../EU]| Eramewesle
Deeisteon—2008/07 7/ I ]

Amendment 141

1. Personal data obtained by a
Member State or Europol pursuant
to this Regulation from the Central
System shall not be transferred or
made available to any third
country, international organisation
or private entity established in or
outside the Union. This prohibition
shall also apply if those data are
further processed at national level
or between Member States within
the meaning of Regulation (EU)
679/2016 and [Article [...]12(b) of

1. Personal data obtained by a
Member State or Europol pursuant
to this Regulation from the Central
System shall not be transferred or
made available to any third country,
international organisation or private
entity established in or outside the
Union. This prohibition shall also
apply if those data are further
processed at mnational level or
between Member States within the
meaning of Article 3(2) [...] of
Directive (EU) 2016/680 [...].

1. Personal data obtained by a
Member State or Europol pursuant to
this Regulation from Eurodac shall not
be transferred or made available to any
third country, international
organisation or private entity
established in or outside the Union.
This prohibition shall also apply if
those data are further processed at
national level or between Member
States within the meaning of Article
4(2) of Regulation (EU) 2016/679
and Article 3(2) of Directive (EU)
2016/680.
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Directive [2046/=EH4 (EU)
2016/680).

2. Personal data which originated
im a Member State and are
exchanged between Member States
following a hit obtained for the
purposes laid down in Article
1€3(1)(c) shall not be transferred
to third countries if there is a
sesons X real <XI risk that as a
result of such transfer the data
subject may be subjected to torture,
inhuman and degrading treatment
or punishment or any other
violation of his or her fundamental

rights.

Amendment 142

2. Personal  data  which
originated in a Member State and
are exchanged between Member
States following a hit obtained for
the purposes laid down in Article
1(1)(c) shall not be transferred to
third countries, including if there is
a real risk that as a result of such
transfer the data subject may be
subjected to torture, inhuman and
degrading treatment or punishment

or any other violation of his or her
fundamental rights.
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accordance with Chapter V of
Regulation (EU) 2016/794 and
subject to the consent of the Member
State of origin.

3. No information regarding
the fact that an application for
international protection has been
made in a Member State shall be
disclosed to any third-country for
persons related to Article 10(1),
particularly where that country is
also the applicant's country of
origin.

Amendment 143

3. No mformation regarding
the fact that an application for
mnternational protection has been
made in a Member State shall be
disclosed to any third-country for
persons related to Article 10(1) or
Article 12a, particularly where that
country 1s also the applicant's
country of origin.

3. No information regarding
the fact that an application for
international protection has been
made in a Member State shall be
disclosed to any third-country for
persons related to Article 10(1) [...].

Confirmed on political level on 20
December 2023 Text agreed with the
exception of square bracketed text

3. No information regarding the
fact that an application for
international protection has been made

or that the person has been subject to
an_admission procedure in a Member

State shall be disclosed to any third-
country for persons related to Article
10(1), Article 12a or Article 12d.

24. The prohibitions referred to in
paragraphs 1 and 2 shall be without
prejudice to the right of Member
States to transfer such data = m
accordance with Chapter V of
Regulation (EU) No [.../2016]
respectively with the national rules
adopted pursuant to Directive
[2016/.../EU] < to third countries
to which Regulation (EU) No
[.../...] 6842643 applies.

4. The prohibitions referred to
in paragraphs 1 and 2 shall be
without prejudice to the right of
Member States to transfer such data
in accordance with Chapter V of
Regulation (EU) No 2016/679 [...]
respectively with the national rules
adopted pursuant to Chapter V of
Directive (EU) 2016/680 [...] to
third countries to which Regulation
(EU) No XXX/XXX [Dublin
Regulation] [...] applies.

Confirmed by the fourth trilogue

4. The prohibitions referred to in
paragraphs 1 and 2 shall be without
prejudice to the right of Member
States to transfer such data in
accordance with Chapter V of
Regulation (EU) No 2016/679 or with
the national rules adopted pursuant to
Chapter V of Directive (EU)
2016/680, as appropriate, to third
countries to which Regulation (EU)
No XXX/XXX [Asylum and
Migration Management
Regulation] applies.

Article 38

Article 38
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Transfer of data to third
countries for the purpose of
return

Transfer of data to third
countries for the purpose of
return

1. By way of derogation from
Article 37 of this Regulation, the
personal data relating to persons
referred to in Articles 10(1), 13(2),
14(1) obtained by a Member State
following a hit for the purposes laid
down in Article 1(1)(a) or (b) may
be transferred or made available to
a third-country in accordance with
Article 46 of Regulation (EU) No.
[.../2016], if necessary in order to
prove the identity of third-country
nationals for the purpose of return,
only where the following
conditions are satisfied:

Amendment 144

1. By way of derogation from
Article 37 of this Regulation, the
only the necessary personal data
relating to persons referred to in
Articles  10(1), 13(2), 14(1)
obtained by a Member State
following a hit for the purposes laid
down 1n Article 1(1)(a) or (b) may
be transferred or made available to
a third-country in accordance with
Artiele—46 Chapter V of
Regulation (EU) Ne—f—20646];
2016/679, if necessary in order to
prove the identity of third-country
nationals or stateless persons for
the purpose of return, only where
the following conditions are
satisfied:

1. By way of derogation from
Article 37 of this Regulation, the
personal data relating to persons
referred to in Articles 10(1), 13(2),
14(1) obtained by a Member State
following a hit for the purposes laid
down 1n Article 1(1)(a) or (b) may
be transferred or made available to
a third-country in accordance with
Chapter V [...] of Regulation (EU)
No. 2016/679 [...], if necessary in
order to prove the identity of third-
country nationals or stateless
persons for the purpose of return

[.]

Confirmed by trilogue

1. By way of derogation from Article
37 of this Regulation, the personal
data relating to persons referred to in
Articles 10(1), 13(2), 14(1) obtained
by a Member State following a hit for
the purposes laid down in Article
1(1)(a) or (b) may be transferred or
made available to a third-country with

the agreement of the Member State
of origin. [...]

1a. The transfer of the data to a
third country shall be carried out in

accordance with the relevant
provisions of Union law, in
particular provisions on data

protection, including Chapter V of
Regulation (EU) 2016/679, and,
where applicable, readmission
agreements, and the national law of
the Member State transferring the
data.

1b. The transfers of data to a third
country shall take place only when
the following conditions are met:

(a) the data is transferred or made
available solely for the purpose of
identification of, and issuance of an
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Amendment 145

(c) the Member State of origin
which entered the data in the
Central System has given its
consent and the individual
concerned has been informed that
his or her personal information will
be shared with the authorities of
that third-country.

[-]

Amendment 146

1a. Personal  data  which
originated in a Member State and
are exchanged between Member
States following a hit obtained for
the purposes laid down in Article
1(1)(a) and (b) shall not be
transferred to third countries if
there is a real risk that, as a result
of such transfer, the data subject
may be subjected fto [Iorture,
inhuman and degrading treatment
or punishment or any other
violation of his or her
Jundamental rights.

Amendment 147

2. No information regarding
the fact that an application for
international protection has been
made in a Member State shall be
disclosed to any third-country for
persons related to Article 10(1)-

2. No information regarding
the fact that an application for
international protection has been
made in a Member State shall be
disclosed to any third-country for
persons related to Article 10(1) [...].

237



Amendment 148

2a. Ultimate responsibility for
the processing of personal data
shall lie with the Member States,
which are considered fto be
‘controllers’ within the meaning
of Regulation (EU) 2016/679.

3. A third-country shall not
have direct access to the Central
System to compare or transmit
biometric [...] data or any other
personal data of a third-country
national or stateless person and shall
not be granted access via a Member
State's designated National Access
Point.

Article %6 3

Article 39

Logging and documentation

Logging and documentation

1. Each Member State and Europol
shall ensure that all data processing
operations resulting from requests
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for comparison with Eurodac data
for the purposes laid down in
Article 1&3(1)(c) are logged or
documented for the purposes of
checking the admissibility of the
request, monitoring the lawfulness
of the data processing and data
integrity and security, and self-
monitoring.

2. The log or documentation shall
show in all cases:

(a) the exact purpose of the request
for comparison, including the
concerned form of a terrorist
offence or other serious
criminal offence and, for
Europol, the exact purpose of
the request for comparison;

(b)the reasonable grounds given
not to conduct comparisons
with other Member States under
Decision 2008/615/JHA, in
accordance with Article 28
21(1) of this Regulation;

(c) the national file reference;

(d) the date and exact time of the
request for comparison by the
National Access Point to the
Central System;
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(e) the name of the authority having
requested access for
comparison, and the person
responsible who made the
request and processed the data;

(f) where applicable, the use of the
urgent procedure referred to in
Article 8424 20(4) and the
decision taken with regard to
the ex-post verification;

(g) the data used for comparison;

(h)in accordance with national
rules or with  Decision
2009/371/JHA, the identifying
mark of the official who carried
out the search and of the official
who ordered the search or

supply.

(h)  in accordance with national
rules or with Regulation (EU)
2016/794 [ ...], the identifying mark
of the official who carried out the
search and of the official who
ordered the search or supply.

3. Logs and documentation shall be
used only for monitoring the
lawfulness of data processing and
for ensuring data integrity and
security. Only logs X> which do
not <X] containse #es=personal
data may be used for the
monitoring and evaluation referred
to in Article 48 42. The competent
national supervisory authorities
responsible for checking the
admissibility of the request and
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monitoring the lawfulness of the
data processing and data integrity
and security shall have access to
these logs at their request for the
purpose of fulfilling their dwies
B tasks <X .

Article 0

Article 40

Liability

Liability

1. Any person who, or Member
State  which, has  suffered
X material or immaterial <X]
damage as a result of an unlawful
processing operation or any act
incompatible with this Regulation
shall be entitled to receive
compensation from the Member
State responsible for the damage
suffered. That State shall be
exempted from its liability, in
whole or in part, if it proves that it
1s not [ in any way <X
responsible for the event giving rise
to the damage.
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2. If the failure of a Member State
to comply with its obligations
under this Regulation causes
damage to the Central System, that
Member State shall be liable for
such damage, unless and insofar as
the—Aseney [X eu-LISA X1 or
another Member State failed to take
reasonable steps to prevent the
damage from occurring or to
minimise its impact.

3. Claims for compensation against
a Member State for the damage
referred to in paragraphs 1 and 2
shall be governed by the provisions
of national law of the defendant

Amendment 149

3. Claims for compensation
against a Member State for the
damage referred to in paragraphs 1
and 2 shall be governed by the
- | provisions of national law of the
defendant Member State 1n

accordance with Astieles{75—and
76| Chapter VIII of Regulation
(EU) —R26364—2016/679 and
Astieles{52-and-534 Chapter VIII
of Directive R016/—EU} (EU)

2016/680 concerning remedies,
liabilities and penalties.

3. Claims for compensation
against a Member State for the
damage referred to in paragraphs 1
and 2 shall be governed by the
provisions of national law of the
defendant Member State in
accordance with Articles 79 and 80
[...] of Regulation (EU) 2016/679
[...] and Articles 54 and 55 [...] of
Directive (EU) 2016/680 |...].

CHAPTERIX

OPERATIONAL
MANAGEMENT OF
DUBLINET AND

242



AMENDMENTSTO In line with the footnote Art. 40a and
REGULATION (EU) NO art. 40b to be deleted (entry into
10772011 Jorce of eu-Lisa Regulation as lex
specialis)
OPERAHONAL
MANAGEMENTOF
DUBLEINETF
Amendment 150 Article 40a Article 402>
Article 40a
Operational management of Operational Management of OperatorniManneementof
DubliNet and related tasks DubliNet and related tasks DubliNet-and related-tasks
1 Eu-LISA shall operate 1. A separate secure | ——A-—separate—secure—electronie

and manage a separate secure
electronic transmission channel
between the authorities of
Member States known as the
'DubliNet’' communication
network established by Article 18
of Commission Regulation (EC)
No 1560/2003 for the purposes
set out in Articles 32, 33 and 46 of
Regulation (EU) No ...[Dublin
1v].

electronic transmission channel
between the authorities of
Member States known as the
‘DubliNet’ communication
network set-up under Article 18
of Regulation (EC) No. 1560/2003
for the purposes set out in Articles
32, 33 and 46 of Regulation (EU)
No. XXX/XXX [Dublin
Regulation] [...] shall be operated
and managed by eu-LISA.

37 If the eu-LISA regulation is to be adopted prior to the adoption of the EURODAC Regulation, the text of Articles 40a and 40b of the EURODAC Regulation concerning
the DublilNet and its operational management by the eu-LISA, as agreed, should be included exclusively in the eu-LISA Regulation.

Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing the
criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-country

58

national (OJ L 222, 5.9.2003, p. 3).
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2. The operational
management of DubliNet shall
consist of all the tasks necessary
to ensure its availability five days

2. The operational
management of DubliNet shall
consist of all the tasks necessary
to ensure the availability of

a week during normal business DubliNet, five days a week during | five—days—a—week—during—normal

hours. normal business hours. business-hours:

3. Eu-LISA shall be 3. eu-LISA shall be | 3—euEISA-shall beresponsible

responsible for the following responsible for the following tasks | for—thefollowingtasks—relating—te

tasks relating to DubliNet: relating to DubliNet: DPubliNet:

(a) providing technical (a) technical  support to | (8—technical suppertte Member

support to Member States by way | Member States by way of a | Stateshywayofahelpdeskfivedays

of a helpdesk, five days a week helpdesk five days a week during | a—week—during—noermal—business

during normal business hours, normal business hours, including | heurs;—including problemsrelating

including in relation to problems | problems relating to | to———comniHeations,——ematl

concerning communication, communications, email | eneryption—and—deeryption;—and

email encryption and decryption, | encryption and decryption, and | preblems-arisingfromsignature-of

and problems arising from the problems arising from signature | forms:

signature of forms; of forms.

(b)  providing IT security (b) provision of IT security | (b)—previsien—oef T —seecurity

services; services for DubliNet; services-for- DubliNet;

(c) managing, registering and | (c) management, registration | (¢)——management;—registration

renewing digital certificates used | and renewal of the digital | and—renewal—of —the —digital

for encrypting and signing certificates used for encrypting | eertificatesusedfor-enerypting-and

DubliNet e-mail messages; and signing DubliNet e-mail | sighing DubliNet-e-mail-messages;
messages;

(d) the technical evolution of | (d) technical evolution of | (—technical—evolution—of

DubliNet; DubliNet; DubliNet;

(e contractual matters. (e) contractual matters. {6)——econtractual-matters:
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4. Eu-LISA shall ensure, in
cooperation with the Member
States, that at all times the best

4. The Agency shall ensure,
in cooperation with the Member
States, that at all times the best

available and most secure available and most secure | available —and——moest—seeure
technology and techniques, technology and  techniques, | technelogyand-techniquess;subjeet
subject to a cost-benefit analysis, | subject to a cost-benefit analysis, | to—a—cost-benefit-analysis;—areused
are used for DubliNet. are used for DubliNet. for DublidNet:

Amendment 151 CHAPTER I Xa

CHAPTER VIlla

AMENDMENTS 10 AMENDMENTS —————— 10
REGULATION (EU) NO REGULATION (EFU) NO 10772011
1077/2011
Amendment 152 Article 40b Artiele-40b
Article 40 b
Regulation (EU) No 1077/2011 is | Amendments to Regulation (EU) | Amendments-toRegulation (F)Ne
amended as follows: No 1077/2011 H77204H
Regulation (EU) No 1077/2011 is | Regulation(EtH)—Ne—107720H—is
amended as follows: amended-asfollows:
(1) In Article 1(2), the 1. Article 1(2) is replaced by | +—Avrtiele 12)isreplaced by-the
following subparagraph is added: | the following text: folowing text:
""The Agency shall also be "2. The Agency shall be | “2-TheAgeneyshall-beresponsible
responsible for the operational responsible for the operational | for-the-eperational- management-of
management of a separate secure | management of the second- | the—second-generation—Schengen
electronic transmission channel | generation Schengen Information | Infermatien—System—(SIS—1;—[the
between the authorities of System (SIS 1II), the Visa | Visa—Infermation—System—OIS);
Member States, known as the Information System | Eurodae;{the Entry—ExitSystem
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'DubliNet’' communication (VIS),Eurodac, [the Entry Exit | (EES)—established by 3X2XXAXX
network, established by Article 18 | System (EES) established by | HEES— Regulation}};—and—the
of Commission Regulation (EC) XXX/XXX [EES Regulation]]|, | DubliNet—network—established—by
No 1560/2003, for the exchange and the DubliNet network | Article—18—eof —Commission
of information under Regulation | established by Article 18 of | Regulation —(EC)No—1560/2003%"
(EU) No... °[Dublin IV]. Commission Regulation (EC) No | (BubliNet):>2

1560/2003% (DubliNet)."
) The following Article is 2. In Regulation 1077/2011,
inserted: after Article 5 the following > The followineArticleisi L.

Article is added: ) )
"Article 5a "Article Sc T ArtieleSu
Tasks relating to DubliNet Tasks relating to DubliNet

Tasksrelati DubliN.

1. In relation to DubliNet, 1. In relation to DubliNet, the | -————Jn-—relation—to-DubliNet,—the
the Agency shall perform: Agency shall perform: Ageney-shall perform:
(a) the tasks conferred on it (a) the tasks conferred on it by
by Article [...] of Regulation Regulation (EU) No XXX/XXX ) L i ; ; '
(EU).../...[Eurodac]; [Dublin Regulation]; (etich 0 ; Reculati

59

60

61

Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing the
criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-country
national (OJ L 222, 5.9.2003, p. 3).”.

Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing
the criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-
country national (OJ L 222, 5.9.2003, p. 3).

Commission Regulation (EC) No 1560/2003 of 2 September 2003 laying down detailed rules for the application of Council Regulation (EC) No 343/2003 establishing
the criteria and mechanisms for determining the Member State responsible for examining an asylum application lodged in one of the Member States by a third-
country national (OJ L 222, 5.9.2003, p. 3).
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(b) tasks relating to training (b) tasks relating to training | (b)—tasksrelatingto—trainingon

on the technical use of on the technical use of DubliNet." | the-technical use-ef DubliNet:"
DubliNet.".
CHAPFERNVH
AMENDMENTS TO
REGULAHONELY
NOTGZZ201]
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CHAPTERIX CHAPTERIX
FINAL PROVISIONS FINAL PROVISIONS
Article 8 41 Article 41
Costs Costs

1. The costs incurred in connection
with  the establishment and
operation of the Central System
and the Communication
Infrastructure shall be borne by the
general budget of the European
Union.

Amendment 153

1. The costs incurred 1n
connection with the establishment
and operation of the Central
System and the Communication
Infrastructure shall be borne by the
general budget of the European

1. The costs incurred in
connection with the establishment and
operation of FEurodac and the
Communication Infrastructure shall be
borme by the general budget of the
European Union.
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Union, in accordance with the
principles of sound financial
management.

2. The costs incurred by national
access points and the costs for
connection to the Central System
shall be borne by each Member
State.

Amendment 154

2a. In order o enable
interoperability between the EES
and Eurodac, eu-LISA shall
establish a secure communication
channel between the EES Central
System and the Eurodac Central
System. The two central systems
shall be connected to allow for the
fransfer to Eurodac of the
biometric data of third-counitry
nationals registered in the EES
where registration of those
biometric data are required by this
Regulation.

3. Each Member State and Europol
shall set up and maintain at their
expense the technical infrastructure
necessary to 1implement this
Regulation, and  shall  be
responsible for bearing its costs
resulting from requests for
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comparison with Eurodac data for
the purposes laid down in Article

1@

Article 2

Article 42

Annual report: monitoring and
evaluation

Annual report: monitoring and
evaluation

1. Fhe—Aseney X eu-LISA X
shall submit to the FEuropean

Parliament, the Council, the
Commission and the European
Data Protection Supervisor an
annual report on the activities of the
Central System, including on its
technical functioning and security.
The annual report shall include
information on the management
and performance of Eurodac
against pre-defined quantitative
indicators for the objectives
referred to in paragraph 2.

2. The=dmeney [X eu-LISA X

shall ensure that procedures are in
place to monitor the functioning of
the Central System against
objectives relating to output, cost-
effectiveness and quality of
service.

3. For the purposes of technical
maintenance, reporting and
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statistics, the—Asgenexz [X eu-
LISA <XI shall have access to the

necessary information relating to
the processing operations
performed in the Central System.

Amendment 155

4. By [2020] eu-LISA shall
conduct a study on the technical
feasibility and added value of
adding facial recognition software
to the Central System for the
purposes of comparing facial
images of minors. The study shall
evaluate the reliability and
accuracy of the results produced
from facial recognition software
for the purposes of EURODAC and
shall make any necessary
recommendations prior to the
mtroduction  of the  facial
recognition technology to the
Central System. The study shall
also include an impact assessment
of the possible risks to the rights of
privacy and human dignity, the
rights of the child, as well as non-
discrimination, as a result of using
Jacial recognition software. The
study shall take into account the
views of other Union agencies, the
European Data Protection

4. By [...] eu-LISA shall
conduct a study on the technical
feasibility of adding facial
recognition software to the Central
System for the purposes of
comparing facial images. The study
shall evaluate the reliability and
accuracy of the results produced
from facial recognition software for
the purposes of EURODAC and
shall make any  necessary
recommendations prior to the
introduction  of the  facial
recognition technology to the
Central System.
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Supervisor, relevant actors as well
as academics.

every four years thereafter, the
Commission shall produce an
overall evaluation of Eurodac,
examining the results achieved
against objectives and the impact
on fundamental rights, including
whether law enforcement access
has led to indirect discrimination
against persons covered by this
Regulation, and assessing the
continuing  validity of  the
underlying rationale and any
implications for future operations,
and shall make any necessary
recommendations. The
Commission shall transmit the
evaluation to the European
Parliament and the Council.

Amendment 155

5. By [...] and every four years
thereafter, the Commission shall
produce an overall evaluation of
Eurodac, rogether with a full data
protection and privacy impact
assessment, examining the results
achieved against objectives and the
mmpact on fundamental rights,
including whether law enforcement
access has led to indirect
discrimination against persons
covered by this Regulation, and
assessing the continuing validity of
the underlying rationale and any
mmplications for future operations,
and shall make any necessary
recommendations. The
Commission shall transmit the
evaluation to the FEuropean
Parliament and the Council.
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£6. Member States shall provide
the—Ageney [0 eu-LISA XI and
the  Commission  with  the
information necessary to draft the
annual report referred to in
paragraph 1.

&7. Fhe-Aseney O eu-LISA X |
Member States and Europol shall

provide the Commission with the
information necessary to draft the
overall evaluation provided for in
paragraph 4 5. This information
shall not jeopardise working
methods or include information
that reveals sources, staff members
or investigations of the designated
authorities.

=%8. While respecting the provisions
of national law on the publication
of sensitive information, each
Member State and Europol shall
prepare annual reports on the
effectiveness of the comparison of
fingerprint data with Eurodac data
for law enforcement purposes,
containing  information  and
statistics on:

8. While  respecting  the
provisions of national law on the
publication of sensitive
information, each Member State
and Europol shall prepare annual
reports on the effectiveness of the
comparison of biometric [...] data
with Eurodac data for law
enforcement purposes, containing
information and statistics on:

the exact purpose of the
comparison, including the type
of terrorist offence or serious
criminal offence,
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grounds given for reasonable
suspicion,

the reasonable grounds given not to
conduct comparison with other
Member States under Decision
2008/615/JHA, in accordance
with Article 28 21(1) of this
Regulation,

number of requests for comparison,

the number and type of cases which
have ended in successful
identifications, and

the need and use made of the
exceptional case of urgency,
including those cases where that
urgency was not accepted by the
ex post verification carried out
by the verifying authority.

Member States' and Europol annual
reports shall be transmitted to the
Commission by 30 June of the
subsequent year.

£9. On the basis of Member States
and Europol annual reports
provided for in paragraph £ 8 and
in addition to the overall evaluation
provided for in paragraph 4 5, the
Commission shall compile an

[..

]
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annual report on law enforcement
access to FEurodac and shall
transmit it to the European
Parliament, the Council and the
European Data Protection
Supervisor.

Article 3

Article 43

Penalties

Penalties

Member States shall take the
necessary measures to ensure that
any processing of data entered in
the Central System contrary to the
purposes of Eurodac as laid down
in Article 1 1is punishable by
penalties, including administrative
and/or criminal penalties 1n
accordance with national law, that
are effective, proportionate and
dissuasive.

Article 4

Article 44

Territorial scope

Territorial scope

The provisions of this Regulation
shall not be applicable to any
territory to which [Regulation (EU)
No 604/2013 does not apply].

The provisions of this Regulation
shall not be applicable to any
territory to which Regulation (EU)
No XXX/XXX [Dublin
Regulation] [...] does not apply.
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Article 42 45

Article 45

Notification of designated
authorities and verifying
authorities

Notification of designated
authorities and verifying
authorities

each Member State shall notify the
Commission of 1its designated
authorities, of the operating units
referred to in Article & 6(3) and of
its verifying authority, and shall
notify  without delay any
amendment thereto.

Europol shall notify  the
Commission of its designated
authority, of its verifying authority
and of the National Access Point
which it has designated, and shall

Amendment 157

2. By [...] , Europol shall
notify the Comm1ss1on of its

designated  authority—ef—its

verfrns—authortyr—and—of—the
National Dot whick i1
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notify  without delay any
amendment thereto.

desienated, and ir shall notify
witheut—delay any amendment

thereto without delay.

3. The Commission shall publish
the information referred to in
paragraphs 1 and 2 in the Official
Journal of the European Union on
an annual basis and via an
electronic publication that shall be
available online and updated
without delay.

3. The Commission shall publish the
information referred to in paragraphs 1
and 2 in the Official Journal of the
European Union on an annual basis
and via an electronic publication that
shall be available online and updated
without delay.

Article 4 46 Article 46

Repeal Repeal
Regulation Ee—Ne2+4252000 Regulation (EU)  No 603/2013
B T T e s h e a e et 1s repealed with effect from [24

ese [© (EU) No 603/2013 is X
repealed with effect from 20-Fabs
245 [..]e.

months from the date of entry into
force of this Regulation].

260



References to the repealed
Regulations shall be construed as
references to this Regulation and
shall be read in accordance with the
correlation table in the Annex H&.

Article 46 47 Article 47
Entry into force and Entry into force and applicability
applicability

This Regulation shall enter into
force on the twentieth day
following that of its publication in
the Official Journal of the
European Union.

This Regulation shall apply from
[...]%.

The Interface Control Document
shall be agreed between Member
States and eu-LISA no later than
six months after the entry into
force of this Regulation.

Articles 2(2), 32 [...] and, for the
purposes referred to in Article
1(1)(a) and (b), Articles 28(4), 30
and 37 shall apply from the date
referred to in Article 99 [...] (2) of

24 months from the date of entry into force of this Regulation.




Regulation (EU) 2016/679 [...].
Until this date Articles 2(2), 27(4),
29, 30 and 35 of Regulation
603/2013 shall apply.

Articles 2(4), 35, and for the
purposes referred to in Article
1(1)(c), Article 28(4), 30, 37 and 40
shall apply from the date referred to
in Article 63 [...] (1) of Directive
(EU) 2016/680 [...]. Until this date
Articles 2(4), 27(4), 29, 33, 35 and
37 of Regulation 603/2013 shall
apply.
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Member States shall notify the
Commission and he=——tumanei
X eu-LISA ] as soon as they
have  made  the  technical
arrangements to transmit data to the
Central System B> under Articles
XX-XX X :

This Regulation shall be binding in
its entirety and directly applicable
in the Member States in accordance
with the Treaties.

Done at Brussels,

For the European Parliament
For the Council

The President
The President
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